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1
Introduction

CT3 did already update the PCC "Diameter gateway" for support of QoSE2EMTSI at the last meeting, but the implementation of QoSE2EMTSI related extensions is still open for CT4 H.248 gateway types.
QoSE2EMTSI leads essentially to an extended traffic description for IP flows, resulting in extended SDP media description in the SIP and possibly also in the H.248 related signalling plane. However, such kind of SDP extensions might lead to interactions with H.248 properties, which needs to be considered.
The new SDP attribute "a=bw-info” complements the existing, “application specific bandwidth” information SDP "b=AS" by up to four additional traffic parameters (traffic direction individual):
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2
End-to-end QoS model
2.1
PCC-centric model
Below illustration recalls again the high-level network description with scope on the PCC subsystem (26.924/Figure 5.1-1):
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Figure 1: Copy of 26.924/Figure 5.1-1: "High-level description of the functions that are involved in the bandwidth negotiation and resource reservation in an IMS network when EPC is used"
That end-to-end model needs to be expanded by detailing the core network infrastructure elements involved in "QoS bearer" processing, see next subclause.
2.2
IMS core extended model
Figure 2 provides an extended model at the example of a two-party call between UEs located in different operator domains (TrGW:Izi and IBCF:Ici as peering interfaces of the IP bearer and IP signalling path):
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Figure 2: IMS core extended model

The example indicates additional H.248 media gateway elements (here IMS-AGW and TrGW) within the end-to-end IP bearer path.
The MTSI extensions for enhanced e2e QoS support affect primarily following two functions in IP gateway equipment:
1. Admission control and

2. Traffic control.

Traffic control includes (inter alia) traffic policing, i.e., the enforcement of policy rules related to the monitoring of one or more traffic parameters of IP packet flows. There are at least four potential traffic policing stages for uplink traffic in the IP bearer path from a UE towards the NNI, see Figure 3:
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Figure 3: "QoS control stages" in the IP bearer path
The traffic policing stages in the uplink path in more detail:
· Stage UL-0: mentioned for completeness, a UE could theoretically provide explicit policing support, formerly known as e.g. usage parameter control (UPC). There isn't any explicit UPC enforced in MTSI clients.
· Stage UL-1: the so-called "QoS rule" policing by the PCEF/PGW.

· Stage UL-2: traffic policing (by the IMS-AGW) according the policy rules as behind the H.248 package(s) of ITU-T H.248.53; the 3GPP Iq profile supports only "IP byte-rate policing" (and not (yet) other H.248.53 capabilities such as "IP packet size policing"); other policy rules could be enforced beyond the monitoring of IP traffic parameters.
· Stage UL-3: TrGW, conceptually identical to UL-2.

A chain of multiple traffic policer entities in series, - such as UL-1 (PCEF) => UL-2 (IMS-AGW) => UL-3 (TrGW) -, is theoretically not necessary under normal network operational conditions. The "UL traffic policer" in the IMS-AGW is justified when the UL traffic wouldn't be routed via a PCC. The "UL traffic policer" in the IMS-AGW could be enabled with "conservative settings" in the PCC case (e.g., in case of a misbehaving PCEF). Similar UL considerations for the TrGW. The TrGW is more important as "DL traffic policer", i.e., monitoring the NNI traffic entering into the own domain.
Conclusion: all enforced traffic policer entities in the same IP bearer path must be in concert to each other. The IMS core network domain settings might be "conservative" when complementing already enforced traffic policing stages at access network level.

QoSE2EMTSI_CT is affecting the traffic policy rule settings at Gx, Iq and Ix (in above model). We focus in the following on the Iq and Ix related 3GPP H.248 packet gateways.
3
Reminder: Bandwidth control in H.248 packet gateways
Bandwidth control in H.248 packet media gateways is characterized by following important aspects:
1. functional level: the two functions of "admission control" and "traffic policing" are tightly coupled with regards to H.248 profiles with support of the H.248.53 Traffic Management (tman) package (=> the case for Iq and Ix); and

2. signalling level: an H.248 stream is characterized by an 
a) SDP media description (with implicit ("m=", "a=" lines) and explicit ("b=" line) traffic information) and
b) H.248 properties (H.248.53 package elements) related to traffic information.

It is obvious that there might be sometimes some redundant information and it is the responsibility of the MGC to ensure that there isn't any negative interaction between SDP parameter values and H.248 tman property values.
That aspect was already resolved in the very first H.248 profile for packet gateways, the ETSI TISPAN Ia profile. Appendix II to this document provides a copy of the relevant clause 5.17.1.5 from ETSI TS 183 018.

That "bandwidth control" model provides also the relevant framework for Iq and Ix because both H.248 profiles originate from the TISPAN Ia profile version 3.
QoSE2EMTSI introduces additional SDP-encoded traffic parameters, i.e., the correspondent stage 3 extensions for Iq and Ix need to take into account that ETSI TS 183 018, clause 5.17.1.5 behaviour.

4
Reminder: Granularity of traffic & QoS model for H.248 packet gateways
The granularity of a particular "traffic & QoS model" reflects the tradeoff between optimal QoS support for communication services versus the complexity of correspondent network control functions. The amount of available "traffic information" for a specific communication service could also limit such a control granularity.
Figure 4 provides three example granularity models as in scope during the development of H.248 gateways:
I. Fine granularity ("the original scope of B-ISDN and H.248 VoAALx/ATM gateways")

II. Coarse granularity ("a model following the keep-it-simple-as-possible approach, the baseline of TISPAN RACS, NGN, IMS, etc") and

III. Mid granularity ("for something in between above two extremes").

QoSE2EMTSI extensions leads to a (small) move from the current coarse granular model to a more mid granular mode from perspective of 3GPP "MTSI Media Gateways". 
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Figure 4: Copy of Figure 2 from ITU-T H.248.SHAPER – Traffic & QoS models with different granularity

5
New SDP-encoded traffic parameters
Both, the admission control function and the (optional) traffic policing function need at least one (for constant bitrate traffic) or two (for variable bitrate traffic) configuration parameters, which are termed as MBR and GBR in 26.924. That generic names correlate with following stage 3 specification parameters:
	Traffic parameters
	Network function specific signalling parameter names:

	Generic
	AF
	PCRF
	PCEF
	H.248 entities

	Maximum Bitrate (MBR)
	Max-Requested-Bandwidth-UL/-DL
	Max_DR_UL/_DL
	Maximum Authorized Bandwidth UL/DL
	PDR (peak data rate)

	Guaranteed Bitrate (GBR)
	-
	Gua_DR_UL/_DL
	Guaranteed Author​ized Data Rate UL/DL
	SDR (sustainable data rate)


26.924, clause 5.4.1 reminds again that there are transformation steps from mapping QoS parameters to signalling plane parameter and the final mapping to configuration parameters in the bearer plane (PCEF, H.248 MGF). The transformation step for H.248 media gateway functions is indicated in e.g., ITU-T H.248.53, clause 9 ("Deriving policy enforcement point parameters from parameters of traffic management and other packages") or ETSI 183 068, Annex F ("Figure F.1: Bandwidth Reservation Request - Processing in the BGF").
It is obvious that the expansion of SDP "b="-line information from a scalar to vector of up to five parameters might impact existing mapping functions for admission control and traffic policing.
NOTE – Policy ruled based description of H.248 packet gateway functions (see clause 7.3/H.248.79):
Both, the admission control function and traffic policing function could be described in the format of policy rules. The additional consideration of more traffic parameters results then in the consideration of additional policy rule conditions (without any change of the policy rule actions).
6
Calibration and certification aspects
6.1
Admission control function
Out of scope because admission controls are normally not subject of standardization. There is never a single algorithm, rather network operational specific admission controls following different critera (such as multiplexing models (statistical, deterministical), overbooking, etc).
6.2
Traffic policing function
Implementations of traffic policing functions must be verifiable due to their policy rule actions in accepting or discarding individual packets of an IP flow. Roughly speaking, the "discard patterns" of different traffic policer implementations should be identical for the same "traffic profile" in the best case (of course, under the same conditions).
That's the main reason for the necessity of conformance definitions with respect to traffic parameter type "bitrate". Such conformance definitions are typically based on "token bucket” algorithms, relevant for QOSE2EMTSI are
· 3GPP 23.107, Annex B "Reference Algorithm for Conformance Definition of Bitrate" and

· ITU-T Y.1221 "Generic byte rate algorithm (GBRA)" because used for IP bitrate conformance definitions for H.248 media gateways (see H.248.53).

A token bucket is characterized by two parameters: rate (R) and bucket size (B).
QOSE2EMTSI / 26.924 does focus only on rate-related aspects, but is silent whether and how conformance definitions might be impacted. It might be beneficial in explicitly describing the assumptions when introducing QOSE2EMTSI in H.248 profiles. In more detail: we need also to look at traffic parameters maximum packet size (M), delay variation tolerance (DVT) and/or maximum burst size (MBS), because such parameters are integral part of bucket size calculations.
7
H.248 Gateways – Location of Admission Control and Traffic Policer Control Functions
The H.248.53 tman property values are determined by the MGC, thus, the traffic policer control function is located at MGC level. The situation is slightly different for the admission control function, which could be basically provided by the MGC, under the condition that the MG resource state would be sufficiently accurate tracked by the MGC. The MG could also apply a complementary admission control in order to address e.g. deviations of the MG resource state tracking between MGC and MG level, or failure situations (see Figure 5).
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Figure 5: H.248 Gateways – Location of Admission Control and Traffic Policer Control Functions
It is the MGCs responsibility to coordinate the admission control function (1.1) and the traffic policer control function (2), based on the input informations from call control signalling and local "QoS & Traffic control" policies.
Both functions are somehow coupled, see clause 5.17.1.5/ETSI TS 183 018. Figure 6 provides an example, high-level decision logic at the example of a MG located admission control (1.2). It should be reminded again that the example indicates just the minimum amount of information used, there might be additional parameters for consideration.
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Figure 6: SDP bandwidth information and H.248 traffic management properties 
as input information for 1) Admission Control and 2) Traffic Policer Control Functions
Observations:
· The additional traffic parameters by QoSE2EMTSI support might not impact the H.248 interface signalling at all when admission control and traffic policer control functions would be entirely performed by the MGC.
8
Conclusions related to QOSE2EMTSI support by 3GPP H.248 gateways
Following aspects needs to be considered:
1. The traffic policer setting (= H.248.53 Traffic Management property values) must be consistent (compatible) with the SDP "b=" line (ETSI TS 183 018, clause 5.17.1.5.4).
The relation between both signalling element categories is dependent on VBR or CBR traffic policing.

2. Traffic policing: MBR policing might be unchanged, but GBR policing … hm?

3. QoSE2EMTSI extensions may basically impact the admission control function (1.1), but any concrete change on the underlying AC algorithms are out of scope of standardization.
4. Two-stage resource reservation/allocation process (stage 1: SDP Offer; stage 2: SDP Answer) due to possible modification of SDP info by SIP B2BUA instances along the media path

5. Conformance specification of bitrate? At least an explicit description would be beneficial.
6. Others?
Appendix I – Work items related to QoSE2EMTSI
	650032
	QOSE2EMTSI
	QoS End-to-end Multimedia Telephony Service for IMS (MTSI) extensions (Stage 3)
	S4, C3, C1, C4

	660043
	QOSE2EMTSI-CT
	CT Aspects of QoS End-to-End MTSI Extensions
	C3, C1, C4


	660043
	QOSE2EMTSI-CT
	...CT Aspects of QoS End-to-End MTSI Extensions
	Rel‑13
	C4, C1, C3

	660044
	...
	......CT3 Aspects of QoS End-to-End MTSI Extensions
	Rel‑13
	C3

	660045
	...
	......CT1 Aspects of QoS End-to-End MTSI Extensions
	Rel‑13
	C1

	660046
	...
	......CT4 Aspects of QoS End-to-End MTSI Extensions
	Rel‑13
	C4
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	Feature / Item:
	CT Aspects of QoS End to End MTSI extensions

	Affects:
	UE/MS:


	CN:

X
	GERAN:


	UTRAN:


	E-UTRAN:



	Expected Completion Date:
	March 2016 (CT#71)

	Service(s) impacted:
	E2E QoS handling for MTSI

	Specification(s) affected:
	TS 23.333, TS 23.334, TS 29.238, TS 29.332, TS 29.333, TS 29.334 

	Task(s) within work which are not complete:
	· Specification of Mp procedures (stage 2) to support the enhanced bandwidth negotiation mechanism and update of Mp H.248 profile (stage 3) with the related enhanced bandwidth indication for MTSI sessions.

· Specification of Iq procedures (stage 2) to support the enhanced bandwidth negotiation mechanism and update of Mp H.248 profile (stage 3) with the related enhanced bandwidth indication for MTSI sessions.

· Update of Ix H.248 profile (stage 3) with the related enhanced bandwidth indication for MTSI sessions.

· Update of Mn H.248 profile (stage 3) with the related enhanced bandwidth indication for MTSI sessions.

	Consequences if not included in Release 13:
	Enhanced bandwidth negotiation mechanism will not be supported.


Appendix II – H.248 Ia Profile "Bandwidth control - Reservation, Allocation and Policing"
ETSI TS 183 018 V3.5.2
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5.17.1.5
Bandwidth control - Reservation, Allocation and Policing

Resources are reserved independently per gate. For each gate, reservation of local resources for handling incoming and outgoing traffic is achieved by setting the appropriate properties in the Local and Remote Descriptors. Only one session description shall be included in each Stream Descriptor. Hence, the ReserveValue and ReserveGroup properties should not be used. 

The function of bandwidth control (which relates to bit- and byterate control in this profile) is structured in following clauses:

admission control (AC; clause 5.17.1.5.1);

traffic descriptor (clause 5.17.1.5.2);

traffic reservation and allocation (clause 5.17.1.5.3); and

traffic policing (clause 5.17.1.5.4).

5.17.1.5.1
Admission Control

Admission Control is defined in RACS for the BGF (MG role) level. There is no concept of a call in H.248 MGs due to the separation of call and bearers in the H.248 model, which means that AC translates in a Context Admission Control (CoAC; see also ITU-T H.Sup6) and Stream Admission Control (StAC) on MG side.

The StAC and CoAC is triggered with the first incoming ADD.request Command. At that point a decision is taken whether the new context can be established or not.

The StAC is triggered whenever a modification of an existing H.248 context, e.g. in terms of traffic descriptor, is requested. At that point a decision is taken whether the context modification can be accepted or not.

5.17.1.5.1.1
Admission Control in this Profile

The BGF AC is based on the requested H.248 stream level usage parameters and already established Contexts. The stream level usage parameters are given by the H.248 Media Descriptor in the ADD.request (and MODIFY.request) commands. The "usage parameters" as input for the AC of this Profile are mainly related to "bandwidth" information (see next clause on "traffic descriptor").

Specific AC algorithms could principally follow a deterministically or a statistically based multiplexing model. Concrete algorithms are implementation specific, thus out of scope of this profile.

The result of an admission control (here CoAC or StAC) is either an accept or reject decision.

NOTE:
Step 2 in figure 4 shows an accept decision, which is implicitly given by the command reply on the ADD.request for the IP termination. A reject decision would be indicated by an appropriate H.248.8 [30] error code in the reply.

5.17.1.5.2
Traffic Descriptor

A traffic descriptor is the set of traffic parameters that is used to capture the traffic characteristics of an IP flow (see clause 3.2.10/ITU-T Recommendation Y.1221 [i.10]). The traffic parameters for an H.248 Stream of an H.248 IP Termination are direction-independent and given by either:

1)
an explicit specification via:

the "b=" line in the SDP description of the Local Descriptor and Remote Descriptor; or

the properties of the Traffic Management package; or

2)
an implicit specification via:

the "m=" line in the SDP description of the Local Descriptor and Remote Descriptor (e.g. traffic usage estimate based on SDP media type and further mode of operation information).

NOTE:
There is no concept of a traffic contract explicitly used in the scope of this Profile version, because specific QoS classes (see ITU-T Recommendation Y.1541 [i.11]) are not signalled per termination. Nevertheless, the "QoS marking" information (see clause 5.17.1.4) could be used for QoS class indications, but such concepts are orthogonal to profile specifications, therefore out of scope of the present document.

5.17.1.5.3
Bandwidth reservation and allocation

5.17.1.5.3.1
SDP "b=" line for constant bitrate traffic

The amount of required bandwidth for sending packets is expressed using the "b=" line of the SDP description contained in the Remote Descriptors.

The amount of required bandwidth for receiving packets is expressed using the "b=" line of SDP description contained in the Local Descriptors or using one of the properties (tman/pdr or tman/sdr) of the traffic management package.

5.17.1.5.3.2
Properties of the Traffic Management package for variable bitrate traffic

The Traffic Management package (tman) should be used in case of variable bit rate traffic. There are then two semantics for some tman properties. All properties may be applied for bandwidth policing. The two properties tman/pdr and tman/sdr would be used additionally for bandwidth reservation (see note).

NOTE:
The property tman/pol indicates whether just reservation is applied ('OFF'), or whether both semantics are in use ('ON'). The semantic for 'OFF' is going beyond the property definition in tman version 1 package. This should be non-controversial because these tman properties may be considered as elements of a traffic descriptor, i.e. information elements used for admission control (besides policing).

5.17.1.5.3.3
Examples for bandwidth reservation

See informative annex F of [i.18].

5.17.1.5.4
Bandwidth policing
Policing of incoming traffic can be enabled using the Traffic Management package. Policing on incoming traffic can be set independently for each gate.

The properties of the Traffic Management package shall be set to values that are compatible (see note) with the "b=" line value of the Local Descriptor.

NOTE:
The term "compatible" means that the b-line and the traffic management represent identical bandwidth value with respect to the protocol layer they are defined upon:
-
Constant bit rate: "b=" line = tman/pdr = tman/sdr.
-
Variable bit rate: "b=" line = tman/pdr.

5.17.1.5.4.1
Statistics for bandwidth policing

Policing of incoming traffic is related to policy rules based on the following:

policy conditions on:

"IP byte-rate" parameter(s) (peak-rate and/or sustainable-rate); and/or

"IP packet size" parameter(s) (see H.248.53 [19]; signalling method not supported by this profile); and

policy actions:

accept conforming IP packet; or

silently discard non-conforming IP packet (in case that profile is not supporting the tmanr package); or

discard non-conforming IP packet and record event by tmanr statistics (see clause 5.17.1.6.3.3).

The policy actions are executed per IP packet.
5.17.1.5.5
Non-specification of tman properties

If no properties of the Traffic Management package are provided, the MG will not perform traffic policing. If only the tman/pol property set to ON is present, traffic policing shall not be done based on the b-line value, i.e. the policing function cannot be activated at this stage.

Summary on bandwidth control actions:

Table 89ba: Bandwidth control actions in relationship to tman version 1 properties

	H.248 property usage
	Semantic

	tman/pol
	tman/pdr
	tman/dvt
	tman/sdr
	tman/mbs
	Bandwidth control actions

	ON
	Not sent
	Not sent (use default)
	Not sent
	Not sent (use default)
	No traffic management.

	OFF OR not sent (default=OFF)
	Not sent
	Sent OR not sent (use default)
	Not sent
	Sent OR not sent (use default)
	No traffic management.

	OFF OR not sent (default=OFF)
	Sent
	Sent OR not sent (use default)
	Not sent
	Sent OR not sent (use default)
	No traffic management

The property tman/pdr may be used for bandwidth reservation and allocation in receiving direction in accordance to clause 5.17.1.5.3.

	OFF OR not sent (default=OFF)
	Not sent
	Sent OR not sent (use default)
	Sent
	Sent OR not sent (use default)
	No traffic management

The property tman/sdr may be used for bandwidth reservation and allocation in receiving direction in accordance to clause 5.17.1.5.3.

	OFF OR not sent (default=OFF)
	Sent
	Sent OR not sent (use default)
	Sent
	Sent OR not sent (use default)
	No traffic management

The property tman/pdr or tman/sdr may be used for bandwidth reservation and allocation in receiving direction in accordance to clause 5.17.1.5.3.

	ON OR not sent (default=ON)
	Sent
	Sent OR not sent (use default)
	Not sent
	Sent OR not sent (use default)
	Single stage policer (pdr, dvt)

The property tman/pdr may be used for bandwidth reservation and allocation in receiving direction in accordance to clause 5.17.1.5.3.

	ON OR not sent (default=ON)
	Not sent
	Sent OR not sent (use default)
	Sent
	Sent OR not sent (use default)
	Single stage policer (sdr, mbs)

The property tman/sdr may be used for bandwidth reservation and allocation in receiving direction in accordance to clause 5.17.1.5.3.

	ON OR not sent (default=ON)
	Sent
	Sent OR not sent (use default)
	Sent
	Sent OR not sent (use default)
	Dual stage policer ((pdr, dvt); (sdr, mbs))

The property tman/pdr or tman/sdr may be used for bandwidth reservation and allocation in receiving direction in accordance to clause 5.17.1.5.3.


Appendix III – H.248 Ia Profile "Admission control function"
ETSI TR 183 068 V3.1.1 provides a more detailed description of the admission control stage in more detail, see attached copy:

Annex F:
Bandwidth Reservation - Examples for Bandwidth Estimations 

The purpose of this annex is to provide some background in estimation methods for bitrate reservations, illustrated by some examples. Figure F.1 summarizes the scope of annex F. Protocol layer specific transformation of bandwidth requests and the aspect of admission control (related to the resource management aspect of resource component "bandwidth") is discussed besides examples for bandwidth calculation and estimation.
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Figure F.1: Bandwidth Reservation Request - Processing in the BGF

F.1
Introduction
Resource reservation in RACS is just related to the single resource component type "bitrate" B (colloquially also termed as "bandwidth"). The bitrate B relates to a particular traffic rate, i.e. traffic volume per time unit. The SPDF (or Application Function, or user equipment) provides an estimate for B for every new or modified H.248 Stream. It is an estimate (rather than an "exact" stochastically description) due to traffic source abstraction with just a single traffic parameter.

…
� 	see "Modifying the bandwidth information in the SDP offer" in 26.924
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