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1. Introduction
<Introduction part (optional)>

2. Reason for Change
An SCEF may have initiated a number of Monitoring events configuration towards the HSS / MME / SGSN. In a worst case this could trigger a huge number of reports from the MME/ SGSN causing overload at the SCEF.
The SCEF has in principle 2 possibilities:

A) Deactivate Monitoring reporting's.

B)  
Discard reports

C)  
Send overload control information to the MME/SGSN.

Solution A would trigger additional signaling and requires additional resources in the SCEF, which is tricky if the SCEF, is already in overload. In the MME and the SGSN capacity is used to do the reporting.
Solution B would just introduce signaling and lead to inconsistencies regarding number of remaining reports in MME/SGSN and the SCEF. In the MME and the SGSN capacity is used to do the reporting.
Solution C) would trigger in the MME and the SGSN that some event monitoring are not performed and reports are not generated.
3. Conclusions

Solution C the Overload control feature is seen as a good option which should be specified to allow traffic reduction.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.128.
*******
* * * First Change * * * *

Annex A (normative):
Diameter overload control mechanism

A.x
T6a/b interface and T7
A.x.1
General

The Diameter overload control mechanism is an optional feature over the T6a/b and T7 interface.
It is recommended to make use of the IETF draft-ietf-dime-ovli-02 [9] on the T6a/b and T7 interface where, when applied, the MME/SGSN shall behave as a reacting node and the SCEF as a reporting node.
A.x.2
SCEF behaviour

The SCEF requests traffic reduction from the MME/SGSN and the IWK-SCEF when it is in an overload situation, by including OC-OLR AVP in answer commands as described in IETF draft-ietf-dime-ovli-02 [9].

The SCEF identifies that it is in an overload situation by implementation specific means. For example, the SCEF may take into account the traffic over the S6t interfaces or other interfaces, the level of usage of internal resources (CPU, memory), the access to external resources etc.

The SCEF determines the specific contents of the OC-OLR AVP in overload reports and the SCEF decides when to send OC-OLR AVPs by implementation specific means.
The SCEF may decide to deactivate Monitoring events to reduce the number of Reporting-Information-Requests sent for reporting monitoring events.
A.x.3
MME/SGSN behaviour

The MME/SGSN and the IWK-SCEF apply required traffic reduction received in answer commands to subsequent applicable requests, as per IETF draft-ietf-dime-ovli-02 [9].

Requested traffic reduction is achieved by the MME/SGSN by implementation specific means. For example, it may implement throttling of monitoring event reports or stop reporting with prioritization.
A.x.4
IWK-SCEF behaviour

The IWK-SCEF applies required traffic reduction received in answer commands to subsequent applicable requests, as per IETF draft-ietf-dime-ovli-02 [9].

Requested traffic reduction is achieved by the IWK-SCEF by implementation specific means. For example, it may implement throttling of monitoring event report with prioritization.
* * * next change * * * *

Annex B (Informative):
Diameter overload control node behaviour

B.1
Introduction

Annex B gives guidance on the Diameter overload control node behaviours regarding message prioritisation over the T6a/b and T7 interface.
* * * next change * * * *

B.2
Message prioritisation over T6a/b and T7
This clause gives an analysis of possible behaviours of the MME, SGSN and IWK-SCEF regarding message prioritisation as guidance and for an informative purpose.

When the SCEF is overloaded, the MME, SGSN and IWK-SCEF will receive overload reports from the SCEF requesting a reduction of requests sent by the MME, SGSN and IWK-SCEF. This will apply to the Reporting-Information-Answer and Configuration-Information-Request commands.
The MME, SGSN and IWK-SCEF can consider some messages with a lower or a higher priority; lower priority messages will be candidates for throttling before higher priority messages.

Following considerations can be taken into account:

· RIR messages for a given MME, SGSN and IWK-SCEF can have a lower priority according to operator policies;

· If a MME, SGSN or IWK-SCEF node generates a peak signalling over the T6a/b and T7 interface, RIR messages from this MME, SGSN or IWK-SCEF can have a lower priority;

* * * End of Changes * * * *

