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1. Introduction
Here are the minutes of an offline discussion on load control during the CT4 Meeting #68bis.
2. Minutes
First a reminder on the Diameter routing principles in RFC6733 was given.

Between non-adjacent peers, the routing is based on the Destination-Realm AVP contained in the request, whatever the presence or absence of Destination-Host AVP in the request.

The request is then forwarded to the next hop identified in the routing table (taking into account the application-Id), if the Destination-Host AVP is not present or the Diameter Id in the Destination-Host AVP (if present) is not contained into the Peer table of the node.

Therefore, the presence of a Destination-Host AVP in the request is not supposed to influence the routing of the request between non-adjacent Diameter nodes. If the Destination-Host AVP is used in this purpose, it is a specific routing mechanism not covered by the base protocol and nodes compliant with RFC6733 are not supposed to have a specific handling of a received Destination-Host AVP when the Diameter identity in the Dest-Host is not part of the local peer table. To enable such specific Destination-Host AVP handling in the routing process, all the Diameter nodes in the signaling path of the request will have to support the specific mechanism. 

As a consequence, if the aim of server selection done by a node not having direct peer connections with the candidate servers is to include the Destination-Host AVP to influence the routing process, this is considered as out of scope of standardization, either in IETF or in 3GPP, which both rely on the standard routing principles defined in RFC6733 (cf. routing considerations section in 3GPP spec).

It is then concluded after this offline discussion that any requirements regarding use of load of information for server selection by a node non-adjacent to the servers should not be addressed in the current work done in IETF and 3GPP. 

It is thus concluded that only the immediate peers’ load information received by a node will be used for:

· selection of peer in the peer table based on its load;

· balance the load between peers according to the current load
For overload prevention, it may be useful that load info be conveyed in an E2E manner. But this will be further investigated as well as the correlation with OC mechanism defined in DOIC.

For information, the following point was also discussed. If it is required to send requests between different sets of servers (e.g. two distinct HSS pools), the only mean with no impact on the base protocol routing principles is to define distinct sub-domains for specific routing. A proxy can to the modification of the Dest-Realm (if required). A redirect agent enhanced with the RFC7075 that enable redirecting messages to an alternate domain without specifying individual hosts. Again, it is possible to rely on specific implementation to achieve the same requirements but it is considered as out of scope of standardization.

3. Proposal

It is proposed to agree the the conclusions given above and to use these conclusions as working assumptions for future contributions to the TR 29.810 on load control.

