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1. Introduction
This contribution describes the coding between the ePDG and the UE to achieve to convey the UE capability indicating the support of P-CSCF restoration extension for untrusted WLAN to the ePDG.
2. Reason for Change
For S2b case, the UE capability indicating the support of P-CSCF restoration extension will be conveyed to the ePDG via IKEv2 signalling and forwarded to the PDN GW via GTP/PMIP signalling over S2b. 
Considering the APCO has been defined to transport 3GPP parameters (e.g. the address of P-CSCF) between ePDG and the PDN GW since Rel-10, the UE capability of support of P-CSCF restoration extension should be included in the APCO as other 3GPP parameters. In this way, the ePDG supporting the extended P-CSCF restoration will include the UE capability indication in the APCO if receiving it from the UE during the IKEv2 tunnel establishment procedure.
Apparently, a new IKEv2 Configuration Attribute needs to be defined to convey the UE capability indication from the UE to the ePDG. There are two proposed solutions to achieve it as follows.
- 
Define a new IKEv2 configuration attribute to be used for carrying the UE capability indication of the support of P-CSCF restoration specifically.
-
Define a new IKEv2 configuration attribute which will be a generic container to carry new 3GPP parameters, initially the UE capability one and then others expected in future. 

And it is CT1 responsibility to conclude how to define the exact format of the new IKEv2 Configuration Attribute for UE capability as described above.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to TS 29.826 v0.2.0.
* * * First Change * * * *
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* * * Second change * * * *

6.3.2.1.4
Coding between the ePDG and the UE

As indicated in step 9 of subclause 6.3.2.1.2, and in subclause 6.3.2.1.3, between the ePDG and the UE, IKEv2 messages are used with a configuration payload containing P-CSCF restoration information ( i.e. the UE capability indicating the support of P-CSCF restoration extension for untrusted WLAN and list(s) of P-CSCF addresses).

The encoding of P-CSCF restoration information within the Configuration Payload in IKEv2 (see IETF RFC 7296 [8]) needs to be specified.

The IETF Draft draft-gundavelli-ipsecme-3gpp-ims-options-04 [9] specifies Configuration Attributes defining lists of P-CSCF addresses to be used for P-CSCF discovery. It is relevant to use the same Configuration Attributes for lists of P-CSCF addresses used for P-CSCF restoration and to convey them in IKEv2 informational exchange procedures (see IETF RFC 7296 [8]). Nevertheless the IETF Draft draft-gundavelli-ipsecme-3gpp-ims-options-04 [9] does not specify the Configuration attributes for the other 3GPP parameters used for P-CSCF restoration (i.e. UE capability for P-CSCF restoration extension for untrusted WLAN).

There are two proposed solutions to define the new IKEv2 Configuration Attribute:

a) 
Define a new IKEv2 configuration attribute P-CSCF_RESELECTION_SUPPORT Configuration Attribute to be used for carrying the UE capability indication of the support of P-CSCF restoration specifically.
b)
Define a new IKEv2 configuration attribute 3GPP-IE Configuration Attribute which will be a generic container to carry new 3GPP parameters, initially the UE capability one and then others expected in upcoming Rel-13 or future. 3GPP parameters already conveyed via existing IETF extensions (e.g. P-CSCF addresses) shall not be redefined using this generic container.
NOTE:
the need to transfer new 3GPP parameters over IKEv2 is already anticipated for several Rel-13 features: P-CSCF restoration, NB-IFOM and Support of Emergency sessions over WLAN.
Editor's note: it is up to CT1 to decide which of the above solutions or any other for the definition of the new IKEv2 Configuration Attribute for UE capability. 
* * * End of Changes * * * *

