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1. Introduction
This P-CR addresses conclusions and recommendations in clause 7.
2. Reason for Change
The TR work has largely progressed with a description of the basic mechanism for P-CSCF restoration for WLAN with the related extensions both for trusted and untrusted WLANs. Additional PCRs addressed Editor’s notes .  This allows proposing conclusions and recommendation on the P-CSF restoration for WLAN in this P-CR.  
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.826 v0.2.0
* * * First Change * * * *
7
Conclusions and recommendations
It is agreed to standardize in 3GPP Rel-13 the P-CSCF restoration mechanisms for WLANs on the basis of: 
-
 the solution described in subclause 6.2.1 regarding  the basic mechanism  for the HSS based solution;
-
the variant "a" is recommended   as according to subclause 6.2.1.3 
-
the solution T1 described in subclause 6.3.1.1 regarding the extended mechanism  for trusted WLAN which is applicable to both the HSS based and the PCRF based solutions;
-
the solution U1 described in subclause 6.3.2.1 regarding the extended mechanism  for trusted WLAN which is applicable to both the HSS based and the PCRF based solutions;
Corresponding text of these subclauses will be the basis for the normative text to the 3GPP TS 23.380 [2].  
The subclause 6.y text regarding the supported features and capabilities in the involved functional entities will also be the basis of a corresponding text in 3GPP TS 23.380 [2].       
Table 7.1. summarizes the list of impacts and affected specifications.
Table 7-1: Summary of impacts to existing 3GPP specifications for the P-CSCF restoration mechanism for WLANs
	 Impacts
	Impacted Specification

	Basic P-CSCF restoration mechanism  for WLAN for HSS based solution. 

Extended P-CSCF restoration mechanism for trusted and untrusted WLAN, applicable to both HSS and PCRF based solutions.
	3GPP TS 23.380

	Transfer of P-CSCF restoration indication over SWx
Supported Features over SWx

Transfer of P-CSCF restoration indication over S6b

Supported Features over S6b
	3GPP TS 29.273

	Basic mechanism handling over S2a 

Basic mechanism handling over S2b

P-CSCF restoration extended mechanism over S2a

P-CSCF restoration extended mechanism  over S2b
	3GPP TS 29.274 and 3GPP TS 29.275

	New WLCP PDN connection modification request procedure to support transport of the P-CSCF addresses over an existing PDN connection
	3GPP TS 24.244

	 UE indication of the support of the P-CSCF restoration extended mechanism with trusted WLAN.
	

	Indication of UE capability for the extended P-CSCF restoration mechanism  for trusted WLAN access
	3GPP TS 24 008

	Indication of UE capability for extended P-CSCF restoration mechanism for untrusted WLAN access
	3GPP TS 24.302

	Support of 3GPP Information elements in Configuration Payload over IKEv2 to transfer the UE capability 
	IETF 

	 Addition of support of P-CSCF restoration for WLAN accesses
	3GPP TS 24.229

	 Storage of UE and TWAN/ePDG support of the extended  P-CSCF restoration mechanism  for WLAN 
	3GPP TS 23.008


* * * End of Changes * * * *

