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1. Introduction
This P-CR describes the consequences of the support or not of the P-CSCF restoration over WLAN by the involved entities (HSS, 3GPP AAA Server, PGW, TWAN, ePDG, UE). It also describes the advertisement of this support over the interfaces.
2. Reason for Change
Many entities are involved in the basic and extended P-CSCF restoration mechanisms over WLAN. The support or not of the additional functionalities by the involved entities has consequences on the applicability of the P-CSCF restoration mechanism, e.g. between the use of the basic mechanism or the extended mechanism; they need to be described as well as the advertisement of the related support over the interfaces.
The editor’s notes in 6.3.1.1.3 and in 6.3.1.1.3 regarding a need for the UE to advertise, on a given access, its P-CSCF restoration capabilities for other accesses were removed as no added value was identified.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.826 v0.2.0.
* * * First Change * * * *
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* * * Next Change * * * *

6.3.1.1.3
Method to indicate the UE support for PCO based P-CSCF Restoration for TWAN to P-GW
The P-CSCF restoration extension for TWAN described in 6.3.1.1.2 is based on the possibility for the P-GW to identify whether or not the UE supports the PCO based P-CSCF Restoration procedures for TWAN.
The proposed method is that the UE indicates this UE capability to the P-GW at the establishment of the IMS PDN connection, in a new PCO parameter. 
This method has no impact on the TWAN as the PCO IE is transparently transferred through the TWAN.

The capability to support the P-CSCF restoration extension for TWAN is a different capability from the capability to support the P-CSCF restoration extension over 3GPP access. It is also necessary to differentiate the capability to support P-CSCF restoration for TWAN versus for untrusted WLAN (as they imply different UE protocol impacts). The UE shall provide the P-GW with its capability, if supported, regarding the current access it uses.


* * * Next Change * * * *

6.3.2.1.3
Method to indicate the UE support of the P-CSCF restoration to P-GW
The P-CSCF restoration extension over untrusted WLAN described in 6.3.2.1.3 is based on the possibility for the P-GW to identify whether or not the UE supports the PCO based P-CSCF Restoration procedures over untrusted WLAN.
The proposed method is that the UE indicates this UE capability in the configuration payload of the IKEv2 message to the ePDG establishing the IMS PDN connection. Then ePDG forwards this capability in a new PCO parameter to the P-GW over S2b.

Receipt by the PGW of the UE capability indicating the support of P-CSCF restoration in the APCO IE at PDN connection is also an indication that the ePDG and the UE support the IKEv2 procedures with the corresponding mapping of P-CSCF restoration information (i.e. UE capability and list(s) of available P-CSCF addresses). i.e. there is no need to introduce a new additional indication for ePDG support of this procedure.

The capability to support the P-CSCF restoration extension for untrusted WLAN is a different capability from the capability to support the P-CSCF restoration extension over 3GPP access. It is also necessary to differentiate the capability to support P-CSCF restoration extension for TWAN vs. for untrusted  WLAN (as they imply different UE protocol impacts). The UE shall provide the P-GW with its capability, if supported, regarding the current access it uses.


The same method can apply to PMIP-based S2b at IMS PDN connection.
* * * Next Change * * * *

6.y
Supported features and capabilities

6.y.1
Introduction
The P-CSCF restoration mechanism for WLAN, compared to the 3GPP accesses, requires new functionalities from the HSS, the 3GPP AAA Server, the PGW for the basic mechanism and in addition from the TWAN, the ePDG and the UE for the extended mechanism.
The support or not of the additional functionalities by the involved entities has consequences on the applicability of the P-CSCF restoration mechanism, e.g. between the use of the basic mechanism or the extended mechanism.  In particular roaming situations may change the supported 
features. The advertisement of the related support over the interfaces is also addressed. 
6.y.2
Feature support in the HSS and S-CSCF
The S-CSCF behaviour when triggering the HSS with a P-CSCF restoration indication is independent of the 3GPP access or of the WLAN access that the UE is using. No modification is foreseen to the signalling over the Cx interface and on the S-CSCF behaviour.

If the HSS does not support P-CSCF restoration for WLAN, it behaves as a Rel-12 HSS for P-CSCF restoration over a 3GPP access.
If the HSS supports P-CSCF restoration for WLAN, it checks if the user is registered on a 3GPP AAA Server and 
-
if the 3GPP AAA Server supports the P-CSCF restoration mechanism for WLAN, the HSS behaves as described in step 6 of subclause 6.2.1.2;

-
if the 3GPP AAA Server does not support it, and if no other serving node (MME/SGSN) on which the UE is registered supports P-CSCF restoration, the HSS send the DIAMETER_ERROR_SERVING_NODE_FEATURE_UNSUPPORTED error to the S-CSCF as for Rel-12.
It is assumed and recommended that a HSS supporting the P-CSCF restoration mechanism for WLAN supports the P-CSCF restoration mechanism for 3GPP access.
6.y.3
Feature support in the 3GPP AAA Server

The 3GPP AAA Server informs the HSS, at the user registration over SWx, if it supports the P-CSCF restoration feature through a supported feature indication, so to allow the HSS to correctly react to a P-CSCF restoration indication received from the S-CSCF. Nevertheless this feature support does not give an indication about the support of the P-CSCF restoration feature by the PGW handling the IMS PDN connection. 
NOTE:
The user registration over SWx can result from the establishment of another PDN connection via a different PGW, before the user sets up the IMS PDN connexion. So, at the user registration, the 3GPP AAA Server does not know if the PGW that will later handle the IMS PDN connection supports the P-CSCF restoration feature.

In the hereafter paragraphs, it is assumed that the 3GPP AAA Server supports the P-CSCF restoration mechanism.
When the PGW informs the 3GPP AAA Server over S6b that an IMS PDN connection is established, the PGW also advertises the 3GPP AAA Server if the PGW supports the P-CSF restoration mechanism for WLAN. The 3GPP AAA Server stores this information. 
When the 3GPP AAA Server receives a P-CSCF restoration indication from the HSS:
-
if an IMS PDN connection is established and if the PGW supports the P-CSCF restoration mechanism for WLAN, the 3GPP AAA Server behaves as described in step 7a of subclause 6.2.1.2;
-
if an IMS PDN connection is established and if the PGW does not support the P-CSCF restoration mechanism for WLAN, the 3GPP AAA Server ignores the P-CSCF restoration indication received from the HSS;
-
if no IMS PDN connection is established, the 3GPP AAA Server ignores the P-CSCF restoration indication received from the HSS.
6.Y.4
Feature support in the PGW

A PGW supporting the basic P-CSCF restoration mechanism for both trusted and untrusted WLANs indicates this support to the 3GGP AAA Server in the Authorization Request message sent over S6b at the creation of the IMS PDN connection.

The support of the extended mechanism by the PGW requires the support of the basic mechanism. The extended mechanism is optionally supported by the PGW for TWAN or for untrusted WLAN or for both,

6.Y.5
Feature support in the TWAN

The TWAN advertises the support of the new WLCP PDN connection modification request procedure over S2a at establishment (or handover) of the IMS PDN connection with an additional indicator as described in subclause 6.3.1.1.2. This is to allow the PGW to use the extended P-CSCF restoration mechanism on this TWAN.
6.Y.6
Feature support in the ePDG

As described in subclause 6.3.2.1.3 the ePDG indicates its support of the extended P-CSCF restoration mechanism over S2b and over IKEv2 when sending the UE capability in the APCO IE to the PGW at the IMS PDN connection. No new indication is required.
6.Y.7
Capability support in the UE
A UE may support the extended P-CSCF restoration mechanism for the 3GPP access (e.g. a Rel-12 UE), the TWAN and/or the untrusted WLAN.
In consequence, a capability is defined for the support of the extended P-CSCF restoration mechanism for each type of access, meaning three capabilities with all the possible combinations.
During the set up (or handover) of the IMS PDN connection over a given type of access, the UE announces its capability over this type of access and has no need to announce its capabilities for the other types of accesses.
* * * End of Changes * * * *

