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1.
Introduction
In order to have a clear view on the applicability of SDP capability negotiation in 3GPP networks, this document collects the descriptions of supporting SDP capability negotiation (as defined in IETF RFC 5939) and SDP media capability negotiation (as defined in IETF RFC 6871) in the existing 3GPP specifications, including TS 24.229, TS 26.114 and TS 24.292.
The SDP capability negotiation, as defined in IETF RFC 5939, enables SDP to provide limited support for indicating capabilities and their associated potential configurations, and negotiate the use of those potential configurations as actual configurations. The SDP media capabilities negotiation, as defined in IETF RFC 6871, extends the SDP capabilities negotiation mechanism by defining media capabilities that can be used to negotiate media types and their associated parameters.
2.
3GPP Support for SDP Capability Negotiation
Support of SDP capability negotiation and SDP media capabilities negotiation have been added in 3GPP since from release 8 of TS 24.229, TS 26.114 and TS 24.292, for ICS and other features when negotiating capabilities in SDP is needed, e.g. what RTP profile (RTP/AVP or RTP/AVPF) is used.
Please note that the highlight marks are added under the following meanings.

Yellow: shows the SDP capability negotiation as described.
Blue: shows the media plane entities such as MGW as described.
Green: shows the SDP media capability negotiation as described.
************************************************************

************************************************************

<< 3GPP TS 24.229 >>

************************************************************

A.3.2.1
Major capabilities

Table A.317: Major capabilities

	Item
	Does the implementation support
	Reference
	RFC status
	Profile status

	
	Capabilities within main protocol
	
	
	

	
	
	
	
	

	
	Extensions
	
	
	

	22
	integration of resource management and SIP?
	[30] [64]
	o
	c14

	23
	grouping of media lines?
	[53]
	c3
	c3

	24
	mapping of media streams to resource reservation flows?
	[54]
	o
	c1

	25
	SDP bandwidth modifiers for RTCP bandwidth?
	[56]
	o
	o (NOTE 1)

	26
	TCP-based media transport in the session description protocol?
	[83]
	o
	c2

	27
	interactive connectivity establishment?
	[99]
	o
	c4

	28
	session description protocol format for binary floor control protocol streams?
	[108]
	o
	o

	29
	extended RTP profile for real-time transport control protocol (RTCP)-based feedback (RTP/AVPF)?
	[135]
	o
	c5

	30
	SDP capability negotiation?
	[137]
	o
	c6

	31
	Session Description Protocol (SDP) extension for setting up audio media streams over circuit-switched bearers in the Public Switched Telephone Network (PSTN)?
	[155]
	o
	c7

	32
	miscellaneous capabilities negotiation in the Session Description Protocol (SDP)?
	[156]
	o
	c7

	33
	transport independent bandwidth modifier for the Session Description Protocol?
	[152]
	o
	c8

	34
	Secure Real-time Transport Protocol (SRTP)?
	[169]
	o
	c15

	35
	MIKEY-TICKET?
	[170]
	o
	c10

	36
	SDES?
	[168]
	o
	c9

	37
	end-to-access-edge media security using SDES?
	7.5.2
	n/a
	c16

	37A
	end-to-access-edge media security for MSRP using TLS and certificate fingerprints?
	7.5.2
	n/a
	c22

	37B
	end-to-access-edge media security for BFCP using TLS and certificate fingerprints?
	7.5.2
	n/a
	c23

	37C
	end-to-access-edge media security for UDPTL using DTLS and certificate fingerprints?
	7.5.2
	n/a
	c24

	38
	SDP media capabilities negotiation?
	[172]
	o
	c12

	39
	Transcoding Services Invocation in the Session Initiation Protocol (SIP) Using Third Party Call Control (3pcc)?
	[166]
	o
	c13

	40
	Message Session Relay Protocol?
	[178]
	o
	c17

	40A
	Connection establishment for media anchoring for the message session relay protocol?
	[214]
	o
	c26

	41
	a SDP offer/answer mechanism to enable file transfer?
	[185]
	o
	o

	42
	optimal media routeing
	[11D]
	n/a
	c18

	43
	ECN for RTP over UDP
	[188]
	o
	c19

	44
	T.38 FAX?
	[202]
	n/a
	c20

	45
	support for reduced-size RTCP?
	[204]
	o
	o

	46
	RTCP extended reports?
	[205]
	o
	o

	47
	maximum receive SDU size?
	[9B]
	o
	o

	48
	the SDP content attribute
	[206]
	o
	c21

	49
	a general mechanism for RTP header extensions?
	[210]
	o
	o

	50
	negotiation of generic image attributes in the session description protocol (SDP)?
	[211]
	o
	o

	51
	connection-oriented media transport over the TLS protocol in the SDP?
	[216]
	o
	c25

	52
	UDPTL over DTLS?
	[217]
	o
	c27

	53
	telepresence?
	[7G]
	o
	o

	54
	SCTP over DTLS?
	[219]
	o
	c28

	55
	DTLS-SRTP?
	[222], [225]
	o
	c29

	56
	STUN Usage for Consent Freshness?
	[224]
	o
	c29

	57
	Alternate Connectivity (ALTC) Attribute?
	[228]
	o
	c30

	58
	3GPP MTSI RTCP-APP adaptation?
	[9B]
	n/a
	o

	c1:
IF A.3/1 THEN m ELSE n/a - - UE role.

c2:
IF A.3/9B AND A.3/13B THEN m ELSE IF A.3/1 OR A.3/2A OR A.3/6 OR A.3/7 THEN o ELSE n/a - - IBCF (IMS-ALG), ISC gateway function (IMS-ALG), UE, P-CSCF (IMS-ALG), MGCF, AS.

c3:
IF A.317/24 OR A.317/53 THEN m ELSE o - - mapping of media streams to resource reservation flows, telepresence.

c4:
IF A.3/9B OR A.3/13B THEN m ELSE IF A.3/1 OR A.3/6 THEN o ELSE n/a - - IBCF (IMS-ALG), application gateway function (IMS-ALG), UE, MGCF.

c5:
IF A.3A/50 OR A.3A/50A OR A.3/6 OR A.3/9B OR A.3A/89 THEN m ELSE o - - multimedia telephony service participant, multimedia telephony service application server, MGCF, IBCF (IMS-ALG), ATCF (UA).

c6:
IF A.3A/50 OR A.3A/50A OR A.3/6 OR A.3/9B OR A.3/13B OR A.3A/89 THEN m ELSE o - - multimedia telephony service participant, multimedia telephony service application server, MGCF, IBCF (IMS-ALG), application gateway function (IMS-ALG), ATCF (UA).
c7:
IF A.3A/82 OR A.3A/83 THEN m ELSE o - - ICS user agent, SCC application server.

c8:
IF A.317/25 AND (A.3/1 OR A.3/6 OR A.3A/89) THEN o ELSE n/a - - SDP bandwidth modifiers for RTCP bandwidth, UE, MGCF, ATCF (UA).

c9:
IF A.3D/30 OR A.3D/20 THEN m ELSE n/a - - end-to-access-edge media security using SDES, end-to-end media security using SDES.
c10:
IF A.3D/21 OR A.3D/22 THEN m ELSE n/a - - end-to-end media security using KMS, end-to-end media security for MSRP using TLS and KMS.

c12:
IF A.3A/82 OR A.3A/83 THEN m ELSE o - - ICS user agent, SCC application server.

c13:
IF IF A.3/7D OR A.3/8 THEN o else n/a - - AS performing 3rd party call control or MRFC.

c14:
IF A.4/2C THEN m ELSE o - - initiating a session which require local and/or remote resource reservation.

c15:
IF A.3D/20 OR A.3D/21 OR A.3D/30 THEN m ELSE n/a - - end-to-end media security using SDES, end-to-end media security using KMS, end-to-access-edge media security using SDES.

c16:
If A.3D/30 THEN m ELSE n/a - - end-to-access-edge media security using SDES.

c17:
IF A.3A/33B OR A.3A/34 THEN m ELSE IF A.3A/8 OR A.3A/9 OR A.3/2A THEN o ELSE n/a - - session-mode messaging participant, session-mode messaging intermediate node, IBCF, MRFC, P-CSCF (IMS-ALG).

c18:
IF A.3/2A OR A.3/6 OR A.3/7 OR A.3/9B OR A.3A/89 OR A.3/13B THEN o ELSE n/a - - P-CSCF (IMS-ALG), MGCF, AS, IBCF (IMS-ALG), ATCF (UA), application gateway function (IMS-ALG).

c19:
IF A.3/2A OR A.3/6 OR A.3/8 OR A.3/9B OR A.3A/81 OR A.3A/89 OR A.3/13B THEN o ELSE n/a - - P-CSCF (IMS-ALG), MGCF, MRFC, IBCF (IMS-ALG), MSC Server enhanced for ICS, ATCF (UA), application gateway function (IMS-ALG).

c20:
IF A.3/1 OR A.3/6 THEN o ELSE n/a - - UE, MGCF.

c21:
IF A.3A/57 OR A.3A/58 OR A.3A/59 OR A.3A/60 OR A.3/2A OR A.3/9B THEN m ELSE o - - Customized alerting tones application server, Customized alerting tones UA client, Customized ringing signal application server, Customized ringing signal UA client, P-CSCF (IMS-ALG), IBCF (IMS-ALG).

c22:
If A.3D/20A THEN m ELSE n/a - - end-to-access-edge media security for MSRP using TLS and certificate fingerprints.

c23:
If A.3D/20B THEN m ELSE n/a - - end-to-access-edge media security for BFCP using TLS and certificate fingerprints.

c24:
If A.3D/20C THEN m ELSE n/a - - end-to-access-edge media security for UDPTL using DTLS and certificate fingerprints.

c25:
IF (A.317/37A AND A.317/40) OR (A.317/37B AND A.317/28) OR (A.317/37C AND A.317/52) THEN m ELSE o - - end-to-access-edge media security for MSRP using TLS and certificate fingerprints, message session relay protocol, end-to-access-edge media security for BFCP using TLS and certificate fingerprints, session description protocol format for binary floor control protocol streams, end-to-access-edge media security for UDPTL using DTLS and certificate fingerprints, UDPTL over DTLS.

c26:
IF A.317/40 THEN m ELSE n/a - - message session relay protocol.

c27:
IF A.317/37C THEN m ELSE o - - end-to-access-edge media security for UDPTL using DTLS and certificate fingerprints.

c28:
IF (A.3/1 AND A.317/53) OR A.3/14 OR A.3A/95 THEN m ELSE o - - UE, telepresence, Gm based WIC, eP-CSCF.

c29:
IF A.3/14 OR A.3A/95 THEN m ELSE o - - Gm based WIC, eP-CSCF.

c30:
IF A.3A/81 OR A.3/9B OR A.3/2A THEN o ELSE n/a - - UE performing the functions of an external attached network, IBCF (IMS-ALG), P-CSCF (IMS-ALG).

	NOTE 1:
For "video" and "audio" media types that utilise RTP/RTCP, if the RTCP bandwidth level for the session is different than the default RTCP bandwidth as specified in RFC 3556 [56], then, it shall be specified. For other media types, it may be specified.


Editor's note: [WI: IMS_WebRTC, CR#4943] In table A.317, items 55 and 56, it needs to be studied whether the P-CSCF needs to be considered, e.g. whether it needs to be described how a P-CSCF would handle a request for DTLS-SRTP.
************************************************************

A.3.2.2
SDP types

Table A.318: SDP types

	Item
	Type
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	
	Session level description

	1
	v= (protocol version)
	[39] 5.1
	m
	m
	[39] 5.1
	m
	m

	2
	o= (owner/creator and session identifier)
	[39] 5.2
	m
	m
	[39] 5.2
	m
	m

	3
	s= (session name)
	[39] 5.3
	m
	m
	[39] 5.3
	m
	m

	4
	i= (session information)
	[39] 5.4
	o
	c2
	[39] 5.4
	m
	c3

	5
	u= (URI of description)
	[39] 5.5
	o
	c4
	[39] 5.5
	o
	n/a

	6
	e= (email address)
	[39] 5.6
	o
	c4
	[39] 5.6
	o
	n/a

	7
	p= (phone number)
	[39] 5.6
	o
	c4
	[39] 5.6
	o
	n/a

	8
	c= (connection information)
	[39] 5.7
	c5
	c5
	[39] 5.7
	m
	m

	9
	b= (bandwidth information)
	[39] 5.8
	o
	o
	[39] 5.8
	m
	m

	
	Time description (one or more per description)

	10
	t= (time the session is active)
	[39] 5.9
	m
	m
	[39] 5.9
	m
	m

	11
	r= (zero or more repeat times)
	[39] 5.10
	o
	c4
	[39] 5.10
	o
	n/a

	
	Session level description (continued)

	12
	z= (time zone adjustments)
	[39] 5.11
	o
	n/a
	[39] 5.11
	o
	n/a

	13
	k= (encryption key)
	[39] 5.12
	x
	x
	[39] 5.12
	n/a
	n/a

	14
	a= (zero or more session attribute lines)
	[39] 5.13
	o
	o
	[39] 5.13
	m
	m

	
	Media description (zero or more per description)

	15
	m= (media name and transport address)
	[39] 5.14
	m
	m
	[39] 5.14
	m
	m

	16
	i= (media title)
	[39] 5.4
	o
	c2
	[39] 5.4
	o
	c3

	17
	c= (connection information)
	[39] 5.7
	c1
	c1
	[39] 5.7
	m
	m

	18
	b= (bandwidth information)
	[39] 5.8
	o
	o
	[39] 5.8
	m
	m

	19
	k= (encryption key)
	[39] 5.12
	x
	x
	[39] 5.12
	n/a
	n/a

	20
	a= (zero or more media attribute lines)
	[39] 5.13
	o
	o
	[39] 5.13
	m
	m

	c1:
IF (A.318/15 AND NOT A.318/8) THEN m ELSE IF (A.318/15 AND A.318/8) THEN o ELSE n/a - - “c=” contained in session level description and SDP contains media descriptions.

c2:
IF A.3/6 THEN x ELSE o - - MGCF.

c3:
IF A.3/6 THEN n/a ELSE m - - MGCF.

c4:
IF A.3/6 THEN x ELSE n/a - - MGCF.

c5:
IF A.318/17 THEN o ELSE m - - "c=" contained in all media description.


Prerequisite A.318/14 OR A.318/20 - - a= (zero or more session/media attribute lines)

Table A.319: zero or more session / media attribute lines (a=)

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	category (a=cat)
	[39] 6
	c8
	c8
	[39] 6
	c9
	c9

	2
	keywords (a=keywds)
	[39] 6
	c8
	c8
	[39] 6
	c9
	c9

	3
	name and version of tool (a=tool)
	[39] 6
	c8
	c8
	[39] 6
	c9
	c9

	4
	packet time (a=ptime)
	[39] 6
	c10
	c10
	[39] 6
	c11
	c11

	5
	maximum packet time (a=maxptime)
	[39] 6 (NOTE 1)
	c10
	c10
	[39] 6 (NOTE 1)
	c11
	c11

	6
	receive-only mode (a=recvonly)
	[39] 6
	o
	o
	[39] 6
	m
	m

	7
	send and receive mode (a=sendrecv)
	[39] 6
	o
	o
	[39] 6
	m
	m

	8
	send-only mode (a=sendonly)
	[39] 6
	o
	o
	[39] 6
	m
	m

	8A
	Inactive mode (a=inactive)
	[39] 6
	o
	o
	[39] 6
	m
	m

	9
	whiteboard orientation (a=orient)
	[39] 6
	c10
	c10
	[39] 6
	c11
	c11

	10
	conference type (a=type)
	[39] 6
	c8
	c8
	[39] 6
	c9
	c9

	11
	character set (a=charset)
	[39] 6
	c8
	c8
	[39] 6
	c9
	c9

	12
	language tag (a=sdplang)
	[39] 6
	o
	o
	[39] 6
	m
	m

	13
	language tag (a=lang)
	[39] 6
	o
	o
	[39] 6
	m
	m

	14
	frame rate (a=framerate)
	[39] 6
	c10
	c10
	[39] 6
	c11
	c11

	15
	quality (a=quality)
	[39] 6
	c10
	c10
	[39] 6
	c11
	c11

	16
	format specific parameters (a=fmtp)
	[39] 6
	c10
	c10
	[39] 6
	c11
	c11

	17
	rtpmap attribute (a=rtpmap)
	[39] 6
	c10
	c10
	[39] 6
	c11
	c11

	18
	current-status attribute (a=curr)
	[30] 5
	c1
	c1
	[30] 5
	c2
	c2

	19
	desired-status attribute (a=des)
	[30] 5
	c1
	c1
	[30] 5
	c2
	c2

	20
	confirm-status attribute (a=conf)
	[30] 5
	c1
	c1
	[30] 5
	c2
	c2

	21
	media stream identification attribute (a=mid)
	[53] 3
	c3
	c3
	[53] 3
	c4
	c4

	22
	group attribute (a=group)
	[53] 4
	c5
	c5
	[53] 3
	c6
	c6

	23
	setup attribute (a=setup)
	[83] 4
	c7
	c45
	[83] 4
	c7
	c45

	24
	connection attribute (a=connection)
	[83] 5
	c7
	c7
	[83] 5
	c7
	c7

	25
	IP addresses (a=candidate)
	[99]
	c12
	c12
	[99]
	c13
	c13

	26
	floor control server determination (a=floorctrl)
	[108] 4
	c14
	c14
	[108] 4
	c14
	c14

	27
	conference id (a=confid)
	[108] 5
	c14
	c14
	[108] 5
	c14
	c14

	28
	user id (a=userid)
	[108] 5
	c14
	c14
	[108] 5
	c14
	c14

	29
	association between streams and floors (a=floorid)
	[108] 6
	c14
	c14
	[108] 6
	c14
	c14

	30
	RTCP feedback capability attribute (a=rtcp-fb)
	[135] 4.2
	c15
	c15
	[135] 4.2
	c15
	c15

	31
	extension of the rtcp-fb attribute (a=rtcp-fb)
	[136] 7.1, [188] 6.2
	c15
	c15
	[136] 7.1
	c15
	c15

	32
	supported capability negotiation extensions (a=csup)
	[137] 3.3.1
	c16
	c16
	[137] 3.3.1
	c16
	c16

	33
	required capability negotiation extensions (a=creq)
	[137] 3.3.2
	c16
	c16
	[137] 3.3.2
	c16
	c16

	34
	attribute capability (a=acap)
	[137] 3.4.1
	c16
	c16
	[137] 3.4.1
	c16
	c16

	35
	transport protocol capability (a=tcap)
	[137] 3.4.2
	c16
	c16
	[137] 3.4.2
	c16
	c16

	36
	potential configuration (a=pcfg)
	[137] 3.5.1

[172] 3.3.6
	c16
	c16
	[137] 3.5.1

[172] 3.3.6
	c16
	c16

	37
	actual configuration (a=acfg)
	[137] 3.5.2
	c16
	c16
	[137] 3.5.2
	c16
	c16

	38
	connection data capability (a=ccap)
	[156] 3.1
	c17
	c17
	[156] 3.1
	c18
	c18

	39
	maximum packet rate (a=maxprate)
	[152] 6.3
	c19
	c19
	[152] 6.3
	c19
	c19

	40
	crypto attribute (a=crypto)
	[168]
	c20
	c20
	[168]
	c20
	c20

	41
	key management attribute (a=key-mgmt)
	[167]
	c21
	c21
	[167]
	c21
	c21

	42
	3GPP_e2ae-security-indicator (a=3ge2ae)
	7.5.2
	c22
	c22
	7.5.2
	c22
	c22

	43
	media capability (a=rmcap)
	[172] 3.3.1
	c23
	c23
	[172] 3.3.1
	c23
	c23

	43A
	media capability (a=omcap)
	[172] 3.3.1
	c23
	c23
	[172] 3.3.1
	c23
	c23

	44
	media format capability (a=mfcap)
	[172] 3.3.2
	c23
	c23
	[172] 3.3.2
	c23
	c23

	45
	media-specific capability (a=mscap)
	[172] 3.3.3
	c23
	c23
	[172] 3.3.3
	c23
	c23

	46
	latent configuration (a=lcfg)
	[172] 3.3.5
	c44
	c44
	[172] 3.3.5
	c44
	c44

	47
	session capability (a=sescap)
	[172] 3.3.8
	c24
	c24
	[172] 3.3.8
	c24
	c24

	48
	msrp path (a=path)
	[178]
	c25
	c25
	[178]
	c25
	c25

	49
	file selector (a=file-selector)
	[185] 6
	c27
	c27
	[185] 6
	c28
	c28

	50
	file transfer identifier (a= file-transfer-id)
	[185] 6
	c26
	c26
	[185] 6
	c28
	c28

	51
	file disposition (a=file-disposition)
	[185] 6
	c26
	c26
	[185] 6
	c28
	c28

	52
	file date (a=file-date)
	[185] 6
	c26
	c26
	[185] 6
	c28
	c28

	53
	file icon (a=file-icon
	[185] 6
	c26
	c26
	[185] 6
	c28
	c28

	54
	file range (a=file-range)
	[185] 6
	c26
	c26
	[185] 6
	c28
	c28

	55
	optimal media routeing visited realm (a=visited-realm)
	7.5.3
	c29
	c29
	7.5.3
	c29
	c29

	56
	optimal media routeing secondary realm (a=secondary-realm)
	7.5.3
	c29
	c29
	7.5.3
	c29
	c29

	57
	optimal media routeing media level checksum (a=omr-m-cksum)
	7.5.3
	c29
	c29
	7.5.3
	c29
	c29

	58
	optimal media routeing session level checksum (a=omr-s-cksum)
	7.5.3
	c29
	c29
	7.5.3
	c29
	c29

	59
	optimal media routeing codecs (a=omr-codecs)
	7.5.3
	c29
	c29
	7.5.3
	c29
	c29

	60
	optimal media routeing media attributes (a=omr-m-att)
	7.5.3
	c29
	c29
	7.5.3
	c29
	c29

	61
	optimal media routeing session attributes (a=omr-s-att)
	7.5.3
	c29
	c29
	7.5.3
	c29
	c29

	62
	optimal media routeing media bandwidth (a=omr-m-bw)
	7.5.3
	c29
	c29
	7.5.3
	c29
	c29

	63
	optimal media routeing session bandwidth (a=omr-s-bw)
	7.5.3
	c29
	c29
	7.5.3
	c29
	c29

	64
	ecn-attribute (a=ecn-capable-rtp)
	[188]
	c30
	c30
	[188]
	c30
	c30

	65
	T38 FAX Protocol version (a=T38FaxVersion)
	[202]
	n/a
	c31
	[202]
	n/a
	c31

	66
	T38 FAX Maximum Bit Rate (a=T38MaxBitRate)
	[202]
	n/a
	c31
	[202]
	n/a
	c31

	67
	T38 FAX Rate Management (a=T38FaxRateManagement)
	[202]
	n/a
	c31
	[202]
	n/a
	c31

	68
	T38 FAX Maximum Buffer Size (a=T38FaxMaxBuffer)
	[202]
	n/a
	c31
	[202]
	n/a
	c31

	69
	T38 FAX Maximum Datagram Size (a=T38FaxMaxDatagram)
	[202]
	n/a
	c31
	[202]
	n/a
	c31

	70
	T38 FAX maximum IFP frame size (a=T38FaxMaxIFP)
	[202]
	n/a
	c32
	[202]
	n/a
	c32

	71
	T38 FAX UDP Error Correction Scheme (a=T38FaxUdpEC)
	[202]
	n/a
	c32
	[202]
	n/a
	c32

	72
	T38 FAX UDP Error Correction Depth (a=T38FaxUdpECDepth)
	[202]
	n/a
	c32
	[202]
	n/a
	c32

	73
	T38 FAX UDP FEC Maximum Span (a=T38FaxUdpFECMaxSpan)
	[202]
	n/a
	c32
	[202]
	n/a
	c32

	74
	T38 FAX Modem Type (a=T38ModemType)
	[202]
	n/a
	c32
	[202]
	n/a
	c32

	75
	T38 FAX Vendor Info

(a=T38VendorInfo)
	[202]
	n/a
	c32
	[202]
	n/a
	c32

	76
	reduced-size RTCP (a=rtcp-rsize)
	[204]
	c33
	c33
	[204]
	c34
	c34

	77
	RTP control protocol extended report parameters (a=rtcp-xr)
	[205]
	c35
	c35
	[205]
	c36
	c36

	78
	maximum receive SDU size (a=3gpp_MaxRecvSDUSize)
	[9B]
	c37
	c37
	[9B]
	c38
	c38

	79
	content (a=content)
	[206]
	c39
	c39
	[206]
	c39
	c39

	80
	generic header extension map definition (a=extmap)
	[210]
	c40
	c40
	[210]
	c41
	c41

	81
	image attribute (a=imageattr)
	[211]
	c42
	c42
	[211]
	c43
	c43

	82
	fingerprint (a=fingerprint)
	[216]
	c46
	c46
	[216]
	c46
	c46

	83
	msrp-cema (a=msrp-cema)
	[214]
	c47
	c47
	[214]
	c47
	c47

	84
	sctp-port (a=sctp-port)
	[219]
	c48
	c48
	[219]
	c48
	c48

	85
	CS correlation (a=cs-correlation)
	[155] 5.2.3.1
	c49
	c49
	[155] 5.2.3.1
	c49
	c49

	86
	Alternate Connectivity (ALTC) Attribute (a=altc)
	[228]
	o
	c50
	[228]
	o
	c50

	87
	3GPP MTSI RTCP-APP adaptation (a=3gpp_mtsi_app_adapt)
	[9B]
	n/a
	c51
	[9B]
	n/a
	c52

	c1:
IF A.317/22 AND A.318/20 THEN o ELSE n/a - - integration of resource management and SIP, media level attribute name "a=".

c2:
IF A.317/22 AND A.318/20 THEN m ELSE n/a - - integration of resource management and SIP, media level attribute name "a=".

c3:
IF A.317/23 AND A.318/20 THEN o ELSE n/a - - grouping of media lines, media level attribute name "a=".

c4:
IF A.317/23 AND A.318/20 THEN m ELSE n/a - - grouping of media lines, media level attribute name "a=".

c5:
IF A.317/23 AND A.318/14 THEN o ELSE n/a - - grouping of media lines, session level attribute name "a=".

c6:
IF A.317/23 AND A.318/14 THEN m ELSE n/a - - grouping of media lines, session level attribute name "a=".

c7:
IF A.317/26 AND A.318/20 THEN m ELSE n/a - - TCP-based media transport in the session description protocol, media level attribute name "a=".

c8:
IF A.318/14 THEN o ELSE x - - session level attribute name "a=".

c9:
IF A.318/14 THEN m ELSE n/a - - session level attribute name "a=".

c10:
IF A.318/20 THEN o ELSE x - - media level attribute name "a=".

c11:
IF A.318/20 THEN m ELSE n/a - - media level attribute name "a=".

c12:
IF A.317/27 AND A.318/20 THEN o ELSE n/a - - candidate IP addresses, media level attribute name "a=".

c13:
IF A.317/27 AND A.318/20 THEN m ELSE n/a - - candidate IP addresses, media level attribute name "a=".

c14:
IF A.317/28 AND A.318/20 THEN m ELSE n/a - - session description protocol format for binary floor control protocol streams, media level attribute name "a=".

c15:
IF (A.317/29 AND A.318/20) THEN m ELSE n/a - - extended RTP profile for real-time transport control protocol (RTCP)-based feedback (RTP/AVPF), media level attribute name "a=".

c16:
IF A.317/30 AND A.318/20 THEN m ELSE n/a - - SDP capability negotiation, media level attribute name "a=".

c17: 
IF A.317/32 AND A.318/20 THEN o ELSE n/a - - miscellaneous capabilities negotiation in the Session Description Protocol (SDP), media level attribute name "a=".
c18: 
IF A.317/32 AND A.318/20 THEN m ELSE n/a - - miscellaneous capabilities negotiation in the Session Description Protocol (SDP), media level attribute name "a=".

c19:
IF A.317/33 AND (A.318/14 OR A.318/20) THEN o ELSE n/a - - bandwidth modifier packet rate parameter, media or session level attribute name "a=".

c20:
IF A.317/34 AND A.317/36 AND A.318/20 THEN m ELSE n/a - - Secure Real-time Transport Protocol, media plane security using SDES, media level attribute name "a=".

c21:
IF ((A.317/34 AND A.3D/21) OR A.3D/22) AND A.317/35 AND A.318/20 THEN m ELSE n/a - - Secure Real-time Transport Protocol, end-to-end media security using KMS, end-to-end media security for MSRP using TLS and KMS, MIKEY-TICKET, media level attribute name "a=".

c22:
IF A.317/37 AND A.318/20 THEN m ELSE n/a - - end-to-access edge media security using SDES, media level attribute name "a=".

c23:
IF A.317/38 THEN m ELSE n/a - - SDP media capabilities negotiation.
c24:
IF A.317/38 AND A.318/14 THEN m ELSE n/a - - SDP media capabilities negotiation, session level attribute name "a=".

c25:
IF A.317/40 AND A.318/20 THEN m ELSE n/a - - message session relay protocol, media level attribute name "a=".

c26:
IF A.317/41 AND A.318/20 THEN o ELSE n/a - - a SDP offer/answer mechanism to enable file transfer, media level attribute name "a=".

c27:
IF A.317/41 AND A.318/20 AND (A.3A/31 OR A.3A/33) THEN m ELSE IF A.317/41 AND A.318/20 AND NOT (A.3A/31 OR A.3A/33) THEN o ELSE n/a - - a SDP offer/answer mechanism to enable file transfer, media level attribute name "a=", messaging application server, messaging participant.

c28:
IF A.317/41 AND A.318/20 THEN m ELSE n/a - - a SDP offer/answer mechanism to enable file transfer, media level attribute name "a=".

c29:
IF A.317/42 AND A.318/20 THEN o ELSE n/a - - optimal media routeing, media level attribute name "a=".

c30:
IF A.317/43 THEN m ELSE n/a - - ECN for RTP over UDP, media level attribute name "a=".

c31:
IF A.317/44 AND A.318/20 THEN m ELSE n/a - - T.38 FAX, media level attribute name "a=".

c32:
IF A.317/44 AND A.318/20 THEN o ELSE n/a - - T.38 FAX, media level attribute name "a=".

c33: 
IF A.317/45 AND A.318/20 THEN o ELSE n/a - - support for reduced-size RTCP, media level attribute name "a=".

c34: 
IF A.317/45 AND A.318/20 THEN m ELSE n/a - - support for reduced-size RTCP, media level attribute name "a=".

c35: 
IF A.317/46 AND A.318/20 AND A.318/14 THEN o ELSE n/a - - RTCP extended reports, media level attribute name "a=", session level attribute name "a=".

c36: 
IF A.317/46 AND A.318/20 AND A.318/14 THEN m ELSE n/a - - RTCP extended reports, media level attribute name "a=", session level attribute name "a=".

c37: 
IF A.317/47 AND A.318/20 AND A.318/14 THEN o ELSE n/a - - maximum receive SDU size, media level attribute name "a=", session level attribute name "a=".

c38: 
IF A.317/47 AND A.318/20 AND A.318/14 THEN m ELSE n/a - - maximum receive SDU size, media level attribute name "a=", session level attribute name "a=".

c39:
IF A.317/48 AND A.318/20 THEN m ELSE n/a - - the SDP content attribute, media level attribute name "a=".

c40: 
IF A.317/49 AND A.318/20 AND A.318/14 THEN o ELSE n/a - - a general mechanism for RTP header extensions, media level attribute name "a=", session level attribute name "a=".

c41: 
IF A.317/49 AND A.318/20 AND A.318/14 THEN m ELSE n/a - - a general mechanism for RTP header extensions, media level attribute name "a=", session level attribute name "a=".

c42:
IF A.317/50 AND A.318/20 THEN o ELSE n/a - - negotiation of generic image attributes in the session description protocol (SDP), media level attribute name "a=".

c43: 
IF A.317/50 AND A.318/20 THEN m ELSE n/a - - negotiation of generic image attributes in the session description protocol (SDP), media level attribute name "a=".

c44:
IF A.317/38 AND A.318/20 THEN m ELSE n/a - - SDP media capabilities negotiation, media level attribute name "a=".

c45:
IF (A.317/26 OR A.317/52) AND A.318/20 THEN m ELSE n/a - - TCP-based media transport in the session description protocol, UDPTL over DTLS, media level attribute name "a=".

c46:
IF (A.317/51 OR A.317/55) AND A.318/20 AND A.318/14 THEN m ELSE n/a - - connection-oriented media transport over the TLS protocol in the SDP, DTLS-SRTP, media level attribute name "a=", session level attribute name "a=".

c47:
IF A.317/40A AND A.318/20 THEN m ELSE n/a - - connection establishment for media anchoring for the message session relay protocol, media level attribute name "a=".

c48:
IF A.317/54 AND A.318/20 THEN m ELSE n/a - - SCTP over DTLS, media level attribute name "a=".

c49:
IF A.317/31 AND A.318/20 THEN m ELSE n/a - - Session Description Protocol (SDP) extension for setting up audio media streams over circuit-switched bearers in the Public Switched Telephone Network (PSTN) and SIP, media level attribute name "a=".

c50:
IF A.317/57 AND A.318/20 THEN o ELSE n/a - - Alternate Connectivity (ALTC) Attribute, media level attribute name "a="

c51: 
IF A.317/58 AND A.318/20 THEN o ELSE n/a - - 3GPP MTSI RTCP-APP adaptation, media level attribute name "a=".

c52: 
IF A.317/58 AND A.318/20 THEN m ELSE n/a - - 3GPP MTSI RTCP-APP adaptation, media level attribute name "a=".

	NOTE 1:
Further specification of the usage of this attribute is defined by specifications relating to individual codecs.


Prerequisite A.319/80 - - a= generic header extension map definition (a=extmap)

Table A.319A: RTP header extensions

	Item
	Field
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	coordination of video orientation (urn:3gpp:video-orientation)
	[9B]
	n/a
	o
	[9B]
	n/a
	o

	2
	higher granularity coordination of video orientation (urn:3gpp:video-orientation:6)
	[9B]
	n/a
	c1
	[9B]
	n/a
	c1

	c1:
IF A.319A/1 THEN o ELSE n/a - - coordination of video orientation.


************************************************************

************************************************************

<< 3GPP TS 26.114 >>

************************************************************

4.2
Client

The functional components of a terminal including an MTSI client in terminal using 3GPP access are shown in figure 4.2. An MTSI client in terminal using fixed access can have the same functional components except that it does not have any 3GPP Layer 2 protocol.
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NOTE:
The grey box marks the scope of the present document.

Figure 4.2: Functional components of a terminal including an MTSI client in terminal using 3GPP access

The scope of the present document is to specify media handling and interaction, which includes media control, media codecs, as well as transport of media and control data. General control-related elements of an MTSI client, such as SIP signalling (3GPP TS 24.229 [7]), fall outside this scope, albeit parts of the session setup handling and session control for conversational media are defined here:

-
usage of SDP (RFC 4566 [8]) and SDP capability negotiation (SDPCapNeg [69]) in SIP invitations for capability negotiation and media stream setup.

-
set-up and control of the individual media streams between clients. It also includes interactivity, such as adding and dropping of media components.

Transport of media consists of the encapsulation of the coded media in a transport protocol as well as handling of coded media received from the network. This is shown in figure 4.2 as the "packet based network interface" and is displayed, for conversational media, in more detail in the user-plane protocol stack in figure 4.3. The basic MTSI client defined here specifies media codecs for speech, video and text (see clause 5). All conversational media components are transported over RTP with each respective payload format mapped onto the RTP (RFC 3550 [9]) streams.
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Figure 4.3: User plane protocol stack for a basic MTSI client

An MTSI client may also support non-conversational media, for example IMS messaging. The functional entities and the protocols used for IMS messaging are described in 3GPP TS 24.247 [82].

4.3
MRFP and MGW

A Media Resource Function Processor (MRFP), see 3GPP TS.23.002 [47], may be inserted in the media path for certain supplementary services (e.g. conference) and/or to provide transcoding and may therefore act as a MTSI client together with other network functions, such as a MRFC.

A Media Gateway (MGW), see 3GPP TS 23.002 [47], may be used to provide inter-working between different networks and services. For example, a MTSI MGW may provide inter-working between MTSI and 3G-324M services. The MTSI MGW may have more limited functionality than other MTSI clients, e.g. when it comes to the supported bitrates of media. The inter-working aspects are described in more detail in clause 12.

************************************************************

6
Media configuration 

6.1
General

MTSI uses SIP, SDP and SDPCapNeg for media negotiation and configuration. General SIP signalling and session setup for IMS are defined in 3GPP TS 24.229 [7], whereas this clause specifies SDP and SDPCapNeg usage and media handling specifically for MTSI, including offer/answer considerations in the capability negotiation. The MTSI client in the terminal may use the OMA-DM solution specified in Clause 15 for enhancing SDP negotiation and resource reservation process.

The support for ECN [83] in E-UTRAN is specified in [85]. The support for ECN in UTRA/HSPA is specified in [89]. MTSI may use Explicit Congestion Notification (ECN) to perform rate adaptation for speech and video. When the MTSI client in terminal supports, and the session allows, adapting the media encoding at multiple bit rates and the radio access bearer technology is known to the MTSI client to be E-UTRAN or UTRA/HSPA, the MTSI client may negotiate the use of ECN [83] to perform ECN triggered media bit-rate adaptation. An MTSI MGW supporting ECN supports ECN in the same way as the MTSI client in terminal as described in clauses 12.3.3 and 12.7.3.

The support of ECN is optional for both MTSI client in terminal and MTSI MGW.

It is assumed that the network properly handles ECN-marked packets as described in [84] end-to-end between the MTSI clients in terminals. 

An MTSI MGW can be used for inter-working with:

· a client that does not use ECN;

· a client that supports ECN in different way than what is specified for MTSI clients;

· a CS network;

· a network which does not handle ECN-marked packets properly.

In such cases, the ECN protocol, as specified for MTSI clients, is terminated in the MTSI MGW.

************************************************************

************************************************************

6.2
Session setup procedures

6.2.1
General

The session setup for RTP transported media shall determine for each media: IP address(es), RTP profile, UDP port number(s); codec(s); RTP Payload Type number(s), RTP Payload Format(s). The session setup may also determine: ECN usage and any additional session parameters.

The session setup for UDP transported media without RTP shall determine: IP address(es), UDP port number(s) and additional session parameters.

An MTSI client shall offer at least one RTP profile for each RTP media stream. Multiple RTP profiles may be offered using SDPCapNeg as described in Clause 6.2.1a. For voice and real-time text, the first SDP offer shall include at least the AVP profile. For video, the first SDP offer for a media type shall include at least the AVPF profile. Subsequent SDP offers may include only other RTP profiles if it is known from a preceding offer that this RTP profile is supported by the answerer. The MTSI client shall be capable of receiving an SDP offer containing both AVP and AVPF offers in order to support interworking.

The configuration of ECN for media transported with RTP is described in clause 6.2.2 for speech and in clause 6.2.3 for video. The negotiation of ECN at session setup is described in [84]. The adaptation response to congestion events is described in clause 10.
6.2.1a
RTP profile negotiation

6.2.1a.1
General

MTSI clients should support SDPCapNeg to be able to negotiate RTP profiles for all media types where AVPF is supported. MTSI clients supporting SDPCapNeg shall support the complete SDPCapNeg framework. 

SDPCapNeg is described in [69]. This clause only describes the SDPCapNeg attributes that are directly applicable for the RTP profile negotiation, i.e. the tcap, pcfg and acfg attributes. TS 24.229 [7] may outline further requirements needed for supporting SDPCapNeg in SDP messages.

NOTE:
This clause describes only how to use the SDPCapNeg framework for RTP profile negotiation using the tcap, pcfg and acfg attributes. Implementers may therefore (incorrectly) assume that it is sufficient to implement only those specific parts of the framework that are needed for RTP profile negotiation. Doing so would however not be future proof since future versions may use other parts of the framework and there are currently no mechanisms for declaring that only a subset of the framework is supported. Hence, MTSI clients are required to support the complete framework.

6.2.1a.2
Using SDPCapNeg in SDP offer

For voice and real-time text, SDPCapNeg shall be used when offering AVPF the first time for a new media type in the session since the support for AVPF in the answering client is not known at this stage. For video, an MTSI client shall either offer AVPF and AVP together using SDPCapNeg, or the MTSI client shall offer only AVPF without using SDPCapNeg. If an MTSI client has offered only AVPF for video, and then receives as response either an SDP answer where the video media component has been rejected, or an SIP 488 or 606 failure response with an SDP body indicating that only AVP is supported for video media, the MTSI client should send a new SDP offer with AVP as transport for video. Subsequent SDP offers, in a re-INVITE or UPDATE, may offer AVPF without SDPCapNeg if it is known from an earlier re-INVITE or UPDATE that the answering client supports this RTP profile. If the offer includes only AVP then SDPCapNeg does not need to be used, which can occur for: text; speech if RTCP is not used; and in re-INVITEs or UPDATEs where the RTP profile has already been negotiated for the session in a preceding INVITE or UPDATE.

When offering AVP and AVPF using SDPCapNeg, the MTSI client shall offer AVP on the media (m=) line and shall offer AVPF using SDPCapNeg mechanisms. The SDPCapNeg mechanisms are used as follows:

-
The support for AVPF is indicated in an attribute (a=) line using the transport capability attribute ‘tcap’. AVPF shall be preferred over AVP.

-
At least one configuration using AVPF shall be listed using the attribute for potential configurations ‘pcfg’.

6.2.1a.3
Answering to an SDP offer using SDPCapNeg
An invited MTSI client should accept using AVPF whenever supported. If AVPF is to be used in the session then the MTSI client:

-
Shall select one configuration out of the potential configurations defined in the SDP offer for using AVPF.

-
Indicate in the media (m=) line of the SDP answer that the profile to use is AVPF.

-
Indicate the selected configuration for using AVPF in the attribute for actual configurations ‘acfg’.

If AVP is to be used then the MTSI shall not indicate any SDPCapNeg attributes for using AVPF in the SDP answer.

************************************************************

12.7.2.4
RTP profiles

MTSI MGWs offering speech communication over the NNI shall support the RTP/AVP profile and should support the RTP/AVPF profile, [40]. If the RTP/AVPF profile is supported then the SDP Capability Negotiation (SDPCapNeg) framework shall also be supported, [69].

An MTSI MGW supporting EVS should support the RTCP-APP signalling for speech adaptation defined in clause 10.2.1.

************************************************************

12.7.2.9
Session setup and session modification

The MTSI MGW shall be capable of dynamically adding and dropping speech media during the session.

The MTSI MGW may use the original SDP offer received from the MTSI client in terminal when creating an SDP offer that is to be sent outbound to the remote network.

If the MTSI MGW adds codecs to the SDP offer then it shall follow the recommendations of Clause 12.7.2.3 when creating the outbound SDP offer and when selecting which codec to include in the outbound SDP answer.

If the MTSI MGW generates an SDP offer based on the offer received from the MTSI client in terminal, it should maintain the ptime and maxptime values as indicated by the MTSI client in terminal. If the MTSI MGW generates an SDP offer without using the SDP offer from the MTSI client in terminal then it should define the ptime and maxptime values in accordance in Clause 12.7.2.6, i.e. the preferred values for ptime and maxptime are 20 and 80 respectively.

If the MTSI MGW does not support AVPF (nor SDPCapNeg) then it shall not include the corresponding lines in the SDP offer that is sent to the remote network.

************************************************************

12.7.3
Explicit Congestion Notification

An MTSI MGW can be used to enable ECN within the local network when the local ECN-capable MTSI client in terminal is in a network that properly handles ECN-marked packets, and either the remote network cannot be confirmed to properly handle ECN-marked packets or the remote terminal does not support or use ECN.

If ECN is supported in the MTSI MGW, then the MTSI MGW shall also:

-
support RTP/AVPF and SDPCapNeg if the MTSI MGW supports RTCP AVPF ECN feedback messages;

-
be capable of enabling end-to-end rate adaptation between the local MTSI client in terminal and the remote client by performing the following towards the local MTSI client in terminal:

-
negotiate the use of ECN;

-
support ECN as described in this specification for the MTSI client in terminal, except that the MTSI MGW does not determine whether ECN can be used based on the Radio Access Technology.
NOTE:
The adaptation requests are transmitted between the local and the remote client without modification by the MTSI MGW.

An MTSI MGW can also be used to enable ECN end-to-end if the remote client uses ECN in a different way than what is described in this specification for the MTSI client in terminal, e.g. if the remote client only supports probing for the ECN initiation phase or it needs the RTCP AVPF ECN feedback messages.

************************************************************

18.3.2
Session setup procedures

18.3.2.1
General

The general clause on session set up procedures (clause 6.2.1) applies to the MTSI client in terminal using fixed access.

If an MTSI client in terminal using fixed access supports AVPF for a media type then it shall also support the complete SDPCapNeg framework, RFC 5939 [69], for that media type in order to negotiate the RTP profiles.

************************************************************

A.1.1.1
Only AMR-NB supported by MTSI client in terminal

In this example one RTP Payload Type (97) is defined for the bandwidth-efficient payload format and another RTP payload type (98) for the octet-aligned payload format. In this case, the MTSI client in terminal supports mode changes at any time, mode changes to any mode and mode change restrictions.

Table A.1.1: SDP example

	SDP offer

	m=audio 49152 RTP/AVP 97 98

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

a=rtpmap:97 AMR/8000/1

a=fmtp:97 mode-change-capability=2; max-red=220

a=rtpmap:98 AMR/8000/1

a=fmtp:98 mode-change-capability=2; max-red=220; octet-align=1

a=ptime:20

a=maxptime:240


Comments:

The UDP port number (49152) and the payload type numbers (97 and 98) are examples and the offerer is free to select other numbers within the restrictions of the UDP and RTP specifications. It is recommended to use the dynamic port numbers in the 49152 to 65535 range. RTP should use even numbers for RTP media and the next higher odd number for RTCP. It is however allowed to use any number within the registered port range 1 024 to 49 151. The receiver must be capable of using any combination of even and odd numbers for RTP and RTCP.

The SDP Capabilities Negotiation framework (SDPCapNeg) [69] is used to negotiate what RTP profile to use. The offer includes RTP/AVP in the conventional SDP part by including it in the media (m=) line, while RTP/AVPF is given as a transport capability using the SDPCapNeg framework “a=tcap:1 RTP/AVPF”. A potential configuration gives RTP/AVPF as an alternative “a=pcfg:1 t=1”. Given by the rules in SDPCapNeg, the RTP/AVPF profile has higher preference than RTP/AVP.

It is important that the MTSI client in terminal does not define any mode-set because then the answerer is free to respond with any mode-set that it can support. If the MTSI client in terminal would define mode-set to any value, then the answer only has the option to either accept it or reject it. The latter case might require several ping-pong between the MTSI clients before they can reach an agreement on what mode set to use in the session. This would increase the setup time significantly. This is also one important reason for why the MTSI clients in terminals must support the complete codec mode set of the AMR and AMR-WB codecs, because then a media gateway interfacing GERAN or UTRAN can immediately define the mode-set that it supports on the GERAN or UTRAN circuit switched access.

Since the MTSI client in terminal is required to support mode changes at any frame border and also to any mode in the received media stream, it does not set the mode-change-period and mode-change-neighbor parameters.

The mode-change-capability and max-red parameter are new in the updated AMR payload format [28]. With mode-change-capability=2, the MTSI client in terminal shows that it does support aligning mode changes every other frame and the answerer then knows that requesting mode-change-period=2 in the SDP answer will work properly. The max-red parameter indicates the maximum interval between a non-redundant frame and a redundant frame. Note that the maxptime and max-red parameters do not need to be synchronized.

The payload type for the bandwidth-efficient payload format (97) is listed before the payload type for the octet-aligned payload format (98) because it is the preferred one.

With the combination of ptime:20 and maxptime:240, the MTSI client in terminal shows that it desires to receive one speech frame per packet but can handle up to 12 speech frames per packet. However, no more than 4 original speech frames can be encapsulated in one packet.

A suitable SDP answer from another MTSI client in terminal is shown in Table A.3.0.

************************************************************

A.1.1.2
AMR and AMR-WB are supported by MTSI client in terminal

A.1.1.2.1
One-phase approach

The size of the SDP may become quite big, depending on how many configurations the MTSI client in terminal supports for different media. Therefore, the session setup may be divided into phases where the most desirable configurations are offered in the first phase. If the first phase fails, then the remaining configurations can be offered in a second phase.

In table A.1.2 an example is shown where a one-phase approach is used and where the SDP includes both AMR and AMR-WB and both the bandwidth-efficient and octet-aligned payload formats.

Table A.1.2: SDP example: one-phase approach

	SDP offer

	m=audio 49152 RTP/AVP 97 98 99 100

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

a=rtpmap:97 AMR-WB/16000/1

a=fmtp:97 mode-change-capability=2; max-red=220

a=rtpmap:98 AMR-WB/16000/1

a=fmtp:98 mode-change-capability=2; max-red=220; octet-align=1

a=rtpmap:99 AMR/8000/1

a=fmtp:99 mode-change-capability=2; max-red=220

a=rtpmap:100 AMR/8000/1

a=fmtp:100 mode-change-capability=2; max-red=220; octet-align=1

a=ptime:20

a=maxptime:240


Comments:

It is easy to imagine that the SDP offer can become quite large if the client supports many different configurations for one or several media. A solution to this problem is shown in Clause A.1.1.2.2.

A few possible SDP answers are outlined in Tables A.3.1, A.3.1a, A.3.2, A.3.3 and A.3.4.

A.1.1.2.2
Two-phase approach

Tables A.1.3 and A.1.4 show the same configurations as in table A.1.2 but when the SDP has been divided into 2 phases.

Table A.1.3: SDP example: 1st phase SDP offer

	SDP offer

	m=audio 49152 RTP/AVP 97 98

a=tcap:1 RTP/AVPF

a=pcfg:1 t=1

a=rtpmap:97 AMR-WB/16000/1

a=fmtp:97 mode-change-capability=2; max-red=220

a=rtpmap:98 AMR/8000/1

a=fmtp:98 mode-change-capability=2; max-red=220

a=ptime:20

a=maxptime:240


Table A.1.4: SDP example: 2nd phase SDP offer

	SDP offer

	m=audio 49152 RTP/AVPF 97 98

a=rtpmap:97 AMR-WB/16000/1

a=fmtp:97 mode-change-capability=2; max-red=220; octet-align=1

a=rtpmap:98 AMR/8000/1

a=fmtp:98 mode-change-capability=2; max-red=220; octet-align=1

a=ptime:20

a=maxptime:240


Comments:

Many types of media and maybe even many different configurations for some or all media types, may give quite large SIP messages. When constructing the offer, the access type and the radio bearer(s) for the answerer are not yet known. To maintain a reasonable setup time, a 2-phase approach may be useful where the most desirable configurations are included in the 1st phase and the 2nd phase is entered only if all payload types for one media type are rejected.

There is however a drawback with the two-phase approach. If the 2nd phase is not entered, then a cell change that would require configurations from the 2nd phase SDP is likely to give long interruption times, several seconds, while the session parameters are re-negotiated.

The SDPCapNeg framework is only used in the 1st SDP offer because when generating the 2nd SDP offer the profile is already agreed. In this example, it is assumed that AVPF was accepted in the first round.

If the 1st SDP offer, shown in Table A.1.3, is accepted by the answerer then a few possible example SDP answers are shown in: Table A.3.1 if the answerer is an MTSI client in terminal and supports AMR-WB; Table A.3.2 if the answerer is an MTSI client in terminal but does not support AMR-WB; Table A.3.3 if the answerer is an MTSI client in terminal, supports AMR-WB and is using EGPRS access; Table A.3.4 if the answerer is a CS terminal, supports AMR-WB and an MTSI MGW is therefore needed.

************************************************************

A.3.2a
SDP answer from a non-MTSI UE with AVP

The MTSI client must be prepared to receive an SDP answer with AVP. This is likely to occur for legacy clients that do not support AVPF or SDPCapNeg. The example in Table A.3.1a shows a possible SDP answer with AVP to an SDP offer as shown in Table A.1.2.

Table A.3.1a: SDP answer example with AVP

	SDP answer with AVP

	m=audio 49152 RTP/AVP 97

a=rtpmap:97 AMR-WB/16000/1

a=fmtp:97 mode-change-capability=2; max-red=220

a=ptime:20

a=maxptime:240


Comments:

A client that does not support SDPCapNeg would not understand the attributes defined by the SDPCapNeg framework and would therefore ignore the lines with ‘a=tcap’ and ‘a=pcfg’.

************************************************************

A.10.2.2
SDP offers modified by MTSI MGW when pre-emptively adding inter-working formats

In this example, the MTSI MGW intercepts the SIP INVITE with the original SDP offer from the MTSI client in terminal and adds the codecs and formats that are supported for inter-working before forwarding the SDP offer to the remote network.

When an MTSI MGW pre-emptively adds codecs and formats for inter-working it will also remove lines that it does not support. These examples show an MTSI MGW that does not support AVPF nor SDPCapNeg and it will therefore remove the corresponding lines. The SDP offers could look like the examples included in Table A.10.3 (narrow-band speech only) and Table A.10.4 (wide-band and narrow-band speech).

Table A.10.3: SDP offer for narrow-band speech which has been modified by the MTSI MGW before it is sent to the remote network

	Modified SDP offer

	m=audio 49152 RTP/AVP 97 98 99 100 101

a=rtpmap:97 AMR/8000/1

a=fmtp:97 mode-change-capability=2; max-red=220

a=rtpmap:98 AMR/8000/1

a=fmtp:98 mode-change-capability=2; max-red=220; octet-align=1

a=rtpmap:99 PCMA/8000/1

a=rtpmap:100 PCMU/8000/1

a=rtpmap:101 L16/8000/1

a=ptime:20

a=maxptime:240


Comments:

The SDP offer from Table A.10.1 has been modified by adding RTP Payload Types 99 (A-law PCM), 100 (-law PCM) and 101 (linear 16 bit PCM with 8 kHz sampling frequency).

The lines ”a=tcap:1 RTP/AVPF“ and ”a=pcfg:1 t=1“ are removed because the MTSI MGW does not support AVPF nor SDPCapNeg in this example.

To allow for end-to-end adaptation for AMR and AMR-WB, the MTSI MGW keeps a=maxptime:240.

If the remote network supports AMR, then the received SDP answer should contain at least one RTP Payload Type for AMR but there may also be one or more RTP Payload types for non-AMR codecs. In this case, the MTSI MGW does not need to perform transcoding and may forward the SDP offer to the MTSI client in terminal unchanged.

If the SDP answer contains no AMR RTP Payload Type then the MTSI MGW needs to perform transcoding to and from the format indicated by the remote network. In this case, the MTSI MGW needs to add AMR to the SDP answer that is sent back to the MTSI client in terminal.

Table A.10.4: SDP offer for wide-band and narrow-band speech which has been modified by the MTSI MGW before it is sent to the remote network

	Modified SDP offer

	m=audio 49152 RTP/AVP 97 98 101 102 99 100 103 104 105

a=rtpmap:97 AMR-WB/16000/1

a=fmtp:97 mode-change-capability=2; max-red=220

a=rtpmap:98 AMR-WB/16000/1

a=fmtp:98 mode-change-capability=2; max-red=220; octet-align=1

a=rtpmap:101 G722/8000/1

a=rtpmap:102 L16/16000/1

a=rtpmap:99 AMR/8000/1

a=fmtp:99 mode-change-capability=2; max-red=220

a=rtpmap:100 AMR/8000/1

a=fmtp:100 mode-change-capability=2; max-red=220; octet-align=1

a=rtpmap:103 PCMA/8000/1

a=rtpmap:104 PCMU/8000/1

a=rtpmap:105 L16/8000/1

a=ptime:20

a=maxptime:240


Comments:

The SDP offer from Table A.10.2 has been modified by adding RTP Payload Types 101 (G.722), 102 (linear 16 bit PCM with 16 kHz sampling frequency), 103 (A-law PCM), 104 (-law PCM) and 105 (linear 16 bit PCM with 8 kHz sampling frequency).

NOTE:
The sampling frequency for G.722 is 16 kHz but has been set to 8 kHz in the SDP because G.722 was (erroneously) assigned this value in the original version of the RTP A/V profile. Hence, one need to use “8000” for backwards compatibility reasons, see also [10].

The lines ”a=tcap:1 RTP/AVPF“ and ”a=pcfg:1 t=1“ are removed because the MTSI MGW does not support SDPCapNeg (in this example).

To allow for end-to-end adaptation for AMR and AMR-WB, the MTSI MGW keeps a=maxptime:240.

If the remote network supports AMR-WB or AMR, then the received SDP answer should contain at least one RTP Payload Type for AMR-WB or AMR but there may also be one or more RTP Payload Types for non-AMR codecs. In this case, the MTSI MGW does not need to perform transcoding and can remove the non-AMR RTP Payload Types before forwarding the SDP answer to the MTSI client in terminal.

If the SDP answer contains no AMR-WB or AMR RTP Payload Type then the MTSI MGW needs to perform transcoding to and from the format indicated by the remote network.

************************************************************

************************************************************

<< 3GPP TS 24.292 >>

************************************************************

10.2.2.4
Call control over Gm and T-ADS executed by the UE

When the ICS UE receives, within an initial SIP INVITE request, an SDP offer which allows the UE to select between using an RTP-based IP bearer or a CS bearer for audio media or audio and video media of a session, i.e. in which for the media descriptions ("m=") the following is set:

-
the transport protocol within the "m=" line to RTP-based IP bearer;

-
the related connection line to an IP address;

-
additional a-lines as defined in IETF RFC 5939 [40], IETF RFC 7006 [39], IETF RFC 7195 [36] and IETF RFC 6871 [41] indicating the following:

a)
the media capability attribute "omcap" with a "-" for the <encoding-name>;

b)
the transport protocol capability attribute "tcap" set to "PSTN"; and

c)
the connection data capability attribute "ccap" with nettype set to "PSTN", indicating "E.164" as address type and the connection-address set to the SCC AS PSI DN, in international E.164 number format;

and the ICS UE supports T-ADS execution:

1)
if the UE in the response to the INVITE request includes a P-Access-Network-Info header field including an access-type field set to one of "3GPP-E-UTRAN-FDD" or "3GPP-E-UTRAN-TDD", the UE is a CS fallback capable UE, and the UE is not responding with a SIP 3xx response, then the following applies, if the Voice_Domain_Preference_E_UTRAN leaf of the 3GPP IMS Management Object (see 3GPP TS 24.167 [8A]) is configured and is: 

a)
set to "1" (i.e. "CS Voice only") and the NAS sublayer has indicated a successful NAS combined attach or combined TA update then the UE shall send back a SIP 488 (Not Acceptable Here) response without SDP body;

b)
set to "1" and the UE fails to access the CS domain , the UE shall send back a SIP 606 (Not Acceptable) response;

c)
set to "2" (i.e. "CS Voice preferred, IMS PS Voice secondary") and the NAS sublayer has indicated a successful NAS combined attach or combined TA update then the UE shall send back a SIP 488 (Not Acceptable Here) response without SDP body;

d)
set to "2" and the NAS sublayer has not indicated a successful NAS combined attach or combined TA update and the IMSVoPS indicator indicates

I)
voice is supported; or

II)
voice is not supported and a persistent EPS bearer context exists at the UE;


then the UE shall use a RTP-based PS bearer for the related audio media stream;

e)
set to "2" and the UE fails to access the CS domain and the IMSVoPS indicator indicates voice is not supported and a persistent EPS bearer context does not exist at the UE, then the UE shall send back a SIP 606 (Not Acceptable) response;

f)
set to "3" (i.e. "IMS PS Voice preferred, CS Voice secondary") and the IMSVoPS indicator indicates:

I)
voice is supported; or

II)
voice is not supported and a persistent EPS bearer context exists at the UE;


then the UE shall use a RTP-based PS bearer for the related audio media stream;

g)
set to "3" and the IMSVoPS indicator indicates voice is not supported, a persistent EPS bearer context does not exist at the UE and the NAS sublayer has indicated a successful NAS combined attach or combined TA update, then the UE send back a SIP 488 (Not Acceptable Here) response without SDP body;

h)
set to "3" and the IMSVoPS indicator indicates voice is not supported, a persistent EPS bearer context does not exist at the UE and the UE fails to access the CS domain , then the UE shall send back a SIP 606 (Not Acceptable) response;

i)
set to "4" (i.e. "PS Voice only") and the IMSVoPS indicator indicates:

I)
voice is supported; or

II)
voice is not supported and a persistent EPS bearer context exists at the UE;


then the UE shall use a RTP-based PS bearer for the related audio media stream or;

j)
set to "4" and the IMSVoPS indicator indicates voice is not supported and a persistent EPS bearer context does not exist at the UE, then the UE shall send back a SIP 606 (Not Acceptable) response;

2)
if the UE in the response to the INVITE request includes a P-Access-Network-Info header field including an access-type field set to one of "3GPP-UTRAN-FDD" or "3GPP-UTRAN-TDD", and the UE is not responding with a SIP 3xx response, then the following applies, if the Voice_Domain_Preference_UTRAN leaf of the 3GPP IMS Management Object (see 3GPP TS 24.167 [8A]) is configured and is:

a)
set to "1" (i.e. "CS Voice only"), then the UE shall use the CS bearer for the related audio media stream;

b)
set to "2" (i.e. "CS Voice preferred, IMS PS Voice secondary") and the IMSVoPS indicator indicates voice is not supported, then the UE shall use the CS bearer for the related audio media stream;

c)
set to "2" (i.e. "CS Voice preferred, IMS PS Voice secondary") and the IMSVoPS indicator indicates voice is supported, then the UE should use the CS bearer for the related audio media stream or may use a RTP-based PS bearer for the related audio media stream;

d)
set to "3" (i.e. "IMS PS Voice preferred, CS Voice secondary") and the IMSVoPS indicator indicates voice is supported, then the UE should use a RTP-based PS bearer for the related audio media stream or may use the CS bearer for the related audio media stream; or

e)
set to "3" and the IMSVoPS indicator indicates voice is not supported, then the UE shall use CS bearer for the related audio media stream.

3)
if the UE in the response to the INVITE request includes a P-Access-Network-Info header field including an access-type field set to one of "3GPP-E-UTRAN-FDD" or "3GPP-E-UTRAN-TDD", and the Voice_Domain_Preference_E_UTRAN leaf of the 3GPP IMS Management Object (see 3GPP TS 24.167 [8A]) is not configured:

a)
if the IMSVoPS indicator indicates:

I)
voice is supported; or

II)
voice is not supported and a persistent EPS bearer context exists at the UE;


then the UE can use a RTP-based PS bearer for the related audio media stream; and

b)
if the IMSVoPS indicator indicates voice is not supported and a persistent EPS bearer context does not exist at the UE, then the UE shall send back a SIP 488 (Not Acceptable Here) response without SDP body;

4)
if the UE in the response to the INVITE request includes a P-Access-Network header field including an access-type field set to one of "3GPP-UTRAN-FDD" or "3GPP-UTRAN-TDD", and the Voice_Domain_Preference_UTRAN leaf of the 3GPP IMS Management Object (see 3GPP TS 24.167 [8A]) is not configured:

NOTE 1:
The UE decides based on local configuration and network conditions whether to use for the related audio media stream an IP connection, RTP-based IP bearer or a CS bearer.

a)
if the IMSVoPS indicator indicates voice is supported, then the UE can use a RTP-based PS bearer for the related audio media stream;

b)
if the IMSVoPS indicator indicates voice is not supported, then the UE shall:

I)
not use this access technology for a RTP-based PS bearer for the related audio media stream (e.g. using a SIP 3xx response); or

II)
send back a SIP 606 (Not Acceptable) response;

5)
if the UE in the response to the INVITE request includes a P-Access-Network-Info header field including an access-type field set to "3GPP-GERAN":

NOTE 2:
The UE decides based on local configuration and network conditions whether to use for the related audio media stream an IP connection, RTP-based IP bearer or a CS bearer.

a)
if both the UE and the network support dual transfer mode, then the UE shall use a CS bearer for the related audio media stream; and
NOTE 3:
Indication that network supports dual transfer mode is specified in 3GPP TS 44.018 [46].

b)
if the UE, network or both do not support dual transfer mode, then the UE shall send back a SIP 488 (Not Acceptable Here) response without SDP body; and

6)
if the UE in the response to the INVITE request includes a P-Access-Network-Info header field including an access-type field not set to one of "3GPP-GERAN", "3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", or "3GPP-E-UTRAN-TDD", based on local configuration and network conditions, decide whether to use for the related audio media stream an IP connection RTP-based IP bearer or a CS bearer.

If the ICS UE decides to use a IP connection or RTP-based IP bearer, the ICS UE shall proceed as described in subclause 10.2.2.2 and in addition indicate that the IP connection or RTP-based IP bearer is used within the SDP answer in accordance with RFC 5939 [40].

If the ICS UE decides to use a CS bearer then the ICS UE shall:

1)
send a reliable SIP 1xx provisional response towards the IM CN subsystems as specified in 3GPP TS 24.229 [11]. The UE shall populate the SIP 1xx provisional response as follows:

a)
the SDP answer proposing an audio stream over a circuit-switched bearer as described by IETF RFC 7195 [36], as follows:

-
a "c=" line with the nettype portion to "PSTN" and the addrtype portion and connection-address portions both set to "-";

-
a CS media "m=" line with the media portion set to "audio", port portion set to "9", proto portion to "PSTN" and connection-address portion set to "-" as described in IETF RFC 7195 [36];

-
an a=setup attribute set to "active";

-
an a=connection attribute set to "new"; and

-
an a=cs-correlation attribute set to "callerid" along with the MSISDN, of ICS UE in the CS domain, in international E.164 number format;

b)
indicate within the SDP answer that the CS bearer is used in accordance with RFC 5939 [40]; and

c)
indicate that the local preconditions for QoS as not met as specified in 3GPP TS 24.229 [11];

2)
setup a CS call by sending a CC SETUP message in accordance with 3GPP TS 24.008 [7] for 3GPP systems. The UE shall populate the CC SETUP message for 3GPP systems as follows:

a)
the called party BCD number information element set to the E.164  number obtained from the connection data capability attribute "ccap" received in the SDP body of the SIP INVITE request; and

b)
Type Of Number is set to "International" and Numbering Plan Indicator set to "E.164".in the Called Party BCD Number information element.

3)
when the resources are available to the UE, and if the UE has already received an indication from the origination side that related local preconditions for QoS as met on the originating side, shall send a SIP 180 (Ringing) response and continue the CS call setup as specified in 3GPP TS 24.229 [11]; and

4)
if the UE fails to access the CS domain the UE shall send back a SIP 606 (Not Acceptable) response.

************************************************************

10.4.6
SCC AS allowing UE to execute T-ADS

When the SCC AS serving the terminating ICS UE receives an initial SIP INVITE request due to initial filter criteria and the T-ADS results in allowing the ICS UE to execute T-ADS, the SCC AS shall act as a B2BUA, the SCC AS shall:

1)
allocate an SCC AS PSI DN associated with the SCC AS and the SIP INVITE request from the originating UE;

2)
create a SIP INVITE request and include the following:

a)
set the Request-URI to the value as received in the Request-URI in the incoming SIP INVITE request;

b)
a dedicated Accept-Contact header field with the value of the g.3gpp.ics media feature tag set to "principal", appended with the value "explicit" and "require";

NOTE 1:
Other media feature tags can also be included in the dedicated Accept-Contact header field if the media feature tags have the same requirements on the "explicit" and "require" parameter.

b1)

 an Accept-Contact header field with media feature tag values received in the Accept-Contact header field(s) in the incoming SIP INVITE request except for any g.3gpp.ics media feature tags;  and

NOTE 2: 
According to IETF RFC 3841 [35A] when the value of the "explicit" and "require" parameters are different for feature tag values they will be placed in separate Accept-Contact header fields.

c)
within the SDP offer based on the received SDP from the originator, for every media line indicating audio set the following:

i)
transport protocol within the media line to RTP-based IP bearer;

ii)
related connection line to the value as received from the originator; and

iii)
additional a-lines as defined in IETF RFC 5939 [40], IETF RFC 7006 [39], IETF RFC 7195 [36] and IETF RFC 6871 [41] indicating that:

-
the required capability negotiation extensions attribute "creq" set to "med-v0", indicating that the SDP capability negotiation mechanism for negotiating media capabilities must be supported by the terminating UE in order to initiate T-ADS;

-
the media capability attribute "omcap" with a "-" for the <encoding-name> ;

-
the transport protocol capability attribute "tcap" set to "PSTN";

-
the connection data capability attribute "ccap" with nettype set to "PSTN", indicating "E.164" as address type and the connection-address portion set to the SCC AS PSI DN allocated in step 1), in international E.164 number format. The SCC AS PSI DN identifies the stored information and is associated with the SCC AS;

-
the related preconditions of the originating side are not met as specified in 3GPP TS 24.229 [11]; and

NOTE 3:
In the case when the UE chooses to use the CS bearer, the resources are not available in the MGCF. Therefore, regardless on the current status of the resource reservation at the originating side, the SCC AS sets the preconditions to not met.

3)
route the created SIP INVITE request towards the ICS UE. 

Upon receipt of a SIP response to this SIP INVITE request, including an SDP answer indicating that the UE has chosen the RTP-based IP bearer, the SCC AS shall proceed in accordance with 3GPP TS 24.229 [11].
When the SCC AS receives a SIP INVITE request with the Request-URI containinga valid SCC AS PSI DN encoded as a tel URI (see IETF RFC 3966 [42]) or SIP URI with the "user" SIP URI parameter set to "phone", in accordance with 3GPP TS 23.003 [4], subclause 13.5 as allocated in the above step 1 then the SCC AS shall proceed as defined in subclause 10.4.4.
When the SCC AS has received the SIP 18x response containing the SDP answer accepting an audio stream over a circuit-switched bearer from the ICS UE;

a)
and the UE indicates that service control will be via I1, and I1 is supported on the SCC AS, the SCC AS shall generate an I1 Invite message to the terminating ICS UE as specified in subclause 6.2.1.3.2.1 with the additions in accordance to the procedures in 3GPP TS 24.294 [11]; or
b)
otherwise, the SCC AS shall proceed as defined in subclause 10.4.4.

If the SCC AS receives a SIP 488 (Not Acceptable Here) response, from a UE:

i.
 not including any SDP body; or

ii.
including an SDP body:

a)
without a media description ("m=") indicating "audio";

b)
with a media description ("m=") only indicating "audio" with the <proto> subfield set to "PSTN" and with a connection data line ("c=") with <nettype> set to "PSTN";

then, the SCC-AS may follow the procedures in: 

1)
subclause 10.4.5 if one or more registered contacts for the URI in the Request-URI of the initial SIP INVITE request contains the g.3gpp.ics media feature tag set to "server"; or 

2)
subclause 10.4.7.

If the SCC AS receives a SIP 18x response including an SDP answer with a media description ("m=") set to "audio" and port portion set to "0", the SCC AS may follow the procedures in subclause 10.4.5 or subclause 10.4.7.

************************************************************
************************************************************

