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1. Introduction
At SA2#103 meeting, SA2 agreed document S2-142255 [1], where the “Restriction of subscribers’ access” functionality was enhanced to allow the restriction to access the E-UTRAN RAT depending on the PLMN where the UE is camping.
The use case described in that paper was that a user may have access to E-UTRAN in his/her home network, but may have no access to that RAT while roaming, to avoid unexpected potentially high roaming fees.

Later, at CT4#67, CT4 agreed document C4-142476 [2], where the corresponding stage-3 modifications were made. This CR only introduces a change in the behaviour of the HSS when receiving an Update Location Request command from the MME/SGSN, and it specifies that the HSS must take into account the PLMN of the MME/SGSN, in additiong to the RAT used by the UE, in order to authorize or reject the Update Location Request.
The agreed CRs, both at SA2 and CT4, do not specifiy whether the HSS must be capable of defining for each user a different access restriction per-PLMN or if, on the other hand, it is enough to define an access restriction applicable to the HPLMN and another restriction set applicable to the roaming case. The original Discussion Paper S2-140913 [3] presented in SA2#102, states:
“the subscription data stored in the HSS should enable HSS to send different subscription data related to RAT restriction based on the PLMN UE camped”
It should be noted that defining access restriction for a given user with a per-PLMN granularity, as opposed to defining just home/roaming access restrictions, has the advantage of, e.g., allowing E-UTRAN access in a VPLMN1, which may be a partner of the user’s HPLMN, while disallowing E-UTRAN access in VPLMN2, which may not have any particular relationship with HPLMN.
2. Problem description
In the scenario described above, it is clear that a serving node (MME/SGSN) only has information regarding the RAT access restrictions for a given user in the current PLMN where the MME/SGSN is located. It does not have knowledge of the access restrictions applicable in other PLMNs.
This results in limitations on the inter-PLMN handover procedures, such as:

- At inter-RAT handover, an UE currently served by SGSN1 in PLMN1, with E-UTRAN not allowed in PLMN1, may attempt an access change towards an MME2 in PLMN2, where E-UTRAN might be allowed for that UE. This access change should be allowed but, given that the SGSN1 only has knowledge of E-UTRAN not being allowed for the UE, the access change may not work correctly. As an example, the UE will not attempt to perform a cell change to a cell with a different PLMN ID unless the MME/SGSN/MSC has provided the UE with a NAS Equivalent PLMNs List which includes these PLMN IDs. 

- At intra-RAT handover, an UE currently served by MME1 in PLMN1, with E-UTRAN allowed in PLMN1, may attempt a handover towards MME2 in PLMN2, where E-UTRAN might not be allowed for that UE. This handover should be prevented, but given that the MME1 only has knowledge of E-UTRAN being allowed for the UE, the procedure may proceed, sub-optimally, until MME2 gets the Update Location Request rejected by HSS, when it could have been stopped earlier at MME1, with significant signaling savings.

3. Alternatives
In order to overcome those limitations, the HSS needs to communicate to the serving node the access restrictions of the UE in other PLMNs than the current PLMN of the serving node. 

· A first alternative, although somewhat unrealistic, would be that the HSS sends to the serving node, as part of the subscription data returned in Update Location Answer, the access restrictions for all possible PLMNs. 

The actual implementation of this option could be optimized, by sending in a single Information Element, those access restrictions generic to all PLMNs not explicitly indicated otherwise; and then sending pairs of {PLMN-ID, Access Restriction} when those restrictions differ from the generic one.

Nonetheless, in the more general case, the amount of data to transmit probably does not justify other potential signaling savings.
· A second alternative would be that the HSS informs the serving node about the access restrictions in a small amount of PLMNs, indicated by the serving node itself, corresponding to only those adjacent, or overlapping, PLMNs to the current PLMN, where it is realistic to think that an access change is likely to occur.

Therefore, the serving node may include in the Update Location Request command a number of adjacent PLMN-IDs for which it requests access restriction data from the HSS, and the HSS will send as part of subscription data only the requested data. This results in a very small data set, with an increase of message size almost negligible.
4. Conclusion
It is proposed to follow the second alternative described above, and agree on document CR-151xyz, which implements that mechanism in protocol S6a/S6d.
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