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1. Introduction
The WLAN_NS redefined the WLAN selection and PLMN selection function. It allows UE to select the WLAN deployed by the RPLMN’s equivalent PLMN, especially the eVPLMN can have its own 3GPP AAA Server. This paper is to discuss if some changes are needed in stage 3 to support such architecture.  
2. Discussion
2.1 WLAN_NS selection function 
 Based on SA2 definition, the UE may select a WLAN deployed by the RPLMN’s equivalent service provider. This equivalent service provider can be a PLMN operator or a WLAN operator, quote from TS 23.402 subclause 4.8.2b and 4.8.2.1.10:
i. Step 1: The UE constructs a prioritized list of the available WLANs by discovering the available WLANs and comparing their attributes / capabilities against the groups of selection criteria in the active WLANSP rule. .. Otherwise, when the HomeNetwork attribute is not set or is not present, the UE shall apply the group of selection criteria to all available WLANs.
ii. Step 2: … If the UE does not discover a WLAN that supports S2a connectivity, or the UE does not decide to select a WLAN that supports S2a connectivity, then from the prioritized list contructed in the previous step the UE shall select the most preferred WLAN without considering its capability to support S2a connectivity (e.g. WLAN-1 in the example shown above).
-
If the UE cannot select a single WLAN in this step,
b)
If the UE is roaming and the "prefer 3GPP RPLMN" indication is set, then the UE shall select a WLAN in this order: (a) a WLAN that directly interworks with the RPLMN, (b) a WLAN that directly interworks with a service provider in EVSP. Otherwise the UE shall behave as specified in bullet a) above.

iii.
Step 3: After selecting a single WLAN access network (as specified in steps 1 and 2), if the UE needs to perform 3GPP-based access authentication, the UE shall construct the NAI as follows:
b)
If the UE is roaming and the "prefer 3GPP RPLMN" indication is set, then:
-
If the UE has selected a WLAN that directly interworks with a service provider in EVSP list provided by the RPLMN (see clause 4.8.2.1.10), then the UE shall construct a decorated NAI that includes the realm of this service provider and the realm of RPLMN.
4.8.2.1.10
Visited Network Preferences
The Visited Network Preferences may contain the following information:

-
Equivalent Visited Service Providers (EVSP): Contains a list of service providers which are considered equivalent to the PLMN which provided the EVSP. Each service provider in EVSP is identified with a domain name, which may contain a PLMN identity (e.g. wlan.mncXYZ.mccABC.3gppnetwork.org) or may not contain a PLMN identity (e.g. example.com). The EVSP is used by the UE for PLMN selection over WLAN as specified in clause 4.8.2b.
2.2 Multiple PLMNs architecture
Taking the trusted WLAN scenario as an example, it is proposed to consider the following use case.

The UE from HPLMN is now roaming in VPLMN B via 3GPP access, and then the UE moved to the WLAN coverage. 

The VPLMN B may not deploy its own WLAN in this area, but VPLMN B could rent VPLMN A’s WLAN as its own service. Therefore, VPLMN A is treated as VPLMN B’s equivalent PLMN defined in Equivalent Visited Service Providers (EVSP). In the mean time, VPLMN A could also have its own 3GPP AAA Server deployment which results in the following architecture.
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Based on the WLAN_NS procedures defined in subclause 2.1, UE may select the VPLMN A’s WLAN and construct the NAI including VPLMN B! HPLMN@VPLMN A. In this way, the authentication and authorization message could route from VPLMN A AAA proxy, VPLMN B AAA proxy and HPLMN AAA Server to the HSS.  
In the authentication and authorization procedures, based on the current TS29.273 definition, the VPLMN B’s 3GPP AAA proxy may or may not overwrite the Visited-Network-Identifier AVP depending on its local policy, quote from TS 29.273 subclause 5.1.2.1.3: 
“On receipt of an authentication and authorization request, the 3GPP AAA Proxy

-
shall check the Visited-Network-Identifier AVP, 

-
If the AVP is not present, the 3GPP AAA Proxy shall insert it before forwarding the request to the 3GPP AAA Server.

-
If the AVP is present, the 3GPP AAA Proxy may check and overwrite its value, depending on its local policy, e.g. the trusted non-3GPP access network being operated by the VPLMN operator or by a third party.”
Q1: Should VPLMN A or VPLMN B be authenticated by the HSS? It seems reasonable to authenticate PLMN B, considering the VPLMN A may not have roaming agreement with HPLMN. Therefore, the VPLMN B shall overwrite the Visited-Network-Identifier AVP.
“On receipt of the first authentication and authorization request, the 3GPP AAA Proxy shall check locally configured information whether users from the HPLMN are allowed to activate a PDN connection from the non-3GPP access network via this (V)PLMN.”
Q2: Considering the above highlight sentence, if the UE is not allowed to roam in VPLMN A, how to authenticate the UE in the VPLMN A’s 3GPP AAA proxy? 
Q3: There are two 3GPP AAA proxies in the authentication and authorization path. Should TS 29.273 need to define the 3GPP AAA proxy behaviour supporting two SWd interfaces?
In the S2a procedures, if the UE requested a new APN which can be local breakout, the TWAN deployed by VPLMN A may select PGW located in VPLMN A.  
Q4: How to register the VPLMN A’s PGW in the HSS? Does the HSS re-authenticate the PLMN A in PGW registration procedures, especially how to handle the situation when the UE is not allowed to roam in PLMN A? 
3. Proposal 
For the multiple PLMNs scenario, the above questions need to be discussed. 
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