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6.2.3
ProSe-Subscriber-Information-Request (PIR) Command

The ProSe-Subscriber-Information-Request (PIR) command, indicated by the Command-Code field set to xxx and the "R" bit set in the Command Flags field, is sent from the ProSe Function to the HSS. 

Message Format

< ProSe-Subscriber-Information-Request > ::=
< Diameter Header: xxx, REQ, PXY, xxxxxx >

< Session-Id >
[ Vendor-Specific-Application-Id ]
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm }
{ User-Name }
*[ Supported-Features ]
[ OC-Supported-Features ]
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
* * * Next Change * * * *

6.2.4
ProSe-Subscriber-Information-Answer (PIA) Command

The ProSe-Subscriber-Information-Answer (PIA) command, indicated by the Command-Code field set to xxx and the "R" bit cleared in the Command Flags field, is sent from the HSS to the ProSe Function. 

Message Format

< ProSe-Subscriber-Information-Answer > ::=
< Diameter Header: xxx, PXY, xxxxxx >

< Session-Id >

[ Vendor-Specific-Application-Id ]

[ Result-Code ]

[ Experimental-Result ]
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
[ ProSe-Subscription-Data ]

[ Visited-PLMN-Id ]
*[ Supported-Features ]
[ OC-Supported-Features ]
[ OC-OLR ]
*[ AVP ]

*[ Failed-AVP ]


*[ Proxy-Info ]
*[ Route-Record ]
* * * Next Change * * * *

6.2.5
Update-ProSe-Subscriber-Data-Request (UPR) Command

The Update-ProSe Subscriber Data-Request (UPR) command, indicated by the Command-Code field set to xxx and the 'R' bit set in the Command Flags field, is sent from the HSS to the ProSe Function. 

Message Format when used over the PC4a application:
< Update-ProSe-Subscriber-Data-Request > ::=
< Diameter Header: xxx, REQ, PXY, xxxxxx>


< Session-Id >

[ Vendor-Specific-Application-Id ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }

{ Destination-Realm }

{ User-Name }
*[ Supported-Features ]
[ OC-Supported-Features ]
[ ProSe Subscription-Data ]

[ Visited-PLMN-Id ]

{ UPR-Flags }

*[ AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

6.2.6
Update-ProSe-Subscriber-Data-Answer (UPA) Command

The Update-ProSe Subscriber Data-Answer (UPA) command, indicated by the Command-Code field set to xxx and the 'R' bit cleared in the Command Flags field, is sent from the ProSe Function to the HSS. 

Message Format when used over the PC4a application:
< Update-ProSe-Subscriber-Data-Answer> ::=
< Diameter Header: xxx, PXY, xxxxxx >


< Session-Id >

[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]
[ OC-Supported-Features ]
[ OC-OLR ]
[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
*[ AVP ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

6.2.7
ProSe-Notify-Request (PNR) Command

The ProSe-Notify-Request (PNR) command, indicated by the Command-Code field set to xxx and the "R" bit set in the Command Flags field, is sent from the ProSe Function to the HSS. 

Message Format

< ProSe-Notify-Request > ::=
< Diameter Header: xxx, REQ, PXY, xxxxxx >

< Session-Id >
[ Vendor-Specific-Application-Id ]
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm }
[ User-Name ]

[ ProSe-Permission ]

[ Visited-PLMN-Id ]

[ PNR-Flags ]

*[ Supported-Features ]
[ OC-Supported-Features ]
*[ AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

6.2.8
ProSe-Notify-Answer (PNA) Command

The ProSe-Notify-Answer (PNA) command, indicated by the Command-Code field set to xxx and the "R" bit cleared in the Command Flags field, is sent from the HSS to the ProSe Function. 

Message Format

< ProSe-Notify-Answer > ::=
< Diameter Header: xxx, PXY, xxxxxx >

< Session-Id >

[ Vendor-Specific-Application-Id ]

[ Result-Code ]

[ Experimental-Result ]
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
*[ Supported-Features ]
[ OC-Supported-Features ]
[ OC-OLR ]
*[ AVP ]

*[ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

6.2.9
Reset-Request (RSR) Command

The Reset-Request (RSR) command, indicated by the Command-Code field set to 322 and the 'R' bit set in the Command Flags field, is sent from HSS to the ProSe Function. 

Message Format when used over the PC4a application:
< Reset-Request> ::= 
< Diameter Header: 322, REQ, PXY, xxxxxx >

< Session-Id >

[ Vendor-Specific-Application-Id ]

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }
{ Destination-Realm }
*[ Supported-Features ]
[ OC-Supported-Features ]
*[ User-Id ]
*[ AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

6.2.10
Reset-Answer (RSA) Command

The Reset-Answer (RSA) command, indicated by the Command-Code field set to 322 and the 'R' bit cleared in the Command Flags field, is sent from ProSe Function to HSS.
Message Format when used over the PC4a application:
< Reset-Answer> ::=

< Diameter Header: 322, PXY, xxxxxx >

< Session-Id >

[ Vendor-Specific-Application-Id ]
*[ Supported-Features ]
[ OC-Supported-Features ]
[ OC-OLR ]
[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

*[ AVP ]
*[ Failed-AVP ]
*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

6.3.1
General
The following table specifies the Diameter AVPs defined for the PC4a interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).
Table 6.3.1-1: PC4a specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	ProSe-Subscription-Data
	xxx
	6.3.2
	Group
	M, V
	
	
	
	No

	ProSe-Permission
	xxx
	6.3.3
	Unsigned32
	M, V
	
	
	
	No

	PLMN-Allowed-ProSe
	xxx
	6.3.4
	Group
	M, V
	
	
	
	No

	ProSe-Direct-Allowed
	xxx
	6.3.5
	Unsigned32
	M, V
	
	
	
	No

	UPR-Flags
	xxx
	6.3.6
	Unsigned32
	M.V
	
	
	
	No

	NOTE 1:
The AVP header bit denoted as "M", indicates whether support of the AVP is required. The AVP header bit denoted as "V", indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [3]. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


The following table specifies the Diameter AVPs re-used by the PC4a interface protocol from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within PC4a. 
Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 6.3.1-2, but they may be re-used for the PC4a protocol.
Table 6.3.1-2: PC4a re-used Diameter AVPs

	Attribute Name
	Reference
	Comments
	M-bit

	Visited-PLMN-Id
	3GPP TS 29.272 [10]
	
	

	Supported-Features
	3GPP TS 29.229 [6]
	
	

	Feature-List-ID
	3GPP TS 29.229 [6]
	
	

	Feature-List
	3GPP TS 29.229 [6]
	
	

	User-Id
	3GPP TS 29.272 [10]
	
	

	OC-Supported-Features
	IETF draft-ietf-dime-ovli-03 [xx]
	See section 6.3.x
	Must set

	OC-OLR
	IETF draft-ietf-dime-ovli-03 [xx]
	See section 6.3.y
	Must set

	NOTE 1:
The M-bit settings for re-used AVPs override those of the defining specifications that are referenced. Values include: "Must set", "Must not set". If the M-bit setting is blank, then the defining specification applies. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


* * * Next Change * * * *

6.3.x
OC-Supported-Features
The OC-Supported-Features AVP is of type Grouped and it is defined in IETF draft-ietf-dime-ovli-03 [xx]. This AVP is used to support Diameter overload control mechanism, see Annex A for more information.
* * * Next Change * * * *

6.3.y
OC-OLR
The OC-OLR AVP is of type Grouped and it is defined in IETF draft-ietf-dime-ovli-03 [xx]. This AVP is used to support Diameter overload control mechanism, see Annex A for more information.
* * * Next Change * * * *

Annex X (normative):
Diameter overload control mechanism

X.1
General

Diameter overload control mechanism is an optional feature.
IETF draft-ietf-dime-ovli-03 [xx] specifies a Diameter overload control mechanism which includes the definition and the transfer of related AVPs between Diameter nodes.
It is recommended to make use of IETF draft-ietf-dime-ovli-03 [xx] on the PC4a interface where, when applied, the ProSe Function shall behave as reacting nodes and the HSS as a reporting node.

X.2
HSS behaviour

The HSS requests traffic reduction from the ProSe Function when it is in an overload situation, including OC-OLR AVP in answer commands as described in IETF draft-ietf-dime-ovli-03 [xx]. 

The HSS identifies that it is in an overload situation by implementation specific means. For example, the HSS may take into account the traffic over the PC4a interface or other interfaces, the level of usage of internal resources (CPU, memory), the access to external resources, etc. 
The HSS determines the specific contents of OC-OLR AVP in overload reports and the HSS decides when to send OC-OLR AVPs by implementation specific means.

X.3
ProSe Function behaviour

The ProSe Function applies required traffic reduction received in answer commands to subsequent applicable requests, as per IETF draft-ietf-dime-ovli-03 [xx].

The ProSe Function achieves requested traffic reduction by implementation specific means. For example, the ProSe Funtion may implement message throttling with prioritization or a message retaining mechanism for operations that can be postponed.
As a result of the need to throttle traffic, the ProSe Function may reject Registration Request, Discovery Request, Proximity Requests initiated by UEs. The possible related error messages used over PC3 are described in the 3GPP TS 24.334 [yy].
* * * Next Change * * * *

Annex Y (Informative):
Diameter overload node behaviour

Y.1
Message prioritization 

This clause describes possible behaviours of the ProSe Function regarding message prioritisation in an informative purpose.

The ProSe Function may take the following into account when making throttling decisions:

· Identification of the procedures that can be deferred (e.g. Proximity Requests), so to avoid to drop non deferrable procedures; 

· Prioritisation of certain types of request (e.g. between ProSe-Subscriber-Information-Request (PIR) and ProSe-Notify-Request (PNR)) according to the context of their use, in particular:

-
Higher prioritisation for commands that are related to a registered user for a service, so to avoid the interruption of the registered service for the user.
* * * End of Changes * * * *

