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1. Introduction
Here are the minutes of the session dedicated to the agenda item 7.1.17 DOCME for the early review of the version -04 of the draft "Diameter Overload Indication Conveyance" draft-ietf-dime-ovli-04.txt.
This draft is a normative reference for all the 3GPP Diameter related specifications including the new overload control mechanism in Rel-12 (e.g. S6a, Cx). Therefore this document should be ready for RFC publication in November. 
2. Minutes
Steve Donovan has presented the latest version of the document and the changes since the version -03.

Based on this presentation, some comments were raised.

Sequence Number handling for realm report:

Different realm-based reports could be received from different agents of the them realm. To ensure a consistence maintenance of the related overload control state (OCS), it is important to understand how the Sequence Number in the OLR is generated and used.
Current issue: two nodes generating a report with different values.

· Overload situation with request for 80% reduction.

· Overload situation is over

· Agent A sents immediatly OLR with SQNo and Reduction:0

· Agent B sent OLR with SQNo+n and Reduction:80% (because Agent B has an out of date value)
· Agent A sent OLR with SQNo and Redunction:0

Reacting node will not update the OCS and still apply the Reduction 80%

as soon as the value zero is sent once the SQN is not modified by one agent but incremented by another agent with an odd value. The reacting node will receive over and over the same OLR with the same SQN the OCS will not be updated
The latest draft version states:
   If multiple such nodes exist, they MUST ensure that realm-reports are

   kept in sync.  This includes synchronizing the sequence numbers as

   well as the reported overload state.  The method of doing so is up to

   the implementation.  One way to keep the sequence numbers in sync is

   to generate the sequence numbers based on system time.
It was for instance said that a time-based SQN generation could not work in multi-vendors if each vendor uses his/her own mechanism. It may be required to select a unique mechanism.

Moreover, some further details should be given on SQN overflow issue resolution.

Another alternative would be to explicitly identify the source of the OLR to distinguish different OLRs received for the same OCS.
Two alternatives are still in discussion.
Agent behavior:

in section 4.1.3 "agent behavior" it is stated that:

    If the message already has the AVP then the

   agent either leaves it unchanged in the relayed message or modifies

   it to reflect a mixed set of DOIC features.
the notion of "mixed set of DOIC features" could be misleading.

After discussion, it appears that it could be better to say that an agent acting as reporting node for downstream nnodes should advertise the DOIC features it supports towards downstream and upstream nodes.

This will be further discussed.
Overload Control State for Reacting Nodes
In section 4.2.1.1, it is stated:
   A host-type OCS entry MAY be identified by the pair of Application-Id

   and Host-Id.
Actually it is not an option. the text should be:

   A host-type OCS entry is identified by the pair of Application-Id

   and Host-Id.
Validity-Duration

In section 6.5, the Validity-Duration is defined as:
   The OC-Validity-Duration AVP (AVP code TBD4) is type of Unsigned32

   and indicates in seconds the validity time of the overload report.
There is a preference to indicate the time in millisecond instead of second.
Unsigned64 instead of unsigned32

M-bit setting

Recommendations on the M-bit setting can be found in various places in the draft. 

It is commented that the all the information should be found in section 6.8 and removed from other sections

Topology Hiding:

Agent performing topology hiding may mess around with identities especially the Origin-Host that could break the mechanism defined in this document.

Somewhere in the section 4.2.1.3, it should be stated that it is assumed for this overload control defined in this document that the Origin-host AVP is not modified in answer. If someone is doing topology hiding, they should take care of OCS.
Annex B
It should be highlighted that agent doing server selection should support DOIC if DOIC is applied in the network.
Confcall:

A Webex session will be organized Nov, Wednesday 5th.

