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[bookmark: _Toc389209211]
1	Opening of the meeting and approval of the agenda (9:00 Monday)
C4-140821	Agenda
					Source: CT4 Chairman
Decision: 		The document was Noted.


C4-140822	Detailed agenda & time plan for CT4#65: status at document deadline
					Source: CT4 Chairman
Decision: 		The document was Noted.


C4-140823	Detailed agenda & time plan for CT4#65: status on eve of meeting
					Source: CT4 Chairman
Discussion: 
Chairman Mr Nigel Berry opened the meeting on Monday 19th  at 09:00. 
Mr Nigel Berry, the Chairman of CT4, welcomed the delegates to Phoenix on behalf of the host, the NAF, and detailed the domestic arrangements and wished TSG CT4 a successful meeting in the US.
Decision: 		The document was Noted.


1.1 [bookmark: _Toc389209212]IPR Call
The Chairman drew attention to Members' obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.
1.2 [bookmark: _Toc389209213]Reminder for delegates attending the meeting
The Chairman also reminded delegates to sign the participant list provided by MCC and to wear  badges provided by the host.
[bookmark: _Toc389209214]2	Allocation of documents to agenda items
C4-140824	Proposed allocation of documents to agenda items for CT4#65: status at document deadline
					Source: CT4 Chairman
Decision: 		The document was Noted.


C4-140825	Proposed allocation of documents to agenda items for CT4#65: status on eve of meeting
					Source: CT4 Chairman
Decision: 		The document was Noted.


[bookmark: _Toc389209215]3	Meeting Reports
C4-140827	CT4#64bis meeting report for approval
					Source: MCC
Discussion: 
All the comments were sent to CT4 reflector and added in this version.
The comment proposed in 0495 by NTT DOCOMO was not supported by the meeting. The proposed changes in 0495 were rejected.
Decision: 		The document was Revised to C4-141033.


C4-141033	CT4#64bis meeting report for approval
					Source: MCC
(Replaces C4-140827)
Decision: 		The document was Approved.


[bookmark: _Toc389209216]4	Input liaison statements: allocation to agenda items as appropriate
C4-140899	Answer on: LS on eMBMS broadcast areas with EUTRAN Cell Granularity
					Source: TSG RAN WG2
Abstract: 
SA WG2 asked in their LS S2-141508 if the extension of MBMS Service Area Identities from 16bits to EUTRAN Cell which is 28 bits would have an impact to RAN WG 2 the specifications.
The MBMS Service Area was introduced in TS 36.331 in Release 11 within SIB 15 and it is used as:
In RRC Idle mode it is used to provide prioritisation of the frequency on which the broadcast would occur; and
In RRC connected mode it is used for MBMS interest indication, so that the UE can inform the eNB of the services it is interested in and e.g. encourage the eNB to keep the UE on the desired frequency.
The current coding of TS 36.331 within SIB 15 allows the advertisement of 64 sixteen bits MBMS service area IDs. 64 is the maximum number of MBMS service area identities broadcast per carrier frequency
In case the MBMS Service Area Identity is extended to 28 bits, RAN WG 2 will need:
Extend the information sent in SIB 15 to include fields of SAIs with 28bits. This would raise the issue of backwards compatibility as legacy UEs would not understand the new SAI value
Question 1: RAN WG 2 would like to minimise changes to the radio interface and would like to understand more about the reasoning behind the change of the SAI from 16 to 28 bits in order to design the radio interface in a more efficient way.
Discussion: 
CT4 noted that there are some potential impacts for CT3 and CT4. CT WGs needs to wait outcome from SA2. It was also noted there might be some impacts for the Sm-interface.
Decision: 		The document was Noted.


C4-140900	LS on S1-U tunnel switch for DC
					Source: TSG RAN WG3
Abstract: 
RAN3 agreed to have a new class 1 procedure, which is defined as E-RAB Modification Indication, to support S1-U tunnel switch between MeNB<->SGW and SeNB<->SGW for dual connectivity. The detailed implementation of the procedure is ongoing discussed in RAN3.
Discussion: 
Huawei commented that there will be stage 2 23.401 CR in SA2 meeting. It was seen CT4 needs to wait until SA2 has made their solution.
Decision: 		The document was Noted.


C4-140901	Reply LS on GCSE QCIs and connected mode DRX
					Source: TSG RAN WG3
Abstract: 
QCI values available in the interfaces under the scope of RAN3 are in the range of integers from 0 to 255. RAN3 does not foresee any protocol impact even if one or more new QCIs are added in TS 23.203 as long as their values are in the range.
RAN3 agreed that Push to Talk signaling should have higher priority than Push to Talk voice, since the Push to Talk signaling is needed prior to Push to Talk media delivery.
Two companies think that the characteristics of the proposed new service are not adequately represented by QCI alone, and would prefer having an additional indicator associated with the new QCI value.
Discussion: 
No action for CT4.
Decision: 		The document was Noted.


C4-140902	Reply LS on Determination of Cell-Info and Cell-Portion by E-SMLC
					Source: TSG RAN WG3
Abstract: 
RAN3 has discussed the issue and has agreed to update the LPPa protocol, by adding the new Cell Portion ID IE to the E-CID MEASUREMENT INITIATION RESPONSE and E-CID MEASUREMENT REPORT messages. RAN3 has agreed to extend the range for the new Cell Portion ID IE to 256 possible values.
Discussion: 
CT4 has only 64 values so this needs to be extended to ensure enough values.
Decision: 		The document was Noted.


C4-140903	LS Response on PWS Service Restoration 
					Source: TSG RAN WG3
Abstract: 
RAN3 would like to inform CT4 that RAN3 has further worked on the solution approved at RAN#64 and CT#64 in order to complete the remaining security aspect mentioned in the LS referenced here-above.
RAN3 has agreed the attached CR on TS36.300 which completes the work on PWS restoration.
Discussion: 
Alcatel-Lucent noted that documents C4-140881, 882 and 883 will cover the changes.
Decision: 		The document was Noted.


C4-140904	LS on the problem of UE Radio Capability information size
					Source: TSG SA WG2
Abstract: 
SA2 has been made aware that the size of UE Radio Capability information can exceed 900 octets. However, according to TS23.401 subclause 5.11.2 UE Radio Capability Handling, the maximum size of UE Radio Capability information that an MME needs to support is specified to be 510 octets.
To allow for the addition of future radio technologies, frequency bands, and other enhancements, the MME shall store the UE Radio Capability Information even if it is larger than specified in TS 36.331 [37], up to a maximum size of 510 octets.
Continuous increase in the size of UE Radio Capability information causes uncertainty for determining an MME’s capacity in terms of number of UEs that it can support. SA2 respectfully requests RAN2 group to keep this in mind and to try to consider limiting the size of UE Radio Capability information or provide other means allowing for reducing the total amount of information to be stored.  
During discussion in SA2, it was also commented that network element’s storage capacity aspect is a Stage-3 responsibility. SA2 wonder whether CT4 can consider to take over the responsibility for determining any size limitation for the storing the UE Radio Capability information and capture any such limitations in their specification. CT4 may also then choose to interact with RAN2 to capture an appropriate value for the maximum size of the UE Radio Capability information.
SA2 understand that recent changes to GERAN to EUTRAN PS handover (due to rSRVCC) removes the original CT1 protocol reason for this 510 octet limit.
Discussion: 
This LS was handled in previous CT4 meeting but postponed to this meeting.
After offline discussion with interested companies Huawei has prepared reply LS in C4-141021 which was revised to 1029.
CT4 agreed that CT4 is willing to take over responsibility from SA2, both the specification and the coordination of the size limitation on E-UTRA Radio Capabilities and to include any such restriction into TS 23.008. The coordinated removal of this specification limit from TS 23.401 should also be arranged.
Decision: 		The document was Noted.


C4-141021	Reply LS on the problem of UE Radio Capability information size
					Source: Huawei
Abstract: 
CT4 shares the understanding of SA2 that the size of E-UTRA Radio Capabilities should not increase indefinitely and that a limit should be defined in the storage and signalling of E-UTRA Radio Capabilities. CT4 is willing to capture such a limitation in TS 23.008, as this is the Stage 2 for Data Storage definitions. This common place can be than referenced from other specifications.
CT4 noted the LS from RAN2 (R2-130868), when we discussed the E-UTRA Radio Capabilities during the development of rSRVCC, which provided some details on the size. At that point in time, RAN2's working assumption was to not put on any restriction. 
CT4 have also noted that RAN2 are currently working on a size limitation of this information. CT4 would, therefore, like to work with RAN2 on a proper future-proofed size limitation.
Decision: 		The document was Revised to C4-141029.


C4-141022	Reply LS on MTC Device Identification for LI
					Source: TSG SA WG1
Abstract: 
SA1 affirms the requirement that MTC devices be uniquely identified.  Quoting from TS 22.368 clause 7.1.4:
7.1.4       Identifiers
The requirements for MTC related to identifiers include the following:
-     The system shall be able to uniquely identify the ME;
-     The system shall be able to uniquely identify the MTC Subscriber.
Note 1:      The two requirements above also apply to human-to-human communications. However, for Machine-Type Communications identifiers will have to be able to cater for a number of identifiers at least two orders of magnitude higher than for human-to-human communications.
The first bullet and the Note1 are relevant for the subject topic. The first bullet does not explicitly name IMEI as the unique identifier for MTC devices, since that would go beyond Stage 1.  However, as the Note 1 states, for the purpose of ME identity, MTC devices are indistinguishable from other UE types, which implies that IMEI should be reused. 
Note 1 additionally provides a rough estimate of the number of MTC devices expected to be deployed in relation to devices designed for human-to-human communication.  SA1 does not take a position on whether or not the existing IMEI structure can handle the projected number of MTC devices.
Decision: 		The document was Noted.


C4-141023	LS on Renaming of TWAN-SSID and TWAN-BSSID AVPs
					Source: TSG SA WG5
Abstract: 
For support of Trusted WLAN Access Network in Rel-11, SA5 has previously defined three new AVPs: TWAN User Location-Info, TWAN-BSSID, and TWAN-SSID, where TWAN-User-Location-Info is defined as a group AVP containing the other two AVPs. The naming of TWAN-BSSID and TWAN-SSID specific to Trusted WLAN Access Network makes it difficult to reuse these AVPs for untrusted scenarios or scenarios in which trust is not defined. Since these AVPs are contained within the TWAN-User-Location-Info, there is no need to indicate this trusted access also in the member AVPs.
SA5 has agreed change requests in Rel-11 and Rel-12 to change the name of the TWAN-BSSID AVP to simply BSSID AVP and to replace the TWAN-SSID AVP with SSID AVP already defined by CT4 in TS 29.273.
The impact on the 3GPP AVP catalogue in TS 29.230 will be treated in a consolidated update for these releases following the SA plenary.
Discussion: 
CT4 agreed the proposed changes but need to align all these naming CRs across the groups for this coming set of Plenaries.. The changes are covered in C4-141001 and in C4-140996.
Response LS in C4-141030 to confirm agreed changes in CT4 TS 29.230.
Decision: 		The document was Noted.


C4-141024	Reply LS on Maintenance of I-WLAN Solution
					Source: TSG SA WG5
Abstract: 
SA5 has reviewed the LS from TSG SA informing about the decision that ongoing WLAN related work in Rel-12 shall not take I-WLAN into account and that functional modifications of I-WLAN shall be stopped from Rel-12 onwards.
SA5 understood that TSG SA will further analyse the specification documentation aspects of this decision. In order to support this activity, SA5 has listed as follows the SA5 specifications impacted by the I-WLAN functionality. 
SA5 maintains one charging specification dedicated to the I-WLAN architecture:
- TS 32.252 Wireless Local Area Network (WLAN) charging
TS 32.252 has not been revised since Rel-11 and can be easily discontinued in Rel-12.
SA5 maintains several common charging specifications that include the charging solution for I-WLAN:
- TS 32.240 Charging architecture and principles
- TS 32.296 Online Charging Applications (OCS): Applications and interfaces
- TS 32.297 Charging Data Record (CDR) file format and transfer
- TS 32.298 Charging Data Record (CDR) parameter description
- TS 32.299 Diameter charging applications
These documents contain specific references and text to the I-WLAN architecture and to TS 32.252 including architecture diagrams with related reference points, ASN.1 CDR definitions, and Diameter AVPs. 
SA5 has created in Rel-12 the following OAM specifications for I-WLAN:
- TS 28.601 Core Network (CN) and non-3GPP access interworking system Network Resource Model (NRM) Integration Reference Point (IRP); Requirements
- TS 28.602 Core Network (CN) and non-3GPP access interworking system Network Resource Model (NRM) Integration Reference Point (IRP); Information Service (IS)
- TS 28.606 Core Network (CN) and non-3GPP access interworking system Network Resource Model (NRM) Integration Reference Point (IRP); Solution Set (SS) definitions
- TS 28.401 Telecommunication management; Performance Management (PM); Performance measurements for Core Network (CN) and non-3GPP access Interworking System
These documents define the Information Object Classes (IOC) and the Performance Measurements for the following 3GPP functionalities: WAG, PDG, and 3GPP AAA for the I-WLAN architecture specified in TS 23.234. 
SA5 therefore expects to withdraw TSs 28.601, 28.602, 28.606, and 28.401 from Rel-12. 
Note also that TSs 28.611, 28.612, 28.616, and 28.402 contain definitions for EPC and non-3GPP access interworking according to the architecture defined in TS 23.402, and SA5 expects to keep these specifications.
SA5 is expecting guidance from TSG SA on a common 3GPP mechanism for handling the removal of I-WLAN aspects in Rel-12 specifications (e.g. remove or deprecate).
Decision: 		The document was Noted.


C4-141026	Reply to LS on Maintenance of I-WLAN Solution (SA2-140554/S3-140728) and 
Reply to LS on Maintenance of I-WLAN Solution (SP-140149/S3-140731)
					Source: TSG SA WG3
Decision: 		The document was Noted.


C4-141027	LS on TR 26.924 Study on improved end-to-end QoS handling
					Source: TSG SA WG4
Discussion: 
LS arrived late and delegates didn't have time to check it on time. It was decided to postpone LS to the next meeting. This gives CT4 delegates a chance to review the 3GPP TR and give a considered response to SA4.
Decision: 		The document was Postponed.


C4-141028	LS on introducing the EVS codec in MTSI
					Source: TSG SA WG4
Discussion: 
As with the previous LS, TR was not attached with this LS. 
LS arrived late and delegates didn't have time to check it on time. It was decided to postpone LS to the next meeting to await a CT wide WI on EVS_codec to enable the work to be performed in the Rel-12 timeframe.
Decision: 		The document was Postponed.


C4-141029	Reply LS on the problem of UE Radio Capability information size
					Source: Huawei
(Replaces C4-141021)
Decision: 		The document was Revised to C4-141163.


C4-141030	LS on Renaming of TWAN-SSID and TWAN-BSSID Diameter AVPs
					Source: Ericsson
Decision: 		The document was Approved.


C4-141163	Reply LS on the problem of UE Radio Capability information size
					Source: Huawei
(Replaces C4-141029)
Decision: 		The document was Approved.


C4-141165	LS RESPONSE on a UE Capability indicating the support of P-CSCF restoration
					Source: TSG CT WG1
Decision: 		The document was Noted.


C4-141177	LS on CS Container Encoding issue for SRVCC LTE to GERAN 
					Source: TSG RAN WG3
Decision: 		The document was Noted.


C4-141179	Reply LS on CS Container Encoding issue for SRVCC LTE to GERAN
					Source: Alcatel-Lucent
Decision: 		The document was Revised to C4-141230.


C4-141230	Reply LS on CS Container Encoding issue for SRVCC LTE to GERAN
					Source: Alcatel-Lucent
(Replaces C4-141179)
Decision: 		The document was Approved.


[bookmark: _Toc389209217]5	Work item management
[bookmark: _Toc389209218]6	Release 12
[bookmark: _Toc389209219]6.1	IM-SSF Application Server Service Data Descriptions [IMS_SSFDD]
[bookmark: _Toc389209220]6.2	Diameter based interface between SGSN-GMLC [Dia-SGSN_GMLC]
C4-141216	3GPP TR 29.828 v1.3.0
					Source: Alcatel-Lucent
Decision: 		The document was Agreed.


[bookmark: _Toc389209221]6.3	Diameter based interface between SGSN and SMS central functions
[bookmark: _Toc389209222]6.4	CT aspects of Extended IMS media plane security
C4-140836	Pseudo-CR on media security: clause 4.6.4  SDP codepoints
					Source: Alcatel-Lucent
Abstract: 
Clause 4.6.4 indicates a pending action by following editor's note:
Editor's Note: The following SDP "proto" field values are required for the two H.248 terminations:
a) for e2ae: "UDP/TLS" and "udp"; and
b) for e2e: "udp" and "udp".
However, the IANA registry is lacking so far an entry "UDP/TLS" (or preferably "UDP/DTLS"). The effort of such an IANA registry request is still in work.
One alternative might be to add the "UDP/TLS" codepoint to IETF draft-ietf-mmusic-udptl-dtls [29].
Discussion:
•	IETF draft-ietf-mmusic-udptl-dtls is so far only requesting the registration of "UDP/TLS/UDPTL" but not "UDP/TLS".
•	The required SDP codepoint is rather subject of IETF draft-schwarz-sdp-for-gw (see "UDP/DTLS", justified by Draft ITU-T H.248.DTLS).
Decision: 		The document was Revised to C4-141104.


C4-140837	IMS media security for TCP-based media using TLS and UDP-based media using DTLS
					29.334	  CR-0057  (Rel-12) v12.2.0
					Source: Alcatel-Lucent
Discussion: 
The document is used as a basis for future work.
The delegates were requested to work offline before the next CT4 meeting. CR have to be aligned with the procedures and the signalling elements specified in C4-140889 and C4-140953.
Decision: 		The document was Postponed.


C4-140838	Bearer-level application level gateway (B-ALG) for TCP-based media
					29.334	  CR-0058  (Rel-12) v12.2.0
					Source: Alcatel-Lucent
Discussion: 
The document is used as a basis for future work.
The delegates were requested to work offline before the next meeting. The functional requirements and procedures needs to be documented first in 3GPP TS 23.334.
Decision: 		The document was Postponed.


C4-140880	e2ae media security for TCP-based media using TLS  Functional requirements
					23.334	  CR-0042  rev 2 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-140757)
Discussion: 
Needs to be revised with some updates proposed in C4-140947.
Decision: 		The document was Revised to C4-141020.


C4-140886	Progress of the eMediasec work item
					Source: Alcatel-Lucent
Abstract: 
This document provides for information the current progress of the eMediasec work item: 
o	Study on "Extended IMS media plane security features and TCP related NAT traversal support; IMS H.248 profiles aspects";
o	corresponding normative work.
Discussion: 
Same CT1 aspect are still open because lack of progress.
Decision: 		The document was Noted.


C4-140887	Iq procedures for e2ae media security for TCP-based media
					Source: Alcatel-Lucent
Abstract: 
1/ The originating and terminating call flows for e2ae media security for TCP-based media (MSRP, BFCP) contain the following editor's note:
Editor's note: the signalling element to configure the IMS-AGW to use the TCP connection establishment request (TCP SYN)  received at one termination as a trigger to send a TCP connection establishment on the other termination in the same context needs to be documented.
As indicated in subclause 8.1.4, the capabilities related to support of MGW autonomous behaviour are specified in ITU-T H.248.92, by the Stream endpoint interlinkage package: 
Description:	This package provides the functionality to interlink connection/session oriented transport protocol endpoints. If two transport protocol endpoints are interlinked the establishment and/or release of a connection/session at the source transport protocol endpoint will trigger an MG-autonomous establishment and/or release of the interlinked transport protocol endpoint.
2/ Step 16 in Figure 5.2.1.2.2.1 (and equivalent step in the other figures) shows a signalling element configuring the IMS-AGW to serve as TLS client ("TLS=active"). There is no such signalling element as such in ITU-T H.248.90, but instead either a (TLS) Establish BNC signal or the implicit assignment of the TLS client role by interlinking the TCP and TLS layers on the termination, such that the TLS security session establishment is initiated as soon as the TCP connection is established. The example call flow is updated according to the second option.
3/ Step 10 in Figure 5.2.1.2.2.1 (and equivalent step in the other figures) shows that the IMS-AGW may return a TCP ACK prior to being configured with the remote IP address (step 13). This assumes that the IMS-AGW shall "latch" onto the required destination address via the source address/port of the incoming media, i.e. that the IMS-ALG has requested such latching to be performed. 
4/ the description of certain steps in the call flows need to be enhanced, e.g. some description in step 11 of the first call flow (IMS-AGW possibly dropping incoming TCP SYN) should be moved to step 10 (which describes the handling of the incoming TCP SYN).
Discussion: 
Some overlap with C4-140955. 
The call flows using an incoming TCP SYN as a trigger for sending a TCP SYN at the interconnected termination in the same context should be covered in 0887,  not in 0955.
Decision: 		The document was Revised to C4-141102.


C4-140888	e2e media security for TCP-based media using TLS - Procedures
					23.334	  CR-0054  (Rel-12) v12.3.0
					Source: Alcatel-Lucent
Abstract: 
New requirements have been specified in TS 33.328 to provide end-to-end protection of TLS-based media (MSRP, BFCP) using TLS and the same KMS and ticket concept as used for e2e RTP media security.
Subclause 5.2.2 of 3GPP TR 29.828 documents the related Iq procedures.
Decision: 		The document was Revised to C4-141125.


C4-140889	e2ae media security for TCP-based media - procedures
					23.334	  CR-0055  (Rel-12) v12.3.0
					Source: Alcatel-Lucent
Abstract: 
New requirements have been specified in TS 33.328 to provide end-to access edge protection of TCP-based media (MSRP, BFCP) using TLS and certificates fingerprints exchanged over SDP. 
Subclause 5.2.1 of 3GPP TR 29.828 documents the related Iq procedures.
Decision: 		The document was Revised to C4-141127.


C4-140947	Iq requirements for MSRP-aware interworking
					Source: NSN
Discussion: 
MSRP aware interworking should be documented in a separate clause (as related to NAT traversal, not emediasec) and be addressed by a separate CR in July CT4 meeting.
Decision: 		The document was Revised to C4-141101.


C4-140951	e2ae media security for UDP-based media using DTLS  Functional requirements
					23.334	  CR-0043  rev 1 (Rel-12) v12.3.0
					Source: Ericsson
(Replaces C4-140465)
Abstract: 
New requirements have been specified in TS 33.328 to provide end-to-access-edge protection of UDP based media (T.38 fax over UDPTL/UDP) using DTLS and certificates fingerprints exchanged over SDP.
Decision: 		The document was Revised to C4-141185.


C4-140952	Reference update: draft-ietf-mmusic-udptl-dtls
					Source: Ericsson
Decision: 		The document was Agreed.


C4-140953	e2ae media security for UDP-based media using DTLS  procedures
					23.334	  CR-0056  (Rel-12) v12.3.0
					Source: Ericsson
Abstract: 
New requirements have been specified in TS 33.328 to provide end-to-access-edge protection of UDP based media (T.38 fax over UDPTL/UDP) using DTLS and certificates fingerprints exchanged over SDP.
Decision: 		The document was Revised to C4-141186.


C4-140954	Requirements for TCP Interworking
					Source: NSN
Abstract: 
There is a desire to reuse ITU-T H.248 packages, e.g. H.248.89, and be compatible with the solutions in those packages.
Further, there is a need to be backward compatible with current TCP implementations according to the current version of the profile, that merely modify TCP checksums and port but pass TCP packets without other modification.
The backward compatibility solution in H.248.89 is as follows:
•	A gateway that does not obtain any a=setup SDP attributes providing information about the directionality of the TCP connection setup pass TCP packets without other modification than port and checksum modification (legacy situation assumed by ITU-T also applies for current version of the Ix profile)
•	If a gateway is provided with a=setup SDP attributes, it does not pass TCP SYN packets used for the TCP connection establishment
•	The gateway is then triggered by a signal of the controller to start the establishment of a TCP connection at one termination by sending a TCP SYN.
Draft ITU-T package H.248.Seplink allows to modify the H.248.89 procedures:
It allows to indicate to the MGW that it shall use an incoming TCP SYN at one termination as a trigger to send an outgoing TCP SYN at the interconnected termination even when a=setup SDP attributes are being provided.
Decision: 		The document was Agreed.


C4-140955	Example Callflow for MSRP e2ae security 
					Source: NSN
Abstract: 
The existing callflows for IMS UE originating procedures for e2ae have a couple of issues:
1. Only the option to forward TCP SYN is shown. However, this is not the default behaviour for TCP proxy mode but requires in addition configuration via the "linktopo" property of the seplink package.
2. The "seplink/linktopo" property is not shown in the callflows, but there is an editor´s note that a related information element is missing.
3. The callflows give the impression that while TCP SYN is forwarded, TCP SYN ACK and TCP ACK are not.
4. The configuration to start the TLS session establishment is described in a confusing manner
Discussion: 
Some overlap with C4-140887. 
This P-CR should only capture the new call flows making using of EstBNC signal to trigger the setup of the TCP connection.
Decision: 		The document was Revised to C4-141103.


C4-140956	Iq requirements for end-to-end TCP bearer connection control and related NAT traversal support
					23.334	  CR-0057  (Rel-12) v12.3.0
					Source: NSN
Decision: 		The document was Revised to C4-141124.


C4-141020	e2ae media security for TCP-based media using TLS  Functional requirements
					23.334	  CR-0042  rev 3 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-140880)
Abstract: 
New requirements have been specified in TS 33.328 to provide end-to access edge protection of TCP-based media (MSRP, BFCP) using TLS and certificates fingerprints exchanged over SDP.
Decision: 		The document was Revised to C4-141126.


C4-141054	Removal of Editor's notes in the TR 29.809
					Source: Orange
Decision: 		The document was Agreed.


C4-141101	Iq requirements for MSRP-aware interworking
					Source: NSN
(Replaces C4-140947)
Decision: 		The document was Agreed.


C4-141102	Iq procedures for e2ae media security for TCP-based media
					Source: Alcatel-Lucent, NSN
(Replaces C4-140887)
Decision: 		The document was Revised to C4-141213.


C4-141103	Example Callflow for MSRP e2ae security 
					Source: NSN
(Replaces C4-140955)
Decision: 		The document was Agreed.


C4-141104	Pseudo-CR on media security: clause 4.6.4  SDP codepoints
					Source: Alcatel-Lucent
(Replaces C4-140836)
Decision: 		The document was Agreed.


C4-141124	Iq requirements for end-to-end TCP bearer connection control and related NAT traversal support
					23.334	  CR-0057  rev 1 (Rel-12) v12.3.0
					Source: NSN
(Replaces C4-140956)
Abstract: 
To support end-to-access edge media security for TCP based media, procedures for a TCP state-aware handling at the IMS-AGW are required. Such procedures have been studied in TR 29.828.
Decision: 		The document was Revised to C4-141187.


C4-141125	e2e media security for TCP-based media using TLS - Procedures
					23.334	  CR-0054  rev 1 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-140888)
Decision: 		The document was Agreed.


C4-141126	e2ae media security for TCP-based media using TLS  Functional requirements
					23.334	  CR-0042  rev 4 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-141020)
Decision: 		The document was Agreed.


C4-141127	e2ae media security for TCP-based media - procedures
					23.334	  CR-0055  rev 1 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-140889)
Decision: 		The document was Revised to C4-141214.


C4-141185	e2ae media security for UDP-based media using DTLS  Functional requirements
					23.334	  CR-0043  rev 2 (Rel-12) v12.3.0
					Source: Ericsson
(Replaces C4-140951)
Decision: 		The document was Agreed.


C4-141186	e2ae media security for UDP-based media using DTLS  procedures
					23.334	  CR-0056  rev 1 (Rel-12) v12.3.0
					Source: Ericsson
(Replaces C4-140953)
Decision: 		The document was Agreed.


C4-141187	Iq requirements for end-to-end TCP bearer connection control and related NAT traversal support
					23.334	  CR-0057  rev 2 (Rel-12) v12.3.0
					Source: NSN
(Replaces C4-141124)
Decision: 		The document was Revised to C4-141215.


C4-141213	Iq procedures for e2ae media security for TCP-based media
					Source: Alcatel-Lucent
(Replaces C4-141102)
Decision: 		The document was Agreed.


C4-141214	e2ae media security for TCP-based media - procedures
					23.334	  CR-0055  rev 2 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-141127)
Decision: 		The document was Agreed.


C4-141215	Iq requirements for end-to-end TCP bearer connection control and related NAT traversal support
					23.334	  CR-0057  rev 3 (Rel-12) v12.3.0
					Source: NSN
(Replaces C4-141187)
Decision: 		The document was Agreed.


[bookmark: _Toc389209223]6.5	Study on Diameter Overload Control Mechanisms [FS_DOCME]
C4-140937	Diameter overload Impacts on SWx
					Source: Alcatel-Lucent, Verizon, AT&T
Discussion: 
No need to extend the TR to cover all the interfaces.
Any message prioritization will be part of the discussion on the normative CR.
It is important to mention that the S6a description is only an example and that the same exercise will have to be done in the normative work for each interface impacted by the introduction of the overload control mechanism.
Decision: 		The document was Noted.


C4-140939	Diameter overload Impacts over  STa and S6b
					Source: Alcatel-Lucent
Discussion: 
No need to extend the TR to cover all the interfaces.
Any message prioritization will be part of the discussion on the normative CR.
It is important to mention that the S6a description is only an example and that the same exercise will have to be done in the normative work for each interface impacted by the introduction of the overload control mechanism.
Decision: 		The document was Noted.


C4-140941	Diameter overload Impacts on S6m
					Source: Alcatel-Lucent
Discussion: 
No need to extend the TR to cover all the interfaces.
Any message prioritization will be part of the discussion on the normative CR.
It is important to mention that the S6a description is only an example and that the same exercise will have to be done in the normative work for each interface impacted by the introduction of the overload control mechanism.
Decision: 		The document was Noted.


C4-140967	Removal of Editor's notes
					Source: Orange
Discussion: 
The conclusion of the discussion paper was approved. A new P-CR is produced to capture the changes.
Decision: 		The document was Noted.


C4-140968	Update of the section 6.5 "3GPP-IETF Requirements Gap Analysis"
					Source: Orange
Decision: 		The document was Revised to C4-141055.


C4-140969	Completion of the TR 29.809
					Source: Orange
Decision: 		The document was Revised to C4-141056.


C4-141055	Update of the section 6.5 "3GPP-IETF Requirements Gap Analysis"
					Source: Orange
(Replaces C4-140968)
Decision: 		The document was Agreed.


C4-141056	Completion of the TR 29.809
					Source: Orange
(Replaces C4-140969)
Decision: 		The document was Agreed.


[bookmark: _Toc389209224]6.6	Reporting Enhancements in Warning Message Delivery [REP_WMD]
C4-140881	HeNB ID verification in the PWS Restart Indication message
					23.007	  CR-0286  rev 2 (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei, one2many
(Replaces C4-140732)
Abstract: 
As per subclause 4.4.9 of TS 33.320, the HeNB GW (respectively the MME) is in charge of verifying the HeNB identity when communicating with the network:
“The network shall implement a verification that the identity used by the H(e)NB for communicating with the network is either the same identity that is used for authenticating to the SeGW or an identity related to this authenticated identity.”
Corresponding checks have been specified in subclause 4.6.2 of TS 36.300.
In release 12, it is additionally needed to check the HeNB identity in the new message PWS Restart Indication. 
Revision 2:
RAN3 has further worked on the PWS restoration solution to complete the remaining security aspects (see RAN3 LS in R3-140696): 
o	For HeNB behind a HeNB GW, the HeNB GW verifies the cell identity indicated by the HeNB in the PWS Restart Indication and replaces the HeNB ID by the HeNB GW ID before sending the PWS Restart Indication message to the MME; 
o	For HeNB directly connected to the MME, the MME verifies the HeNB Identity indicated by the HeNB in the PWS Restart Indication message.
Discussion: 
Other core specifications affected CR number shall be added before the plenary (36.300 CR xxxx).
Decision: 		The document was Agreed.


C4-140882	Routing of PWS messages to HeNBs
					23.007	  CR-0287  rev 1 (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei, one2many
(Replaces C4-140468)
Abstract: 
During the PWS restoration procedure, the CBC includes the identity of the (H)eNB in the Write-Replace-Warning-Request message(s) to enable the CBC to forward these messages to the restarted (H)eNB only (and not to all the eNBs serving the same TAI).
The MME does/cannot know the identity of HeNBs connected to a HeNB GW. Therefore the HeNB Identity received in the WRWR messages during the PWS restoration procedure will not match any (H)eNB entry in the MME. 
Routing of WRWR messages to HeNBs connected to a HeNB GW should be done based on the TAI contained in these messages.
Decision: 		The document was Revised to C4-141105.


C4-140883	Routing of PWS messages to HeNBs
					29.168	  CR-0050  rev 1 (Rel-12) v12.5.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei, one2many
(Replaces C4-140469)
Abstract: 
During the PWS restoration procedure, the CBC includes the identity of the (H)eNB in the Write-Replace-Warning-Request message(s) to enable the CBC to forward these messages to the restarted (H)eNB only (and not to all the eNBs serving the same TAI).
The MME does/cannot know the identity of HeNBs connected to a HeNB GW. Therefore the HeNB Identity received in the WRWR messages during the PWS restoration procedure will not match any (H)eNB entry in the MME. 
Routing of WRWR messages to HeNBs connected to a HeNB GW should be done based on the TAI contained in these messages.
Discussion: 
Ericsson commented that the first note will confuse the MME implementer. The note infers that the MME should be made aware of if HeNB is directly connected or connected via HeNB GW. This is wrong. The second note is repeating the note in the stage 2 CR, this is against the 3GPP principle that we should not repeat the requirements / information in the different specifications.
Ericsson also commented that the HeNB GW should not be mentioned in this specification, especially in the notes, from MME and CBC point of view, HeNB GW functions as an eNB per 36.300. Why CBC/MME implementer need to know HeNB GW.
The other companies didn't share Ericsson opinion above. Companies excluding Ericsson feel this is a useful Note as it helps the implementers of HeNB GWs.
Decision: 		The document was Revised to C4-141106.


C4-141105	Routing of PWS messages to HeNBs
					23.007	  CR-0287  rev 2 (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei, one2many
(Replaces C4-140882)
Decision: 		The document was Agreed.


C4-141106	Routing of PWS messages to HeNBs
					29.168	  CR-0050  rev 2 (Rel-12) v12.5.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei, one2many
(Replaces C4-140883)
Decision: 		The document was Agreed.


[bookmark: _Toc389209225]6.7	eMBMS Restoration Procedures [eMBMS]
[bookmark: _Toc389209226]6.8	Core Network Aspects of SIPTO at the Local Network [LIMONET-SIPTO]
[bookmark: _Toc389209227]6.9	CT aspects of Coordination of Video Orientation [CVO-CT]
[bookmark: _Toc389209228]6.10	CT Aspects of Signalling of Image Size [SIS_CT]
[bookmark: _Toc389209229]6.11		TP-C Overload Control Mechanisms [GOCMe]
C4-140828	Propagation of MME/S4-SGSN identity to PGW
					29.274	  CR-1461  (Rel-12) v12.4.0
					Source: Ericsson, Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Abstract: 
It was concluded in section 9 of 3GPP TR 29.807 (Study on GTP-C overload control mechanism) that the following aspects should be standardized:
- Propagating MME/SGSN identity to the PGW is based on the chapter 6.5.2.6.
Decision: 		The document was Revised to C4-141129.


C4-140829	Updating PGW with overload control information of target MME/S4-SGSN
					29.274	  CR-1462  (Rel-12) v12.4.0
					Source: Ericsson, Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Abstract: 
It was concluded in section 9 of 3GPP TR 29.807 (Study on GTP-C overload control mechanism) that the following aspects should be standardized:
- Updating PGW with overload control information of target MME/S4-SGSN is based on the chapter 6.5.3.5.
Decision: 		The document was Revised to C4-141130.


C4-140830	Interaction with congestion control using APN back-off timer
					29.274	  CR-1463  (Rel-12) v12.4.0
					Source: Ericsson, Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Abstract: 
It was concluded in section 9 of 3GPP TR 29.807 (Study on GTP-C overload control mechanism) that the following aspects should be standardized:
- Interaction with congestion control using APN back-off timer is based on the chapter 6.6.2.4.
Decision: 		The document was Revised to C4-141131.


C4-140831	Discovery of the support of the GTP signalling based Load Control feature by the peer node
					29.274	  CR-1464  (Rel-12) v12.4.0
					Source: Ericsson, Cisco,  Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Abstract: 
It was concluded in section 9 of 3GPP TR 29.807 (Study on GTP-C overload control mechanism) that the following aspects should be standardized:
- Discovery of the support of the GTP signaling based GTP Load Control feature by the peer node is based on the chapters 7.2.2 and 7.2.4.
Decision: 		The document was Revised to C4-141119.


C4-140832	Discovery of the support of the GTP signalling based Overload Control feature by the peer node
					29.274	  CR-1465  (Rel-12) v12.4.0
					Source: Ericsson, Cisco,  Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Abstract: 
It was concluded in section 9 of 3GPP TR 29.807 (Study on GTP-C overload control mechanism) that the following aspects should be standardized:
- Discovery of the support of the GTP signaling based GTP Overload Control by the peer node is based on the chapters 7.2.2 and 7.2.4.
Decision: 		The document was Revised to C4-141134.


C4-140833	Issues in the network with partial support of the GTP Load Control feature
					29.274	  CR-1466  (Rel-12) v12.4.0
					Source: Ericsson, Cisco,  Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Abstract: 
It was concluded in section 9 of 3GPP TR 29.807 (Study on GTP-C overload control mechanism) that the following aspects should be standardized:
- Issues in the network with partial support of the GTP load control feature is based on the chapter 8.3.1.3.
Decision: 		The document was Revised to C4-141120.


C4-140834	Issues in the network with partial support of the GTP Overload Control feature
					29.274	  CR-1467  (Rel-12) v12.4.0
					Source: Ericsson, Cisco,  Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Abstract: 
It was concluded in section 9 of 3GPP TR 29.807 (Study on GTP-C overload control mechanism) that the following aspects should be standardized:
- Issues in the network with partial support of the GTP signaling based Overload Control feature is based on the chapter 8.3.2.2.
Decision: 		The document was Revised to C4-141135.


C4-140835	Implicit overload control mechanisms
					29.274	  CR-1468  (Rel-12) v12.4.0
					Source: Ericsson, Cisco, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Abstract: 
It was concluded in section 9 of 3GPP TR 29.807 (Study on GTP-C overload control mechanism) that the following aspects should be standardized:
- Implicit overload control mechanisms is based on the chapter 8.2.
Decision: 		The document was Revised to C4-141136.


C4-140851	Skeleton for capturing various aspects of GTP-C overload control solution
					29.274	  CR-1437  rev 4 (Rel-12) v12.4.0
					Source: Cisco
(Replaces C4-140800)
Discussion: 
This CR is used as a template for all other CR inclusion.
Decision: 		The document was Noted.


C4-140853	Load control solution: General aspects
					29.274	  CR-1469  (Rel-12) v12.4.0
					Source: Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Decision: 		The document was Revised to C4-141017.


C4-140854	Overload control solution: General aspects
					29.274	  CR-1470  (Rel-12) v12.4.0
					Source: Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Decision: 		The document was Revised to C4-141018.


C4-140855	Addition of Load & Overload Control Info IEs in session mgmt. messages
					29.274	  CR-1471  (Rel-12) v12.4.0
					Source: Cisco, Verizon, NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei
Abstract: 
For applicable messages, the message definition needs to be extended to include Load and Overload Control Information IEs.
Decision: 		The document was Revised to C4-141137.


C4-140856	Definition of new IEs for Load & Overload Control feature
					29.274	  CR-1472  (Rel-12) v12.4.0
					Source: Cisco, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Decision: 		The document was Revised to C4-141138.


C4-140857	LS on Progress of GTP-C Overload Control mechanism
					Source: Cisco
Abstract: 
SA2 defined a framework and the high level principles for the GTP-C signalling based Load and Overload Control solutions in TS 23.401 clause 4.3.7.1a, however, various other details were left to CT4 for further definition. Correspondingly, CT4 identified all the applicable and related aspects of this feature and started and concluded a study phase for this feature in TR 29.807. The latest version of this TR is attached for SA2's information and feedback, as necessary.
Additionally, CT4 also has agreed normative changes to its specifications and identified the following aspects which may require changes or support in SA2's specifications:
1.	Defining the whole feature with high level principles and low level details in CT4 specification: CT4 felt that the low level details and some of the high level principles need to be captured in the CT4 specification for developers and readers to have a complete understanding of this feature. Correspondingly, the CRs capturing this have been agreed by CT4. Hence, CT4 kindly requests SA2 to update their specifications to provide the reference to 3GPP TS 29.274 for the various aspects related to this feature. This will allow CT4 to maintain, update and correct this feature, as needed, without impacting SA2's specifications in the future.
2.	Excluding some of the 3GPP access based interfaces for this feature: As the part of the study, CT4 deduced that the support of the feature is not critical for some of the 3GPP and non-3GPP based interfaces, hence, CT4 decided to exclude the support of the feature for those interfaces in the current release. This is captured in the Annexes of the agreed CRs 1469 and 1470 of 3GPP TS 29.274. SA2 is kindly requested to take note of this and to update their specifications, if it is felt necessary.
3.	The SGW is not required to perform overload control for the signalling towards the MME/SGSN or the PGW: Overload control of the SGW originated traffic towards the MME/SGSN can rely on Downlink Data Notification throttling, with the addition, that the SGWs should be allowed, by configuration, to throttle DDN requests for low priority as well as normal priority traffic. In view of this, CT4 decided that the SGW need not apply overload control for the messaging towards the MME/SGSN, as well as towards the PGW, since there is no SGW originated signalling towards the PGW requiring overload control. However, the SGW can generate its own overload control information to provide this information to the PGW and MME/SGSN and shall act as relay to transfer the overload control information between the PGW and the MME/SGSN. 
Hence, SA2 is kindly requested to update their specifications to highlight:
a.	that the SGW will not perform overload control for the signalling over the S11/S4 or S5/S8 interfaces, hence, the MME/SGSN, PGW is not required to signal the overload information to the SGW;
b.	that the DDN throttling mechanism should be allowed to throttle the traffic related to a normal priority bearer.
4.	APN level load control: CT4 studied and decided that for ensuring an evenly load balanced network at the APN level (besides that at node level), it is necessary to support the APN level load control feature in networks where certain pre-conditions are met (please refer to the agreed CRs 1469 of 3GPP TS 29.274 for more detail), so CT4 concluded that the APN level load control feature should be an optional feature to support.
Hence, CT4 kindly requests that SA2 captures in their specification, that the load control at APN level, where the PGW can advertise the APN level load information and the node performing node selection, i.e. the MME/SGSN/TWAN/ePDG, takes this into account whilst performing node selection, may be optionally supported.
5.	Congestion control using the APN back-off timer and the Overload Control information: CT4 studied the possibility of congestion control using the APN back-off timer mechanism and using overload control information. 
CT4 concluded that a PGW may activate, either the APN back-off timer based congestion control or the GTP-C overload control based congestion control for a given APN at any point of time, but not both concurrently for the same APN (and PGW). CT4 kindly requests SA2 to capture this in their specification, if they consider it necessary.
Decision: 		The document was Revised to C4-141139.


C4-140858	Information on the Progress of the GTP-C Overload Control Mechanism workitem
					Source: Cisco
Abstract: 
This document provides for information the current progress of the GTP-C Overload Control Mechanism workitem
Decision: 		The document was Revised to C4-141140.


C4-140861	Using TEID0 in a rejection response from an overloaded GTP-C entity
					29.274	  CR-1474  (Rel-12) v12.4.0
					Source: Ericsson
Abstract: 
3GPP recommends that, an overloaded GTP-C entity should still send a rejection response even when it is not able to process the incoming message, this is to avoid the overload situation being amplified due to GTP retransmission. 
However parsing the incoming request messages, e.g. finding the UE context, and session related parameter (if the overloaded node need perform the prioritization of incoming messages), it requires the overloaded node to consume extra CPU/memory, which in turn reduces the capability to handle the rest incoming request messages properly, e.g. allocating the resource for the session, so the overloaded node has to request more signalling reduction.  
Therefore, to save the processing load for an overloaded node, it is proposed that the overloaded node may directly reject the request using TEID zero, instead of looking for the UE context to find out the TEID-C for the sender and the session related parameters.
Discussion: 
Alcatel-Lucent, Huawei and Huawei cannot accept this optimisation to set the GTPv2-C header TEID to zero in the response message. Alcatel-Lucent commented it contravenes the current protocol and requirements.
Decision: 		The document was Rejected.


C4-140890	Overload problem, scenarios, load and overload control concepts
					29.274	  CR-1475  (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco, Huawei
Abstract: 
It was concluded in section 9 of 3GPP TR 29.807 (Study on GTP-C overload control mechanism) that the following aspects should be standardized:
- GTP-C overload problem based on subclause 4.0
- scenarios leading to GTP-C overload based on subclause 4.1
- load and overload control concept based on subclause 4.2.1
Decision: 		The document was Revised to C4-141117.


C4-140891	Overload control: message throttling
					29.274	  CR-1476  (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco, Huawei
Abstract: 
It was concluded in section 9 of 3GPP TR 29.807 (Study on GTP-C overload control mechanism) that the following aspects should be standardized:
- message throttling based on subclause 6.4.1.3
- message prioritization based on subclause 6.4.3
Decision: 		The document was Revised to C4-141132.


C4-140892	Enforcement of overload control
					29.274	  CR-1477  (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco, Huawei
Abstract: 
It was concluded in section 9 of 3GPP TR 29.807 (Study on GTP-C overload control mechanism) that the following aspects should be standardized:
- enforcement of overload control based on subclause 6.7.4
Discussion: 
APN Node Congestion needs to be solved before the next meeting. It was agreed that no editor's note is needed, but this delegates needs more time for  offline discussion. This issue shall be solved in CT4#66 meeting at Cape Town.
Decision: 		The document was Revised to C4-141133.


C4-140906	Load control information
					29.274	  CR-1480  (Rel-12) v12.4.0
					Source: Huawei, Verizon, Cisco, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Ericsson
Abstract: 
It was concluded in section 9 of 3GPP TR 29.807 (Study on GTP-C overload control mechanism) to include a description for load control information.
Decision: 		The document was Revised to C4-141118.


C4-140957	Overload Control Information
					29.274	  CR-1488  (Rel-12) v12.4.0
					Source: NSN, Cisco, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei, Ericsson, KDDI
Abstract: 
Overload Control Information requirements need to be specified in GTPv2 TS 29.274.
Decision: 		The document was Revised to C4-141128.


C4-140998	Removal of remaining Editor's Notes
					Source: Cisco
Abstract: 
The TR is concluded, however due to oversight some of the Editor's Notes, which should have been handled during the conclusion phase, are not removed. This P-CR proposes to remove those Editor's Notes.
1/ Clause 5.3.2.2 "Using a subset of the applicable messages" (under Frequency of inclusion of Load Control Information)
- Editor's Note: During the conclusion, the above variant may or may not be selected along with the Alternative 1.
The above aspect was handed during the conclusion and it was decided to allow the sender to select subset of the applicable messages for including the Load Control Information IE. Hence, the above note can be removed.
2/, 3/, 4/ Similar to the above, Editor's Notes are present in 5.3.3.2, 6.3.2.2 and 6.3.3.2. These notes were handled during the conclusion phase and hence should be removed.
5/ The following in clause 6.8 is just an information to the reader and hence can be removed now.
- Editor's Note:  this clause captures the generic behaviour of the GTP-C entities independently from any particular overload control format or solution.
Decision: 		The document was Agreed.


C4-141017	Load control solution: General aspects
					29.274	  CR-1469  rev 1 (Rel-12) v12.4.0
					Source: Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140853)
Abstract: 
General aspects of the Load Control solution needs to be described.
Decision: 		The document was Revised to C4-141116.


C4-141018	Overload control solution: General aspects
					29.274	  CR-1470  rev 1 (Rel-12) v12.4.0
					Source: Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140854)
Decision: 		The document was Revised to C4-141121.


C4-141115	3GPP TR 29.807 v1.2.0
					Source: Cisco
Discussion: 
The TR is seen as complete and will be sent for approved in CT#64.
Decision: 		The document was Agreed.


C4-141116	Load control solution: General aspects
					29.274	  CR-1469  rev 2 (Rel-12) v12.4.0
					Source: Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141017)
Abstract: 
General aspects of the Load Control solution needs to be described.
Decision: 		The document was Agreed.


C4-141117	Overload problem, scenarios, load and overload control concepts
					29.274	  CR-1475  rev 1 (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco, Huawei
(Replaces C4-140890)
Decision: 		The document was Agreed.


C4-141118	Load control information
					29.274	  CR-1480  rev 1 (Rel-12) v12.4.0
					Source: Huawei, Verizon, Cisco, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Ericsson
(Replaces C4-140906)
Decision: 		The document was Revised to C4-141199.


C4-141119	Discovery of the support of the GTP signalling based Load Control feature by the peer node
					29.274	  CR-1464  rev 1 (Rel-12) v12.4.0
					Source: Ericsson, Cisco,  Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140831)
Decision: 		The document was Agreed.


C4-141120	Issues in the network with partial support of the GTP Load Control feature
					29.274	  CR-1466  rev 1 (Rel-12) v12.4.0
					Source: Ericsson, Cisco,  Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140833)
Abstract: 
It was concluded in section 9 of 3GPP TR 29.807 (Study on GTP-C overload control mechanism) that the following aspects should be standardized:
- Issues in the network with partial support of the GTP load control feature is based on the chapter 8.3.1.3.
Decision: 		The document was Agreed.


C4-141121	Overload control solution: General aspects
					29.274	  CR-1470  rev 2 (Rel-12) v12.4.0
					Source: Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141018)
Decision: 		The document was Revised to C4-141196.


C4-141128	Overload Control Information
					29.274	  CR-1488  rev 1 (Rel-12) v12.4.0
					Source: NSN, Cisco, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei, Ericsson, KDDI
(Replaces C4-140957)
Decision: 		The document was Revised to C4-141218.


C4-141129	Propagation of MME/S4-SGSN identity to PGW
					29.274	  CR-1461  rev 1 (Rel-12) v12.4.0
					Source: Ericsson, Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140828)
Decision: 		The document was Agreed.


C4-141130	Updating PGW with overload control information of target MME/S4-SGSN
					29.274	  CR-1462  rev 1 (Rel-12) v12.4.0
					Source: Ericsson, Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140829)
Decision: 		The document was Agreed.


C4-141131	Interaction with congestion control using APN back-off timer
					29.274	  CR-1463  rev 1 (Rel-12) v12.4.0
					Source: Ericsson, Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140830)
Decision: 		The document was Agreed.


C4-141132	Overload control: message throttling
					29.274	  CR-1476  rev 1 (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco, Huawei
(Replaces C4-140891)
Decision: 		The document was Agreed.


C4-141133	Enforcement of overload control
					29.274	  CR-1477  rev 1 (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco, Huawei
(Replaces C4-140892)
Decision: 		The document was Revised to C4-141197.


C4-141134	Discovery of the support of the GTP signalling based Overload Control feature by the peer node
					29.274	  CR-1465  rev 1 (Rel-12) v12.4.0
					Source: Ericsson, Cisco,  Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140832)
Decision: 		The document was Agreed.


C4-141135	Issues in the network with partial support of the GTP Overload Control feature
					29.274	  CR-1467  rev 1 (Rel-12) v12.4.0
					Source: Ericsson, Cisco,  Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140834)
Decision: 		The document was Agreed.


C4-141136	Implicit overload control mechanisms
					29.274	  CR-1468  rev 1 (Rel-12) v12.4.0
					Source: Ericsson, Cisco, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei
(Replaces C4-140835)
Decision: 		The document was Agreed.


C4-141137	Addition of Load & Overload Control Info IEs in session mgmt. messages
					29.274	  CR-1471  rev 1 (Rel-12) v12.4.0
					Source: Cisco, Verizon, NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei, Ericsson
(Replaces C4-140855)
Decision: 		The document was Agreed.


C4-141138	Definition of new IEs for Load & Overload Control feature
					29.274	  CR-1472  rev 1 (Rel-12) v12.4.0
					Source: Cisco, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140856)
Decision: 		The document was Revised to C4-141198.


C4-141139	LS on Progress of GTP-C Overload Control mechanism
					Source: Cisco
(Replaces C4-140857)
Decision: 		The document was Approved.


C4-141140	Information on the Progress of the GTP-C Overload Control Mechanism workitem
					Source: Cisco
(Replaces C4-140858)
Abstract: 
This document provides for information the current progress of the GTP-C Overload Control Mechanism workitem
Decision: 		The document was Noted.


C4-141196	Overload control solution: General aspects
					29.274	  CR-1470  rev 3 (Rel-12) v12.4.0
					Source: Cisco, Huawei, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141121)
Decision: 		The document was Agreed.


C4-141197	Enforcement of overload control
					29.274	  CR-1477  rev 2 (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Verizon, Cisco, Huawei
(Replaces C4-141133)
Decision: 		The document was Agreed.


C4-141198	Definition of new IEs for Load & Overload Control feature
					29.274	  CR-1472  rev 2 (Rel-12) v12.4.0
					Source: Cisco, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141138)
Decision: 		The document was Agreed.


C4-141199	Load control information
					29.274	  CR-1480  rev 2 (Rel-12) v12.4.0
					Source: Huawei, Verizon, Cisco, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Ericsson
(Replaces C4-141118)
Decision: 		The document was Agreed.


C4-141218	Overload Control Information
					29.274	  CR-1488  rev 2 (Rel-12) v12.4.0
					Source: NSN, Cisco, Verizon, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Huawei, Ericsson, KDDI
(Replaces C4-141128)
Decision: 		The document was Agreed.


[bookmark: _Toc389209230]6.12		CT Aspects of LTE HRPD inter-RAT SON (S121 Interface MME - HRPD for RIM) [LTE_HRPD_SON-CT]
[bookmark: _Toc389209231]6.13		P-CSCF Restoration Enhancements[P-CSCF_Rest]
C4-140879	Pseudo-CR on final conclusions
					Source: NTT DOCOMO
Decision: 		The document was Revised to C4-141003.


C4-140907	Removal of Editors Note
					Source: Huawei
Abstract: 
This P-CR clean-ups the TR.
With Sol-B, the impacts on SIP are clearly stated in the TR as follows:
-	Inclusion of IMSI of the corresponding subscriber in the terminating SIP requests (e.g. SIP INVITE) when the S-CSCF sends the message to the P-CSCF for further routing to the PCRF.
-    Addition of a specific indication for P-CSCF Restoration in the terminating SIP requests.
The Editor’s Note regarding “It is to be investigated what is the impact on SIP.” can be removed, since it cannot be seen what needs to be further investigated in TR stage.
Decision: 		The document was Postponed.


C4-140987	Abbreviations
					Source: Ericsson
Abstract: 
This document includes some abbreviations and introduction text for clause 6.1.
Decision: 		The document was Revised to C4-141043.


C4-141003	Pseudo-CR on final conclusions
					Source: NTT DOCOMO
(Replaces C4-140879)
Abstract: 
Further, CT4 made a technical analysis for both solution B and D and reached the following final conclusions to the feasibility study for P-CSCF Restoration Enhancements:
-	Both solution B and D are technical feasible.
-	However after exhaustive comparison, as per analysis done in clause 7.1 (Comparison analysis), key criteria to select just one of them for standardization has not been agreed. 
CT4 conduced a technical voting. The voting resulted that neither solution B nor D reached the majority.
Discussion: 
Verizon commented they are happy to have 2 solution standardised.
AT&T would like to have HSS solution in Rel-13. They are also happy to standardise the both solution, but they can't accept P-CSCF solution only to be standardised.
CT4 vice Chairman clarified that if 2 optional solution are standardised, there is no solution at all, since this would cause interoperability problems in case of roaming.
Vodafone commented that operators need to guarantee that this works in all cases. If operators needs to implement the both solution it's means lot of investments for operators. At the end there is no solution.
Cisco comments 2 solutions from vendor point of view is not preferable solution either. 
CT4 couldn't find single solution in Rel-12 and it was agreed to correct the last sentence as: “Therefore, this document concludes without a selected solution."
CT Chairman commented that it might be the best if interested companies will bring the WID for one or another solution. 
CT4 Chairman commented that if the companies believe they can agree solution in Rel-12 companies are welcome to submit WID/WIDs in near future. If this work is not finished before December 2014 it will automatically be moved to Rel-13.
Ericsson commented that both HPLMN and roaming solution should be cover based on the WID. 
China mobile commented that they believe no solution is better than 2 solution.
CT4 agreed this document concludes without a single solution.
Decision: 		The document was Revised to C4-141042.


C4-141042	Pseudo-CR on final conclusions
					Source: NTT DOCOMO
(Replaces C4-141003)
Decision: 		The document was Revised to C4-141166.


C4-141043	Abbreviations
					Source: Ericsson
(Replaces C4-140987)
Abstract: 
This document includes some abbreviations and introduction text for clause 6.1.
Decision: 		The document was Agreed.


C4-141061	P-CSCF_RES WID Update
					Source: Alcatel-Lucent
Decision: 		The document was Revised to C4-141074.


C4-141074	P-CSCF_RES WID Update
					Source: Alcatel-Lucent
(Replaces C4-141061)
Decision: 		The document was Revised to C4-141161.


C4-141161	P-CSCF_RES WID Update
					Source: Ericsson, Alcatel-Lucent, Telecom Italia, AT&T, Verizon, NSN, HP
(Replaces C4-141074)
Decision: 		The document was Revised to C4-141176.


C4-141166	Pseudo-CR on final conclusions
					Source: NTT DOCOMO
(Replaces C4-141042)
Decision: 		The document was Postponed.


C4-141167	3GPP TR 29.806 v1.3.0
					Source: Ericsson
Decision: 		The document was Agreed.


C4-141176	P-CSCF_RES WID Update
					Source: Ericsson, Alcatel-Lucent, Telecom Italia, AT&T, Verizon, NSN, HP
(Replaces C4-141161)
Discussion: 
As part of discussion the both solutions consist of a basic mechanism that requires PDN deactivation and reactivation. This basic mechanism does not require UE impacts. However, both solutions have proposed some alternative optional extensions in order to avoid this PDN deactivation and reactivation, all of them require the UE impacts. Therefore, TR shall be continued to determine whether any of the proposed optional extensions is proposed for standardization, in this case, this will imply UE impacts.
NTT DOCOMO do not agree with this WI update. NTT DOCOMO believe the 3GPP TR 29.806 should be finalised before the WID can be updated.
Huawei commented that following specifications should be added in the HSS impacts: 3GPP TS 29.273, 3GPP TS 29.002, 3GPP TS 29.305.
Decision: 		The document was Revised to C4-141208.


C4-141208	P-CSCF_RES WID Update
					Source: Ericsson, Alcatel-Lucent, Telecom Italia, AT&T, Verizon, NSN, HP
(Replaces C4-141176)
Discussion: 
The revised WID was agreed by objection from NTT DOCOMO.
Decision: 		The document was Revised to C4-141229.


C4-141229	P-CSCF_RES WID Update
					Source: Ericsson, Alcatel-Lucent, Telecom Italia, AT&T, Verizon, NSN, HP
(Replaces C4-141208)
Discussion: 
The revised WID was agreed by objection from NTT DOCOMO.
Decision: 		The document was Agreed.


[bookmark: _Toc389209232]6.14		Support of RTP Transport Multiplexing (signalling) in I MS[RTP-MUX]
C4-140844	Support of RTP transport multiplexing (Iq, stage 2)
					23.334	  CR-0039  rev 4 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-140776)
Abstract: 
An UE may request usage of RTP transport multiplexing (via SIP signalling). When RTP transport multiplexing is supported by the IMS-AGW, then the IMS-ALG needs to control RTP transport multiplexing during the creation of H.248 termination. The transport multiplexed mode is optional, the existing transport unmultiplexed mode is mandatory.
In order to add optional support for RTP transport multiplexing, following aspects need to be addressed (in clause 5.9):
1.	Multiplexing mode: separate clauses for
•	"transport unmultiplexed mode" and
•	"transport multiplexed mode";
2.	Symmetry assumptions in case of multiplexed mode: none.
Decision: 		The document was Revised to C4-141123.


C4-140845	Support of RTP transport multiplexing (Iq, stage 3)
					29.334	  CR-0051  rev 2 (Rel-12) v12.2.0
					Source: Alcatel-Lucent
(Replaces C4-140433)
Abstract: 
An UE may request usage of RTP transport multiplexing (via SIP signalling). When RTP transport multiplexing is supported by the IMS-AGW, then the IMS-ALG needs to control RTP transport multiplexing during the creation of H.248 termination.
Discussion: 
Ericsson commented in section 5.16.1 is proposed to mandatory but in stage 2 it's still optional.
NSN commented that the same naming between stage 2 and stage 3 should be used.
Information Elements which were missing in stage 2 should be added also in stage 3.
A CR is used as a basis for future work.
Decision: 		The document was Postponed.


C4-140870	Progress of the RTCP-MUX work item (Status of the various discussion topics)
					Source: Alcatel-Lucent
Abstract: 
The introduction of RTP transport multiplexing under work item RTCP-MUX raised a bunch of controversial discussions which are almost all originating from the existing stage 2 specification text concerning the "handling of RTCP streams" (= clause 5.9/23.334).
It was proposed to separate the stage 2/3 work in two development streams in order to reduce the complexity of discussions:
1.	CRs with scope on a) fixing existing semantical issues of stage 2 text plus b) the introduction of subclause structure which facilitates the later addition of RTP transport multiplexing.
These CRs are related to maintenance activities without any impact and change on protocol behaviour of the H.248 profile (stage 3).
2.	CRs with scope on the introduction of RTP transport multiplexing.
It has to be noted that the semantical clarifications (1) will not impact any existing product deployments because it could be concluded that almost 100% of the installed software did use the TISPAN Ia profile as baseline for their design (Note: the RTCP port allocation rules in the Ia profile were defined at a much more detailed level), simply due to the timeline of H.248 border gateway profiles ("Ia v3 before Iq v1 …").
Decision: 		The document was Noted.


C4-141123	Support of RTP transport multiplexing (Iq, stage 2)
					23.334	  CR-0039  rev 5 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-140844)
Abstract: 
An UE may request usage of RTP transport multiplexing (via SIP signalling). When RTP transport multiplexing is supported by the IMS-AGW, then the IMS-ALG needs to control RTP transport multiplexing during the creation of H.248 termination. The transport multiplexed mode is optional, the existing transport unmultiplexed mode is mandatory.
In order to add optional support for RTP transport multiplexing, following aspects need to be addressed (in clause 5.9):
1.	Multiplexing mode: separate clauses for
•	"transport unmultiplexed mode" and
•	"transport multiplexed mode";
2.	Symmetry assumptions in case of multiplexed mode: none.
Decision: 		The document was Postponed.


[bookmark: _Toc389209233]6.15		Study on Shared Data Update for Multiple Subscribers [FS_SHARED_SubData_UPD]
C4-140847	Reset Groups
					Source: NSN
Decision: 		The document was Merged into 1069.


C4-140908	Removal of Editors Notes
					Source: Huawei
Discussion: 
Clash with NSN paper.
Problem when users cannot be grouped per HLR/HSS id. Group id is a good alternative.
Ericsson: maybe a specific chapter on user identification could be created to list of the alternatives (all user, user id list, list of user, group id).
Huawei: ALU paper can be used as container.
Decision: 		The document was Revised to C4-141070.


C4-140909	P-CR    Recommendation and Conclusion
					Source: Huawei
Decision: 		The document was Withdrawn.


C4-140943	Shared data update solution
					Source: Alcatel-Lucent
Discussion: 
NSN: The maximum length in the operational field is often limited and large message is an issue.
Decision: 		The document was Revised to C4-141069.


C4-140988	New solution for shared IMS Service Data
					Source: Ericsson
Discussion: 
How the AS identify the "user" storing the shared data?
Alcatel-Lucent: Is it a new type of subscriber for the HSS? E.g. no registration/deregistration for this user.
HP: it is like a PSI.
Ericsson: there is no need to define a "real" id. It will not be possible to register.
HP and Orange: PSI can be used instead of normal impu
Huawei: if OK, we need to add extra information about how AS knows that this PSI is used a data-container.
Alcatel-Lucent: this can be left as vendor-specific implementation.
Could be added as informative annex of 29.328 (if principle OK)?
Decision: 		The document was Revised to C4-141068.


C4-141068	New solution for shared IMS Service Data
					Source: Ericsson
(Replaces C4-140988)
Decision: 		The document was Agreed.


C4-141069	Shared data update solution
					Source: Alcatel-Lucent
(Replaces C4-140943)
Decision: 		The document was Agreed.


C4-141070	Removal of Editors Notes
					Source: Huawei
(Replaces C4-140908)
Discussion: 
Not specific for an alternative solution clause.
Include it as a subclause of Alt X or as a generic description?
Decision: 		The document was Revised to C4-141097.


C4-141097	Removal of Editors Notes
					Source: Huawei
(Replaces C4-141070)
Decision: 		The document was Agreed.


C4-141168	3GPP TR 29.854 v0.3.0
					Source: Huawei
Discussion: 
TR shall be sent for information to CT#64.
Decision: 		The document was Agreed.


[bookmark: _Toc389209234]6.16		CT aspects of Small Data and Device Triggering Enhancements – BB1	[MTCe-SDDTE-CT]
C4-140910	Error handling, MTC error diagnostic
					29.337	  CR-0011  (Rel-12) v12.1.0
					Source: Huawei
Discussion: 
MTC Error diagnostic AVP is introduced in reply messages from SMS-SC to provide some details on the error occurred in the SMS-SC regarding deletion of old message and storage of a new message.
Ericsson support the idea. Low Complexity. The AVP can even be ignored. Can be restricted to T4 and not be passed to SCS.
Cisco also support ok as it is not mandated to send this extra info each time.
Huawei commented that CT3 may be consulted after to see if it could be used over Tsp.
Ericsson commented that even if nothing is done on Tsp, it does not mean that it is useless. Could be used for debugging/log/warning.
The principle of CR was agreed.
Decision: 		The document was Revised to C4-141046.


C4-140990	CN-assisted RAN parameter tuning
					23.008	  CR-0414  (Rel-12) v12.2.0
					Source: Ericsson
Discussion: 
Dependency: 23.401 CR 2699
Stage-2 specifies mechanisms allowing the eNodeB to direct the UE behaviour in terms of RRC connection time.
1/ Include a parameter in subscription data to indicate the RRC connection time (either long time, or short time).
2/ Remove “RAN-generated assistance information”
"Expected UE RRC Behaviour" not used in Stage 2. But not sure that this name will be even defined.
Still ongoing discussion in SA2 and not sure what will be the output of this discussion.
Huawei and Alcatel-Lucent believe CT4 should wait for the SA2 decision.
Ericsson commented that at least at the end of the week, we will have the result of the discussion in SA2.
NEC is not sure that SA2 will be able to agree on something before the end of the week.
The content of the IE will be discussed in SA2 and 23.008 will have to reflect the conclusion.
Decision: 		The document was Revised to C4-141048.


C4-140991	CN-assisted RAN parameter tuning
					29.272	  CR-0560  (Rel-12) v12.4.0
					Source: Ericsson
Discussion: 
Include a parameter in subscription data AVP to indicate the RRC connection time (either long time, or short time).
The name of the AVP can be refined after SA2 conclusion.
Cisco commented that the define behaviour of the MME/SGSN when this AVP is not present.
Enumeration should be as done for other Unsigned.
Decision: 		The document was Revised to C4-141049.


C4-140992	CN-assisted RAN parameter tuning
					29.230	  CR-0398  (Rel-12) v12.4.0
					Source: Ericsson
Discussion: 
Dependency on 29.272 instead of Stage 2 CR.
Will depend on the result of the discussion on the 29.272.
Decision: 		The document was Revised to C4-141050.


C4-141046	Error handling, MTC error diagnostic
					29.337	  CR-0011  rev 1 (Rel-12) v12.1.0
					Source: Huawei
(Replaces C4-140910)
Decision: 		The document was Revised to C4-141156.


C4-141047	AVP code allocation for MTC-Error-Diagnostic
					29.230	  CR-0401  (Rel-12) v12.4.0
					Source: Huawei
Decision: 		The document was Revised to C4-141157.


C4-141048	CN-assisted RAN parameter tuning
					23.008	  CR-0414  rev 1 (Rel-12) v12.2.0
					Source: Ericsson
(Replaces C4-140990)
Discussion: 
Agreement of SA2 CR needed before CT4 CR can be agreed.
Decision: 		The document was Withdrawn.


C4-141049	CN-assisted RAN parameter tuning
					29.272	  CR-0560  rev 1 (Rel-12) v12.4.0
					Source: Ericsson
(Replaces C4-140991)
Discussion: 
Agreement of SA2 CR needed before CT4 CR can be agreed.
Decision: 		The document was Withdrawn.


C4-141050	CN-assisted RAN parameter tuning
					29.230	  CR-0398  rev 1 (Rel-12) v12.4.0
					Source: Ericsson
(Replaces C4-140992)
Discussion: 
Agreement of SA2 CR needed before CT4 CR can be agreed.
Decision: 		The document was Withdrawn.


C4-141057	AVP code allocation for MTC-Error-Diagnostic
					29.230	  CR-0401  rev 1 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-141047)
Decision: 		The document was Revised to C4-141099.


C4-141099	AVP code allocation for MTC-Error-Diagnostic
					29.230	  CR-0401  rev 2 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-141057)
Decision: 		The document was Agreed.


C4-141156	Error handling, MTC error diagnostic
					29.337	  CR-0011  rev 2 (Rel-12) v12.1.0
					Source: Huawei
(Replaces C4-141046)
Decision: 		The document was Agreed.


C4-141157	AVP code allocation for MTC-Error-Diagnostic
					29.230	  CR-0401  rev 1 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-141047)
Decision: 		The document was Agreed.


[bookmark: _Toc389209235]6.17		ICE impacts on IMS H.248 profiles	[ICEH248]
C4-140862	ICE support in Ix interface
					29.238	  CR-0052  rev 2 (Rel-12) v12.1.0
					Source: Huawei, NSN
(Replaces C4-140716)
Abstract: 
The requirement to support Interactive Connectivity Establishment (ICE) in IMS is defined in clause G.2 of 3GPP TS 23.228, and ICE related procedures with impacts to the IBCF and the TrGW have been defined in clause 6.7.1.2 of 3GPP TS 24.229, since Rel-8.
This CR introduces functionality to support these requirements in Stage 3 in the H.248 profiles for the Ix interface.
The Profile Identification is upgraded to version 3.
Decision: 		The document was Revised to C4-141181.


C4-140863	ICE support for MRF in Mp interface
					23.333	  CR-0069  rev 1 (Rel-12) v12.1.0
					Source: Huawei, NSN
(Replaces C4-140504)
Abstract: 
The requirement to support ICE in IMS is defined in clause G.2 of 3GPP TS 23.228, and ICE related procedures with impacts to the IMS network have been defined in clause 6.7 and K.5 of 3GPP TS 24.229, since Rel-8.
If an MRFP controlled by an MRFC is inserted on the media plane where ICE is used, the MRFC may indicate to the MRFP to perform ICE procedures to support ICE.
The proposal in this document is to specify the stage 2 procedures for Mp interface, to meet the above requirements.
Decision: 		The document was Revised to C4-141153.


C4-140864	ICE support for MRF in Mp interface
					29.333	  CR-0071  rev 1 (Rel-12) v12.1.0
					Source: Huawei, NSN
(Replaces C4-140505)
Abstract: 
The requirement to support Interactive Connectivity Establishment (ICE) in IMS is defined in clause G.2.2 of 3GPP TS 23.228, and ICE related procedures with impacts to various H.248 interfaces have been defined in clause 6.7 and K.5 of 3GPP TS 24.229, since Rel-8.
If an MRFP controlled by an MRFC is inserted on the media plane when ICE is used, the MRFC may indicate the MRFP to perform ICE procedures to support ICE.
This CR introduces functionality to support these requirements in Stage 3 in the H.248 profiles for the Mp interface. The Profile Identification is upgraded to version 3.
Decision: 		The document was Revised to C4-141182.


C4-140865	ICE support in Mn interface
					29.332	  CR-0193  rev 1 (Rel-12) v..
					Source: Huawei, NSN
(Replaces C4-140506)
Abstract: 
The requirement to support Interactive Connectivity Establishment (ICE) in IMS is defined in clause G.2.2 of 3GPP TS 23.228, and ICE related procedures with impacts to various H.248 interfaces have been defined in clause 6.7 and K.5 of 3GPP TS 24.229, since Rel-8.
If an MRFP controlled by an MRFC is inserted on the media plane when ICE is used, the MRFC may indicate the MRFP to perform ICE procedures to support ICE.
This CR introduces functionality to support these requirements in Stage 3 in the H.248 profiles for the Mp interface. The Profile Identification is upgraded to version 3.
Decision: 		The document was Revised to C4-141183.


C4-140866	ICE support in Mc interface
					29.232	  CR-0655  rev 1 (Rel-12) v..
					Source: Huawei, NSN
(Replaces C4-140507)
Abstract: 
The requirement to support Interactive Connectivity Establishment (ICE) in IMS is defined in clause G.2 of 3GPP TS 23.228, and ICE related procedures with impacts to the IMS network have been defined in clause 6.7 and K.5 of 3GPP TS 24.229, since Rel-8.
For MSC Server enhanced for ICE, if a MGW controlled by a MSC Server is inserted on the media plane when ICE is used, the MSC Server may indicate the MGW to perform ICE procedures to support ICE.
This CR introduces functionality to support these requirements in Stage 3 in the H.248 profiles for the Mc interface.
The Profile Identification is upgraded to version 7.
Decision: 		The document was Revised to C4-141184.


C4-140878	Support for Interactive Connectivity Establishment (ICE)
					29.334	  CR-0053  rev 2 (Rel-12) v12.2.0
					Source: NSN, Huawei
(Replaces C4-140755)
Abstract: 
The requirement to support Interactive Connectivity Establishment (ICE) in IMS is defined in TS 23.228, Clause G.2.2, and ICE related procedures with impacts to various H.248 interfaces have been defined in TS 24.229, 6.7.2.7, since Rel-8. This CR introduces functionality to support these requirements in Stage 3 in the H.248 profiles for the Iq interface. The Profile Identification is upgraded to version 3.
Decision: 		The document was Revised to C4-141180.


C4-140944	Support for Interactive Connectivity Establishment (ICE)
					23.334	  CR-0046  rev 2 (Rel-12) v12.3.0
					Source: NSN, Huawei
(Replaces C4-140788)
Abstract: 
The requirement to support Interactive Connectivity Establishment (ICE) in IMS is defined in TS 23.228, Clause G.2.2, and ICE related procedures with impacts to various H.248 interfaces have been defined in TS 24.229, subclauses 6.7.2.7, since Rel-8. However, these requirements have not been addressed in any of the 3GPP H.248 profiles up to now.
This revision only corrects the spelling of IMS-AGW and IMS-ALG in subclause 5.xx.3 Full ICE.
Discussion: 
Comments received off-line are acceptable and apply to all other Stage 2 CRs.
Decision: 		The document was Revised to C4-141152.


C4-140946	Updated WID on ICE impacts on IMS H.248 profiles
					Source: NSN
Abstract: 
TS 29.235 was added as an affected specification.
Decision: 		The document was Agreed.


C4-141152	Support for Interactive Connectivity Establishment (ICE)
					23.334	  CR-0046  rev 3 (Rel-12) v12.3.0
					Source: NSN, Huawei
(Replaces C4-140944)
Decision: 		The document was Agreed.


C4-141153	ICE support for MRF in Mp interface
					23.333	  CR-0069  rev 2 (Rel-12) v12.1.0
					Source: Huawei, NSN
(Replaces C4-140863)
Decision: 		The document was Agreed.


C4-141180	Support for Interactive Connectivity Establishment (ICE)
					29.334	  CR-0053  rev 3 (Rel-12) v12.2.0
					Source: NSN, Huawei
(Replaces C4-140878)
Decision: 		The document was Agreed.


C4-141181	ICE support in Ix interface
					29.238	  CR-0052  rev 3 (Rel-12) v12.1.0
					Source: Huawei, NSN
(Replaces C4-140862)
Decision: 		The document was Agreed.


C4-141182	ICE support for MRF in Mp interface
					29.333	  CR-0071  rev 2 (Rel-12) v12.1.0
					Source: Huawei, NSN
(Replaces C4-140864)
Abstract: 
The requirement to support Interactive Connectivity Establishment (ICE) in IMS is defined in clause G.2.2 of 3GPP TS 23.228, and ICE related procedures with impacts to various H.248 interfaces have been defined in clause 6.7 and K.5 of 3GPP TS 24.229, since Rel-8.
If an MRFP controlled by an MRFC is inserted on the media plane when ICE is used, the MRFC may indicate the MRFP to perform ICE procedures to support ICE.
This CR introduces functionality to support these requirements in Stage 3 in the H.248 profiles for the Mp interface. The Profile Identification is upgraded to version 3.
Decision: 		The document was Agreed.


C4-141183	ICE support in Mn interface
					29.332	  CR-0193  rev 2 (Rel-12) v..
					Source: Huawei, NSN
(Replaces C4-140865)
Decision: 		The document was Agreed.


C4-141184	ICE support in Mc interface
					29.232	  CR-0655  rev 2 (Rel-12) v..
					Source: Huawei, NSN
(Replaces C4-140866)
Decision: 		The document was Agreed.


[bookmark: _Toc389209236]6.18	Support of ALT-C attribute
[bookmark: _Toc389209237]6.19		Diameter Overload Control
C4-140911	Diameter Overload Control Over Cx
					29.228	  CR-0611  (Rel-12) v12.1.0
					Source: Huawei
Discussion: 
Similar approach than for S6a.
In X.2, we can just refer to the draft.
 Something needs to added on MPS, as for S6a, in the normative annex.
Why Deregistration request is used as example?
Prioritization should be reviewed.
Decision: 		The document was Revised to C4-141063.


C4-140912	Diameter Overload Control Over Cx
					29.229	  CR-0264  (Rel-12) v12.1.0
					Source: Huawei
Discussion: 
Ericsson: The reference in the AVP table will be capture in a new note, as for SIP Digest related AVPs. A new table for re-used AVP will be created with another CR.
- V-bit must be put in the MUST NOT.
- Dependency with 29.228 CR should be marked.
Decision: 		The document was Revised to C4-141062.


C4-140936	Diameter overload  over S6a/d
					29.272	  CR-0559  (Rel-12) v12.4.0
					Source: Alcatel-Lucent
Decision: 		The document was Revised to C4-141064.


C4-140938	Diameter overload  over SWx
					29.273	  CR-0374  (Rel-12) v12.3.0
					Source: Alcatel-Lucent
Decision: 		The document was Revised to C4-141051.


C4-140940	Diameter overload  over STa and S6b
					29.273	  CR-0375  (Rel-12) v12.3.0
					Source: Alcatel-Lucent
Decision: 		The document was Revised to C4-141052.


C4-140942	Diameter overload  over S6m
					29.336	  CR-0007  (Rel-12) v12.3.0
					Source: Alcatel-Lucent
Decision: 		The document was Revised to C4-141053.


C4-140986	Diameter overload control mechanism
					29.272	  CR-0562  (Rel-12) v12.4.0
					Source: Ericsson
Discussion: 
The requirement needs to be confirmed by operators. Ericsson believe this can be valuable
Cisco commented that the IDR is not traffic oriented. The HSS can pace the traffic towards the MME in case of large amount of requests.
Cancel location would be the only traffic due to the UE-based event.
HP commented that the difference is that the HSS-initiated traffic is managed by the operator and therefore this can be managed.
Decision: 		The document was Withdrawn.


C4-141051	Diameter overload  over SWx
					29.273	  CR-0374  rev 1 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-140938)
Decision: 		The document was Revised to C4-141065.


C4-141052	Diameter overload  over STa and S6b
					29.273	  CR-0375  rev 1 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-140940)
Decision: 		The document was Revised to C4-141066.


C4-141053	Diameter overload  over S6m
					29.336	  CR-0007  rev 1 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-140942)
Decision: 		The document was Revised to C4-141067.


C4-141062	Diameter Overload Control Over Cx
					29.229	  CR-0264  rev 1 (Rel-12) v12.1.0
					Source: Huawei
(Replaces C4-140912)
Decision: 		The document was Revised to C4-141100.


C4-141063	Diameter Overload Control Over Cx
					29.228	  CR-0611  rev 1 (Rel-12) v12.1.0
					Source: Huawei
(Replaces C4-140911)
Discussion: 
Consider changes agreed in 1057.
The Diameter overload control mechanism is an optional feature.
The HSS identifies that it is in an overload situation by implementation specific means. For example, the HSS may take into account the traffic over the S6a/d interfaces or other interfaces, the level of usage of internal resources (CPU, memory), the access to external resources, etc. 
In X.2.3 (some text to be added).
Decision: 		The document was Revised to C4-141098.


C4-141064	Diameter overload  over S6a/d
					29.272	  CR-0559  rev 1 (Rel-12) v12.4.0
					Source: Alcatel-Lucent
(Replaces C4-140936)
Decision: 		The document was Agreed.


C4-141065	Diameter overload  over SWx
					29.273	  CR-0374  rev 2 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-141051)
Decision: 		The document was Revised to C4-141154.


C4-141066	Diameter overload  over STa and S6b
					29.273	  CR-0375  rev 2 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-141052)
Decision: 		The document was Revised to C4-141155.


C4-141067	Diameter overload  over S6m
					29.336	  CR-0007  rev 2 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-141053)
Decision: 		The document was Revised to C4-141096.


C4-141096	Diameter overload  over S6m
					29.336	  CR-0007  rev 3 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-141067)
Decision: 		The document was Agreed.


C4-141098	Diameter Overload Control Over Cx
					29.228	  CR-0611  rev 2 (Rel-12) v12.1.0
					Source: Huawei
(Replaces C4-141063)
Decision: 		The document was Agreed.


C4-141100	Diameter Overload Control Over Cx
					29.229	  CR-0264  rev 2 (Rel-12) v12.1.0
					Source: Huawei
(Replaces C4-141062)
Decision: 		The document was Agreed.


C4-141154	Diameter overload  over SWx
					29.273	  CR-0374  rev 3 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-141065)
Decision: 		The document was Agreed.


C4-141155	Diameter overload  over STa and S6b
					29.273	  CR-0375  rev 3 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-141066)
Decision: 		The document was Agreed.


[bookmark: _Toc389209238]6.20	Any Other Business
[bookmark: _Toc389209239]6.20.1	Enhanced S2a Mobility Over trusted WLAN access to EPC [eSaMOG_St3]
C4-140876	STa Authentication for Trusted WLAN access
					29.273	  CR-0368  rev 5 (Rel-12) v12.3.0
					Source: ZTE, Ericsson, NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140658)
Discussion: 
There is no need for linkage to 29.230 CR in the cover page. CT4#64-bis agreed CR C4-140658 is still valid.
Decision: 		The document was Withdrawn.


C4-140877	New AVPs for Trusted WLAN access
					29.230	  CR-0397  (Rel-12) v12.4.0
					Source: ZTE
Decision: 		The document was Agreed.


C4-140905	PCO in the HO to TWAN procedures
					29.275	  CR-0304  rev 1 (Rel-12) v12.2.0
					Source: Huawei
(Replaces C4-140568)
Discussion: 
NSN commented that the reason for change has disappeared.
Changes in section 13.6.1 needs to be simplified.
Decision: 		The document was Revised to C4-141044.


C4-140949	PCO in handover to 3GPP access
					29.275	  CR-0310  (Rel-12) v12.2.0
					Source: NSN
Decision: 		The document was Withdrawn.


C4-140950	PCO in handover to 3GPP access
					29.274	  CR-1487  (Rel-12) v12.4.0
					Source: NSN
Abstract: 
The current specification for PCO in Create Session Request states that "This IE [PCO] is not applicable to TAU/RAU/Handover". However, PCO needs to be transferred in handovers from non-3GPP access to 3GPP access, hence the IE description for PCO is not correct and needs to be clarified.
Discussion: 
The PCO settings for reverse direction needs to be clarified offline.
Decision: 		The document was Revised to C4-141045.


C4-141044	PCO in the HO to TWAN procedures
					29.275	  CR-0304  rev 2 (Rel-12) v12.2.0
					Source: Huawei
(Replaces C4-140905)
Decision: 		The document was Agreed.


C4-141045	PCO in handover to 3GPP access
					29.274	  CR-1487  rev 1 (Rel-12) v12.4.0
					Source: NSN
(Replaces C4-140950)
Abstract: 
The current specification for PCO in Create Session Request states that "This IE [PCO] is not applicable to TAU/RAU/Handover". However, PCO needs to be transferred in handovers from non-3GPP access to 3GPP access, hence the IE description for PCO is not correct and needs to be clarified.
Decision: 		The document was Revised to C4-141219.


C4-141219	PCO in handover to 3GPP access
					29.274	  CR-1487  rev 2 (Rel-12) v12.4.0
					Source: NSN
(Replaces C4-141045)
Decision: 		The document was Agreed.


[bookmark: _Toc389209240]6.20.2	Network-Provided Location information for IMS TWAN Case [NETLOC_TWAN_CT]
C4-140915	Remove editor's note from TWAN procedures
					29.275	  CR-0309  (Rel-12) v12.2.0
					Source: Huawei
Abstract: 
There is no SA2 requirement to distinguish the TWAN PLMN-ID and TWAN  operator name in PGW. Additionally, it is rare that the TWAN PLMN-ID and TWAN operator name share the same value, so the specific value is enough to identify the access point clearly or be used in charging cases.
Decision: 		The document was Agreed.


C4-140916	Circuit-ID defined in TWAN identifier 
					29.274	  CR-1481  (Rel-12) v12.4.0
					Source: Huawei
Abstract: 
In the last SA2#102 meeting, there is one agreed CR (S2-141327) defining the following changes:
The TWAN Identifier (reported over S2a, Gx, Gy..) shall include the SSID of the access point to which the UE is attached and shall include at least one of the following elements, unless otherwise determined by the TWAN operator’s policies:
-	the BSSID (see IEEE Std 802.11-2007 [64]);
-	civic address information of the AP to which the UE is attached;
.	line identifier (Logical Access ID see ETSI ES 282 004 [77]) of the access point to which the UE is attached.
NOTE 1:	The SSID can be the same for several WLAN APs and SSID only may not provide a location, but it might be sufficient for charging purposes.
NOTE 2: The Information carried as part of the TWAN Identifier should be defined to cater for extension in future releases.
Therefore, based on the existing SA2 TS 23.402, the TWAN ID shall include at least one of the BSSID, civic address and/or Circuit-ID.
Discussion: 
This CR overlaps with NSN CR C4-140999 and also already CT4#64-bis meeting agreed CR C4-140813.
Decision: 		The document was Revised to C4-141036.


C4-140945	Extension to the TWAN Identifier contents: new Line Identifier (Logical Access ID)
					29.274	  CR-1459  rev 3 (Rel-12) v12.4.0
					Source: NSN, Orange
(Replaces C4-140813)
Decision: 		The document was Revised to C4-141201.


C4-140989	Civic Address Encoding
					29.273	  CR-0373  rev 1 (Rel-12) v12.3.0
					Source: Ericsson
(Replaces C4-140616)
Abstract: 
The encoding of the Civic Address is not defined; there is an Editor’s Note in the TS that needs to be addressed. As per the argumentation presented in C4-140615, it seems reasonable to use a binary encoding following RFC 5580, as opposed to a PIDF-LO XML-based formatting.
Revision 1: Add clarifications on the usage of the Operator-Name AVP.
Decision: 		The document was Revised to C4-141037.


C4-140995	TWAN-BSSID AVP re-naming
					29.273	  CR-0377  (Rel-12) v12.3.0
					Source: Ericsson
Abstract: 
SA5 has changed the name of TWAN-BSSID into BSSID.
Decision: 		The document was Agreed.


C4-140999	SSID not sufficient for TWAN location
					29.274	  CR-1491  (Rel-12) v12.4.0
					Source: NSN
Decision: 		The document was Merged into 1036.


C4-141000	SSID not sufficient for TWAN location
					29.275	  CR-0311  (Rel-12) v12.2.0
					Source: NSN
Abstract: 
The current specification mandates only the SSID to be reported to PGW, but very often the SSID is not a real location.
For example an operator could give all APs within its network the same SSID and in that case reporting only the SSID does not indicate any certain location, SSID is not sufficient. The current text lists additional information BSSID and civic address, which is applicable only for a specific AP and therefore can be used to pinpoint the location of the AP. However, the additional parameters are listed as optional, so when e.g. location is required for emergency such information might not be available and the SSID is not sufficient.
Discussion: 
It needs to use same wording as in the 29.274 CR.
Decision: 		The document was Revised to C4-141038.


C4-141001	TWAN-BSSID AVP re-naming
					29.230	  CR-0400  (Rel-11) v11.10.0
					Source: Ericsson
Abstract: 
SA5 has changed the name of TWAN-BSSID into BSSID, and decided to stop using TWAN-SSID and reuse AVP SSID from TS 29.273 instead.
Decision: 		The document was Agreed.


C4-141004	TWAN Identifier contents: new Line Identifier (Logical Access ID)
					29.275	  CR-0306  rev 1 (Rel-12) v12.2.0
					Source: Orange
(Replaces C4-140636)
Abstract: 
The Logical Access ID has been added as a TWAN identifier in corresponding stage 2 specification. This CR implements it for PMIPv6.
Discussion: 
Cisco commented that the similar changes required in sections 5.1.1.1 and 5.3.1.1.
The clashing parts with C4-141000 shall be moved to C4-141038.
Decision: 		The document was Revised to C4-141039.


C4-141005	Add a 3GPP specific option for PMIP for new Line Identifier
					29.282	  CR-0032  (Rel-12) v12.1.0
					Source: Orange
Abstract: 
A new 3GPP specific option has been defined to carry the Logical Access ID in PMIPv6.
Discussion: 
A cover page needs to be corrected.
Decision: 		The document was Revised to C4-141040.


C4-141036	Circuit-ID defined in TWAN identifier 
					29.274	  CR-1481  rev 1 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-140916)
Decision: 		The document was Revised to C4-141200.


C4-141037	Civic Address Encoding
					29.273	  CR-0373  rev 2 (Rel-12) v12.3.0
					Source: Ericsson
(Replaces C4-140989)
Abstract: 
The encoding of the Civic Address is not defined; there is an Editor’s Note in the TS that needs to be addressed. As per the argumentation presented in C4-140615, it seems reasonable to use a binary encoding following RFC 5580, as opposed to a PIDF-LO XML-based formatting.
Decision: 		The document was Agreed.


C4-141038	SSID not sufficient for TWAN location
					29.275	  CR-0311  rev 1 (Rel-12) v12.2.0
					Source: NSN, Orange
(Replaces C4-141000)
Decision: 		The document was Revised to C4-141202.


C4-141039	TWAN Identifier contents: new Line Identifier (Logical Access ID)
					29.275	  CR-0306  rev 2 (Rel-12) v12.2.0
					Source: Orange
(Replaces C4-141004)
Decision: 		The document was Agreed.


C4-141040	Add a 3GPP specific option for PMIP for new Line Identifier
					29.282	  CR-0032  rev 1 (Rel-12) v12.1.0
					Source: Orange
(Replaces C4-141005)
Decision: 		The document was Agreed.


C4-141078	Subscriber Data Handling for ProSe
					Source: Huawei
Discussion: 
Clarification from SA2 needed:
1) Subscription downloaded to the MME the same as to the ProSe Function?
2) whether a change of  ProSe Subscription information shall trigger the HSS to update the information in the ProSe function,  or whether the HSS shall wait until the next time the ProSe Function contacts the HSS for update.
3) how the MME reacts upon receiving deletion data? 
4) whether PURGE procedure is needed
5) Only IMSI to be used as user identifier? Future extension ?
6) between ProSe Functions whether only IMSI and/or MSISDN should be used.
7) between UE and HPLMN : only IMSI to be used?
8) GAD shapes defined in TS 23.032 : ProSe Function support? To be part of the LS to SA2 for clarification
9) need for service authorisation revocation procedure between the ProSe Functions
Decision: 		The document was Revised to C4-141162.


C4-141162	Subscriber Data Handling for ProSe
					Source: Huawei
(Replaces C4-141078)
Abstract: 
During the protocol discussion, some questions were raised regarding Subscriber Data Handling for ProSe as follows:
-	Whether each time the UE sends a ProSe Discovery request the ProSe Function shall contact the HSS for retrieval of the ProSe subscription data and the visited PLMN ID where the UE is registered? 
If the answer is not, any change of ProSe Subscription information in the HSS or if the UE moves to another PLMN will trigger the HSS to update the information in the ProSe function. Furthermore, a Purge procedure would be needed as well for the ProSe Function to inform the HSS of the removal of ProSe Function registration per subscriber from its database.
-	Is IMSI the only user identifier used to identify the user for which the subscription data is requested or other kinds of user identifiers are expected to be introduced?
-	Are the ProSe subscription data downloaded to the MME over S6a interface the same as the one downloaded to the ProSe Function over PC4a interface?
-	Is IMSI the only user identifier to be used between the UE and ProSe Function or other kinds of user identifiers can be expected to be used? 
-	Is IMSI the only identifier to be used between ProSe Functions or other kinds of user identifiers can be expected to be used?
-	Does ProSe Function need to support the GAD shapes as defined in the 3GPP TS 23.032?
-	Is there the need to introduce service authorisation revocation procedure between the ProSe Functions over PC6/PC7 interfaces? If yes, how it will be performed?
Decision: 		The document was Revised to C4-141164.


C4-141164	Subscriber Data Handling for ProSe
					Source: Huawei
(Replaces C4-141162)
Decision: 		The document was Approved.


C4-141200	Circuit-ID defined in TWAN identifier 
					29.274	  CR-1481  rev 2 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-141036)
Decision: 		The document was Agreed.


C4-141201	Extension to the TWAN Identifier contents: new Line Identifier (Logical Access ID)
					29.274	  CR-1459  rev 4 (Rel-12) v12.4.0
					Source: NSN, Orange
(Replaces C4-140945)
Decision: 		The document was Agreed.


C4-141202	SSID not sufficient for TWAN location
					29.275	  CR-0311  rev 2 (Rel-12) v12.2.0
					Source: NSN, Orange
(Replaces C4-141038)
Decision: 		The document was Agreed.


[bookmark: _Toc389209241]6.20.3	Core Network Overload ULI reporting improvements [CNO_ULI-CT]
C4-140884	ULI change reporting when E-RAB/RAB/PFC is established
					29.274	  CR-1442  rev 1 (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140480)
Abstract: 
Stage 2 introduces a new option enabling to defer the reporting of ECGI/TAI or CGI/SAI/RAI change until an E-RAB/RAB/PFC is established:  
o	TS 23.401, subclause 5.9.2
The PGW may request for each PDN connection independently by using the "MS Info Change Reporting Action" parameter whether the MME shall report changes of ECGI/TAI …. In addition the PGW may request that the ECGI/TAI changes shall be reported for a PDN connection only when one or more E-RAB(s) are established.
During both mobility management and session management procedures, the MME shall indicate to the PGW the support of reporting location changes:
-	If ECGI/TAIinformation  is permitted to be sent to the PGW according to MME operator's policy:
-	If the MME supports ECGI/TAI change reporting for a PDN connection only when one or more E-RAB(s) are established,
o	similar requirements in TS 23.060, subclause 15.1.3.1
o	and corresponding requirements in TS 23.203.
Discussion: 
SA2 has decided to change requirements which mean these CRs are withdrawn.
Decision: 		The document was Withdrawn.


C4-141141	Reporting changes of UE presence in Presence Reporting Area
					29.274	  CR-1441  rev 2 (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140767)
Decision: 		The document was Revised to C4-141173.


C4-141173	Reporting changes of UE presence in Presence Reporting Area
					29.274	  CR-1441  rev 3 (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141141)
Decision: 		The document was Agreed.


[bookmark: _Toc389209242]6.20.4	Proximity Services [ProSe-CT]
C4-140871	Addition of ProSe Application ID format
					23.003	  CR-0381  rev 3 (Rel-12) v12.2.0
					Source: Qualcomm Incorporated
(Replaces C4-140708)
Discussion: 
The Wilcarded PLMN ID is not a PLMN ID, as a PLMN ID identifies a unique PLMN.
- Maybe another section for country-wide could be added.
Ericsson commented that the duplicated text from 3GPP TS23.003 should be avoided.
Decision: 		The document was Revised to C4-141071.


C4-140872	Addition of ProSe Application Code format
					23.003	  CR-0382  rev 3 (Rel-12) v12.2.0
					Source: Qualcomm Incorporated
(Replaces C4-140709)
Decision: 		The document was Revised to C4-141158.


C4-140873	Revised WID on CT aspects of Proximity-based Services (ProSe)
					Source: Qualcomm Incorporated
Decision: 		The document was Endorsed.


C4-140874	Proximity-based Services (ProSe) CT4 impacts
					Source: Qualcomm Incorporated
Decision: 		The document was Noted.


C4-140875	Scope for PLMN ID in PC3 and PC5 interfaces for ProSe
					Source: Qualcomm Incorporated
Discussion: 
TeliaSonera: why do we not differentiate PLMN-ID for application ID and application code?
The PLMN-Id could be always included and this will simplify the whole concept. Is there any reason to keep this complexity?
We will see how the proposal fit with the global procedures related to ProSe, especially routing aspects.
Decision: 		The document was Noted.


C4-140917	General Description
					Source: Huawei
Decision: 		The document was Agreed.


C4-140918	General Description for Protocol Specification and Implementation
					Source: Huawei
Decision: 		The document was Revised to C4-141072.


C4-140919	Discovery Authorization Procedure
					Source: Huawei
Discussion: 
It seems that the HSS needs to be contacted each time the UE is moving from one PLMN to another. This needs to be clarified in the Stage 2.
The UE identity can be IMSI or MSISDN in stage 2, but this may be removed. Could be future proof.
A table can be added to provide the mapping between the cause received from the HSS and the cause sent to the UE.
Decision: 		The document was Revised to C4-141073.


C4-140920	Enhancement for ProSe
					29.272	  CR-0557  (Rel-12) v12.4.0
					Source: Huawei
Discussion: 
What does the MME do upon receiving the ProSe Subscription?
MME sends the info to the eNB (Stage 2 issue) ->All eNbs are supporting ProSe?
Is there any use ?
See 23.303, sect.4.4.5: it seems the MME performs some authorization.
Subscription downloaded to the MME same as to the ProSe Function?
No difference, but SA2 need confirm -> to be part of the LS to be sent to SA2.
Decision: 		The document was Revised to C4-141075.


C4-140927	Correction on SGSN CAMEL Capability in Supported-Features
					29.272	  CR-0558  (Rel-12) v12.4.0
					Source: Huawei
Decision: 		The document was Agreed.


C4-140964	Introduction to Procedure descriptions section
					Source: Deutsche Telekom
Decision: 		The document was Revised to C4-141077.


C4-140965	Subscriber Data Handling on the PC4a interface
					Source: Deutsche Telekom
Decision: 		The document was Revised to C4-141006.


C4-140970	Scope
					Source: Orange
Decision: 		The document was Revised to C4-141079.


C4-140971	General Description
					Source: Orange
Decision: 		The document was Revised to C4-141080.


C4-140972	ProSe Service Authorization Procedure
					Source: Orange
Decision: 		The document was Revised to C4-141081.


C4-140973	ProSe Direct Discovery Authorization Procedure
					Source: Orange
Decision: 		The document was Revised to C4-141082.


C4-140974	ProSe Match Report Procedure
					Source: Orange
Decision: 		The document was Revised to C4-141084.


C4-140975	ProSe Match Report Info Procedure
					Source: Orange
Decision: 		The document was Revised to C4-141085.


C4-140976	ProSe Proximity request Procedure
					Source: Orange
Decision: 		The document was Revised to C4-141086.


C4-140977	ProSe Location Update Procedure
					Source: Orange
Decision: 		The document was Revised to C4-141087.


C4-140978	ProSe Authorization Revocation Procedure
					Source: Orange
Decision: 		The document was Revised to C4-141088.


C4-140979	Use of Diameter
					Source: Orange
Decision: 		The document was Revised to C4-141060.


C4-140980	Command description
					Source: Orange
Decision: 		The document was Revised to C4-141059.


C4-140981	Information Elements
					Source: Orange
Decision: 		The document was Revised to C4-141058.


C4-140982	Result codes
					Source: Orange
Decision: 		The document was Revised to C4-141076.


C4-141002	Prose Proximity Alert Procedure
					Source: Orange
Decision: 		The document was Revised to C4-141090.


C4-141006	Subscriber Data Handling on the PC4a interface
					Source: Deutsche Telekom
(Replaces C4-140965)
Discussion: 
As basis for discussion to trigger comments to SA2.
Final CRs with the missing tables and ABNFs, AVPs for the commands will be submitted subsequently at the next meeting.
Assumption from CT4 :Expiry dates/timer to be stored in the ProSe Function (not included in 23.303).
Align  the parameter AVPs as described in the retrieval procedure in other P-CRs “or the UE is not allowed to use ProSe” to be deleted.
New commands to be used or reuse the existing ones?
Usage of IMSI (User Name)  as “User Identifier “ ? should be consistent along the TSs.
IPR: Agreement to send the whole subscriber data.
Delete Command also of the full subscription.
Decision: 		The document was Noted.


C4-141058	Information Elements
					Source: Orange
(Replaces C4-140981)
Decision: 		The document was Revised to C4-141092.


C4-141059	Command description
					Source: Orange
(Replaces C4-140980)
Decision: 		The document was Revised to C4-141091.


C4-141060	Use of Diameter
					Source: Orange
(Replaces C4-140979)
Decision: 		The document was Revised to C4-141089.


C4-141071	Addition of ProSe Application ID format
					23.003	  CR-0381  rev 4 (Rel-12) v12.2.0
					Source: Qualcomm Incorporated
(Replaces C4-140871)
Discussion: 
Agreed as the basis of work.
Decision: 		The document was Agreed.


C4-141072	General Description for Protocol Specification and Implementation
					Source: Huawei
(Replaces C4-140918)
Decision: 		The document was Agreed.


C4-141073	Discovery Authorization Procedure
					Source: Huawei
(Replaces C4-140919)
Decision: 		The document was Revised to C4-141159.


C4-141075	Enhancement for ProSe
					29.272	  CR-0557  rev 1 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-140920)
Decision: 		The document was Agreed.


C4-141076	Result codes
					Source: Orange
(Replaces C4-140982)
Decision: 		The document was Revised to C4-141175.


C4-141077	Introduction to Procedure descriptions section
					Source: Deutsche Telekom
(Replaces C4-140964)
Decision: 		The document was Agreed.


C4-141079	Scope
					Source: Orange
(Replaces C4-140970)
Decision: 		The document was Agreed.


C4-141080	General Description
					Source: Orange
(Replaces C4-140971)
Decision: 		The document was Agreed.


C4-141081	ProSe Service Authorization Procedure
					Source: Orange
(Replaces C4-140972)
Decision: 		The document was Agreed.


C4-141082	ProSe Direct Discovery Authorization Procedure
					Source: Orange
(Replaces C4-140973)
Decision: 		The document was Agreed.


C4-141084	ProSe Match Report Procedure
					Source: Orange
(Replaces C4-140974)
Decision: 		The document was Agreed.


C4-141085	ProSe Match Report Info Procedure
					Source: Orange
(Replaces C4-140975)
Decision: 		The document was Postponed.


C4-141086	ProSe Proximity request Procedure
					Source: Orange
(Replaces C4-140976)
Decision: 		The document was Agreed.


C4-141087	ProSe Location Update Procedure
					Source: Orange
(Replaces C4-140977)
Decision: 		The document was Agreed.


C4-141088	ProSe Authorization Revocation Procedure
					Source: Orange
(Replaces C4-140978)
Decision: 		The document was Agreed.


C4-141089	Use of Diameter
					Source: Orange
(Replaces C4-141060)
Decision: 		The document was Agreed.


C4-141090	Prose Proximity Alert Procedure
					Source: Orange
(Replaces C4-141002)
Decision: 		The document was Agreed.


C4-141091	Information Elements
					Source: Orange
(Replaces C4-141058)
Decision: 		The document was Agreed.


C4-141092	Command description
					Source: Orange
(Replaces C4-141059)
Decision: 		The document was Agreed.


C4-141158	Addition of ProSe Application Code format
					23.003	  CR-0382  rev 4 (Rel-12) v12.2.0
					Source: Qualcomm Incorporated
(Replaces C4-140872)
Decision: 		The document was Revised to C4-141178.


C4-141159	Discovery Authorization Procedure
					Source: Huawei
(Replaces C4-141073)
Decision: 		The document was Agreed.


C4-141160	Addition of ProSe Application Code format
					23.003	  CR-0382  rev 6 (Rel-12) v12.2.0
					Source: Qualcomm Incorporated
(Replaces C4-141178)
Decision: 		The document was Agreed.


C4-141169	3GPP TS 29.344 v0.2.0
					Source: Huawei
Decision: 		The document was Agreed.


C4-141170	3GPP TS 29.345 v0.2.0
					Source: Orange
Decision: 		The document was Agreed.


C4-141175	Result codes
					Source: Orange
(Replaces C4-141076)
Decision: 		The document was Agreed.


C4-141178	Addition of ProSe Application Code format
					23.003	  CR-0382  rev 5 (Rel-12) v12.2.0
					Source: Qualcomm Incorporated
(Replaces C4-141158)
Decision: 		The document was Revised to C4-141160.


[bookmark: _Toc389209243]6.20.5	IMS Web RTC [IMS_WebRTC]
C4-140867	WebRTC media security using DTLS-SRTP
					23.334	  CR-0052  (Rel-12) v12.3.0
					Source: Huawei
Abstract: 
DTLS-SRTP must be implemented for media security in Web Real Time Communication (WebRTC). To support WebRTC access to IMS, the eP-CSCF (IMS-ALG) and the eIMS-AGW need to support end to access edge security using DTLS-SRTP, where DTLS is used to establish keys for SRTP according to IETF RFC 5763 and IETF RFC 5764.
Decision: 		The document was Revised to C4-141114.


C4-140868	WebRTC support for Iq
					23.334	  CR-0053  (Rel-12) v12.3.0
					Source: Huawei
Abstract: 
Web Real Time Communication (WebRTC) access to IMS is introduced in 3GPP Release 12, where P-CSCF (IMS-ALG) and IMS-AGW are enhanced as eP-CSCF (IMS-ALG) and eIMS-AGW to support the WebRTC related procedures. To support the new feature, Iq interface between the eP-CSCF (IMS-ALG) and the eIMS-AGW needs to support the reference architecture.
Decision: 		The document was Revised to C4-141112.


C4-140869	WebRTC support for Iq
					29.334	  CR-0059  (Rel-12) v12.2.0
					Source: Huawei
Abstract: 
Web Real Time Communication (WebRTC) access to IMS is introduced in 3GPP Release 12, where P-CSCF (IMS-ALG) and IMS-AGW are enhanced as eP-CSCF (IMS-ALG) and eIMS-AGW to support the WebRTC related procedures. To support the new feature, Iq interface between the eP-CSCF (IMS-ALG) and the eIMS-AGW needs to support the reference architecture.
Decision: 		The document was Revised to C4-141113.


C4-141112	WebRTC support for Iq
					23.334	  CR-0053  rev 1 (Rel-12) v12.3.0
					Source: Huawei
(Replaces C4-140868)
Discussion: 
Abbreviations needs to be removed.
Decision: 		The document was Revised to C4-141221.


C4-141113	WebRTC support for Iq
					29.334	  CR-0059  rev 1 (Rel-12) v12.2.0
					Source: Huawei
(Replaces C4-140869)
Decision: 		The document was Agreed.


C4-141114	WebRTC media security using DTLS-SRTP
					23.334	  CR-0052  rev 1 (Rel-12) v12.3.0
					Source: Huawei
(Replaces C4-140867)
Decision: 		The document was Revised to C4-141220.


C4-141220	WebRTC media security using DTLS-SRTP
					23.334	  CR-0052  rev 2 (Rel-12) v12.3.0
					Source: Huawei
(Replaces C4-141114)
Decision: 		The document was Agreed.


C4-141221	WebRTC support for Iq
					23.334	  CR-0053  rev 2 (Rel-12) v12.3.0
					Source: Huawei
(Replaces C4-141112)
Decision: 		The document was Agreed.


[bookmark: _Toc389209244]6.20.6	IMS Signalling Activated Trace [ISAT]
[bookmark: _Toc389209245]6.20.7	IMS-based Telepresence (Stage 3)[IMS_TELEP]
[bookmark: _Toc389209246]6.20.8	BB1: Policy and Charging Control [P4C-F-CT3]
[bookmark: _Toc389209247]6.20.9	Group Communication System Enablers for LTE [GCSE_LTE-CT]
[bookmark: _Toc389209248]6.20.10	GTP and PMIP [TEI12]
C4-140852	Introduction of SGSN Number, SGSN Lgd Identifier and MME SLg identifier
					29.274	  CR-1438  rev 2 (Rel-12) v12.4.0
					Source: Cisco
(Replaces C4-140738)
Abstract: 
CR #390 (N4-030224) and #403 (N4-030265) added SGSN Number IE in GTPv1 for supporting deferred MT-LR procedure during handover scenarios. The same is missing in GTPv2.
Similarly as per 3GPP TS 23.271, clause 9.4.5.4 Table 9.2a, the first two rows indicate that when an inter MME handover happens during an IMS emergency call, either the source MME or the target MME informs the GMLC about the target side MME/SGSN identifier. This is further explained in step 8b of clause 9.4.5.4 of 3GPP TS 23.271
8b.	If the location solution defined in this TS is used on the source side but steps 2 and 8a do not occur, the source SGSN or MME may depending on configuration information in the source SGSN or MME (e.g. as in step 8a) send a Subscriber Location Report to the source GMLC carrying the UE identity (IMSI, MSISDN and/or IMEI), an event type indicating handover and, except for handover to HRPD, the identity of the target serving node. 
 
So this means there should be a way for source MME to know the target SGSN / MME Identifier used on the Lg / Lgd / SLg interface.
Decision: 		The document was Revised to C4-141109.


C4-140885	Context Response with P-TMSI Signature Mismatch 
					29.274	  CR-1444  rev 2 (Rel-12) v12.4.0
					Source: Alcatel-Lucent
(Replaces C4-140771)
Abstract: 
1/ GTPv1 requires the old SGSN to include the IMSI in the SGSN Context Response message with the cause "P-TMSI Signature mismatch" 
See CR 29.060 #0085 (N4-000030): 
This change request seeks to improve the RAU efficiency when a "P-TMSI Signature Mismatch" is the reported error in response to a SGSN Context Request. 
The "P-TMSI Signature Mismatch" error implies that the old SGSN was able to locate the MM Context associated with the P-TMSI but the security checking failed. This failure is reported to the new SGSN, which shall perform IMSI validation according to GSM 03.60.  However, the new SGSN may not have the IMSI and hence will be forced to request the IMSI from the MS.  
It is proposed that the SGSN Context Response is modified to include the IMSI if the MM Context is available in the old SGSN but the security checking fails.  This would give the new SGSN the option to authenticate the user, which if successful would allow the new SGSN to retrieve the MM and PDP Context from the old SGSN and complete the Routeing Area Update request.  Consequently, the "IMSI not known" error should only be returned if the old SGSN cannot locate the MM Context for a particular P-TMSI value
In the same scenario, the old SGSN will not include the IMSI in the Context Response message over GTPv2, per subclause 6.1.1.
2/ CR 29.060 0984 clarifies that the rule to include the IMSI in the Context Response with the cause "P-TMSI Signature mismatch" also applies to an MME.
3/ subclause 8.4 does not detail the usage of the "P-TMSI Signature mismatch" cause, as has been done for other causes. 
Revision 2
- updates the baseline text (according to TS 29.274 v12.4.0 which defined a new cause value 118). No change to the actual contents of the CR itself vs. the earlier version agreed during CT4#64bis.
Discussion: 
CR was agreed in CT4#64-bis but against wrong baseline version.
Decision: 		The document was Agreed.


C4-140893	Alternate LMAA or IPv4-LMAA during Handover 
					29.275	  CR-0307  (Rel-12) v12.2.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco
Abstract: 
CR 29.275 #0301 introduces the capability for the LMA to assign an alternate LMAA or IPv4-LMAA during the setup of the PDN connection (PDN Connection Creation procedure). 
 
GTP-C provides the ability to redirect control and user plane messages (e.g. ‘PGW S5/S8/ S2a/S2b F-TEID for PMIP based interface or for GTP based Control Plane interface’  &  S5/S8 F-TEID IEs in a Create Session Response).
Assigning an alternate LMAA or IPv4-LMAA in the PBA message can be useful for many reasons. E.g. a cluster of LMAs or a blade architecture LMA may have a load-balancer in front of them or integrated in one of the LMAs. The load-balancer selects one LMA during the setup of the PDN connection. Uplink user plane traffic and subsequent PBUs related to that PDN connection should not go through the load balancer (otherwise the latter would quickly become a bottleneck).
The same capability is also required during the PDN Connection Handover procedure to enable the LMA to re-assign the alternate LMAA or IPv4-LMAA assigned during the PDN connection establishment. E.g. considering the 3GPP to non-3GPP access handover scenario:
o	as per 3GPP TS 29.272 / 29.273, the PGW's FQDN if known (otherwise the PGW's IP address) is stored in the HSS during the setup of the PDN connection: 
MIP6-Agent-Info (TS 29.272): 
The identity of PDN-GW is either an IP address transported in MIP-Home-Agent-Address or an FQDN transported in MIP-Home-Agent-Host. FQDN shall be used if known to the MME/SGSN/HSS.
MIP6-Agent-Info (TS 29.273):
The PDN GW may use its IP address if a single IP address can be used for all Access Networks and protocols towards the PDN GW. In all other cases the PDN GW shall use its FQDN. MAG/AAA/HSS shall use FQDN if known.
o	during a 3GPP to non-3GPP access handover, the MAG performs a DNS query to retrieve the S2a/S2b IP address of the PGW;
o	the MAG sends a PBU (PMIPv6 PDN Connection Handover procedure) to that PGW's IP address; this corresponds to the load balancer / front end entity in a distributed architecture;
o	the load balancer/front end entity needs to re-assign the LMAA or IPv4 LMAA previously assigned to the UE, such that subsequent PBUs related to that PDN connection reach directly the back-end entity already in charge of the PDN connection.
Decision: 		The document was Revised to C4-141108.


C4-140894	Alternate LMA address for user plane during Handover
					29.275	  CR-0308  (Rel-12) v12.2.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco
Abstract: 
CR 29.275 #0302 introduces the capability for the LMA to assign a different user plane address in the PBA message.
TS 29.275 does not allow currently the LMA to assign a different user plane address in the PBA message, i.e. both the control and user plane addresses are constrained to be the same, and thus it is not possible to split the control & user plane entities.
 
GTP-C provides the ability to redirect control and user plane messages (e.g. ‘PGW S5/S8/ S2a/S2b F-TEID for PMIP based interface or for GTP based Control Plane interface’  &  S5/S8 F-TEID IEs in a Create Session Response) and to assign separate IP addresses for signalling and user plane.
The same capability is also required during the PDN Connection Handover procedure to enable the LMA to re-assign the user plane address assigned during the PDN connection establishment, such that subsequent user plane traffic proceeds with the user plane entity already in charge of the PDN connection.
Discussion: 
Needs an update for the internet access HO.
Huawei and NSN shall be added as a source.
Decision: 		The document was Revised to C4-141110.


C4-140895	Alternate LMA address for user plane 
					29.274	  CR-1478  (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco
Abstract: 
CR 29.275 #0302 introduces the capability for the LMA to assign a different user plane address in the PBA message, over the PMIP-based S2a/S2b and S5/S8 interfaces.
TS 29.275 does not allow currently the LMA to assign a different user plane address in the PBA message, i.e. both the control and user plane addresses are constrained to be the same, and thus it is not possible to split the control & user plane entities.
 
GTP-C provides the ability to redirect control and user plane messages (e.g. ‘PGW S5/S8/ S2a/S2b F-TEID for PMIP based interface or for GTP based Control Plane interface’  &  S5/S8 F-TEID IEs in a Create Session Response) and to assign separate IP addresses for signalling and user plane.
For PMIP-based S5/S8, this requires to signal the PGW's S5/S8 user plane towards the MME/SGSN and across MME/SGSNs for inter-SGW mobility scenarios.
Decision: 		The document was Revised to C4-141111.


C4-140896	PLMN ID communicated in the VPLMN in network sharing
					29.274	  CR-1479  (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Abstract: 
In shared networks, the PLMN ID that is communicated in various IEs when the MME/SGSN and the PGW pertain to the same PLMN (i.e. in non-roaming and in roaming local breakout scenarios) is still undefined.
SA2 has clarified the corresponding requirements in a Reply LS (S2-141509) and CR 23.251 #0100.
Discussion: 
In table 7.2.1-1 there is a common understanding  in CT4 that NOTE 10 that text applies to S4 but also applies for S8/S11 interface.
CT4 needs to wait until SA5 and SA2 have finalised they part of this work.
Decision: 		The document was Revised to C4-141142.


C4-140921	Version Not Supported Indication
					29.274	  CR-1482  (Rel-12) v12.4.0
					Source: Huawei
Abstract: 
In GTPv2 specification, Version Not Supported Indication message is misused as "Version Not Supported message" in some sections, which may cause misunderstanding, since "Version Not Supported" is a GTPv1 message.
Decision: 		The document was Revised to C4-141143.


C4-140922	Version Not Supported Indication
					29.276	  CR-0066  (Rel-12) v12.1.0
					Source: Huawei
Decision: 		The document was Revised to C4-141144.


C4-140923	Version Not Supported Indication
					29.280	  CR-0069  (Rel-12) v12.1.0
					Source: Huawei
Discussion: 
"GTP-C v2" needs to be corrected as "GTPv2-C"
Decision: 		The document was Revised to C4-141145.


C4-140924	Correct the handling of Restart Counter
					29.276	  CR-0067  (Rel-12) v12.1.0
					Source: Huawei
Abstract: 
Handling of Restart Counter in Echo Response message in this specification is different to the handling in TS 23.007. In this specification, a GTP node will be considered as restarted if it includes a Restart Counter in Echo Response which differs from the Restart Counter value stored by his peer node. 
However, in TS 23.007, the handling of Restart Counter is as follows
If the value of a Restart counter previously stored for a peer is smaller than the Restart counter value received in the Echo Response message or the GTP-C message, taking the integer roll-over into account, this indicates that the entity that sent the Echo Response or the GTP-C message has restarted
Decision: 		The document was Revised to C4-141146.


C4-140925	Correction of Selected PLMN ID
					29.060	  CR-0985  (Rel-12) v12.4.0
					Source: Huawei
Abstract: 
The echo request message in section 7.2.2 is referenced for retrieving MNC and MCC. 
The octet numbering in the different tables is not correct.
Discussion: 
This mistake has been out since Rel-10. After discussion it was agreed to correct this from Rel-12 onwards.
Decision: 		The document was Revised to C4-141147.


C4-140926	Correction on transparent container
					29.060	  CR-0986  (Rel-12) v12.4.0
					Source: Huawei
Abstract: 
The echo request message in section 7.2.2 is referenced for defining UTRAN container. The correct reference should be the reference of the 7.7.A definition in section Handling ASN.1/PER encoded parameters.
Decision: 		The document was Revised to C4-141148.


C4-140958	IPv6 address allocation
					29.274	  CR-1489  (Rel-12) v12.4.0
					Source: NSN
Decision: 		The document was Revised to C4-141034.


C4-140959	Context Request Indication flags
					29.274	  CR-1490  (Rel-12) v12.4.0
					Source: NSN
Decision: 		The document was Revised to C4-141035.


C4-141034	IPv6 address allocation
					29.274	  CR-1489  rev 1 (Rel-12) v12.4.0
					Source: NSN
(Replaces C4-140958)
Abstract: 
During a static IPv6 address allocation, the HSS sends to the MME a full IPv6 address with Interface Identifier set to all 0’s. See TS 29.272, subclause 7.3.35 APN-Configuration, which for the Served-Party-IP-Address AVP reads:
•	For the IPv6 prefix, the lower 64 bits of the address shall be set to zero.
Therefore, with the Create Session Request message the MME sends to the PGW (via an SGW) an Interface Identifier set to all 0's. 
With the Create Session Response message the PGW delivers the full IPv6 address to the MME (via an SGW) but the MME delivers only the Interface Identifier part of the IPv6 address to the UE (see subclause 9.9.4.9 in 3GPP TS 24.301 [23]). 
The UE uses this value for configuring link-local IPv6 addresses (see subclause 5.3.1.2.2 in 3GPP TS 23.401 and IETF RFC 4862).
However, IETF RFC 5453 specifies that all 0's in an Interface Identifier is reserved for Subnet-Router Anycast. Therefore, if a UE receives all 0's in an Interface Identifier, the UE may not be able to configure an IPv6 link-local address and therefore, the procedure will fail to communicate with the PGW via the user plane (for GTP based S5/S8, the UE sees the PGW as the first router on the link). Hence, the UE cannot receive an IPv6 prefix from the PGW and the IPv6 address allocation will fail.
Concerning the DHCP option, we believe TS 29.061 and RFC3315 specify that the DHCP server will always provide PGW with the full, 128 bits long IPv6 address, where the interface identifier should be non-zero. If that's true, PGW can transparently forward the whole IP address to the MME (via SGW).
Discussion: 
It was agreed that a new NOTE X can be simplified as: "The interface identifier value 0 is a reserved value (see IETF RFC 5453 [xx])".
Decision: 		The document was Revised to C4-141149.


C4-141035	Context Request Indication flags
					29.274	  CR-1490  rev 1 (Rel-12) v12.4.0
					Source: NSN
(Replaces C4-140959)
Abstract: 
Within the Context Request message, the MSV flag of the Indication IE needs to be set to 1:
(a)	If IMSI is present in the message.
(b)	If IMSI is absent, but the new system has validated the integrity protection of the TAU request message.
When UTRAN/GERAN to E-UTRAN/UTRAN (HSPA) SRVCC procedures are underway (see 3GPP TS 23.216 [43]) the Complete TAU request message IE is not available, but the IMSI is present. Hence, as in case (a), the MSV flag shall be set to 1.
Also, it makes no sense to have the Indication IE as Optional in this message. It should have been conditional in the first place.
Decision: 		The document was Revised to C4-141150.


C4-141108	Alternate LMAA or IPv4-LMAA during Handover 
					29.275	  CR-0307  rev 1 (Rel-12) v12.2.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco, NSN
(Replaces C4-140893)
Decision: 		The document was Revised to C4-141203.


C4-141109	Introduction of SGSN Number, SGSN Lgd Identifier and MME SLg identifier
					29.274	  CR-1438  rev 3 (Rel-12) v12.4.0
					Source: Cisco
(Replaces C4-140852)
Decision: 		The document was Agreed.


C4-141110	Alternate LMA address for user plane during Handover
					29.275	  CR-0308  rev 1 (Rel-12) v12.2.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco, Huawei
(Replaces C4-140894)
Decision: 		The document was Revised to C4-141204.


C4-141111	Alternate LMA address for user plane 
					29.274	  CR-1478  rev 1 (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco, Huawei
(Replaces C4-140895)
Decision: 		The document was Revised to C4-141205.


C4-141142	PLMN ID communicated in the VPLMN in network sharing
					29.274	  CR-1479  rev 1 (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Ericsson
(Replaces C4-140896)
Abstract: 
In shared networks, the PLMN ID that is communicated in various IEs when the MME/SGSN and the PGW pertain to the same PLMN (i.e. in non-roaming and in roaming local breakout scenarios) is still undefined.
SA2 has clarified the corresponding requirements in a Reply LS (S2-141509) and CR 23.251 #0100.
Decision: 		The document was Agreed.


C4-141143	Version Not Supported Indication
					29.274	  CR-1482  rev 1 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-140921)
Abstract: 
In GTPv2 specification, Version Not Supported Indication message is misused as "Version Not Supported message" in some sections, which may cause misunderstanding, since "Version Not Supported" is a GTPv1 message.
Decision: 		The document was Agreed.


C4-141144	Version Not Supported Indication
					29.276	  CR-0066  rev 1 (Rel-12) v12.1.0
					Source: Huawei
(Replaces C4-140922)
Decision: 		The document was Agreed.


C4-141145	Version Not Supported Indication
					29.280	  CR-0069  rev 1 (Rel-12) v12.1.0
					Source: Huawei
(Replaces C4-140923)
Decision: 		The document was Agreed.


C4-141146	Correct the handling of Restart Counter
					29.276	  CR-0067  rev 1 (Rel-12) v12.1.0
					Source: Huawei
(Replaces C4-140924)
Decision: 		The document was Agreed.


C4-141147	Correction on encoding of Selected PLMN ID
					29.060	  CR-0985  rev 1 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-140925)
Decision: 		The document was Agreed.


C4-141148	Correction of the reference of transparent container
					29.060	  CR-0986  rev 1 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-140926)
Decision: 		The document was Agreed.


C4-141149	IPv6 address allocation
					29.274	  CR-1489  rev 2 (Rel-12) v12.4.0
					Source: NSN
(Replaces C4-141034)
Decision: 		The document was Revised to C4-141224.


C4-141150	Context Request Indication flags
					29.274	  CR-1490  rev 2 (Rel-12) v12.4.0
					Source: NSN
(Replaces C4-141035)
Decision: 		The document was Revised to C4-141225.


C4-141203	Alternate LMAA or IPv4-LMAA during Handover 
					29.275	  CR-0307  rev 2 (Rel-12) v12.2.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco, NSN
(Replaces C4-141108)
Decision: 		The document was Revised to C4-141222.


C4-141204	Alternate LMA address for user plane during Handover
					29.275	  CR-0308  rev 2 (Rel-12) v12.2.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco, Huawei
(Replaces C4-141110)
Decision: 		The document was Revised to C4-141223.


C4-141205	Alternate LMA address for user plane 
					29.274	  CR-1478  rev 2 (Rel-12) v12.4.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco, Huawei
(Replaces C4-141111)
Decision: 		The document was Agreed.


C4-141222	Alternate LMAA or IPv4-LMAA during Handover 
					29.275	  CR-0307  rev 3 (Rel-12) v12.2.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco, NSN
(Replaces C4-141203)
Decision: 		The document was Agreed.


C4-141223	Alternate LMA address for user plane during Handover
					29.275	  CR-0308  rev 3 (Rel-12) v12.2.0
					Source: Alcatel-Lucent, Alcatel-Lucent Shanghai Bell, Cisco, Huawei
(Replaces C4-141204)
Decision: 		The document was Agreed.


C4-141224	IPv6 address allocation
					29.274	  CR-1489  rev 3 (Rel-12) v12.4.0
					Source: NSN
(Replaces C4-141149)
Decision: 		The document was Agreed.


C4-141225	Context Request Indication flags
					29.274	  CR-1490  rev 3 (Rel-12) v12.4.0
					Source: NSN
(Replaces C4-141150)
Decision: 		The document was Agreed.


[bookmark: _Toc389209249]6.20.11	Subscriber Data Handling (23.008) [TEI12]
C4-140914	Alternative NAI for WLAN access
					23.003	  CR-0385  (Rel-12) v12.2.0
					Source: Huawei
Decision: 		The document was Merged into 0850.


[bookmark: _Toc389209250]6.20.12	IMS [TEI12]
C4-140966	Authorized media capabilities per Service Id
					29.228	  CR-0610  rev 2 (Rel-12) v12.1.0
					Source: Orange
(Replaces C4-140678)
Discussion: 
Ongoing discussion in CT1.
NSN: statement in stage 2?
Orange: No operator based policy needed for this.
Still open until answer from CT1.
Decision: 		The document was Postponed.


C4-140997	Conference Factory URI for IMS
					23.003	  CR-0386  (Rel-12) v12.2.0
					Source: Huawei
Decision: 		The document was Revised to C4-141019.


C4-141019	Conference Factory URI for IMS
					23.003	  CR-0386  rev 1 (Rel-12) v12.2.0
					Source: Huawei
(Replaces C4-140997)
Decision: 		The document was Revised to C4-141083.


C4-141083	Conference Factory URI for IMS
					23.003	  CR-0386  rev 2 (Rel-12) v12.2.0
					Source: Huawei
(Replaces C4-141019)
Decision: 		The document was Revised to C4-141171.


C4-141171	Conference Factory URI for IMS
					23.003	  CR-0386  rev 3 (Rel-12) v12.2.0
					Source: Huawei
(Replaces C4-141083)
Decision: 		The document was Revised to C4-141226.


C4-141226	Conference Factory URI for IMS
					23.003	  CR-0386  rev 4 (Rel-12) v12.2.0
					Source: Huawei
(Replaces C4-141171)
Decision: 		The document was Agreed.


[bookmark: _Toc389209251]6.20.13	MME and SGSN related interfaces based on Diameter (29.272) [TEI12]
C4-140846	ODB Cause Mapping
					29.272	  CR-0555  (Rel-12) v12.4.0
					Source: NSN
Abstract: 
- Mapping in SGSN from DIAMETER_ERROR_ROAMING_NOT_ALLOWED (5004), with Error Diagnostic of ODB_ALL_APN is missing
- Mapping in MME from DIAMETER_ERROR_ROAMING_NOT_ALLOWED (5004), with Error Diagnostic of ODB_ALL_APN is incorrect
- The condition The value OPERATOR_DETERMINED_BARRING is received in the Subscriber-Status AVP is not an error and should not be mapped onto an NAS cause code.
Decision: 		The document was Revised to C4-141041.


C4-140848	NOR Error User Unknown
					29.272	  CR-0556  (Rel-12) v12.4.0
					Source: NSN
Abstract: 
When a NOR operation fails on S6a/S6d due to a mismatch of data stored in MME/SGSN and HSS, the detected mismatch should be resolved by marking the subscriber record in the MME/SGSN as "Subscriber to be restored in HSS". This will trigger ULR at next radio contact, resolving the mismatch.
Decision: 		The document was Revised to C4-141174.


C4-140993	Usage of Supported-Features
					29.272	  CR-0561  (Rel-12) v12.4.0
					Source: Ericsson
Abstract: 
When a serving node (MME/SGSN) sends the ULR command over S6a/S6d, it may include a Supported-Features AVP indicating to the HSS the features it supports.
This AVP may have the M-bit set, if the MME/SGSN requires the mandatory support of a certain feature by the HSS in order to properly understand and process the ULR command. In this case, if the HSS does not support any of the features included in the Supported-Features AVP, it will answer with an error response, so the MME/SGSN may retry the ULR command.
This behaviour is usually not optimal, since it implies to send 2 ULR commands, and in most cases the MME/SGSN could send the Supported-Features AVP with the M-bit unset, since the HSS usually can process the command correctly even when it might not support some of the features indicated by the MME/SGSN.
Discussion: 
Off-line on doing it in this spec or a more general change. Off-line approach suggests doing it with an extra column so if this feature is supported then whether the "M bit" is set or not.
Decision: 		The document was Revised to C4-141032.


C4-141025	LS to 3GPP CT4 on need for DIAMETER supported-features negotiation clarifications
					Source: GSMA Packet
Abstract: 
During first Roaming LTE trials and openings, it has been observed that, in some situation where MME and HSS do not support the same list of DIAMETER “Supported features”, 2 ULR messages are needed to allow the location of the UE whereas nothing differs between them except the list of DIAMETER “supported features”.
Discussion: 
Ericsson commented that Ericsson have provided CR in C4-140993 to cover these changes.
Postponed to next meeting. Response LS dependent on an Ericsson CR not yet agreed.
Decision: 		The document was Postponed.


C4-141032	Usage of Supported-Features
					29.272	  CR-0561  rev 1 (Rel-12) v12.4.0
					Source: Ericsson
(Replaces C4-140993)
Decision: 		The document was Postponed.


C4-141041	ODB Cause Mapping
					29.272	  CR-0555  rev 1 (Rel-12) v12.4.0
					Source: NSN
(Replaces C4-140846)
Abstract: 
- Mapping in SGSN from DIAMETER_ERROR_ROAMING_NOT_ALLOWED (5004), with Error Diagnostic of ODB_ALL_APN is missing
- Mapping in MME from DIAMETER_ERROR_ROAMING_NOT_ALLOWED (5004), with Error Diagnostic of ODB_ALL_APN is incorrect
- The condition The value OPERATOR_DETERMINED_BARRING is received in the Subscriber-Status AVP is not an error and should not be mapped onto an NAS cause code.
Decision: 		The document was Revised to C4-141172.


C4-141172	ODB Cause Mapping
					29.272	  CR-0555  rev 2 (Rel-12) v12.4.0
					Source: NSN
(Replaces C4-141041)
Decision: 		The document was Revised to C4-141227.


C4-141174	NOR Error User Unknown
					29.272	  CR-0556  rev 1 (Rel-12) v12.4.0
					Source: NSN
(Replaces C4-140848)
Abstract: 
When a NOR operation fails on S6a/S6d due to a mismatch of data stored in MME/SGSN and HSS, the detected mismatch should be resolved by marking the subscriber record in the MME/SGSN as "Subscriber to be restored in HSS". This will trigger ULR at next radio contact, resolving the mismatch.
Decision: 		The document was Revised to C4-141228.


C4-141227	ODB Cause Mapping
					29.272	  CR-0555  rev 3 (Rel-12) v12.4.0
					Source: NSN
(Replaces C4-141172)
Decision: 		The document was Agreed.


C4-141228	NOR Error User Unknown
					29.272	  CR-0556  rev 2 (Rel-12) v12.4.0
					Source: NSN
(Replaces C4-141174)
Abstract: 
When a NOR operation fails on S6a/S6d due to a mismatch of data stored in MME/SGSN and HSS, the detected mismatch should be resolved by marking the subscriber record in the MME/SGSN as "Subscriber to be restored in HSS". This will trigger ULR at next radio contact, resolving the mismatch.
Decision: 		The document was Agreed.


[bookmark: _Toc389209252]6.20.14	EPS AAA interfaces (29.273) [TEI12]
[bookmark: _Toc389209253]6.20.15	MAP and MAP IWF [TEI12]
C4-140897	Indication of IMEISV during Inter-MSC Handover
					29.002	  CR-1179  (Rel-12) v12.4.0
					Source: Alcatel-Lucent
Abstract: 
1/ the MAP specification unnecessarily restricts the use of the IMEISV in the MAP Prepare Handover message for the Trace feature only. The target MSC may use the IMEISV for other services making use of that parameter, e.g. to set the  UESBI IE  (User Equipment Specific Behaviour Information) in RANAP signalling towards an RNC to enable the latter to adapt its behaviour and the features it uses based on the UE characteristics.   
See CR 25.413 #1227r1 Provide IMEISV to RNC to identify UE characteristics (RP-130637). 
2/ The anchor MSC may not necessarily have the IMEISV at the time it sends the MAP Prepare Handover message to the target MSC: 
o	In 2G, the MSC retrieves the IMEISV during the Cipher mode command procedure. In 3G, during the Identity Request procedure. 
o	The time window between the establishment of the dedicated signalling connection and these procedures can last several seconds, e.g. if the MSC needs to query the HLR for authentication vectors and then for downloading the subscription information.
o	an inter-MSC handover may take place prior to the completion of the Cipher mode command procedure or Identity Request procedure, in which case the anchor MSC will get the IMEISV after having sent the MAP Prepare Handover message. 
o	since DTAP messages are exchanged between the anchor MSC and the UE transparently for the target/serving MSC, the target MSC cannot get the IMESV by its own or read the IMEISV on the fly e.g. when the anchor MSC triggers an Identity Request procedure after the inter-MSC handover.  
The anchor MSC usually sends a MAP Forward Access Signalling message to the target MSC shortly after the inter-MSC handover to send NAS signalling to the UE (e.g. TMSI reallocation Request, Setup, Call Proceeding...). But this MAP message does not allow currently to convey the IMEISV and UESBI IE.
Decision: 		The document was Agreed.


[bookmark: _Toc389209254]6.20.16	Diameter 29.230 CRs [TEI12]
[bookmark: _Toc389209255]6.20.17	Restoration Procedures (23.007) [TEI12]
C4-140928	Update SGW behaviours after receiving PMIP error indication
					23.007	  CR-0296  (Rel-12) v12.4.0
					Source: Huawei
Abstract: 
After receiving an PMIP error indication message from a PGW, the SGW may delete the associated PDN connection send the Delete Bearer Request for the default bearer to the MME/S4 SGSN to delete the associated PDN connection. 
However, whether the SGW releases the resource on Gxx interface is not specified.
Decision: 		The document was Revised to C4-141107.


C4-141107	Update SGW behaviours after receiving PMIP error indication
					23.007	  CR-0296  rev 1 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-140928)
Decision: 		The document was Revised to C4-141206.


C4-141206	Update SGW behaviours after receiving PMIP error indication
					23.007	  CR-0296  rev 2 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-141107)
Decision: 		The document was Agreed.


[bookmark: _Toc389209256]6.20.18	SGs Restoration [TEI12]
C4-140898	SGs transport failure
					Source: Alcatel-Lucent
Abstract: 
It was agreed during the CT4#64bis meeting to address solutions for SGs path failures and to further evaluate whether existing capabilities (based on SCTP transport) could be leveraged for this purpose or if alternative solutions should be considered.
SCTP multi-homing provides transport reliability and redundancy which allows to address path failure scenarios. 
It is proposed to further review the aspects of IETF RFC 4960 (SCTP) that might require some clarifications in 3GPP TS 29.118 to ensure that implementations behave properly. 
This effort will benefit all the 3GPP SCTP based interfaces, with minimal impacts to implementations.
Discussion: 
Alcatel-Lucent, Cisco, NSN and TeliaSonera agree with conclusions of the discussion paper.
Ericsson is alone in theirs proposal for a solution to this issues on Sgs. They should bring further technical papers in order to convince other companies.
Decision: 		The document was Noted.


[bookmark: _Toc389209257]6.20.19	WLAN Network Selection for 3GPP Terminals
C4-140849	Correct definition of Decorated NAI for Evolved Packet Core (EPC)
					23.003	  CR-0383  (Rel-12) v12.2.0
					Source: BlackBerry UK Ltd.
Decision: 		The document was Revised to C4-141093.


C4-140850	Definition of Alternative NAI for Evolved Packet Core (EPC)
					23.003	  CR-0384  (Rel-12) v12.2.0
					Source: BlackBerry UK Ltd.
Decision: 		The document was Revised to C4-141094.


C4-141093	Correct definition of Decorated NAI for Evolved Packet Core (EPC)
					23.003	  CR-0383  rev 1 (Rel-12) v12.2.0
					Source: BlackBerry UK Ltd.
(Replaces C4-140849)
Decision: 		The document was Agreed.


C4-141094	Definition of Alternative NAI for Evolved Packet Core (EPC)
					23.003	  CR-0384  rev 1 (Rel-12) v12.2.0
					Source: BlackBerry UK Ltd., Huawei
(Replaces C4-140850)
Decision: 		The document was Agreed.


[bookmark: _Toc389209258]6.20.20	Machine-Type Communications UEs
C4-140913	Service Restoration for UE in Power Saving mode
					23.007	  CR-0295  (Rel-12) v12.4.0
					Source: Huawei
Decision: 		The document was Revised to C4-141031.


C4-141031	Service Restoration for UE in Power Saving mode
					23.007	  CR-0295  rev 1 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-140913)
Abstract: 
When an SGW detects that a peer MME /S4-SGSN has restarted, the SGW may trigger service restoration procedure, during which the MME should page and force the UE to re-attach to the network.
In Rel-12, a new feature Power Saving Mode (PSM) is introduced to reduce UE's power consumption. UEs in PSM are NOT reachable for the network and cannot response the paging, due to deactivation of Access Stratum functions. Therefore, service restoration procedure is invalid for UEs in PSM and should not be performed to avoid unnecessary massive paging message.
However, there is not a specific APN, QCI or ARP for the UE adopting PSM. So the SGW cannot differentiate UEs adopting PSM with UEs not adopting PSM based on configuration.
Therefore, it's proposed that the MME shall indicate to the SGW that the UE is adopting PSM or not, then the SGW only perform service restoration for UEs not adopting PSM.
Discussion: 
There is no clear understanding on this topic. A discussion paper and a teleconference to see all the possibilities of treating Power Saving Mode UEs during the Restorations. CT4 need to understand the stage 2 fully for PSM UEs and how they would interact or be applicable with our Stage 2 in 23.007.
Decision: 		The document was Postponed.


[bookmark: _Toc389209259]6.20.21	IMS-ALG IMS-AGW Iq 29.334
C4-140948	AGW Capability Change
					29.334	  CR-0060  (Rel-12) v12.2.0
					Source: NSN
Abstract: 
According to Stage 2 procedures defined in 3GPP TS 23.334, H.248 Version and Profile negotiation can occur only in Initial registration (see 23.334, subclause 8.10 IMS-AGW Register) or Re-registration (see 23.334, subclause 8.12 IMS-AGW Re-register) procedure, but not in the Capability Update procedure (see 23.334, subclause 8.16 Capability Update). Therefore H248 Profile Identity and H248 Protocol Version shall be removed from the corresponding stage 3 procedure described in subclause 5.17.3.12 AGW Capability Change in 3GPP TS 29.334.
The reason "916 Packages change" and method "Disconnected" are listed in 29.334, Table 5.8.8.2: "ServiceChangeMethods and ServiceChangeReasons sent by IMS-AGW", but this reason and method are missing from the corresponding control information description for the Service Change request command in Table 5.17.3.12.1 "AGW Capability Update" and should be added there.
Discussion: 
It was clarified that also similar kind of CRs are needed to cover changes in Ix- and Mp-interfaces to maintain alignment.
NSN will provide a CR to cover changes in Ix- and Mp-interfaces at the next CT4 meeting.
Decision: 		The document was Agreed.


[bookmark: _Toc389209260]6.20.22	Diameter RFC Handling
C4-140983	RFC 3588 vs RFC 6733
					Source: Orange
Decision: 		The document was Postponed.


[bookmark: _Toc389209261]6.20.23	HSS and TAS Interaction
C4-140984	Discussion on synchronization between the HSS and the TAS
					Source: China Mobile
Discussion: 
To Specify HSS-TAS will not be specified and the UE not supporting MMTEL is not allowed to use vendor specific implementation.
Decision: 		The document was Noted.


C4-140985	Repository Data sharing about supplementary service between HSS and TAS
					29.328	  CR-0494  (Rel-12) v12.4.0
					Source: China Mobile
Discussion: 
HLR and  IMS TAS/HSS synchr when subscriber is roaming is out of scope.
Sh interface has already the possibility to do.
Standardizing each specific proprietary solution is not preferred option.
Decision: 		The document was Revised to C4-141095.


C4-141095	Repository Data sharing about supplementary service between HSS and TAS
					29.328	  CR-0494  rev 1 (Rel-12) v12.4.0
					Source: China Mobile
(Replaces C4-140985)
Discussion: 
This CR is dependent on SA2 decision.
Decision: 		The document was Postponed.


[bookmark: _Toc389209262]6.20.24	LCS Application Protocol (LCS-AP) 29.171
C4-140994	Value range of Cell Portion ID
					29.171	  CR-0026  (Rel-12) v12.0.0
					Source: Ericsson
Decision: 		The document was Agreed.


[bookmark: _Toc389209263]7	Release 11
[bookmark: _Toc389209264]7.1	UDC data reference Model
[bookmark: _Toc389209265]7.2	EPC nodes failure
[bookmark: _Toc389209266]7.3	Enhanced Nodes Restoration for EPC
C4-140929	Path Failure on S5 interface
					Source: Huawei
Abstract: 
When the path failure occurs in S5 interface, the SGW will regard the PGW as failed and vice versa (see subclause 20.2 Signalling path failure detection and handling). Therefore, the PGW and SGW will perform failure handling independently.
The SGW behaviours when detects a peer PGW failed is defined in subclause 16.1A.2 TS23.007. The SGW will
-	delete all PDN connection table data/MM bearer contexts associated with the peer node that fails as well as freeing any internal SGW resources associated with those PDN connections;
-	and, if the optional feature PGW Restart Notification is supported by the SGW and MME/S4-SGSN, the SGW may also send a PGW Restart Notification message to the MME or S4-SGSN to trigger the PDN connections re-establishment procedure.
The PGW behaviours when detects a peer SGW failed is defined in subclause 17.1A.1 TS23.007. The PGW will
-	delete all PDN connection table data/MM bearer contexts associated with the peer node that fails as well as freeing any internal PGW resources associated with those PDN connections;
-	or follow the procedures specified in clause 27 to restore the PDN connections affected by the SGW failure, if the MME/S4-SGSN and the PGW support these procedures.
This paper will discuss the possible problem when S5 path failure occurs and proposes a solution for it.
Discussion: 
CT4 agreed that alternative 2 looks the best way forward.
Decision: 		The document was Noted.


C4-140930	SGW restoration when S5 path failure
					23.007	  CR-0297  (Rel-11) v11.8.0
					Source: Huawei
Abstract: 
When the S5 path failure occurs, the behaviours of PGW/MME/SGW are not defined. According to DISC C4-140929, alternative 2 is proposed here.
Discussion: 
PGW IE needs to be passed transparently on the S11  to be able to fulfil this method.
CT4 agreed this is a good change, but acceptable only from Rel-12 onwards because it's not only  a correction of the feature.
Decision: 		The document was Withdrawn.


C4-140931	SGW restoration when S5 path failure
					23.007	  CR-0298  (Rel-12) v12.4.0
					Source: Huawei
Decision: 		The document was Revised to C4-141151.


C4-141151	SGW restoration when S5 path failure
					23.007	  CR-0298  rev 1 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-140931)
Decision: 		The document was Revised to C4-141207.


C4-141207	SGW restoration when S5 path failure
					23.007	  CR-0298  rev 2 (Rel-12) v12.4.0
					Source: Huawei
(Replaces C4-140931)
Decision: 		The document was Agreed.


C4-141217	3GPP TR 29.809 v1.2.0
					Source: Orange
Decision: 		The document was Agreed.


[bookmark: _Toc389209267]7.4	Reference Location Information
[bookmark: _Toc389209268]7.5	Anonymous call rejection in CS Domain
[bookmark: _Toc389209269]7.6	CT aspects of VPLMN Autonomous CSG Roaming
[bookmark: _Toc389209270]7.7	GCSMSC and GCR Redundancy for VGCS/VBS
[bookmark: _Toc389209271]7.8	BBF Interworking Building Block I
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[bookmark: _Toc389209273]7.10	BBF Interworking Building Block III
[bookmark: _Toc389209274]7.11	Single Radio Video Call Continuity
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[bookmark: _Toc389209276]7.13	System Improvements to Machine-Type Communication
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[bookmark: _Toc389209282]7.16	GBA extension St3
[bookmark: _Toc389209283]7.17	Enhancement of the Protocols for SMS over SGs
[bookmark: _Toc389209284]7.18	Enhancements for Multimedia Priority Service (MPS) Gateway Control Priority
[bookmark: _Toc389209285]7.19	Service Identification for RRC Improvements in GERAN
[bookmark: _Toc389209286]7.20	Network provided location information
[bookmark: _Toc389209287]7.21	IMS
[bookmark: _Toc389209288]7.22	GTP
C4-140859	Update cause to indicate downlink message delivery failure due to crash with mobility event
					29.274	  CR-1473  (Rel-11) v11.10.0
					Source: ZTE
Decision: 		The document was Revised to C4-141015.


C4-140860	Update cause to indicate downlink message delivery failure due to crash with mobility event
					29.274	  CR-1445  rev 2 (Rel-12) v12.4.0
					Source: ZTE, Huawei
(Replaces C4-140773)
Decision: 		The document was Revised to C4-141016.


C4-140932	Presence condition of the sender F-TEID in Context Response message
					29.274	  CR-1483  (Rel-11) v11.10.0
					Source: Huawei
Abstract: 
In a TAU/RAU procedure, if the old SGSN belongs to an SGSN pool, the Context Request message with GUTI from the new MME/S4-SGSN may be relayed via an alternative SGSN which is in the same pool with old SGSN. If the old SGSN responds with cause value "P-TMSI Signature mismatch" due to failed integrity check. Then the new MME/S4-SGSN shall initiate the security functions and send a new Context Request with IMSI to old SGSN.
However, the sender F-TEID is included in Context Response only when the Context Request message is accepted. It cause the new MME/S4-SGSN cannot obtain F-TEID of the old SGSN if the old SGSN reject the Context Request with "P-TMSI Signature mismatch". In this case, the new MME/S4-SGSN have not F-TEID of old SGSN and the alternative SGSN cannot derive the old SGSN by IMSI in the new Context Request. Therefore, the new Context Request with IMSI cannot be sent to the old SGSN.
Discussion: 
Alcatel-Lucent and Cisco believe this CR is not needed. They have concerns this can leave hanging TEIDs.
Decision: 		The document was Withdrawn.


C4-140933	Presence condition of the sender F-TEID in Context Response message
					29.274	  CR-1484  (Rel-12) v12.4.0
					Source: Huawei
Decision: 		The document was Withdrawn.


C4-140934	Temporarily rejection during IRAT handover
					29.274	  CR-1485  (Rel-11) v11.10.0
					Source: Huawei
Abstract: 
In SA2#102 meeting, it's agreed that the source MME shall reject any PDN GW initiated EPS bearer(s) request when the IRAT handover procedure in progress with the temporarily rejection indication.
It means the cause value "Temporarily rejected due to handover procedure in progress" define in section 8.4 could also be used for IRAT handover procedure case.
Discussion: 
Based on CR in C4-141188 the cause code is made general for all HOs. This change is not required anymore.
Decision: 		The document was Merged into 1190.


C4-140935	Temporarily rejection during IRAT handover
					29.274	  CR-1486  (Rel-12) v12.4.0
					Source: Huawei
Decision: 		The document was Merged into 1191.


C4-141015	Update cause to indicate downlink message delivery failure due to crash with mobility event
					29.274	  CR-1473  rev 1 (Rel-11) v11.10.0
					Source: ZTE
(Replaces C4-140859)
Abstract: 
The Downlink Data Notification message may be triggered by the downlink packet data or (for ISR) bearer signalling message. In such case, if the UE is performing the TAU/RAU procedure with MME or SGSN change, the old MME or SGSN may reject the Downlink Data Notification message with an indication that the message has been temporarily rejected. A new cause value #118 has been introduced in Rel-11. However this cause value has not been considered for the signalling case. If the DDN message is triggered by the signalling, the rejection response may be sent to the PGW. So this means that the PGW would also need to be updated to recognize this cause.
In this CR, it is proposed to extend the semantic of the cause #110 to minimize impacts to SGW/PGW implementations, and since SGW or PGW are expected to behave in the same manner when a message is temporarily rejected regardless of whether this is due to a handover or TAU/RAU scenario.
Discussion: 
The cause #118 was very recently introduced during CT4#64 so it is expected that there is no implementation yet making use of that cause, and thus no backward incompatibility is foreseen.
Decision: 		The document was Revised to C4-141188.


C4-141016	Update cause to indicate downlink message delivery failure due to crash with mobility event
					29.274	  CR-1445  rev 3 (Rel-12) v12.4.0
					Source: ZTE, Huawei, Ericsson, NEC
(Replaces C4-140860)
Decision: 		The document was Revised to C4-141189.


C4-141188	Update cause to indicate downlink message delivery failure due to crash with mobility event
					29.274	  CR-1473  rev 2 (Rel-11) v11.10.0
					Source: ZTE, Huawei, NEC, Ericsson
(Replaces C4-141015)
Abstract: 

In this CR, it is proposed to extend the semantic of the cause #110 to minimize impacts to SGW/PGW implementations, and since SGW or PGW are expected to behave in the same manner when a message is temporarily rejected regardless of whether this is due to a handover or TAU/RAU scenario.
Discussion: 
Needs to be revised. Needs to include the reason for  change in C4-140934.
Decision: 		The document was Revised to C4-141190.


C4-141189	Update cause to indicate downlink message delivery failure due to crash with mobility event
					29.274	  CR-1445  rev 4 (Rel-12) v12.4.0
					Source: ZTE, Huawei, Ericsson, NEC
(Replaces C4-141016)
Decision: 		The document was Revised to C4-141191.


C4-141190	Update cause to indicate downlink message delivery failure due to crash with mobility event
					29.274	  CR-1473  rev 3 (Rel-11) v11.10.0
					Source: ZTE, Huawei, NEC, Ericsson
(Replaces C4-141188)
Abstract: 

In this CR, it is proposed to extend the semantic of the cause #110 to minimize impacts to SGW/PGW implementations, and since SGW or PGW are expected to behave in the same manner when a message is temporarily rejected regardless of whether this is due to a handover or TAU/RAU scenario.
Discussion: 
Needs to be revised. See notes in C4-140934.
Decision: 		The document was Agreed.


C4-141191	Update cause to indicate downlink message delivery failure due to crash with mobility event
					29.274	  CR-1445  rev 5 (Rel-12) v12.4.0
					Source: ZTE, Huawei, Ericsson, NEC
(Replaces C4-141189)
Decision: 		The document was Agreed.
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[bookmark: _Toc389209295]7.29	Any Other Business for Release 11
C4-140996	TWAN-BSSID AVP re-naming
					29.230	  CR-0399  (Rel-12) v12.4.0
					Source: Ericsson
Decision: 		The document was Agreed.
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C4-140960	Transparent container ambiguity
					29.280	  CR-0070  (Rel-9) v9.8.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Decision: 		The document was Revised to C4-141007.


C4-140961	Transparent container ambiguity
					29.280	  CR-0071  (Rel-10) v10.4.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Decision: 		The document was Revised to C4-141008.


C4-140962	Transparent container ambiguity
					29.280	  CR-0072  (Rel-11) v11.5.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Decision: 		The document was Revised to C4-141009.


C4-140963	Transparent container ambiguity
					29.280	  CR-0073  (Rel-12) v12.1.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
Decision: 		The document was Revised to C4-141010.


C4-141007	Transparent container ambiguity
					29.280	  CR-0070  rev 1 (Rel-9) v9.8.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140960)
Decision: 		The document was Revised to C4-141011.


C4-141008	Transparent container ambiguity
					29.280	  CR-0071  rev 1 (Rel-10) v10.4.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140961)
Decision: 		The document was Revised to C4-141012.


C4-141009	Transparent container ambiguity
					29.280	  CR-0072  rev 1 (Rel-11) v11.5.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140962)
Decision: 		The document was Revised to C4-141013.


C4-141010	Transparent container ambiguity
					29.280	  CR-0073  rev 1 (Rel-12) v12.1.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-140963)
Decision: 		The document was Revised to C4-141014.


C4-141011	Transparent container ambiguity
					29.280	  CR-0070  rev 2 (Rel-9) v9.8.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141007)
Abstract: 
In the description of the Source to Target Transparent Container IE in clause 6.3, the current statement:
"The Transparent container field includes the IE value part of the IE received from the source RAN as it is specified in the respective specification."
When the target is UTRAN, the "IE value part" has no meaning. When the target is GERAN, this means that only octets 3 to n of the Old BSS to New BSS Information IE are included in this field (i.e. excluding the Element ID/Length parameters). This needs to be clarified so that it is clear that octet 1 (Element ID) and octet 2 (Length) are not included.
A similar ambiguity occurs in clause 6.4 for the Target to Source Transparent Container IE.
Discussion: 
NSN commented that these are depended on RAN3 outcome which is still unclear.
CR is seen as technically correct but this dependent on any decision from RAN3.
Decision: 		The document was Revised to C4-141192.


C4-141012	Transparent container ambiguity
					29.280	  CR-0071  rev 2 (Rel-10) v10.4.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141008)
Decision: 		The document was Revised to C4-141193.


C4-141013	Transparent container ambiguity
					29.280	  CR-0072  rev 2 (Rel-11) v11.5.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141009)
Abstract: 
In the description of the Source to Target Transparent Container IE in clause 6.3, the current statement:
"The Transparent container field includes the IE value part of the IE received from the source RAN as it is specified in the respective specification."
When the target is UTRAN or EUTRAN, the "IE value part" has no meaning. When the target is GERAN, this means that only octets 3 to n of the Old BSS to New BSS Information IE are included in this field (i.e. excluding the Element ID/Length parameters). This needs to be clarified so that it is clear that octet 1 (Element ID) and octet 2 (Length) are not included.
A similar ambiguity occurs in clause 6.4 for the Target to Source Transparent Container IE.
Decision: 		The document was Revised to C4-141194.


C4-141014	Transparent container ambiguity
					29.280	  CR-0073  rev 2 (Rel-12) v12.1.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141010)
Decision: 		The document was Revised to C4-141195.


C4-141192	Transparent container ambiguity
					29.280	  CR-0070  rev 3 (Rel-9) v9.8.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141011)
Decision: 		The document was Revised to C4-141209.


C4-141193	Transparent container ambiguity
					29.280	  CR-0071  rev 3 (Rel-10) v10.4.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141012)
Decision: 		The document was Revised to C4-141210.


C4-141194	Transparent container ambiguity
					29.280	  CR-0072  rev 3 (Rel-11) v11.5.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141013)
Decision: 		The document was Revised to C4-141211.


C4-141195	Transparent container ambiguity
					29.280	  CR-0073  rev 3 (Rel-12) v12.1.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141014)
Decision: 		The document was Revised to C4-141212.


C4-141209	Transparent container ambiguity
					29.280	  CR-0070  rev 4 (Rel-9) v9.8.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141192)
Decision: 		The document was Agreed.


C4-141210	Transparent container ambiguity
					29.280	  CR-0071  rev 4 (Rel-10) v10.4.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141193)
Decision: 		The document was Agreed.


C4-141211	Transparent container ambiguity
					29.280	  CR-0072  rev 4 (Rel-11) v11.5.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141194)
Decision: 		The document was Agreed.


C4-141212	Transparent container ambiguity
					29.280	  CR-0073  rev 4 (Rel-12) v12.1.0
					Source: NSN, Alcatel-Lucent, Alcatel-Lucent Shanghai Bell
(Replaces C4-141195)
Decision: 		The document was Agreed.


[bookmark: _Toc389209317]8.17	PMIP
[bookmark: _Toc389209318]8.18	IMS
C4-140841	RTCP port allocation rules  Semantical clarification
					23.334	  CR-0049  (Rel-10) v10.5.0
					Source: Alcatel-Lucent
Decision: 		The document was Postponed.


C4-140842	RTCP port allocation rules  Semantical clarification
					23.334	  CR-0050  (Rel-9) v9.3.0
					Source: Alcatel-Lucent
Decision: 		The document was Postponed.


[bookmark: _Toc389209319]8.19	Any other business for Release 10
[bookmark: _Toc389209320]8.19.1	IMS-ALG IMS-AGW Iq 29.334
C4-140839	RTCP port allocation rules  Semantical clarification
					23.334	  CR-0047  (Rel-12) v12.3.0
					Source: Alcatel-Lucent
Abstract: 
The existing text on RTCP port allocation rules could benefit from an editorial revision. A couple of issues were identified, primarily related to semantical clarifications besides text structural enhancements.
The proposed revision should also facilitate the future introduction of additional RTCP port allocation rules as required for RTP transport multiplexing.
Following aspects are subject of consideration::
1.	RTCP resource component types: separation of
•	resource allocation "RTCP port" and
•	resource allocation "RTCP bandwidth";
2.	Bearer connection endpoint: separate port allocation rules for
•	"local endpoint" (IMS-AGW) and
•	"remote endpoint" (e.g., UE, TrGW);
3.	Requirements related to possible rule interaction issues (for RTCP port allocation)
Discussion: 
Ericsson and NSN commented that IE "explicit RTCP transport address" is acceptable since it is missing from Rel-9 onwards. Anyway the IE description needs to be clarified. 
NSN commented that based on IE stage 3 also should be clarified.
Decision: 		The document was Revised to C4-141122.


C4-140840	RTCP port allocation rules  Semantical clarification
					23.334	  CR-0048  (Rel-11) v11.2.0
					Source: Alcatel-Lucent
Decision: 		The document was Postponed.


C4-140843	RTCP port allocation rules  Semantical clarification
					23.334	  CR-0051  (Rel-8) v..
					Source: Alcatel-Lucent
Decision: 		The document was Postponed.


C4-141122	RTCP port allocation rules  Semantical clarification
					23.334	  CR-0047  rev 1 (Rel-12) v12.3.0
					Source: Alcatel-Lucent
(Replaces C4-140839)
Decision: 		The document was Postponed.


[bookmark: _Toc389209321]9	Update of the Work Plan
C4-140826	CT4 Aspects of the Workplan
					Source: CT4 Chairman
Discussion: 
The Work Plan was updated at the end of the meeting.
Decision: 		The document was Revised to C4-141231.


C4-141231	CT4 Aspects of the Workplan
					Source: CT4 Chairman
(Replaces C4-140826)
Discussion: 
The Work Plan was updated at the end of the meeting.
Decision: 		The document was Noted.


[bookmark: _Toc389209322]10	AoB
[bookmark: _Toc389209323]10.1	VC Election
Current vice-Chairman, Lionel Morand (Orange) is the only candidature. Mr Morand was proclaimed vice-Chairman for his second two year term by acclamation.
[bookmark: _Toc389209324]11	Future meetings
[bookmark: _Toc389209325]12	Check of approved output documents
C4-141232	Output documents
					Source: CT4 Chairman
Decision: 		The document was Noted.


[bookmark: _Toc389209326]13	Closing of the meeting (15:05 Friday 23rd May 2014)
The Chairman thanked the host, the NAF for the good meeting arrangements and for the much needed snacks during the breaks. The Chairman also thanked the attendees for their co-operation and hard work in the demanding sessions. 
The chairman also thanked Vice Chairmen, Mr Lionel Morand and Mrs Yvette Koza chairing the parallel sessions during the meeting. 
The Meeting was closed on Friday 23rd May at 15:55.
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