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1. Introduction
2. Reason for Change
The current reference to IETF draft-ietf-mmusic-udptl-dtls-03 is out-dated. 
Furthermore subclause 4.6.2.2 of TR cites the text from the referenced draft version -03.

3. Conclusions

The reference to IETF draft-ietf-mmusic-udptl-dtls needs to be corrected to reflect the current version of the internet draft. 

Changes since draft-ietf-mmusic-udptl-dtls-03 are specified in the clause 9 of draft-ietf-mmusic-udptl-dtls-07. Although there are no technical changes related to the SDP offer/answer requirements from draft version -03, the quoted text in the subclause 4.6.2.2 of TR should be aligned with the text from latest available draft version -07.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.828 v1.2.0.
* * * First Change * * * *
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* * * Next Change * * * *

4.6.2.2
Establishment directions of SIP session and DTLS session

The SDP offerer/answerer role and the DTLS client/server role are basically decoupled (in IETF).

IETF draft-ietf-mmusic-udptl-dtls [29]: 

 
"The offerer SHOULD assign the SDP "setup" attribute with a value of "actpass". Alternatively, the offerer MAY assign the SDP "setup" attribute with a value of "active" or "passive". The offerer MUST NOT assign an SDP "setup" attribute with a "holdconn" value. If the offerer assigns the SDP "setup" attribute with a value of "actpass" or "passive", the offerer MUST be prepared to receive a DTLS ClientHello message before it receives the SDP answer.
If the answerer accepts the offered UDPTL over DTLS transport connection, in the associated SDP answer the answerer MUST assign an SDP "setup" attribute with a value of either "active" or "passive", according to the procedures in [RFC4145]. The answerer MUST NOT assign an SDP "setup" attribute with a value of "holdconn". If the answerer assigns an SDP "setup" attribute with a value of "active" value, the answerer MUST initiate a DTLS handshake by sending a DTLS ClientHello message on the negotiated media stream, towards the IP address and port of the offerer."

IETF draft-ietf-mmusic-udptl-dtls [29] mandates the SIP/SDP level negotiation of the entity that shall initiate the DTLS handshake (by using the IETF RFC 4145 [12] "a=setup" SDP attribute). The SDP offerer should request the SDP answerer to provide the DTLS client/server role assignment or it could select the DTLS client role or the DTLS server role. 

The SDP answerer can be the UE (UE terminated FoIP session) or the IMS-AGW (UE originated FoIP session). As a result, the IMS-AGW may act as a DTLS server or client.

* * * End of Changes * * * *

