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1. Introduction
TR 29.828 does not contain yet a description of the TLS protocol profile (e.g. TLS versions, ciphersuites, TLS compression…) to be supported and used as part of eMediasec. 
 2. Reason for Change
This contribution proposes to add a new subclause documenting the TLS protocol profile applicable for eMediasec.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.828 v0.2.0.
* * * First Change * * * *

4.3.x
TLS protocol profile

The TLS protocol profile (TLS versions, cipher suites, keys, compression methods, certificates, supported TLS procedures...) for eMediasec will be specified by 3GPP SA WG3.
The IMS-AGW (or MRFP) shall be provisioned with the set of the TLS profile parameters applicable in the TLS domain. The IMS-AGW shall autonomously negotiate the TLS protocol configurations with the peer TLS node based on the locally provisioned parameters.  

NOTE :
The IMS-ALG (or MRFC) does not need to know or audit the detailed TLS capabilities of the IMS-AGW (or MRFP), e.g. supported TLS versions, ciphersuites…. 

Editor's note: It needs to be checked whether there might be a need for the IMS-ALG (or MRFC) to know certain TLS capabilities of the IMS-AGW (or MRFP). 
Editor's note: It is FFS whether an IMS-AGW may be connected to different TLS domains (with different TLS parameters) e.g. for different IMS access networks, and thus whether the Iq (or Mp) profile should allow an IMS-ALG (or MRFC) to provide a TLS domain identifier to the IMS-AGW (or MRFP) upon creation of a TLS endpoint. 
* * * End of Changes * * * *

