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1. Introduction
CT4 has initiated a study on GTP-C overload control mechanisms. This contribution provides inputs to the related TR. 
2. Reason for Change
This contribution proposed text to subclause 4.2.4 of the TR on the applicability of GTP-C overload control to GTP-C based interfaces.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.807 v0.1.0.
* * * First Change * * * *

4.2.4
Applicability to 3GPP and non-3GPP access based interfaces
4.2.4.3
GTP-C overload control

4.2.4.3.1
General

GTP-C overload control should be designed as a generic mechanism possibly applicable to any GTP-C based interface and any direction. However, some interfaces are more prone to experience overload than others, and thus the applicability of GTP-C overload control needs to be assessed for each interface in terms of potential benefits but also impacts and complexity. 
4.2.4.3.2
Applicability to 3GPP access based interfaces

Scenarios have been identified in subclause 4.1 which can cause overload at the MME/SGSN, SGW and PGW over the S11/S4 and S5/S8 interfaces. Thus stage 2 (see subclause 4.3.7.1a.2 of 3GPP TS 23.401 [2] and subclause 5.3.6.1a of 3GPP TS 23.060 [3]) already requires support of overload control on the S11/S4 and S5/S8 interfaces as follows:
-
an MME/SGSN can signal overload to the SGW and PGW;

-
an SGW can signal an overload to the MME/SGSN;

-
a PGW can signal an overload to the MME/SGSN via the SGW;

Editor's Note: it is FFS whether an SGW may signal an overload to the PGW (e.g. when forwarding MME/SGSN originated request or response). See subclause 6.x. 

Traffic flood may possibly occur on the S3, S10 and S16 interfaces, resulting from a large number of users performing TAU/RAU (e.g. overlaid RATs and failure of RAN node, MME load re-balancing, train moving across MME pools boundaries...). Beyond mobility management procedures, RAN Information procedures may also generate traffic on these interfaces e.g. for SON. In deployments with combo MME/SGSN nodes, most of the S3 traffic should however remain internal to the combo node. Support of overload control may be beneficial over these interfaces, although not critical as for some other interfaces.
Editor's Note: It is FFS whether support of overload control on the S3/S10/S16 interfaces should be considered for Rel-12.
GTP-C overload control will not be supported in Rel-12 for the following GTP-C based interfaces:
-
Sm, Sn (no overload scenario identified, limited GTP-C traffic, avoid impacts to MBMS GW); 
-
Sv (no overload scenario identified, avoid impacts to legacy CS products);
-
S101, S121 (no overload scenario identified, avoid impacts to legacy HRPD products); 
-
Gn/Gp (avoid impacts to legacy SGSN/GGSN products and GTPv1-C protocol).
Table 4.2.4.3.2-1 summarizes the applicable 3GPP access based interfaces and nodes for GTP-C overload control. 
	Originator
	Consumer
	Applicable Interfaces

	MME
	SGW
	S11

	S4-SGSN
	SGW
	S4

	MME
	PGW
	S11, S5/S8

SGW relays Overload Control Information from S11 to S5/S8 interface.

	S4-SGSN
	PGW
	S4, S5/S8

SGW relays Overload Control Information from S4 to S5/S8 interface.

	SGW
	MME
	S11

	SGW
	S4-SGSN
	S4

	PGW
	MME
	S5/S8, S11
SGW relays Overload Control Information from S5/S8 to S11 interface.

	PGW
	S4-SGSN
	S5/S8, S4
SGW relays Overload Control Information from S5/S8 to S4 interface.


Table 4.2.4.3.2-1: Applicability of Overload Control Information to 3GPP access based GTP-C interfaces and nodes
4.2.4.3.3
Applicability to non-3GPP access based interfaces

Scenarios have also been identified in subclause 4.1 which can cause overload at the PGW over the S2a/S2b interfaces. 
Editor's Note: it is FFS whether overload control should be supported on the S2a/S2b interface. This section needs to analyse the possible mitigation actions at the TWAN/ePDG and the possible side effects e.g. if the UE retries a new authentication procedure to establish connectivity to the PDN via the non-3GPP access after being denied to establish a PDN connection or after being denied during handover. 
* * * Next Change * * * *

6.x
Enforcement of overload control 

Editor's Note: This clause will study various methods to enforce overload control when a GTP-C node is in contact with a remote peer via an intermediate GTP-C node and the remote GTP-C node and/or the intermediate GTP-C node experiences overload, e.g. whether the MME/S4-SGSN should consider both the SGW and PGW overload status when sending traffic towards a PGW and, if yes, how it should do so.

* * * End of Changes * * * *

