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1. Introduction
-
2. Reason for Change
New solution alternative with AS (via ISC and Sh) is included in the document.
3. Conclusions

-
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.806 0.1.0.
* * * First Change * * * *

6.x
Sol-x Alternative with AS (via ISC and Sh)
6.x.1
Overview


This alternative requires AS as a mandatory element.

S-CSCF identifies when a terminating message cannot reach destination UE based on P-CSCF lack of response or specific information on error codes, then it informs AS (via ISC) that asks HSS (via Sh) to request UE to release IMS PDN connection. 
HSS forwards this request to MME/SGSN that is able to send it to corresponding UE. Then, this UE registers again to IMS, becoming reachable for any terminating message.

6.x.2
Principles


The general restoration principle in this solution is based on that the P-CSCF restoration is only triggered when the UE is involved in an activity, as follows: 

· For non-active UEs, the IMS re-registration timer ensures that the UE becomes available again, as in this case, the UE will detect the P-CSCF failure when it tries to re-register. In fact, it is likely that most UEs will restore the P-CSCF as a result of re-registration.    

· For originating requests, the UE detects that the P-CSCF is unavailable and selects a new P-CSCF. 

· For terminating requests, the UE performs new procedures as described below. 

As a result of the above, the main part of the procedures for restoration, i.e. when UE performs re-registration or outgoing call, which will be the majority of the users, can be handled today as already standardized in 3GPP TS 24.229 [y] and 3GPP TS 29.061 [z].  What still needs to be solved is how the P-CSCF restoration can be triggered in case of a terminating request is received for the UE. 

When a P-CSCF is down, the only communication between IMS and EPC that is available is through the HSS (as the Rx is tied to the P-CSCF which is down).  This implies that a natural way to inform EPC (and indirectly the UE) of the failed P-CSCF is that IMS notifies EPC via HSS. 

The S-CSCF can identify when a terminating message cannot reach the destination UE based on lack of response from the P-CSCF or based on error responses including specific information. The S-CSCF then informs an AS (via ISC) that asks the HSS (via Sh) to request the MME/SGSN to release the IMS PDN connection. The voice centric UE will setup a new PDN connection, perform P-CSCF discovery and registers again to IMS. Therefore, the UE becomes reachable again for any terminating message.

This solution is based on the following principles:

A) Detection and Triggering:

The S-CSCF/AS is responsible to identify when P-CSCF restoration shall be initiated, based on the following triggers:

· The terminating P-CSCF is not reachable; or
-
The terminating P-CSCF does not have corresponding subscriber registration data available.
B) Restoration procedure:

The AS, based on a response from the S-CSCF, initiates the restoration procedure by sending a notification via HSS to the MME/SGSN that the IMS PDN connection has to be released. 

The HSS forwards (without the need for any specific processing) this notification to the MME/SGSN.
MME/SGSN requests the UE to release the IMS PDN connection. 

Based on the release of the IMS PDN connection, the UE will re-establish a new IMS PDN connection and perform a new P-CSCF discovery (according to existing procedures), and then register again to IMS. 

6.x.3
Description


6.x.3.1
Procedures

This solution is described in figure 6.x.3.1.
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Figure 6.x.3.1 Alternative with AS (via ISC and Sh)
This solution is explained in the following steps in the figure:

1. Terminating S-CSCF receives a message for a UE. 

2. The call is routed via the AS using iFC.  

This alternative describes the functionality as an AS based function. Some new functionality needs to be implemented to be able to run in any AS. Therefore, a new AS is not required, but this specific new functionality shall be in one of the deployed ASs.

3. The S-CSCF forwards the received message towards the terminating P-CSCF

4. New (or modified) error codes, or no response, are received by S-CSCF.

The error codes provide enough information for the S-CSCF to identify whether corresponding subscriber registration data is not available or whether P-CSCF is down.

When P-CSCF is down, the S-CSCF will either:

a) not receive an answer, in case there are no other SIP nodes in between 

b) receive a response code that identifies that the P-CSCF is down, if there are other SIP nodes between S-CSCF and destination P-CSCF, e.g. when the UE is roaming. This response code is included by the SIP node closest to destination P-CSCF.


Detection by S-CSCF is described in detailed in 6.x.3.2.
5. The AS receives an error back (via ISC)

In step 2 an AS that implements the new P-CSCF restoration functionality was included into the call flow by an iFC, therefore when the message cannot proceed this AS receives back an error indication. 

The AS decides, based on the error information received, whether it has to send a request to HSS (via Sh) to request the UE to release IMS PDN connection. In addition, the AS can provide some added value functionality that could minimize damage due to P-CSCF failure and improve calling user perception, like for example:

· Keep terminating call on hold until called UE is again registered (using an available P-CSCF) and then continue the call establishment. Meanwhile an announcement can be played to the calling UE.
· Redirect terminating call to called user voice mail.
· Redirect call via CS.
This functionality is out of the 3GPP standardization scope.

6. AS requests HSS (via Sh) to convey UE IMS PDN connection release indication

Final expectation is to reach called UE from IMS. For this purpose, in current 3GPP specifications an AS communicates already with MME/SGSN via Sh to obtain some information like T-ADS and Location Information, or to update some info like STN-SR. This alternative follows a similar approach.
Therefore, either Sh-Pull or Sh-Update commands could be extended, but a new procedure is not needed.
7. HSS forwards the IMS PDN connection release indication to MME/SGSN

HSS forward UE IMS PDN connection release indication received from AS to MME/SGSN, using S6a/S6d/Gr.

These interfaces can be extended to accommodate this new indication, as done already for others indications, as mentioned for Sh. A new command is not required.

8. Upon reception of this indication from HSS, the MME/SGSN sends an IMS PDN connection release request to the UE.

Destination subscriber identities are used by MME/SGSN to identify to which UE the request applies, and based on that it can find corresponding IMS APN for this user. The possibility to release the PDN connection from MME/SGSN is already supported according to 3GPP TS 23.401[a] and 3GPP TS 23.060 [b]. 

9. UE re-establishment of PDN connection and IMS registration.

As a result of the release of the IMS PDN connection, the voice centric UE re-establishes the IMS PDN connection, and also performs a new P-CSCF discovery (as the PDN was lost). After discovering a new P-CSCF, the UE will perform a new initial IMS registration towards IMS. 

This step does not require any updates, since it follows already standardized procedures (see 3GPP TS 29.061 [z]). For this registration, if PCO was used for P-CSCF discovery, the UE takes one of the P-CSCF addresses from the list it has received at initial attach. In case, the prioritized address is not available, then it has to take another one from the list (if any). If none of them is available, the UE requests a new PCO from P-GW/GGSN. PCO contains an up to date list of available P-CSCF addresses since P-GW/GGSN keeps monitoring P-CSCF(s) availability. If PCO is not used, the UE will perform relevant P-CSCF discovery after the PDN re-establishment (e.g., using DHCP), however, GSMA IR.92 mandates PCO as the mechanism for P-CSCF discovery.
There exists a possible variant to step 6 above, when HSS requires MAP as the interface for AS communication, then MAP shall be modified to include the IMS PDN release indication. Similar extensions have already been considered as explained for Sh above (T-ADS, Location Information, STN-SR). 

6.x.3.2
S-CSCF/AS detection

6.x.3.2.1
General

The S-CSCF keeps a list of non-working P-CSCFs. When the S-CSCF has not been able to contact P-CSCF even when all retransmission timers have expired (see subclause 6.x.3.2.2 for more detail) then S-CSCF adds the P-CSCF to the list of non-working P-CSCFs and keeps it there for a certain time. As long as the P-CSCF is in that list, the S-CSCF initiates the procedure for releasing the PDN connection for all incoming requests towards a UE registered with this P-CSCF.

The S-CSCF removes a P-CSCF from the list of non-working P-CSCFs as soon as a SIP request, including REGISTER, is received from that P-CSCF. 

The S-CSCF/AS can detect that the destination P-CSCF is not working either

-
by receiving an indication with additional information indicating that the P-CSCF is not working (e.g. a reason header field with a SIP reject code and text) along with an indication that P-CSCF restoration is supported (e.g. a new feature-capability indicator dedicated for the P-CSCF restoration). The exact coding details are left to stage 3; or

-
by not receiving any SIP response when the S-CSCF sends a request directly to the P-CSCF.

The S-CSCF learns that the AS supports the P-CSCF restoration procedure by reception of a feature-capability indicator, indicating that P-CSCF restoration is supported, in the INVITE SIP request, in step 2 in figure 6.x.3.1. 

Note that any other proprietary additional mechanisms may be used for detection of P-CSCF unavailability, such as TCP connection errors etc. 
6.x.3.2.2
S-CSCF adjacent SIP node to P-CSCF
This is the normal case when the terminating user is not roaming.

When the S-CSCF receives a terminating request towards a UE registered to a P-CSCF that is not in the list of non-working P-CSCFs, the S-CSCF:

-
executes the normal procedures for a terminating request, including executing filter criteria and replacing the Request-URI with the Contact address;

-
forwards the request to the P-CSCF; and

-
starts a re-transmission timer.

If the re-transmission timer expires, S-CSCF retransmits this request a configurable number of times. When all retransmissions expire, then the S-CSCF:

-
returns a 408 (Request Timeout) response to AS;

-
provides an indication with additional information indicating that the retransmissions has expired (e.g. in a reason header field with a SIP reject code and text) along with an indication that P-CSCF restoration is supported (e.g. a new feature-capability indicator dedicated for the P-CSCF restoration). The exact coding details are left to stage 3. The additional information is used by AS to decide whether to trigger P-CSCF restoration mechanism; and

-
adds the P-CSCF to the list of non-working P-CSCFs.

NOTE: 
Since the detection is based on timers, a CANCEL may be received from originating side. Please see clause 6.x.3.2.4 for more information. 

If on the contrary, the S-CSCF receives a terminating request towards a UE registered to a P-CSCF that is already in the list of non-working P-CSCFs, the S-CSCF:

-
returns a 408 (Request Timeout) response to AS;

-
provides an indication with additional information indicating that the retransmissions has expired, as explained above.
6.x.3.2.3
S-CSCF not adjacent SIP node to P-CSCF

This is the normal case when the terminating user is roaming and there are IBCFs between the S-CSCF and the P-CSCF. It can also be that an ATCF is inserted between the S-CSCF and the P-CSCF. It is the SIP node closest to the P-CSCF that will be responsible for detecting that the P-CSCF is not working.

When the SIP node closest to the P-CSCF detects that the P-CSCF is not responding, the SIP node rejects the request with a SIP error response with an indication that the P-CSCF is not working (e.g. a Reason header field indicating that the P-CSCF is not working) along with an indication that P-CSCF restoration is supported (e.g. a feature capability indicator dedicated for the P-CSCF restoration). The exact coding details are left to stage 3.
This procedure requires a roaming agreement with V-PLMN. In case V-PLMN implements this new restoration mechanism it means that V-PLMN P-CSCF triggers restoration including information in corresponding error responses (as described in subclause 6.x.3.2) that is used by H-PLMN to request UE IMS PDN connection release. 

On the contrary, if VPLMN (or HPLMN) does not implement this feature, then the alternative is that V-PLMN decreases registration expiration timers for roaming users, then the time the corresponding UE (in the V-PLMN) is not reachable for terminating calls is minimized.  As the number of roaming users is usually low in comparison to the non-roaming, this should not affect the overall network dimensioning. If a large number of users are roaming, it is recommended however to always support the enhanced P-CSCF restoration procedures.  

6.x.3.2.4
The originating user cancels the call

Since the SIP timers take a long time to expire it is likely that the originating user cancels the call before the request has expired. In this case it is a local policy whether the SIP node detecting the failure should trigger the restoration function when a CANCEL is received. 
If the restoration function is to be triggered, the node detecting the failure provides an indication in the 487 (Request Terminated) response, that informs that the P-CSCF is not working (e.g. in a reason header field with a SIP reject code and text) along with an indication that P-CSCF restoration is supported (e.g. a new feature-capability indicator dedicated for the P-CSCF restoration). The exact coding details are left to stage 3.

6.x.4
Coexistence with existing solution


This solution is proposed as a new optional mechanism.

If this new mechanism is deployed in a network, although it does not preclude the existing mechanism deployment, the recommendation is to just deploy the new one. Since this mechanism avoids existing limitations and drawbacks (see subclause 6.x.5), existing mechanism may not need to be deployed any longer.

However, if existing mechanism is already deployed, for backward compatibility reasons it is important that both mechanisms could coexist. In fact, in a roaming scenario it may occur that the visited network has deployed the existing mechanism while the home network deploys the new proposed one.

If the existing mechanism is deployed, as soon as a P-CSCF failure is detected, as explained in clause 4, it triggers massive radio signalling first and then massive IMS registration, with limitations and drawbacks already highlighted. Therefore, this new proposed mechanism triggering use case will not occur in most cases, therefore benefits will be minimal, i.e. in case of coexistence existing mechanism will in most case take precedence over the new one.

6.x.5
Objective compliance


This solution alternative covers main objectives, avoiding existing P-CSCF restoration mechanism limitations and drawbacks:

-
Avoid massive signalling over the core and radio networks

The triggering use case is per UE need basis, when a message shall reach destination UE, therefore massive signalling is avoided.

-
Improve reliability 

Reliability is improved in comparison with existing mechanism for the following reasons:

· Network failure: 

With the existing mechanism, P-CSCF may be considered down even when its SIP capabilities are up and running.   
The reason is that according to 3GPP TS 29.061 [z] the GGSN/P-GW may use a keep-alive mechanism to be able to detect a failure of a P-CSCF. This keep-alive mechanism should make use of STUN or CRLF as specified for the UE in 3GPP TS 24.229 [y], clause K.2.1.5. As an alternative, ICMP echo request/response may be used. However, the lack of STUN, CRLF or ICMP responses do not mean that the SIP part of the P-CSCF is down, but could as well be either communication problems between the GGSN/P-GW and P-CSCF, or the STUN/CRLF/ICMP part of the P-CSCF is temporarily down.  Hence, triggering of P-CSCF restoration may happen without the SIP part of P-CSCF being down, and it would affect all users for this P-CSCF. 

On the contrary, this proposed mechanism triggering is only done on a per UE basis, and based on a well-defined set of SIP error responses (see subclause 6.x.3.2). 

· Partial P-CSCF failure

The existing procedures cannot handle the case where only some subscriber’s registration data is not available but P-CSCF is working, as it only monitors whether it can communicate with the P-CSCF as such. 

On the contrary, this proposed mechanism as based on a well-defined set of SIP error responses (see subclause 6.x.3.2) is able to consider this case.

-
Do not impact existing GSMA compliant UEs.

This alternative is based on new UE registration to IMS when it receives a request to release IMS PDN connection. This does not require specific UE support.
-
Improve service availability.

Service availability is not dependent on massive signalling that may even get into overload, what may delay failed P-CSCF recovery, but the service is recovered as soon as a terminating message cannot reach the destination UE. 
A part from that, P-CSCF partial failure is identified immediately and P-CSCF restoration is triggered.
· Minimize H-PLMN resource usage to provide recovery solution for a visited P-CSCF.

This mechanism is triggered for terminating requests and since the number of roaming users is usually very low in comparison to the non-roamers, it implies that most times the P-CSCF to be recovered is in the home network. Therefore, the H-PLMN resource usage to provide visited P-CSCF recovery is very small, moreover when impacts on home elements are considered low (see subclause 7.1.x). This feature does not affect home network dimensioning.
* * * End of Changes * * * *
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