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1. Introduction
This document provides for information the current progress of the eMediasec restoration work item (CP-13xxxx). 
2. Completed work 

3GPP TR 29.828 v0.2.0 covers the following main aspects: 
· key issues and design considerations for media security for MSRP and BFCP; 
· TLS procedures: 

· H.248 bearer type indication "TLS"

· TLS client/server role assignment: assumption made in SIP/SDP signalling
· TLS session release leads to release the underlying TCP connection, MGW stimuli for TLS session release 
· TCP procedures:
·  H.248 bearer type indication "TCP"

· TCP connection release
· Informative annex identifying the new eMediasec related security requirements in TS 33.328
3. SA3 updates

Secured FoIP T.38-over-UDP (i.e. transport security for UDPTL media using DTLS) also needs to be considered since corresponding normative requirements have been agreed in TS 33.328 during SA3#72.
3. Open points & remaining work
	No
	Sub Task
	TR
	TDoc # 
	CT WG #

	1
	Start of TLS security session establishment (4.3.3.2)

- coupled or not with underlying TCP connection establishment

- if coupled, under MGC control or MGW autonomous triggering
	29.828
	
	CT4#62bis

	2
	TCP client/server role assignment (4.4.2.1)

- editor's notes on: 

  - terminology "TCP endpoint"/"terminating TCP protocol", 
   - call model 
	29.828
	
	CT4#62bis

	3
	SIP level negotiation of TCP server and client role by MGC (4.4.2.1.1)

- editor's note: text has been proposed for further study
	29.828
	
	CT4#62bis

	4
	H.248 control of TCP connection establishment at MGC by MGW (4.4.2.1.2)

- editor's note: text has been proposed for further study
	29.828
	
	CT4#62bis

	5
	Start of TCP connection establishment (4.4.2.2)

- editor's note: It is FFS whether the "delayed" establishment option needs to be supported in Rel-12.
	29.828
	
	CT4#62bis

	6
	L3/L4 level NAT traversal support (4.4.2.3)

- editor's note: required capabilities for Rel-12 are still under study
	29.828
	
	CT4#62bis

	7
	MGW internal TCP handling during TCP connection establishment (4.4.4)

(different TCP modes of operation by the MGW)
	29.828
	
	CT4#62bis

	8
	TCP Interworking in the MGW (4.4.4)
	29.828
	
	CT4#62bis

	9
	TLS protocol profile (new 4.3.x)
	29.828
	
	CT4#62bis

	10
	TCP and TLS setup directions
- remove 2nd editor's note at 4.4 "It is FFS if the TCP and TLS setup directions are determined independently" (already addressed at last CT4 meeting)
	29.828
	
	CT4#62bis

	11
	Addition of media security for T.38 fax over UDPTL/UDP transport 
- update scope of the TR 

- update TR skeleton 

- update Annex B (stage 2 security requirements)
	29.828
	
	CT4#62bis

	12
	General design considerations for media security for T.38 fax over UDPTL/UDP transport
	29.828
	
	CT4#62bis

	13
	Assumptions and limitations for Media security for FoIP
	29.828
	
	CT4#62bis

	14
	Scenarios in scope for Media security for FoIP
	29.828
	
	CT4#62bis

	FFS
	Media awareness at MGW for FoIP media security 
	29.828
	
	CT4#63

	FFS
	Iq / Ix / Mp requirements & procedures
	29.828
	
	CT4#63

	FFS
	3GPP ITU-T H.248 requirements gap analysis
	29.828
	
	CT4#63/64

	FFS
	Conclusions and Recommendations
	29.828
	
	CT4#64


