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Reason for Change
The editor’s note solicits more detailed information on TLS security session release variants.

Proposal

It is proposed to agree the following changes to 3GPP TR 29.828 v0.1.0.
* * * First Change * * * *

4.3.4
TLS security session release


4.3.4.1
TLS-to-TCP relations
There are two fundamental combinations, a TLS security session release may lead also (or not) to the release of the underlying TCP transport connection:
1. Release of TLS plus TCP: normal case, the end-to-end communication service is terminated.

2. Release of TLS without TCP, e.g., due to

a. TLS failure scenario (see TLS alert protocol) with immediate TLS session release;
b. TLS session resumption scenarios; 
c. TCP connection reuse.
See clause 5.1.1.1 concerning the required variant for Rel-12.

4.3.4.2
MGW: stimuli for TLS security session release
The trigger for TLS security session release may origin from multiple sources from perspective of the MGW, such as the MGC, the remote TLS endpoint, from the underlying TCP layer, or due to TLS protocol failures.
See clause 5.1.1.1 concerning the required variant for Rel-12.
* * * End of Changes * * * *

