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1. Introduction

In case a diameter server or client is not updated to support overload mechanism, it is recommended that the client takes maximum profit of implicit indications to mitigate overload situation.
2. Reason for Change

Update Implicit Overload Indication with this requirement.
3. Conclusions

-
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.809 v0.2.0.

* * * First Change * * * *

6.3.3
Implicit Overload Indication
6.3.3.1
Introduction
IETF Draft draft-ietf-dime-overload-reqs-05 [4] talks about the use of implicit indications and the inadequacy of this approach for large, diverse networks. 
However, a diameter server or client may not be updated to support overload mechanism, then it is recommended that the client at least takes maximum profit of implicit indications to mitigate overload situation. At least the following may be considered:
- 
DIAMETER_TOO_BUSY protocol error

Diameter base specification IETF RFC 6733 [2] does not suggest that the receipt of a protocol error DIAMETER_TOO_BUSY response should affect future Diameter messages in any way, then it may be relevant for some applications to define the behavior that best mitigate the overload situation, taking into account application specifics, operator deployments.... E.g. if the MME/HSS does not support overload control mechanism, the MME may implement at least a mitigation procedure based on the rate of received DIAMETER_TOO_BUSY protocol error.
-
Lack of response

A part from that, in case of overload the server may react dropping the requests without any Diameter error message being returned, what may imply retransmissions in the client side, negatively impacting overload. Therefore, for each application, it should be analyzed how to mitigate overload in this situation. E.g. the client may consider avoiding retransmissions when a number of messages have not been answered.
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