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1. Introduction
The work item on Extended IMS media plane security has been revised to include a study phase to address the IMS H.248 profiles aspects. The work on the TR can be initiated.
2. Reason for Change
This contribution is proposed text for the sections "Scope" and "Introduction" of the TR 29.cde. 
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.cde.
* * * First Change * * * *

1
Scope

This clause shall start on a new page.

The present document  investigates the IMS H.248 profiles requirements and procedures to support the stage 2 requirements specified in 3GPP TS 33.328 [x1] for Extended IMS media plane security features. 

This includes in particular the following aspects: 

1. Provide end-to access edge protection of session based messaging (MSRP) traffic using TLS and certificates fingerprints exchanged over SDP;

2. Provide end-to-end protection of session based messaging (MSRP) traffic using TLS;

3. Provide end-to access edge protection of BFCP based traffic, using TLS and certificates fingerprints exchanged over SDP;

4. Provide optional support of TLS protection of BFCP and MSRP based traffic at the Conference Server. 
5. Provide support of TCP-based IP transport connections for TLS security sessions, which includes possible NAT traversal support during the TCP connection establishment phase, possible correlations between the establishment (and release) events of TCP connections with TLS session establishment (and release).
This study will cover:

-
Identification of the key issues and the main design considerations that should drive the definition of stage 2 requirements and procedures for the Iq, Ix and Mp profiles. 

-
Identification of the requirements and procedures for the Iq, Ix and Mp profiles for support of end-to-access edge and end-to-end media security for session-based messaging (MSRP [x2]) and conferencing (BFCP [x3]); 

-
Identification of the ITU-T extensions necessary to fulfil the 3GPP requirements and identification of potential missing gaps that should be taken into account by ITU-T Q3/16.

-
Conclusions and Recommendations for the normative work.
The results of this study will be used to contribute to the work done within ITU-T Q3/16 on TLS, through official liaison statement from 3GPP or company-driven individual contributions, which includes:

-
Provide feedback from 3GPP on the ITU-T H.248 requirements to support TLS;

-
Contribute to the specification of the ITU-T Q3/16 for TLS. 

The results of this study will be used to identify the changes required in the 3GPP specifications to support Extended IMS media plane security.
* * * Next Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".

[3]
3GPP TR 21 912 (V3.1.0): "Example 2, using fixed text".
[x]
3GPP TS 33.328: "IMS Media Plane Security".

[x]
IETF RFC 4975: "The Message Session Relay Protocol (MSRP)".
[x]
IETF RFC 4582: "The Binary Floor Control Protocol (BFCP)".



* * * Next Change * * * *

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Clause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].



TLS-client: the entity that initiates a TLS session establishment to a server (see RFC 5246 [x6]). 
TLS-server: the entity that responds to requests for TLS session establishment from clients (see RFC 5246 [x6]).  
TLS endpoint: either a TLS-client or a TLS-server.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

Abbreviation format (EW)

<ACRONYM>
<Explanation>
BFCP
Binary Floor Control Protocol

e2ae security
End-to-access-edge security 

e2e security
End-to-end security 

IMS-AGW
IMS Access Media Gateway

IMS-ALG 
IMS Application Level Gateway 

IM CN
IMS Core Network

MSRP
Message Session Relay Protocol
* * * End of Changes * * * *

