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1
Opening of the Meeting and Approval of the Agenda (9:00 Tuesday 9th April 2013)

C4-130443
Ad hoc Agenda





Source: CT4 Vice Chairman

Decision: 

The document was Noted.



C4-130444
Detailed agenda & time plan for CT4#60 ad hoc: status at document deadline





Source: CT4 Vice Chairman

Decision: 

The document was Noted.



C4-130445
Detailed agenda & time plan for CT4#60 ad hoc: status on eve of meeting





Source: CT4 Vice Chairman

Discussion: 

CT4 Vice Chairman Mr. Lionel Morand opened the Diameter Overload Control Ad Hoc meeting on Tuesday 9th April at 09:00. 

The Vice Chairman welcomed the delegates to San Diego on behalf of the host, the North American friends of 3GPP, and detailed the domestic arrangements and wished TSG CT4 Ad Hoc a successful meeting in the California.

Decision: 

The document was Noted.



1.1
IPR Call

The Vice Chairman drew attention to Members' obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.
1.2
Reminder for delegates attending the meeting

The Vice Chairman also reminded delegates to sign the participant list provided by MCC and to wear  badges provided by the host.
2
Allocation of Documents to Agenda Item

C4-130446
Proposed allocation of documents to agenda items for CT4#60 ad hoc: status at document deadline





Source: CT4 Vice Chairman

Decision: 

The document was Noted.



C4-130447
Proposed allocation of documents to agenda items for CT4#60 ad hoc status on eve of meeting





Source: CT4 Vice Chairman

Discussion: 

CT4 Vice Chairman commented that the main target of the ad hoc meeting is to clarify requirements part between IETF (IETF Draft draft-ietf-dime-overload-reqs-05) and 3GPP to have complete 3GPP requirements to cover a Diameter overload control work in 3GPP. Also another target is to complete a TR as much as possible.

Cisco commented that CT4 should ensure the IETF draft apply for the all 3GPP requirements.

There is common agreement on the proposed approach.

The common goal is to have an ultimate IETF solution defined.

Decision: 

The document was Noted.



3
Input Liaison Statements: Allocated to Agenda Items as Appropriate

4
Release 12 – FS_DOCME

4.1
Study on Diameter Overload Control Mechanisms [FS_DOCME]

C4-130454
Implicit Overload Indication and its handling in case of PCRF overload





Source: Allot Communications

Abstract: 

This P-CR proposes some clarifications for the case of receiving Implicit Overload Indication from the PCRF and its handling.

There may be internal policy support by the PCEF/AF to e.g. terminate the session in case e.g. “Diameter too busy” or “Diameter out of space" or no response is received from the PCRF. This should be described in the document. Additionally, in case of TDF, even if such a message is received, currently there is no way to support TDF-Initiated session termination in order to e.g. reduce the signalling sent to the PCRF or to prioritize those messages on application level that may help to reduce additional signalling in the same way as may be done by the PCEF/AF. Therefore, the proposal also includes introduction of TDF-Initiated session termination in order to support the same capability.

Discussion: 

HP commented that the example in  a section 6.2.4 is contradictory with the text above.

The proposed text in the section 6.2.4 was rephrased also the proposed NOTE was removed.

There is still an open question: The session termination as possible solution for overload? Allot Communication believe this could be described generic way in the TR 29.809.

The proposed text should be PCC specific. The implicit indications are already supported in the AF and PCF.

Allot Communication claimed it is fully in line with what is described in the SA2 TR 23.843 on FS_CNO for Diameter Overload handling and asked for clarifications with SA2 (e.g in form of liason)  in case CT4 is not ready to adopt this. It was expressed that now the work's responsibility is in hands of CT4 and thus there is no need for such a communication.

Decision: 

The document was Noted.



C4-130455
Clarifications and Updates to TR 29.809





Source: Tekelec, AT&T

Abstract: 

The work item for Diameter overload control has received much discussion since the last update to this doc.

This contribution proposes clarifications and updates based on discussions after the current revision.

Discussion: 

Alcatel-Lucent proposed to change the sentence "There are a number of other scenarios and potential scopes to which overload control information may apply discussed in IETF Draft draft-ietf-dime-overload-reqs-05 [4]." as "There are a number of other scenarios and potential scopes to which overload control information may apply as discussed in IETF Draft draft-ietf-dime-overload-reqs-05 [4]. These scenarios and the scopes should be investigated in the context of 3GPP use."

In section 6.2.7.2.1 Alcatel-Lucent proposed to keep the last sentence "So, whatever the Diameter overload control solution, the requirement that the Overload Information generated by a server is propagated through to the clients, source of the traffic, needs to be considered."

- Tekelec commented that this is already cover in a second chapter and also clarified in a following chapter.

Alcatel-Lucent requested more information if over the top security is needed for the overload control solution?

- Tekelec commented that currently there is no n to n security mechanism, but the general mechanism is already introduced by the 3GPP. Security issue is not new. CT4 have to explain the impact of introduction of overload mechanism.

Related to IETF Draft draft-campbell-dime-overload-data-analysis-00 it was seen ok but CT4 have to figure out what will be applicable to 3GPP.

Ericsson commented that there are other P-CRs on implicit overload indication (related to section 6.2.7.3).

Delegates were invited to provide more contribution in the section 5 to cover overload in 3GPP.

Decision: 

The document was Revised to C4-130478.



C4-130456
Updates to Requirements Analysis for TR 29.809





Source: Tekelec, AT&T

Abstract: 

The IETF DIME working group is currently working on a draft, “Diameter Overload Control Requirements”, [draft-ietf-dime-overload-reqs] . This draft represents the current state of the requirements for adding overload control features to the Diameter base protocol. The draft has completed “working group last call” in the DIME working group, and is nearing completion.

There has been significant discussion in a CT WG4 subgroup about a gap analysis to determine how the requirements in that draft apply to 3GPP Diameter Overload needs.

The gap analysis discussion has focused on Requirements 2 and 35. 

Requirement 2 concerns application independence. The subgroup discussed that the requirement should include text to make sure that a Diameter Client receives sufficient information for proper behaviour.

Requirement 35 concerns the ability to send overload information across non-supporting intermediaries. That requirement is currently stated as a SHOULD [RFC2119]. The subgroup discussed whether is should be restated as a MUST.

The rest of the gap analysis has been updated to reflect conversations and updates to the DIME requirements draft.

Discussion: 

In the command field "and" shall be changed to "and/or".

The meeting agreed the proposed changes for the REQ2 and REQ35 are merged in a document C4-130477.

Decision: 

The document was Merged into 477.



C4-130468
3GPP-IETF Requirements Gap Analysis





Source: Orange

Abstract: 

During the last CT4 meeting, an offline meeting was held with the aim to review the IETF draft "Diameter Overload Control Requirements" (draft-ietf-dime-overload-reqs-03). The result of this discussion has been provided in draft P-CR in the form of a Table indicating whether each requirement is acceptable from a 3GPP point of view. Based on this draft P-CR, further comments have been raised, discussion at the 3GPP level and on the IETF DiME WG list and the IETF draft has been updated twice. The present P-CR is an update version of the draft P-CR that lists the updated set of requirements and possible associated comments.

As the current set of requirements may be updated with a new version of the IETF draft, this table will have to be maintained up-to-date till the freeze of the draft and the publication of the corresponding RFC.

Existing Requirements:

REQ1: The overload control mechanism MUST provide a communication method for Diameter nodes to exchange load and overload information

REQ2: The mechanism MUST allow Diameter nodes to support overload control regardless of which Diameter applications they support.

- This requirement is OK if it aims to recommend that the overload control mechanism must be supported by any node supporting any Diameter application. It is must be understood that this requirement does not imply that the overload control mechanism must be "transparent" for application (that would contradict other requirements). 

REQ3: The overload control mechanism MUST limit the impact of overload on the overall useful throughput of a Diameter server, even when the incoming load on the network is far in excess of its capacity.  The overall useful throughput under load is the ultimate measure of the value of an overload control mechanism

REQ4: Diameter allows requests to be sent from either side of a connection and either side of a connection may have need to provide its overload status.  The mechanism MUST allow each side of a connection to independently inform the other of its overload status

REQ5: Diameter allows nodes to determine their peers via dynamic discovery or manual configuration. The mechanism MUST work consistently without regard to how peers are determined

- This requirement is out of scope as it considers procedures that take place before the Diameter connection establishment.

REQ6: The mechanism designers SHOULD seek to minimize the amount of new configuration required in order to work. For example, it is better to allow peers to advertise or negotiate support for the mechanism, rather than to require this knowledge to be configured at each node

- The “SHOULD” is likely too strong here. This requirement is difficult to enforce/verify and for some configurations it could even be better to rely on pre-configured information for instance.

REQ7: The overload control mechanism and any associated default algorithm(s) MUST ensure that the system remains stable. At some point after an overload condition has ended, when the offered load drops from above the mechanism MUST enable the overall capacity of the network to below the overall capacity, the throughput MUST stabilize and become equal to what it would be in the offered loadabsence of an overload condition.  Note that this also requires that the mechanism MUST allow nodes to shed load without introducing non converging oscillations during or after an overload condition.

- The first sentence is acceptable even if redundant with some other requirements. The rest of this requirement seems irrelevant as this relies on a foreseen implementation of the overload control mechanism and possible algorithm(s).

REQ8: Supporting nodes MUST be able to distinguish current overload information from stale information, and SHOULD make decisions using the most currently available information.

REQ9: The mechanism MUST function across fully loaded as well as quiescent transport connections.  This is partially derived from the requirements for stability and hysteresis control above in REQ 7.

REQ10: Consumers of overload state indications information MUST be able to determine when the overload condition improves or ends.

- The consumer of overload information could be also interested to determine when an overload starts.

REQ11: The overload control mechanism MUST be able to operate in networks of different sizes.

REQ12: When a single network node fails, goes into overload, or suffers from reduced processing capacity, the mechanism MUST make it possible to limit the impact of this on other nodes in the network.  This helps to prevent a small-scale failure from becoming a widespread outage.

- This requirement is true for one or several nodes.

REQ13: The mechanism MUST NOT introduce substantial additional work for node in an overloaded state.  For example, a requirement for an overloaded node to send overload information every time it received a new request would introduce substantial work.  Existing messaging is likely to have the characteristic of increasing as an overload condition approaches, allowing for the possibility of increased feedback for information piggybacked on it.

- Anyway, this Requirement seems useless irrelevant when defining requirements for overload control.

REQ14: Some scenarios that result in overload involve a rapid increase of traffic with little time between normal levels and overload inducing levels.  The mechanism SHOULD provide for rapid feedback when traffic levels increase.

REQ15: The mechanism MUST NOT interfere with the congestion control mechanisms of underlying transport protocols.  For example, a mechanism that opened additional TCP connections when the network is congested would reduce the effectiveness of the underlying congestion control mechanisms.

REQ16: The overload control mechanism is likely to be deployed incrementally. The mechanism MUST operate without malfunction in an environment with support a mixed of nodes that do environment where some, but not all, and nodes that do not, support the mechanism implement it.

- 

REQ17: In a mixed environment with nodes that support the overload control mechanism and that do not, the mechanism MUST result in at least as much useful throughput as would have resulted if the mechanism were not present. It SHOULD result in less severe congestion in this environment.

- In any case, the mechanism MUST NOT reduce the useful throughput, in homogeneous or mixed environment.

REQ18: In a mixed environment of nodes that support the overload control mechanism and that do not, the mechanism MUST NOT preclude elements that support overload control from treating elements that do not support overload control in a equitable fashion relative to those that do. users and operators of nodes that do not support the mechanism MUST NOT unfairly benefit from the mechanism.  The mechanism specification SHOULD provide guidance to implementors for dealing with elements not supporting overload control.

- Only the last sentence is relevant.

REQ19: It MUST be possible to use the mechanism between nodes in different realms and in different administrative domains.

REQ20: Any explicit overload indication MUST be clearly distinguishable from other errors reported via Diameterdistinguish between actual overload, as opposed to other, non-overload related failures.

REQ21: In cases where a network node fails, is so overloaded that it cannot process messages, or cannot communicate due to a network failure, it may not be able to provide explicit indications of the nature of the failure or its levels of congestion.  The mechanism MUST properly function result in these cases at least as much useful throughput as would have resulted if the overload control mechanism was not in place.

- This requirement should mandate that the mechanism supports implicit mechanism to quickly react in real-time to overload situations or network failure and not only "properly function in these cases"

REQ22: The mechanism MUST provide a way for an node to throttle the amount of traffic it receives from an peer node.  This throttling SHOULD be graded so that it can be applied gradually as offered load increases.  Overload is not a binary state; there may be degrees of overload.

REQ23: The requirement was removed.

REQ24: The mechanism MUST provide sufficient information to enable a load balancing node to divert messages that are rejected or otherwise throttled by an overloaded upstream node to other upstream nodes that are the most likely to have sufficient capacity to process them.

- Ok with the principle but it is important to note that load balancing for session-related requests may not be possible.

REQ25: The mechanism MUST provide a mechanism for indicating load levels even when not in an overloaded condition, to assist nodes making decisions to prevent overload conditions from occurring.

REQ26: The base specification for the overload control mechanism SHOULD offer general guidance on which message types might be desirable to send or process over others during times of overload, based on application-specific considerations.  For example, it may be more beneficial to process messages for existing sessions ahead of new sessions. Some networks may have a requirement, or to give priority to requests associated with emergency sessions or with high priority users.  Any normative or otherwise detailed definition of the relative priorities of message types during an overload condition will be the responsibility of the application specification.

- As it stands, it could be OK. But the requirement is only be "the mechanism SHOULD allow message prioritization in case of overload". The rest is irrelevant as message prioritization will have to be anyway defined per application.

REQ27: The mechanism MUST NOT prevent a node from prioritizing requests based on any local policy, so that certain requests are given preferential treatment, given additional retransmission, not throttled, or processed ahead of others.

- Useless as it is impossible to enforce this requirement.

REQ28: The overload control mechanism MUST NOT provide new vulnerabilities to malicious attack, or increase the severity of any existing vulnerabilities.  This includes vulnerabilities to DoS and DDoS attacks as well as replay and man-in-the middle attacks.  Note that the Diameter base specification [RFC6733] lacks end to end security and this must be considered

REQ29: The requirement was removed.

REQ30: The mechanism MUST NOT depend on being deployed in environments where all Diameter nodes are completely trusted.  It SHOULD operate as effectively as possible in environments where other nodes are malicious; this includes preventing malicious nodes from obtaining more than a fair share of service.  Note that this does not imply any responsibility on the mechanism to detect, or take countermeasures against, malicious nodes.

- The first sentence could be kept but the rest is useless without stating that E2E security is mandatory to support, that is not the case. 

REQ31: It MUST be possible for a supporting node to make authorization decisions about what information will be sent to peer nodes based on the identity of those nodes.  This allows a domain administrator who considers the load of their nodes to be sensitive information to restrict access to that information.  Of course, in such cases, there is no expectation that the overload control mechanism itself will help prevent overload from that peer node.

REQ32: The mechanism MUST NOT interfere with any Diameter compliant method that a node may use to protect itself from overload from non-supporting nodes, or from denial of service attacks.

REQ33: There are multiple situations where a Diameter node may be overloaded for some purposes but not others.  For example, this can happen to an agent or server that supports multiple applications, or when a server depends on multiple external resources, some of which may become overloaded while others are fully available.  The mechanism MUST allow Diameter nodes to indicate overload with sufficient granularity to allow clients to take action based on the overloaded resources without unreasonably forcing available capacity to go unused. The mechanism MUST support specification of overload information with granularities of at least “Diameter node”, “realm”, and “Diameter application”, and “Diameter session”, and SHOULDMUST allow extensibility for others to be added in the future.

- The extensibility could become a "MUST" when considering the solution to deploy in 3GPP environment.

REQ34: The mechanism MUST provide a method for extending the information communicated and the algorithms used for overload control

REQ35: The mechanism SHOULD provide a method for exchanging overload and load information between elements that are connected by intermediaries that do not support the mechanism.

- The "SHOULD" has to seen as a strong recommendation for solution development.

REQ36: The mechanism MUST provide a default algorithm that is mandatory to implement.

Discussion: 

It was noticed that the requirements 7 and 16 need to be checked since those are not based on the latest updates in IETF.

REQ2 and REQ35 are discussed in Tekelec P-CRs.

REQ26 is discussed in CP-130473.

Ericsson commented that the REQ6 is not applicable for 3GPP and example is misleading. If REQ6 can't be better clarified it should be moved from the requirements.

AT&T proposed to concentrate what is important from the 3GPP point of view.

It was agreed to remove the comment field in REQ7.

REQ10, in the comment field a sentence was added: "Multiple overload degrees must be considered (REQ22)".

REQ17, Ericsson commented that from 3GPP point of view the REQ17 is a superset of the REQ7. Ericsson proposed to update the comment field of the REQ7 as: "This is valid for the mixed or the homogeneous environtment".

REQ18, Ericsson commented that the first part of this requirement applies but the last sentence is not applicable. The Ad Hoc meeting agreed the commend is not needed.

REQ21. It was agreed to change the status as "Y". The comment field should be as: "The mechanism should support implicit mechanism to quickly react in real-time to overload situations or network failure and not only "properly function in these cases".

This P-CR is revised and  P-CRs C4-130456 and C4-130473 will be merged in C4-130477.
Decision: 

The document was Revised to C4-130477.



C4-130469
Diameter Overload Problem and Existing Mechanisms





Source: Orange

Abstract: 

This document aims to complete the section 5.2 "Diameter Overload". A brief description of the Diameter overload problem is given and some details on the existing mechanisms for overload control in Diameter are provided.

Decision: 

The document was Merged into 491.



C4-130470
Extensibility and Interoperability





Source: Orange

Abstract: 

This contribution aims to provide some text for the section 6.2.3 "Extensibility and Interoperability". As given in the preamble of the section, this section should highlight the specificity of 3GPP networks in which backward and onward compatibility across releases have to be provided. The proposed text aims to clarify this point and see the impacts on the foreseen solution for Diameter overload control over existing 3GPP applications.

Discussion: 

Not all Applications support Supported-Features AVP.

Distinction between advertisement and negotiation.

Decision: 

The document was Revised to C4-130488.



C4-130471
Review of TR 29.809





Source: Orange

Decision: 

The document was Withdrawn.



C4-130477
3GPP-IETF Requirements Gap Analysis





Source: Orange

(Replaces C4-130468)

Abstract: 

This P-CR contains also agreed changes in C4-130473.

Discussion: 

Huawei proposed to a new requirement to allow a vendor to decide which mechanism to use to transfer load/overload information.

AT&T commented there is a fear the discussion will be closed after the requirements phase. 

- CT4 Vice Chairman clarified that will not be the case. It's always possible to provide input during the technical discussion. It is even the purpose of the WID.

CT4 Ad Hoc meeting agreed that there will be only one industry solution. The main point is that the solution fulfils the 3GPP requirements.

Decision: 

The document was Agreed.



C4-130478
Clarifications and Updates to TR 29.809





Source: Tekelec, AT&T

(Replaces C4-130455)

Decision: 

The document was Revised to C4-130507.



C4-130488
Extensibility and Interoperability





Source: Orange

(Replaces C4-130470)

Discussion: 

Some more clarifications in the proposed text is needed. Online drafting to provide a new version C4-130494.

Decision: 

The document was Revised to C4-130494.



C4-130494
Extensibility and Interoperability





Source: Orange

(Replaces C4-130488)

Decision: 

The document was Agreed.



C4-130507
Clarifications and Updates to TR 29.809





Source: Tekelec, AT&T

(Replaces C4-130478)

Decision: 

The document was Agreed.



4.1.1
Requirements for Diameter Overload Control

C4-130448
Application Prioritization





Source: Nokia Siemens Networks

Abstract: 

The existing subclause 6.4.5 describes the possible need for Message Prioritization when it comes to message dropping at the Diameter Client. It seems however also be useful to describe the possible need for Application Priorization when it comes to overload detection at the Diameter Server.

Discussion: 

Tekelec commented that the overload in one interface/application does not mean overload of other interfaces/applications. This does not address to PCC. The proposed text can't be agreed.

The meeting agreed that the prioritization per application is a valid requirement. Also some wordsmithing is needed.

Decision: 

The document was Revised to C4-130483.



C4-130449
Diameter Applications





Source: Nokia Siemens Networks

Abstract: 

Overload Control may have application specific impacts, but there may not be the need to standardize specific application behaviour.

Discussion: 

Nokia Siemens Networks proposed to have a separate sub-section in 6.4.5. One for the receiving side and the other on the client side.

AT&T commented that we should not combine things which make agreement complex. Short simple sentences should be beneficial.

It was clarified that the Message Prioritization (per Diameter application) may not need to be standardized and can be left to implementations.

Decision: 

The document was Revised to C4-130484.



C4-130451
Message Throttling





Source: Nokia Siemens Networks

Abstract: 

Message Throttling is one of the overload control actions performed by Diameter clients on request of an overloaded server, and needs to be described.

Discussion: 

It was agreed to have multiple algorithm.  It was agreed that the IETF is the best place for that.

Decision: 

The document was Revised to C4-130485.



C4-130452
Overload Information Propagation





Source: Nokia Siemens Networks

Abstract: 

Realm-based routing and UDC configurations must be taken into account when Overload Information Propagation is addressed.

Discussion: 

Nokia Siemens Networks commented that the first modification is just a clarification.

Decision: 

The document was Revised to C4-130486.



C4-130457
Pseudo-CR on Diameter Node Behavior for Overload Mitigation





Source: Huawei

Abstract: 

This paper analyses the possible behaviour of the Diameter nodes in 3GPP for overload mitigation.

Provide a view of the behaviour of the Diameter nodes in 3GPP for overload mitigation.

Discussion: 

Alcatel-Lucent commented that C4-130474 overlaps with this P-CR. 

On 6.4.2. "In this way, to other Diameter nodes, the Diameter Agent aggregates the load and/or overload severity of all the servers".

The overload can be aggregated by Diameter agents in PCC case. But could be in the HSS case. Needs to be clarified that it is not applicable in all cases.

Load and overload aggregation needs to be separated 

Need to make the distinction between topology hiding and load balancing.

Applied Communication Sciences commented that CT4 cannot assume that all the servers will be equally loaded. Some wording already present in 474.

HP proposed to add some text to clarify that the Load-Balancing is not a solution for overload

6.4.3: this applies even if it is not an agent (Client)

In 6.4.4: 

Alcatel-Lucent commented that  no order should be given between the client and the server behaviours.

Ericsson commented that under the section 6, a requirements part for solution principles. The solution aspects should be described in section 7 "solution". Existing text could be split into two parts.

Decision: 

The document was Revised to C4-130479.



C4-130458
Pseudo-CR on Network Topologies





Source: Huawei

Discussion: 

Tekelec commented that the network topology could be "worth" in the HPLMN (e.g. meshed network).

Decision: 

The document was Revised to C4-130481.



C4-130459
Pseudo-CR on Overload Control in Heterogeneous Network





Source: Huawei

Abstract: 

This paper analyses Overload Control in Heterogeneous Network and provides a view on how overload control works in Heterogeneous Network.

P-CR overlaps with C4-130470

Decision: 

The document was Revised to C4-130487.



C4-130460
Transfer of Overload Information





Source: Huawei

Abstract: 

This paper analyses the different ways for transfer of overload information. And a new clause is added for it.

Discussion: 

Load and overload should be considered at the same time, but the different mechanisms should be use for the different purposes.

Piggyback of overload information over existing applications do not mean that the overload info is related to the application conveying this info. Should be left as open message.

Decision: 

The document was Revised to C4-130489.



C4-130463
Network topologies





Source: Alcatel-Lucent

Abstract: 

This P-CR addresses network topologies aspects with specificities for those related to HSS and PCRF.

Decision: 

The document was Revised to C4-130482.



C4-130464
Overload Mitigation





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130474.



C4-130472
Priority Consideration for Diameter Overload Control





Source: Applied Communication Sciences, NCS, AT&T

Abstract: 

During the last CT4 meeting, it was agreed to develop TR 29.809 based on the IETF draft "Diameter Overload Control Requirements" (draft-ietf-dime-overload-reqs).  This P-CR provides modifications to Diameter overload control requirements in support of priority services (e.g., MPS). If not supported, it could result in inappropriate use of Diameter overload control mechanisms for priority services. It is proposed to discuss and agree to the following changes to 3GPP TR 29.809 v0.1.0, in the subclauses 2, 3.3, and 6.4.5.

Discussion: 

The principle is agreed. Some more clarification is needed.

Decision: 

The document was Revised to C4-130490.



C4-130473
Modification to REQ26 for Consideration in 29.809





Source: Applied Communication Sciences, NCS, AT&T

Abstract: 

During the last CT4 meeting, an offline meeting was held with the aim to review the IETF draft "Diameter Overload Control Requirements" (draft-ietf-dime-overload-reqs-03).  This contribution provides modifications to REQ26 of draft-ietf-dime-overload-reqs-05 and proposes a new requirement for consideration in TR 29.809.

Discussion: 

it was agreed to update the commend field of the REQ26 as: "This is valid for emergency and high priority sessions (e.g. MPS) and should be highlighted in the TR".

Decision: 

The document was Postponed.



C4-130474
Overload Mitigation





Source: Alcatel-Lucent

(Replaces C4-130464)

Abstract: 

This P-CR addresses overload mitigation aspects related to load balancing and throttling.

The TR skeleton contains overload mitigation subclauses related to load balancing and throttling which have not yet been addressed.

This P-CR overlaps with C4-130457

Discussion: 

AT&T commented the message could be that the Load-Balancing is a part of the solution - not THE solution.

Orange commented that we should define what we understand by the Load-Balancing and see what are the related impacts of overload.

6.4.4: 

Tekelec commented that the client may not be the only that can do the work. The final decision will be taken per application.

HP commented that the server may not trust the client to behave correctly.

Client/agent behaviour regarding message throttling will be covered in this section.

Orange clarified that the throttling is on sender side, not on the receiver.

Cisco commented that the info can be provided by the server to figure out which messages need to be throttled.

This P-CR is merged with C4-130457 in C4-130480.

Only the section 6.4.4 is used. 6.4.2 and 6.4.3 are covered with Huawei P-CR.

Decision: 

The document was Revised to C4-130480.



C4-130479
Pseudo-CR on Diameter Node Behavior for Overload Mitigation





Source: Huawei, Alcatel-Lucent

(Replaces C4-130457)

Abstract: 

This P-CR overlaps with C4-130450

Discussion: 

P-CR will cover the Load-Balancing and re-transmission. The message throttling will be merged in ALU P-CR.

Decision: 

The document was Revised to C4-130500.



C4-130480
Overload Mitigation





Source: Alcatel-Lucent, Huawei

(Replaces C4-130474)

Discussion: 

The whole text should be in revision marks.

The sub sections need to be added.

Decision: 

The document was Revised to C4-130498.



C4-130481
Pseudo-CR on Network Topologies





Source: Huawei

(Replaces C4-130458)

Discussion: 

The subsection is required.

Do we need to illustrate each possible specific topology or having something more generic with examples? The section will be revised to have something more generic.

Decision: 

The document was Revised to C4-130501.



C4-130482
Network topologies





Source: Alcatel-Lucent

(Replaces C4-130463)

Decision: 

The document was Revised to C4-130503.



C4-130483
Application Prioritization





Source: Nokia Siemens Networks

(Replaces C4-130448)

Discussion: 

Further study is needed to identify consequences of successful load reduction on one application for other interfaces.

Decision: 

The document was Revised to C4-130495.



C4-130484
Diameter Applications





Source: Nokia Siemens Networks

(Replaces C4-130449)

Discussion: 

The message Prioritization section 6.4.5 was modified online.

Decision: 

The document was Revised to C4-130496.



C4-130485
Message Throttling





Source: Nokia Siemens Networks

(Replaces C4-130451)

Discussion: 

Online drafting in section 6.4.4.1.

Proposed "Note 2" shall be removed.

Decision: 

The document was Revised to C4-130497.



C4-130486
Overload Information Propagation





Source: Nokia Siemens Networks

(Replaces C4-130452)

Abstract: 

Realm-based routing and UDC configurations must be taken into account when Overload Information Propagation is addressed.

Discussion: 

Nokia Siemens Networks commented that the first modification is just a clarification.

Decision: 

The document was Revised to C4-130499.



C4-130487
Pseudo-CR on Overload Control in Heterogeneous Network





Source: Huawei

(Replaces C4-130459)

Abstract: 

This paper analyses Overload Control in Heterogeneous Network and provides a view on how overload control works in Heterogeneous Network.

P-CR overlaps with C4-130470.

Discussion: 

The Second and third paragraph will be removed.

An additional contribution is needed to clarify the multivendor environment and an interconnection of multiple networks.

Decision: 

The document was Revised to C4-130502.



C4-130489
Transfer of Overload Information





Source: Huawei

(Replaces C4-130460)

Decision: 

The document was Agreed.



C4-130490
Priority Consideration for Diameter Overload Control





Source: Applied Communication Sciences, NCS, AT&T

(Replaces C4-130472)

Abstract: 

During the last CT4 meeting, it was agreed to develop TR 29.809 based on the IETF draft "Diameter Overload Control Requirements" (draft-ietf-dime-overload-reqs).  This P-CR provides modifications to Diameter overload control requirements in support of priority services (e.g., MPS). If not supported, it could result in inappropriate use of Diameter overload control mechanisms for priority services. It is proposed to discuss and agree to the following changes to 3GPP TR 29.809 v0.1.0, in the subclauses 2, 3.3, and 6.4.5.

Discussion: 

The principle is agreed. Some more clarification is needed.

Decision: 

The document was Revised to C4-130504.



C4-130495
Application Prioritization





Source: Nokia Siemens Networks

(Replaces C4-130483)

Decision: 

The document was Agreed.



C4-130496
Diameter Applications





Source: Nokia Siemens Networks

(Replaces C4-130484)

Decision: 

The document was Agreed.



C4-130497
Message Throttling





Source: Nokia Siemens Networks

(Replaces C4-130485)

Discussion: 

Some concerns on using "converted".

Decision: 

The document was Revised to C4-130508.



C4-130498
Overload Mitigation





Source: Alcatel-Lucent, Huawei

(Replaces C4-130480)

Decision: 

The document was Agreed.



C4-130499
Overload Information Propagation





Source: Nokia Siemens Networks

(Replaces C4-130486)

Decision: 

The document was Agreed.



C4-130500
Pseudo-CR on Diameter Node Behavior for Overload Mitigation





Source: Huawei, Alcatel-Lucent

(Replaces C4-130479)

Abstract: 

This P-CR overlaps with C4-130450

Decision: 

The document was Agreed.



C4-130501
Pseudo-CR on Network Topologies





Source: Huawei

(Replaces C4-130481)

Decision: 

The document was Agreed.



C4-130502
Pseudo-CR on Overload Control in Heterogeneous Network





Source: Huawei

(Replaces C4-130487)

Abstract: 

This paper analyses Overload Control in Heterogeneous Network and provides a view on how overload control works in Heterogeneous Network.

P-CR overlaps with C4-130470.

Decision: 

The document was Agreed.



C4-130503
Network topologies





Source: Alcatel-Lucent

(Replaces C4-130482)

Decision: 

The document was Agreed.



C4-130504
Priority Consideration for Diameter Overload Control





Source: Applied Communication Sciences, NCS, AT&T

(Replaces C4-130490)

Abstract: 

During the last CT4 meeting, it was agreed to develop TR 29.809 based on the IETF draft "Diameter Overload Control Requirements" (draft-ietf-dime-overload-reqs).  This P-CR provides modifications to Diameter overload control requirements in support of priority services (e.g., MPS). If not supported, it could result in inappropriate use of Diameter overload control mechanisms for priority services. It is proposed to discuss and agree to the the following changes to 3GPP TR 29.809 v0.1.0, in the subclauses 2, 3.3, and 6.4.5.

Discussion: 

The principle is agreed. Some more clarification is needed.

Decision: 

The document was Agreed.



C4-130508
Message Throttling





Source: Nokia Siemens Networks

(Replaces C4-130497)

Decision: 

The document was Agreed.



4.1.2
Impacts of Diameter Overload in 3GPP Networks

C4-130461
Pseudo-CR on Limitations of Existing Mechanisms in Diameter for Overload





Source: Huawei

Abstract: 

This paper analyses the limitation of existing mechanisms in Diameter for Overload Control.

Discussion: 

Discussion about using absence of response from the server could be put in "Implicit mechanisms" section.

Only existing mechanism (i.e. as defined in RFCs) will be described.

Decision: 

The document was Revised to C4-130491.



C4-130465
Overload Scenarios





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130475.



C4-130467
PCC specific considerations for overload control





Source: Nokia Siemens Networks

Abstract: 

Overload of the PCRF and the DRA used for PCRF selection must be described. The related Clause is still empty.

A special consideration requiring description is that the a PCRF for a user can not be changed while it holds state specific for a user an IP CAN session, and that the same PCRF needs to be addressed for the same user and IP CAN session via various interface and by different PCC related applications. A specialised DRA assists in the related PCRF selection.

Discussion: 

It was agreed to have two chapters: one for overload of DRA and the another one for overload of PCRF.

Everything on enhancement will be removed.

In section 6.2.4, charging needs to be added.

Decision: 

The document was Revised to C4-130493.



C4-130475
Overload Scenarios





Source: Alcatel-Lucent

(Replaces C4-130465)

Abstract: 

This P-CR addresses the overload scenario of the HSS about the impacts on the S6a interface, in particular on how the MME will handle the HSS overload. The TR skeleton contains overload scenarios subclauses. The one related to the impacts of the HSS overload has not yet been addressed. The description of the impact of HSS overload on the S6a interface and the MME is relevant, S6a being one of the main HSS interfaces.

Decision: 

The document was Revised to C4-130492.



C4-130491
Pseudo-CR on Limitations of Existing Mechanisms in Diameter for Overload





Source: Huawei

(Replaces C4-130461)

Abstract: 

This paper analyses the limitation of existing mechanisms in Diameter for Overload Control.

Decision: 

The document was Agreed.



C4-130492
Overload Scenarios





Source: Alcatel-Lucent

(Replaces C4-130475)

Abstract: 

This P-CR addresses the overload scenario of the HSS about the impacts on the S6a interface, in particular on how the MME will handle the HSS overload. The TR skeleton contains overload scenarios subclauses. The one related to the impacts of the HSS overload has not yet been addressed. The description of the impact of HSS overload on the S6a interface and the MME is relevant, S6a being one of the main HSS interfaces.

Discussion: 

Contribution are needed on 29.272 to clarify default mapping.

Decision: 

The document was Revised to C4-130505.



C4-130493
PCC specific considerations for overload control





Source: Nokia Siemens Networks

(Replaces C4-130467)

Abstract: 

Overload of the PCRF and the DRA used for PCRF selection must be described. The related Clause is still empty.

A special consideration requiring description is that the a PCRF for a user can not be changed while it holds state specific for a user an IP CAN session, and that the same PCRF needs to be addressed for the same user and IP CAN session via various interface and by different PCC related applications. A specialised DRA assists in the related PCRF selection.

Decision: 

The document was Revised to C4-130506.



C4-130505
Overload Scenarios





Source: Alcatel-Lucent

(Replaces C4-130492)

Abstract: 

This P-CR addresses the overload scenario of the HSS about the impacts on the S6a interface, in particular on how the MME will handle the HSS overload. The TR skeleton contains overload scenarios subclauses. The one related to the impacts of the HSS overload has not yet been addressed. The description of the impact of HSS overload on the S6a interface and the MME is relevant, S6a being one of the main HSS interfaces.

Decision: 

The document was Agreed.



C4-130506
PCC specific considerations for overload control





Source: Nokia Siemens Networks

(Replaces C4-130493)

Abstract: 

Overload of the PCRF and the DRA used for PCRF selection must be described. The related Clause is still empty.

A special consideration requiring description is that the a PCRF for a user can not be changed while it holds state specific for a user an IP CAN session, and that the same PCRF needs to be addressed for the same user and IP CAN session via various interface and by different PCC related applications. A specialised DRA assists in the related PCRF selection.

Decision: 

The document was Agreed.



4.1.3
Solution for Diameter overload control

C4-130462
Pseudo-CR on One Optional Solution for Diameter Overload Control





Source: Huawei

Abstract: 

This paper proposes one optional solution for Diameter Overload Control.

Discussion: 

Tekelec commented that the proposed solution is a great individual input to IETF.

CT4 Vice Chairman commented that the important point is the efficiency to find the best way to effect IETF.

Tekelec commented that the best way for 3GPP to effect IETF work is to participate the IETF Diameter overload work.

The common understanding in CT4 Ad Hoc meeting was that there is still lot of work to do before the proposed possible solutions can be provided.

After discussion it was agreed that at the first point the target is to find the common set of requirements from the 3GPP point of view.

Decision: 

The document was Postponed.



C4-130466
Solution Principles





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-130476.



C4-130476
Solution Principles





Source: Alcatel-Lucent

(Replaces C4-130466)

Decision: 

The document was Postponed.



4.1.4
AOB

C4-130450
Dynamic Load Balancing





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-130453
Diameter Charging Applications





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-130509
LS on Progress of the TR 29.809 on Diameter Overload Control Mechanisms





Source: Orange

Discussion: 

LS needs to be available on 16th April 2013 11:00 CET. The deadline for approval is 18:00 CET on 16th April 2013.

Decision: 

The document was Approved after email approval session.



C4-130510
TR 29.809 v.0.2.0





Source: Orange
Discussion: 

Decision: 

The document was Agreed.



5
AOB

The way forward:

AT&T commented that the proposed solution are "old". Comments are welcome, especially after review against 3GPP requirements and gap analysis. Any new proposal are welcome in IETF and can be a part of the comparison.

The next IETF meeting will be just before 3GPP meeting in Vienna. An individual submissions are also recommended at this time, with possible sponsoring of 3GPP.

It was agreed that any proposed solution should be complete and be captured in a draft before the concrete discussion. Further discussion/detail analysis on 3GPP specific aspects could be used as valid input for the design of the final technical solution.

The goal is to have solution(s) defined in IETF. The ultimate goal would be have only one.

The gap analysis applies also for Data analysis IETF draft and will be part of the TR.

CT Chairman commented that this is a good approach. Also that the willingness of 3GPP to contribute to the work done in IETF.

There are common agreements on the proposed approach.

For May meeting, contributions on gap analysis between requirements and any proposed "IETF" solution as a starting point. Contributions on how to perform the comparison will be welcome too. It was decided to postponed any discussion on section 7 till the May meeting.

The goal is to have solution(s) defined in IETF. The ultimate goal would be have only one. For the time being, no 3GPP specific solution.
6
Check of Agreed/Approved Output Documents

7
Closing of the Meeting (17:00 Thursday 11th April 2013)

Report prepared by: MCC/KK

Annex A:
List of contribution documents

	Tdoc
	Type
	Title
	Source
	'Decision'

	C4-130443
	Agenda
	Ad hoc Agenda
	CT4 Vice Chairman
	Noted

	C4-130444
	Agenda
	Detailed agenda & time plan for CT4#60 ad hoc: status at document deadline
	CT4 Vice Chairman
	Noted

	C4-130445
	Agenda
	Detailed agenda & time plan for CT4#60 ad hoc: status on eve of meeting
	CT4 Vice Chairman
	Noted

	C4-130446
	DAD
	Proposed allocation of documents to agenda items for CT4#60 ad hoc: status at document deadline
	CT4 Vice Chairman
	Noted

	C4-130447
	DAD
	Proposed allocation of documents to agenda items for CT4#60 ad hoc status on eve of meeting
	CT4 Vice Chairman
	Noted

	C4-130448
	P-CR
	Application Prioritization
	Nokia Siemens Networks
	Revised in C4-130483

	C4-130449
	P-CR
	Diameter Applications
	Nokia Siemens Networks
	Revised in C4-130484

	C4-130450
	P-CR
	Dynamic Load Balancing
	Nokia Siemens Networks
	Withdrawn

	C4-130451
	P-CR
	Message Throttling
	Nokia Siemens Networks
	Revised in C4-130485

	C4-130452
	P-CR
	Overload Information Propagation
	Nokia Siemens Networks
	Revised in C4-130486

	C4-130453
	P-CR
	Diameter Charging Applications
	Nokia Siemens Networks
	Withdrawn

	C4-130454
	P-CR
	Implicit Overload Indication and its handling in case of PCRF overload
	Allot Communications
	Noted

	C4-130455
	P-CR
	Clarifications and Updates to TR 29.809
	Tekelec, AT&T
	Revised in C4-130478

	C4-130456
	P-CR
	Updates to Requirements Analysis for TR 29.809
	Tekelec, AT&T
	Merged into 477

	C4-130457
	P-CR
	Pseudo-CR on Diameter Node Behavior for Overload Mitigation
	Huawei
	Revised in C4-130479

	C4-130458
	P-CR
	Pseudo-CR on Network Topologies
	Huawei
	Revised in C4-130481

	C4-130459
	P-CR
	Pseudo-CR on Overload Control in Heterogeneous Network
	Huawei
	Revised in C4-130487

	C4-130460
	P-CR
	Transfer of Overload Information
	Huawei
	Revised in C4-130489

	C4-130461
	P-CR
	Pseudo-CR on Limitations of Existing Mechanisms in Diameter for Overload
	Huawei
	Revised in C4-130491

	C4-130462
	P-CR
	Pseudo-CR on One Optional Solution for Diameter Overload Control
	Huawei
	Postponed

	C4-130463
	P-CR
	Network topologies
	Alcatel-Lucent
	Revised in C4-130482

	C4-130464
	P-CR
	Overload Mitigation
	Alcatel-Lucent
	Revised in C4-130474

	C4-130465
	P-CR
	Overload Scenarios
	Alcatel-Lucent
	Revised in C4-130475

	C4-130466
	P-CR
	Solution Principles
	Alcatel-Lucent
	Revised in C4-130476

	C4-130467
	P-CR
	PCC specific considerations for overload control
	Nokia Siemens Networks
	Revised in C4-130493

	C4-130468
	P-CR
	3GPP-IETF Requirements Gap Analysis
	Orange
	Revised in C4-130477

	C4-130469
	P-CR
	Diameter Overload Problem and Existing Mechanisms
	Orange
	Merged into 491

	C4-130470
	P-CR
	Extensibility and Interoperability
	Orange
	Revised in C4-130488

	C4-130471
	P-CR
	Review of TR 29.809
	Orange
	Withdrawn

	C4-130472
	P-CR
	Priority Consideration for Diameter Overload Control
	Applied Communication Sciences, NCS, AT&T
	Revised in C4-130490

	C4-130473
	P-CR
	Modification to REQ26 for Consideration in 29.809
	Applied Communication Sciences, NCS, AT&T
	Postponed

	C4-130474
	P-CR
	Overload Mitigation
	Alcatel-Lucent
	Revised in C4-130480

	C4-130475
	P-CR
	Overload Scenarios
	Alcatel-Lucent
	Revised in C4-130492

	C4-130476
	P-CR
	Solution Principles
	Alcatel-Lucent
	Postponed

	C4-130477
	P-CR
	3GPP-IETF Requirements Gap Analysis
	Orange
	Agreed

	C4-130478
	P-CR
	Clarifications and Updates to TR 29.809
	Tekelec, AT&T
	Revised in C4-130507

	C4-130479
	P-CR
	Pseudo-CR on Diameter Node Behavior for Overload Mitigation
	Huawei, Alcatel-Lucent
	Revised in C4-130500

	C4-130480
	P-CR
	Overload Mitigation
	Alcatel-Lucent, Huawei
	Revised in C4-130498

	C4-130481
	P-CR
	Pseudo-CR on Network Topologies
	Huawei
	Revised in C4-130501

	C4-130482
	P-CR
	Network topologies
	Alcatel-Lucent
	Revised in C4-130503

	C4-130483
	P-CR
	Application Prioritization
	Nokia Siemens Networks
	Revised in C4-130495

	C4-130484
	P-CR
	Diameter Applications
	Nokia Siemens Networks
	Revised in C4-130496

	C4-130485
	P-CR
	Message Throttling
	Nokia Siemens Networks
	Revised in C4-130497

	C4-130486
	P-CR
	Overload Information Propagation
	Nokia Siemens Networks
	Revised in C4-130499

	C4-130487
	P-CR
	Pseudo-CR on Overload Control in Heterogeneous Network
	Huawei
	Revised in C4-130502

	C4-130488
	P-CR
	Extensibility and Interoperability
	Orange
	Revised in C4-130494

	C4-130489
	P-CR
	Transfer of Overload Information
	Huawei
	Agreed

	C4-130490
	P-CR
	Priority Consideration for Diameter Overload Control
	Applied Communication Sciences, NCS, AT&T
	Revised in C4-130504

	C4-130491
	P-CR
	Pseudo-CR on Limitations of Existing Mechanisms in Diameter for Overload
	Huawei
	Agreed

	C4-130492
	P-CR
	Overload Scenarios
	Alcatel-Lucent
	Revised in C4-130505

	C4-130493
	P-CR
	PCC specific considerations for overload control
	Nokia Siemens Networks
	Revised in C4-130506

	C4-130494
	P-CR
	Extensibility and Interoperability
	Orange
	Agreed

	C4-130495
	P-CR
	Application Prioritization
	Nokia Siemens Networks
	Agreed

	C4-130496
	P-CR
	Diameter Applications
	Nokia Siemens Networks
	Agreed

	C4-130497
	P-CR
	Message Throttling
	Nokia Siemens Networks
	Revised in C4-130508

	C4-130498
	P-CR
	Overload Mitigation
	Alcatel-Lucent, Huawei
	Agreed

	C4-130499
	P-CR
	Overload Information Propagation
	Nokia Siemens Networks
	Agreed

	C4-130500
	P-CR
	Pseudo-CR on Diameter Node Behavior for Overload Mitigation
	Huawei, Alcatel-Lucent
	Agreed

	C4-130501
	P-CR
	Pseudo-CR on Network Topologies
	Huawei
	Agreed

	C4-130502
	P-CR
	Pseudo-CR on Overload Control in Heterogeneous Network
	Huawei
	Agreed

	C4-130503
	P-CR
	Network topologies
	Alcatel-Lucent
	Agreed

	C4-130504
	P-CR
	Priority Consideration for Diameter Overload Control
	Applied Communication Sciences, NCS, AT&T
	Agreed

	C4-130505
	P-CR
	Overload Scenarios
	Alcatel-Lucent
	Agreed

	C4-130506
	P-CR
	PCC specific considerations for overload control
	Nokia Siemens Networks
	Agreed

	C4-130507
	P-CR
	Clarifications and Updates to TR 29.809
	Tekelec, AT&T
	Agreed

	C4-130508
	P-CR
	Message Throttling
	Nokia Siemens Networks
	Agreed

	C4-130509
	LS out
	LS to SA5 and CT3
	Orange
	Email Approval

	C4-130510
	3GPP TR
	TR 29.809 v.0.2.0
	
	Agreed


Annex B:
output LSs

	Tdoc
	Title
	LS To
	LS Cc
	Attachment

	C4-130509
	LS on Progress of the TR 29.809 on Diameter Overload Control Mechanisms
	SA5, CT3
	
	TR 29.809 v0.2.0


Annex C:
Participants

Mr. Donald Lukacs 


Applied Communication Sciences 
3GPPMEMBER (ATIS) 

Mr. Nirav Salot 



Cisco Systems Belgium 



3GPPMEMBER (ETSI
Mrs. Shufeng Shi 


Huawei Technologies (UK) 


3GPPMEMBER (ETSI)
Mr. Viqar Shaikh 



Applied Communication Sciences 
3GPPMEMBER (ATIS)
Mr. Tarek Abou-assali 

Tekelec 







3GPPMEMBER (ATIS)
Mr. Eric Mcmurry 



Tekelec 







3GPPMEMBER (ATIS)
Mr. Anders Askerup 


Hewlett-Packard 





3GPPMEMBER (ETSI)
Mr. Max Bacik 



Openet Telecom 





3GPPMEMBER (ETSI)
Ms. Maria-Cruz Bartolome 
Nanjing Ericsson Panda Com Ltd 
3GPPMEMBER (CCSA)
Mr. Martin Dolly 



AT&T 








3GPPMEMBER (ATIS)
Mr. Erik Gebler 



Acision UK Ltd 





3GPPMEMBER (ETSI)
Mrs. Alla Goldner Allot 

Communications Ltd. 



3GPPMEMBER (ETSI)
Dr. Yvette Koza 



Deutsche Telekom AG 



3GPPMEMBER (ETSI)

Mr. Kimmo Kymalainen 

Mobile Competence Centre

Mr. Atle Monrad 



Telefon AB LM Ericsson 



3GPPMEMBER (ETSI)

Mr. Lionel Morand 


France Telecom 





3GPPMEMBER (ETSI)

Mr. Gottfried Punz 


NEC EUROPE LTD 




3GPPMEMBER (ETSI)
Mr. Victor Scripcaru


Acision UK Ltd 





3GPPMEMBER (ETSI)
Mr. Jean-Jacques Trottin 
Alcatel-Lucent 





3GPPMEMBER (ETSI)
Mr. Ulrich Wiehe 



Nokia Siemens Networks Oy 

3GPPMEMBER (ETSI)
Mr. Peter A. Wild 



Vodafone GmbH 





3GPPMEMBER (ETSI)
