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1. Introduction
This P-CR addresses network topologies aspects with specificities for those related to HSS and PCRF.
2. Reason for Change
Network topologies should be addressed in the TR.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.809 v0.1.0
* * * First Change * * * *
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* * * Next Change * * * *

6.2.5
Overload Control in Mixed Environment

6.2.5.1
Network Topologies


6.2.5.1.1 Types of Network Topologies 

For this study, the following network topologies are identified: 

-
Topology without DAs:
Diameter clients and servers are directly connected with SCTP/TCP transport connections. Clients and servers are meshed.
-
Topology with DAs handling "no topology hiding":
Diameter clients and servers are connected through DAs without topology hiding. This topology contains variants, which will be considered the same way, unless otherwise stated:

· There may be one or several DAs in a path between a client and a server;
· The DAs may be relay agents, proxy or redirect agents;
· DAs may be in a meshed network;
· A client may be connected to one or more DAs;
· A server may be connected to one or more DAs.
-
Topology with DAs handling "topology hiding":
Behind the "hiding topology" wording, the following case is identified:

· The DA is associated with several servers (a server farm) which are equivalent for handling the client requests. Clients do not know the identity of the server that will serve a particular UE. The DA can apply load balancing between the servers.
-
Other DA topology cases:
-
The case where a DA is associated with several servers which are not equivalent for handling the client requests, and so without a load balancing possibility, and where the client does not know the identity of the server that will serve a UE at least for an initial request (c.f. the user identity to HSS resolution  in 3GPP specifications).
-
The case where clients behind a DA do not support the overload control feature. In this case, the DA handles the overload control feature instead of the clients (e.g. in a PLMN interconnection). 
6.2.5.1.2
Network Topologies with HSS
The HSS supports Diameter interfaces with a variety of network elements:
- 
S6a / S6d with MME / SGSN;
-
Cx, with I, S-CSCFs;
-
Sh with ASs;
-
SWx with AAA server;
-
Zh with BSF
-
S6m / S6n with MTC IWF / MTC AAA;
-
SLh with GMLC;
- 
S6c with SMS central functions.
HSS topologies are various:

· one HSS;
· multiple separated  and independent HSSs, which require a user identity to HSS resolution mechanism as the subscription data of a user is stored in only one of the HSSs;
· a distributed HSS, following the UDC architecture, with one UDR and several front-ends which could be geographically distributed, but allowing access to any user subscription data;
· several distributed HSSs, which also require a user identity to HSS resolution mechanism, as the subscription data of a user is stored in only one of the distributed HSSs.
Another characteristic is that the Diameter sessions are implicitly terminated (limited to a request answer exchange).

Load sharing is not applicable between separated and independent HSS, or between distributed HSS.
Load sharing may be applied with distributed HSSs between the different front-ends. It may help to solve the overload of a front end when traffic is not equally balanced between all the front ends. Nevertheless, if the overload is due to the UDR within the UDC architecture, the fact to choose another front-end may not solve the overload.
Regarding the user identity to HSS resolution mechanism, 3GPP specifications describe the possible use of a Redirect or Proxy DAs without excluding other possibilities. They are here recapitulated, as they will have impacts on how overload will be handled according to the different solutions:
-
When a redirect server is deployed, a client which has to send a request to a HSS of which it does not know the identity, will only provide the Diameter realm and send its request to the Redirect DA, that will return the identity of the HSS to the client The client then forwards the request with the HSS identity in the Diameter Host AVP.

-
When a proxy DA is used, the client which does not know the identity of the HSS, only provides the Diameter realm and sends the request to the proxy DA which will determine the HSS identity and forward the request to the HSS. The client is informed of this HSS identity in the answer it gets from this HSS.

In both cases, for further requests related to the same UEs, the client reuses the HSS identity it has stored.
3GPP specifications do not exclude other implementation dependent resolution mechanisms, without specifying them. For example, a practical one for MME or SGSN, consists in local configured tables mapping an IMSI range to a HSS identity.
6.2.5.1.2
Network Topologies with PCRF

In 3GPP TS 23.203 [xx] subclause 7.6.2, it is written:
"In order to ensure that all Diameter sessions for Gx, S9, Gxa/Gxc, Rx and Sd (when the unsolicited application reporting applies) for a certain IP‑CAN session reach the same PCRF when multiple and separately addressable PCRFs have been deployed in a Diameter realm, an optional logical "Diameter Routing Agent (DRA)" function is enabled. This resolution mechanism is not required in networks that utilise a single PCRF per Diameter realm."
The fact of deploying several PCRFs introduces the use of a logical DA handling resolution mechanism to find the right PCRF where a UE session is being handled. This mechanism is different to those already explained for the HSS case and has also consequences on the overload handling.
Editor’s note: this subclause has to be reviewed by CT3.
* * * End of Changes * * * *

