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* * * First Change * * * *

5.2.1.3
Detailed behaviour of the HSS
This subclause describes the HSS behaviour when the HSS receives a Send Routing Info for SM request which is not forwarded to an SMS Router or an IP-SM-GW.
The HSS shall check if the user identified by the MSISDN is known; otherwise the HSS shall return an Experimental-Result-Code set to DIAMETER_ERROR_USER_UNKNOWN.

The HSS shall check if a MT SMS Teleservice subscription exists; otherwise the HSS shall return an Experimental-Result-Code set to DIAMETER_ERROR_SERVICE_NOT_SUBSCRIBED.

The HSS shall check if the user is not barred for receiving MT short messages; otherwise, the HSS shall return an Experimental-Result-Code set to DIAMETER_ SERVICE _ERROR_BARRED.

The HSS shall check if one or more serving nodes are registered for MT SMS; otherwise, the HSS shall return an Experimental-Result-Code set to DIAMETER_ERROR_ABSENT_USER. If there is no serving node being registered for MT SMS and the Single-Attempt-Delivery flag in SRR-Flags AVP is set, the HSS shall not add the SC address into the MWD list. 
The HSS shall then return a Send Routing Info for SM answer with a Result-Code set to DIAMETER_SUCCESSFUL that shall contain the addresses of the serving nodes which are registered for MT SMS according the following rules:

-
if the GPRS indicator is not set, only one serving node address shall be returned according to the SM transfer option where MME is considered as a MSC. The address of the MME, if returned, shall comprise the MME Diameter address and the MME Number for MT SMS.

 - 
if the GPRS indicator is set, two serving node addresses shall be returned of which

-
the SGSN number,

 -
either the number of the MSC or the Diameter address and the number of the MME for MT SMS.

-
when two serving g nodes addresses are returned, the HSS selects which serving node it will populate in the Serving Node information element and in the Additional Serving Node information elements.

NOTE: 
MSC and MME cannot be both registered as serving nodes for MT SMS at a given time (cf 3GPP TS 23.272 [2])

If the stored MSISDN number is not the same as the one received in the Send Routing Info for SM request service, the stored MSISDN number shall be included in the message.
* * * Next Change * * * *

5.2.3
Report SM Delivery Status procedure

5.2.3.1
General

This procedure shall be used between the SMS-GMSC or the IP-SM-GW and the HSS to update the Message Waiting Data in the HSS or to inform the HSS of a successful SM transfer after polling. This procedure is invoked by the SMS-GMSC or the IP-SM-GW.
This procedure is applicable to an IP-SM-GW for its SMS Router function when using the S6c interface.

This procedure is used according to the call flows described in 3GPP TS 23.040 [2] clause 10.

Table 5.2.3.1-1 specifies the involved information elements for the request.

Table 5.2.3.1-2 specifies the involved information elements for the answer.
This procedure is mapped to the commands Report-SM-Delivery-Status-Request/Answer (RDR/RDA) in the Diameter application specified in subclause 5.3.2.

Table 5.2.3.1-1: Report SM Delivery Status Request

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	MSISDN 
	User-Identifier
	M
	This information element shall contain the MSISDN of the user when it exists. Otherwise It shall contain the IMSI (i.e. when the user has a MSISDN-less subscription).

	Service Centre Address


	SC-Address
	M
	This information element shall contain the Service Centre address.

	SM Delivery Outcome
	SM-Delivery-Outcome
	M
	This information element shall contain the causes for setting the message waiting data in the HSS according to the network node(s) used for the SM delivery:

· MSC

· MME

· SGSN

· IP-SM-GW.

At least one cause shall be present. A cause originated from a MSC and a cause originated from a MME shall not be both present. 

When the cause is Absent User, the Absent User Diagnostic, if available, shall be associated to the cause.

	RDR Flags
	RDR-Flags
	O
	This Information Element contains a bit mask. See 5.3.3.x for the meaning of the bits and the condition for each bit to be set or not.

	Supported Features


	Supported-Features

(See 3GPP TS 29.229 [5])
	O
	If present, this Information Element shall contain the list of features supported by the origin host.


Table 5.2.3.1-2: Report SM Delivery Status Answer

	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Result


	Result-Code / Experimental-Result
	M
	This information element shall contain the Result of the request.

The Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

The Experimental-Result AVP shall be used for S6c errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP. This information element shall contain the result of the operation with an indication of the success / errors. The following errors are applicable:

-
Unknown User;

-
Message Waiting List Full.

	MSISDN- Alert
	User-Identifier
	C
	This information element shall contain the Alert MSISDN of the user if it is different from the MSISDN received in the request.

	Supported Features
	Supported-Features

 (See 3GPP TS 29.229 [5])
	O
	If present, this information element shall contain the list of features supported by the origin host.


5.2.3.2
Detailed behaviour of the SMS-GMSC

The SMS-GMSC shall make use of this procedure if:
-
the reason received from the serving node for failure to deliver the message is absent user , unidentified user or SM delivery failure with error cause "UE memory capacity exceeded", and the SC address is not yet included in the MWD set, or

-
the reason received from the serving node for failure to deliver the message is absent user, unidentified user or SM delivery failure with error cause "UE memory capacity exceeded", and the corresponding flag in the HSS (as indicated in the information received from HSS) is not set, or

-
the reason received from the serving node (MSC/MME or SGSN) for failure to deliver the message is absent user and the absent user diagnostic is different from the absent user diagnostic received from the HSS.

If absent user diagnostic information (see 3GPP TS 23.040 [3]) is received with the absent user error indication then the SMS-GMSC shall relay this information to the HSS.
5.2.3.3
Detailed behaviour of IP-SM-GW
The IP-SM-GW shall make use of this procedure if:
-
the reason for failure to deliver the message is absent user, unidentified user or SM delivery failure with error cause "UE memory capacity exceeded", and the SC address is not yet included in the MWD set, or

-
the reason for failure to deliver the message is absent user, unidentified user or SM delivery failure with error cause "UE memory capacity exceeded", and the corresponding flag in the HSS (as indicated in the information received in the MAP_INFORM_SERVICE_CENTRE) is not set, or

-
the reason for failure to deliver the message is absent user and the absent user diagnostic is different from the absent user diagnostic received from the HSS.
5.2.3.4
Detailed behaviour of the HSS

When receiving a Report SM Delivery Status request the HSS shall check if the user is known.

If the user is not known, the HSS shall return an Experimental-Result-Code set to DIAMETER_ERROR_USER_UNKNOWN.

If it is known, the HSS shall update the Message Waiting data as described in 3GPP TS 23.040 [3]. If the Single-Attempt-Delivery flag in RDR-Flags AVP is set, the HSS shall not add the SC address into the MWD list. 
If the message waiting data is full, the HSS shall return an Experimental-Result-Code set to DIAMETER_ERROR_MWD_LIST_FULL.

If the received MSISDN is different from the stored MSISDN, the HSS shall return the Alert MSISDN.
* * * Next Change * * * *

5.3.2.7
Report-SM-Delivery-Status-Request (RDR) Command

The Report-SM-Delivery-Status-Request (RDR) command, indicated by the Command-Code field set to 8388649 and the "R" bit set in the Command Flags field, is sent from SMS-GMSC or IP-SM-GW to HSS.

Message Format:
< Report-SM-Delivery-Status-Request > ::=
< Diameter Header: 8388649, REQ, PXY, 16777312 >

< Session-Id >
[ Vendor-Specific-Application-Id ]

{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]
{ Destination-Realm }
*[ Supported-Features ]

{ User-Identifier }
{ SC-Address }
{ SM-Delivery-Outcome }
[ RDR-Flags ]
*[ AVP ]


*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

5.3.3.1
General

The following table specifies the Diameter AVPs defined for the S6c interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).
For all AVPs which contain bit masks and are of the type Unsigned32, e.g. TFR-Flags, bit 0 shall be the least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used.
Table 5.3.3.1/1: S6c specific Diameter AVPs
	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	SM-RP-MTI
	3308
	5.3.3.2
	Enumerated
	M, V
	
	
	
	No

	SM-RP-SMEA
	3309
	5.3.3.3 
	OctetString
	M, V
	
	
	
	No

	SRR-Flags
	3310
	5.3.3.4
	Unsigned32
	M, V
	
	
	
	No

	SM-Delivery-Not-Intended
	3311
	5.3.3.5
	Enumerated
	M, V
	
	
	
	No

	MWD-Status
	3312
	5.3.3.8
	Unsigned32
	M, V
	
	
	
	No

	MME-Absent-User-Diagnostic-SM
	3313
	5.3.3.9
	Enumerated
	M, V
	
	
	
	No

	MSC-Absent-User-Diagnostic-SM
	3314
	5.3.3.10
	Enumerated
	M, V
	
	
	
	No

	SGSN-Absent-User-Diagnostic SM
	3315
	5.3.3.11
	Enumerated
	M, V
	
	
	
	No

	SM-Delivery-Outcome
	3316
	5.3.3.14
	Grouped
	M, V
	
	
	
	No

	MME-SM-Delivery-Outcome
	3317
	5.3.3.15
	Grouped
	M, V
	
	
	
	No

	MSC-SM-Delivery-Outcome
	3318
	5.3.3.16
	Grouped
	M, V
	
	
	
	No

	SGSN-SM-Delivery-Outcome
	3319
	5.3.3.17
	Grouped
	M, V
	
	
	
	No

	IP-SM-GW-SM-Delivery-Outcome
	3320
	5.3.3.18
	Grouped
	M, V
	
	
	
	No

	SM-Delivery-Cause
	3321
	5.3.3.19
	Enumerated
	M, V
	
	
	
	No

	Absent-User-Diagnostic-SM
	3322
	5.3.3.20
	OctetString
	M, V
	
	
	
	No

	RDR-Flags
	33xx
	5.3.3.x
	Unsigned32
	V
	
	
	M
	No

	NOTE 1:
The AVP header bit denoted as "M", indicates whether support of the AVP is required. The AVP header bit denoted as "V" indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [4].
NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


The following table specifies the Diameter AVPs re-used from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within this interface.

Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 5.3.3.1/2, but they may be re-used for this interface.
Table 5.3.3.1/2: S6c re-used Diameter AVPs

	Attribute Name
	Reference
	Comments
	M-bit

	User-Name
	IETF RFC 3588 [7]
	
	Must

	MSISDN
	3GPP TS 23.329 [14]
	
	

	SC-Address
	3GPP TS 29.338
	It is defined for the SGd interface, see subclause 6.3.3.2
	

	LMSI
	3GPP TS 29.173 [10] 
	
	

	Serving-Node
	3GPP TS 29.173 [10]
	See subclause 5.3.3.6
	

	MSC-Number
	3GPP TS 29.173 [10]
	
	

	MME-Name
	3GPP TS 29.173 [10]
	
	

	MME-Realm
	3GPP TS 29.173 [10]
	
	Must

	MME-Number-for-MT-SMS
	3GPP TS 29.272 [4]
	
	Must

	SGSN-Number
	3GPP TS 29.272 [4]
	
	

	Additional-Serving-Node
	3GPP TS 29.173 [10]
	See subclause 5.3.3.7
	

	User-Identifier
	3GPP TS 29.336 [15]
	
	

	SM-Delivery-Failure-Cause
	3GPP TS 29.338
	It is defined for the SGd interface, see subclause 6.3.3.5
	

	IP-SM-GW-Name
	3GPP TS 29.336 [15]
	
	

	IP-SM-GW-Number
	3GPP TS 29.336 [15]
	
	

	Supported-Features
	3GPP TS 29.229 [5]
	
	

	Feature-List-ID
	3GPP TS 29.229 [5]
	See subclause 5.3.3.12
	

	Feature-List
	3GPP TS 29.229 [5]
	See subclause 5.3.3.13
	

	NOTE 1: 
The M-bit settings for re-used AVPs override those of the defining specifications that are referenced. Values include: "Must set", "Must not set". If the M-bit setting is blank, then the defining specification applies.

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


* * * Next Change * * * *

5.3.3.4
SRR-Flags 

The SRR-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 5.3.3.4./1:
Table 5.3.3.4/1: SRR-Flags

	Bit
	Name
	Description

	0
	GPRS-Indicator
	This bit shall be set if the SMS-GMSC supports receiving of two serving nodes addresses from the HSS.

	1
	SM-RP-PRI
	This bit shall be set if the delivery of the short message shall be attempted when a service centre address is already contained in the Message Waiting Data file

	x
	Single-Attempt-Delivery
	This bit, if set, indicates it is only valid for delivering once.

	NOTE 1: Bits not defined in this table shall be cleared by the sending entity and discarded by the receiving entity.


* * * Next Change * * * *

5.3.3.x
RDR-Flags
The RDR-Flags AVP is of type Unsigned32 and it shall contain a bit mask. The meaning of the bits shall be as defined in table 5.3.3.x/1:
Table 5.3.3.x/1: RDR-Flags

	Bit
	Name
	Description

	0
	Single-Attempt-Delivery
	This bit, if set, indicates it is only valid for delivering once.

	NOTE 1: Bits not defined in this table shall be cleared by the sending entity and discarded by the receiving entity.


* * * End of Changes * * * *

�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark appropriate boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Office® 2003 applications. Prefered format is ISO standard yyyy-MM-dd.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected and the CRs which are linked. This is particularly important where the affected specs belong to a different working group than that which will agree the present CR.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





