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1. Introduction
TR 29.935 will be presented for approval to the next plenary CT#57.
2. Reason for Change
All editor's notes shall be removed to complete the work. Relevant parts can be integrated in the text.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.935 v1.0.0.
* * * First Change * * * *

1
Scope

The present document analyses and evaluates the definition of a Reference Data Model (RDM) for Ud interface between Front-Ends (FEs) for the HSS application and the User Data Repository (UDR). 

The stage 3 of the Ud interface in the User Data Convergence (UDC architecture) is defined in 3GPP TS 29.335 [2].

The Reference Data Model (RDM) shall comply with the Common Baseline Information Model for UDC as defined in 3GPP TS 32.182 [3] and it shall follow the concepts of the Framework for Model Handling and Management as defined in 3GPP TS 32.181 [4].

The analysis will comprise the general considerations impacting the RDM for HSS.

 The analysis will comprise the following topics:
· The general considerations impacting the RDM for HSS;

· Attributes definition: names, syntax, semantics;

· Object classes & Directory Information Tree: object classes names, attributes grouping, LDAP entries, Distinguished Names and Relative Distinguished Names.

Directory information trees, object classes and attributes in this report should be considered informative since they are subject to additions and/or modification depending on the specific implementation as illustrated in the presented alternatives in this technical report. Even the assignment of attributes to object classes may be redistributed, for example,because the normalization of object classes across different domains may result in attributes being moved to a superclass.  Naming is provisional. Diagrams used and naming convention are not standardized.




* * * Next Change * * * *

4
General considerations
4.1
General Syntax Definitions
The LDAP attributes in this document are defined as having a syntax specified in IETF RFC 4517 [6] or a derived syntax that will be specified in this section. The description of a derived syntax will contain the name of the IETF RFC 4517 [6] syntax from which it was derived as well as any additional structure and value constraints. Syntax names should follow the rules set by IETF RFC 4517 [6] (mixed case with first letter of word capitalized), e.g. NumericString.

	Derived Syntax name
	Description

	UInt8
	This syntax is derived from the Integer syntax [6]. The structure is further constrained to a maximum length of 1 and the values are further constrained from 0 to 255.

	UInt16
	This syntax is derived from the Integer syntax syntax [6]. The structure is further constrained to a maximum length of 2 and the values are further constrained from 0 to 65535.

	UInt32
	This syntax is derived from the Integer syntax syntax [6]. The structure is further constrained to a maximum length of 4 and the values are further constrained from 0 to 4294967295.

	HexString
	This syntax is derived from the PrintableString syntax [6]. The values are further constrained to the decimal digits (0 through 9), characters “a” to “f” or characters “A” to “F”.

	HexString32
	This syntax is derived from the HexString syntax. The structure is further constrained to a maximum length of 32 characters.

	FQDN
	This syntax is used to represent an Fully Qualified Domain Name (FQDN) (see IETF RFC1035 [17]) and is derived from the PrintableString syntax [6]. The structure is further constrained to a maximum length of 255 and the values are further constrained to one or more labels separated by the period (".") character. Each label consists of the decimal digits (0 through 9), characters "a" to "z", characters "A" to "Z", the hyphen ("-) character and has a maximum length of 63 characters. CaseIgnore

	IPv4Address
	This syntax is derived from the PrintableString syntax [6] and is used to represent IPv4 addresses formatted in dot-decimal notation without leading zeros. The structure is further constrained to a maximum length of 15 and values are further constrained to the decimal digits (0 through 9) and the period (.) character. 

	IPv6Address
	This syntax is derived from the PrintableString syntax [6] and is used to represent IPv6 addresses formatted in hexadecimal colon-separated notation without leading zeros in each group and with the largest run of consecutive zero groups collapsed into a single empty group (see  IETF RFC 4291 [8]). The structure is further constrained to a maximum length of 39 and the values are further constrained to the decimal digits (0 through 9), characters “a” to “f” or characters “A” to “F” and the colon (:) character.

	IPv6Prefix
	This syntax is derived from the PrintableString syntax [6] and is used to represent an IPv6 prefix formatted in CIDR (Classless Inter-domain Routing) notation, i.e. an IPv6 address (formatted in IPv6Address syntax), a slash (/) character and a decimal value indicating the size in bits of the address prefix (see  IETF RFC 4291 [8]). The structure is further constrained to a maximum length of 43 and the values are further constrained to the decimal digits (0 through 9), characters “a” to “f” or characters “A” to “F”, the colon (:) character and the slash (/) character.

	Name10
	This syntax is derived from the PrintableString syntax [6]. The structure is further constrained to a maximum length of 10 characters. CaseIgnore.

	String
	This syntax corresponds to Printable String syntax according to IETF RFC 4517 [6].

	Enumerated 
	This syntax corresponds to Numeric String syntax according to IETF RFC 4517 [6], where the maximum length is defined by the number of included numerals.


Table 4.1-1

4.2
MMTEL data

4.2.1
Introduction

The specification of the MMTEL data in the Reference Data Model over Ud has to define for which Application FEs it will be applied. Two cases are identified.

-
MMTEL data specification over Ud applies to the Ud interface between a Telephony Application Server Front-end (TAS-FE) and the UDR.

-
MMTEL data specification over Ud applies to the Ud interface between a HSS-FE (supporting IMS) and the UDR.

4.2.2
MMTEL data with a TAS-FE

The Ud interface supported by a TAS is an alternative way to store its MMTEL data in a UDR instead of using the Sh interface and an HSS-FE. For this purpose another protocol (i.e. reusing Ud protocol) to centrally store MMTEL Data in addition to Sh has to be assessed and confirmed. This is out of the scope in the present release of the specifications. 

4.2.3
MMTEL data with an HSS-FE

With a HSS-FE, SMMTEL data are transported over a Sh interface as transparent data within repository data. Then, regarding to the storage on the UDR by the HSS-FE, two sub-cases are identified:

-
It is normally stored as transparent data in the UDR in the same way as any other transparent data coming from an AS over Sh, so not requiring a data modelling of the MMTEL data over the Ud between a HSS-FE and the UDR.

-
The transparent data is analysed by the HSS-FE application logic and translated into data complying with the MMTEL RDM over Ud. In the other way, the HSS-FE application logic builds a Sh transparent data from the MMTEL data retrieved from the UDR and complying with the MMTEL RDM over Ud. It is to be noted that the concept of transparent data that still applies to Sh is no more applied on the transparent storage in the HSS in this sub-case.

To address the second sub-case, the HSS-FE will rely on the standardisation of MMTEL Data over Sh in 3GPP TS 29.364 [19]. Two coding options are defined, a binary one and a XML one. An objective is that the same MMTEL RDM over Ud can be mapped with both options. The same MMTEL RDM should also be applicable to the case described in 4.2.2. This is out of the scope in the present release of the specifications.

With the XML option, the data configuring each of the CDIV and CB MMTEL Services is structured in a set of multiple rules, each rule may contain multiple conditions and an action, structure that was not retained for the binary option aimed to handle the subset of MMTEL services corresponding to PSTN/ISDN and CS supplementary services.
How the MMTEL RDM over Ud can address the configuration data for CDIV and CB services for both the XML and the binary option is out of the scope in the present release of the specifications.

4.2.4
MMTEL Data and CS Supplementary Services data

In some cases, the supplementary services execution and/or their configuration when user is in the CS domain may have to rely on the CS supplementary services and not MMTEL ones. It may drive to maintain the consistency between the MMTEL services and the CS supplementary services. Two approaches that impact RDM for Ud may be considered:

-
MMTEL Data and CS supplementary Service data are considered as separate data in the RDM for Ud, considering that their consistency will be handled by the concerned application logics. This approach may be more in line with current 3GPP specifications where CS supplementary Services and MMTEL services are defined in different 3GPP specifications.

- 
A subset of MMTEL data and CS supplementary service data are merged in the RDM over Ud and describe a supplementary service independently of the access (CS or PS). This approach may impact stage 1 and stage 2 specifications on supplementary services.
Which one of the two approaches is the most relevant and if it impacts existing specifications on supplementary services (CS and MMTEL) is out of the scope in the present release of the specifications.

4.2.5
Supplementary Services RDM principle
It should be possible to define the Supplementary Services that are common to MMTEL and CS only once and not separately in the Reference Data Model. Using this approach the synchronization of common MMTEL and CS Supplementary Services is implicitly reached. At the same time, it should be possible to have separate Supplementary Services data for MMTEL and CS in order that the operators could provide differentiated services. The operator has to choose between these alternatives. The RDM specification for MMTEL and CS Supplementary services should allow these two approaches.
Only a subset of MMTEL Supplementary Services defined in [19] is shared with the Circuit domain.

Here are described three possible structures of the RDM.
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Figure 4.2.5-1: Reference Data Model referring to MMTEL services
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Figure 4.2.5-2: Reference Data Model referring to CS services
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Figure 4.2.5-3: Reference Data Model referring to the common services

Depending on the implementation any of the above data structures for MMTEL and CS SS or a combination of them can be selected for the RDM.

* * * End of Changes * * * *

