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1. Introduction
Complete the T4 protocol definitions.
2. Reason for Change
Definition of commands and AVPs over T4 interface is missing in the specification.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 29.337 v 0.1.0.

* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[3]
IETF RFC 3588: "Diameter Base Protocol".
[4]
3GPP TS 33.210: "3G Security; Network Domain Security; IP Network Layer Security".
[5]
IETF RFC 4960: "Stream Control Transmission Protocol".
[6]
3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol".
[7]
3GPP TS 29.228: "IP multimedia (IM) Subsystem Cx and Dx Interfaces; Signalling flows and Message Elements".
[8]
3GPP TS 23.003: "Numbering, addressing and identification".
[x]
IETF RFC 5234: "Augmented BNF for Syntax Specifications: ABNF".
[y]
3GPP TS 29.329: "Sh Interface based on the Diameter protocol".
[z]
3GPP TS 29.336: " Home Subscriber Server (HSS) diameter interfaces for interworking with packet data networks and applications".
[yy]
3GPP TS 29.173: "Diameter-based SLh interface for Control Plane LCS".
[zz]
3GPP TS 29.368: "Tsp interface protocol between the MTC Interworking Function (MTC-IWF) and Service Capability Server (SCS)".
* * * Next Change * * * *

Table 5.2.1.1/1: Device Trigger Request
	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identifier

	User-Identifier
	M
	This information element shall contain the IMSI of the UE the trigger is to be applied, formatted according to 3GPP TS 23.003 [8], clause 2.2.
This Information Element may contain the international ISDN number of the UE the device trigger was delivered, formatted according to 3GPP TS 23.003 [8], clause 3.3. The ISDN number shall be present if it is available to the SMS-SC.
This Information Element may contain the external identifier of the UE the device trigger was delivered, formatted according to 3GPP TS 23.003 [8], clause 19.7.2. The external identifier shall be present if it is available to the SMS-SC.

	

	
	
	


	
	
	
	


	SM RP OA


	SCS-Identity
	M
	This Information Element shall contain the identity of the Service Capability Server that is requesting a device trigger to the UE.


	SM RP UI
	SM-RP-UI
	M
	This information element shall contain short message transfer protocol data unit for device trigger.

	Serving Node Identity

	Serving-Node
	C
	This information element shall contain the serving node identity, i.e. SGSN/MME/MSC identity serving the UE.
It shall be present if it is available to the MTC-IWF, e.g. the MTC-IWF retrieved this information from the HSS.

	Additional Serving Node Identity

	Additional-Serving-Node

	C
	This information element shall contain another serving node identity, e.g. SGSN/MME/MSC identity, if there is any serving the UE.

There may be multiple instances of this information elements.

	Trigger Reference Number
	Reference-Number
	C
	This information element shall contain the Reference Number related to the device trigger request.
It shall be present if it is available to the MTC-IWF, e.g. the MTC-IWF received this information over Tsp.

	Validity Period
	Validity-Period
	C
	This information element shall contain the validity period of the device trigger request.
It shall be present if it is available to the MTC-IWF, e.g. the MTC-IWF received this information over Tsp.

	Priority Indication
	Priority-Indication
	C
	This information element shall contain the priority of the device trigger request..
It shall be present if it is available to the MTC-IWF, e.g. the MTC-IWF received this information over Tsp.

	SMS Application Port ID
	SMS-Application-Port-ID
	C
	This information element shall contain the SMS Application Port ID of the device trigger request.
It shall be present if it is available to the MTC-IWF, e.g. the MTC-IWF received this information over Tsp.

	Supported Features
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


* * * Next Change * * * *

6.2
Commands

6.2.x
Introduction

This section defines the Command code values and related ABNF for each command described in this specification.
6.2.x
Command-Code values

This section defines Command-Code values for the T4 interface application as allocated by IANA.

Every command is defined by means of the ABNF syntax IETF RFC 5234 [x], according to the rules in IETF RFC 3588 [3]. In the case, the definition and use of an AVP is not specified in this document, the guidelines in IETF RFC 3588 [3] shall apply. 
The following Command Codes are defined in this specification:

Table 7.2.2/1: Command-Code values for T4
	Command-Name
	Abbreviation
	Code
	Section

	Device-Trigger-Request
	DTR
	xxx
	6.2.x

	Device-Trigger- Answer
	DTA
	316
	6.2.x

	Delivery-Report-Request
	DRR
	317
	6.2.x

	Delivery-Report-Answer
	DRA
	317
	6.2.x


For these commands, the Application-ID field shall be set to xxxxxxxx (application identifier of the T4 interface application, allocated by IANA).
6.2.x
Device-Trigger-Request (DTR) Command

The Device-Trigger-Request (DTR) command, indicated by the Command-Code field set to xxx and the "R" bit set in the Command Flags field, is sent from the MTC-IWF to the SMS-SC. 

Message Format

< Device-Trigger-Request > ::=
< Diameter Header: xxx, REQ, PXY, xxxxxxxx >

< Session-Id >
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }
{ Destination-Realm }
{ User-Identifier }
{ SCS-Identity }
{ SM-RP-UI }
[ Serving-Node ]
[ Additional-Serving-Node ]

[ Reference-Number ]

[ Validity-Period ]
[ Priority-Indication ]
[ SMS-Application-Port-ID ]

*[ Supported-Features ]
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
6.2.x
Device-Trigger-Answer (DTA) Command

The Device-Trigger-Answer (DTA) command, indicated by the Command-Code field set to xxx and the "R" bit cleared in the Command Flags field, is sent from the SMS-SC to the MTC-IWF. 

Message Format

< Device-Trigger-Answer > ::=
< Diameter Header: xxx, PXY, xxxxxxxx >

< Session-Id >

[ Vendor-Specific-Application-Id ]

[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
*[ Supported-Features ]
*[ AVP ]

*[ Failed-AVP ]


*[ Proxy-Info ]

*[ Route-Record ]

6.2.x
Delivery-Report-Request (DRR) Command

The Delivery-Report-Request (DRR) command, indicated by the Command-Code field set to xxx and the "R" bit set in the Command Flags field, is sent from the MTC-IWF to the SMS-SC. 

Message Format

< Delivery-Report-Request > ::=
< Diameter Header: xxx, REQ, PXY, xxxxxxxx >

< Session-Id >
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }
{ Destination-Realm }
{ User-Identifier }
{ SCS-Identity }
{ SM-Delivery-Outcome-T4 }
[ Absent-Subscriber-Diagnostic-T4 ]
[ Reference-Number ]

*[ Supported-Features ]
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
6.2.x
Delivery-Report-Answer (DRA) Command

The Delivery-Report-Answer (DRA) command, indicated by the Command-Code field set to xxx and the "R" bit cleared in the Command Flags field, is sent from the SMS-SC to the MTC-IWF. 

Message Format

< Delivery-Report-Answer > ::=
< Diameter Header: xxx, PXY, xxxxxxxx >

< Session-Id >

[ Vendor-Specific-Application-Id ]

[ Result-Code ]

[ Experimental-Result ] 
{ Auth-Session-State }
{ Origin-Host }

{ Origin-Realm }
*[ Supported-Features ]
*[ AVP ]

*[ Failed-AVP ]


*[ Proxy-Info ]

*[ Route-Record ]

* * * Next Change * * * *

6.3
AVPs

The following table specifies the Diameter AVPs defined for the T4 interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).
Table 6.3.1/1: T4 specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	SM-Delivery-Outcome-T4
	xxxx
	6.3.x
	Enumerated
	M, V
	
	
	
	No

	Absent-Subscriber-Diagnostic-T4
	xxxx
	6.3.x
	Enumerated
	M, V
	
	
	
	No

	NOTE 1:
The AVP header bit denoted as "M", indicates whether support of the AVP is required. The AVP header bit denoted as "V", indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [3]. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


The following table specifies the Diameter AVPs re-used by the T4 interface protocol from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within T4. 
Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 6.3.1/2, but they may be re-used for the T4 protocol.
Table 6.3.1/2: T4 re-used Diameter AVPs

	Attribute Name
	Reference
	Comments
	M-bit

	User-Name
	IETF RFC 3588 [3]
	
	

	MSISDN
	3GPP TS 29.329 [y]
	
	

	External-Identifier
	3GPP TS 29.336 [z]
	
	

	SCS-Identity
	3GPP TS 29.336 [z]
	
	

	SM-RP-UI
	3GPP TS 29.368 [zz]
	
	

	Serving-Node
	3GPP TS 29.173 [yy]
	Only SGSN-Number AVP, MME-Name AVP and MSC-Number AVP are to be included in the Serving-Node AVP in this specification.


	

	Additional-Serving-Node
	3GPP TS 29.173 [yy]
	Only SGSN-Number AVP, MME-Name AVP and MSC-Number AVP are to be included in the Additional-Serving-Node AVP in this specification.


	

	Reference-Number
	3GPP TS 29.368 [zz]
	
	

	Validity-Period
	3GPP TS 29.368 [zz]
	
	

	Priority-Indication
	3GPP TS 29.368 [zz]
	
	

	SMS-Application-Port-ID
	3GPP TS 29.368 [zz]
	
	

	Supported-Features
	3GPP TS 29.229 [6]
	
	

	Feature-List-ID
	3GPP TS 29.229 [6]
	
	

	Feature-List
	3GPP TS 29.229 [6]
	
	

	NOTE 1: 
The M-bit settings for re-used AVPs override those of the defining specifications that are referenced. Values include: "Must set", "Must not set". If the M-bit setting is blank, then the defining specification applies. 

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


* * * End of Changes * * * *

