Page 1



3GPP TSG CT WG4 Meeting #57
 C4-121143
Kyoto, Japan; 21st – 25th May 2012                                                   (Revised C4-112859)
	CR-Form-v10

	CHANGE REQUEST

	

	(

	29.275
	CR
	0228
	(

rev
	1
	(

Current version:
	10.5.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/Change-Requests.

	


	Proposed change affects: (

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	PMIPv6 Prefix Delegation

	
	

	Source to WG:
(

	Nokia Siemens Networks

	Source to TSG:
(

	CT4

	
	

	Work item code:
(

	TEI10
	
	Date: (

	9/5/2012

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-10

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)

	
	

	Reason for change:
(

	The DHCPv6 Prefix Delegation [RFC3633, RFC6603 (i.e.draft-ietf-dhc-pd-exclude)] procedure has been added to GTP-based S5/S8/Gn/Gp interfaces in Rel-10. However, due to differences in GTP and PMIPv6 link models and the use of DHCPv6, the solution according to current stage-3 specifications do not work on PMIPv6-based interfaces as expected. The protocol stack description has now been clarified and corrected in 23.402 (see S2-121704) and this CR aligns the DHCPv6 Prefix Delegation on PMIPv6-based S5/S8/S2a interfaces to the same functional level supported with GTP-based interfaces.

More specifically, in the case of PMIPv6-based interfaces the first-hop router is located in a SGW (or in a Trusted non-3GPP access) and it needs to have a forwarding state for the delegated prefixes towards and from the PGW. The DHCPv6 Relay can learn the delegated prefixes during the delegation process. However, when a SGW relocation takes place, for example, as a result of a UE doing a handover, there is no need to do any DHCPv6 signaling and therefore no refreshing of the delegated prefixes. 

One of the primary functions of PMIPv6 is to hide handovers from the UE IP stack. This would cause the target SGW not being aware of the delegated prefix set assigned to the UE and would practically cause the SGW to drop the traffic sourced from or targeted to those delegated prefixes. This CR adds the required protocol enhancement to PMIPv6 signaling to allow for a target SGW (or a Trusted non-3GPP access) to learn the delegated prefixes after a SGW (or a Trusted non-3GPP access) relocation. 


	
	

	Summary of change:
(

	The CR adds a reference to draft-ietf-netext-pd-pmip that describes how to realize prefix delegation using PMIPv6. The corresponding new Information Elements are added and described for both PBUs and PBAs.

The changes affect PMIPv6-based S5/S8 and S2a interfaces. S2b is intentionally left out due to obvious and unverified considerations related to interactions with IKEv2/IPsec and possible requirement for enhanced IKEv2 operation [RFC5739].



	
	

	Consequences if 
(

not approved:
	DHCPv6 Prefix Delegation does not work on PMIPv6-based S5/S8/S2a interfaces. This causes functional discrepancy between the GTP- and PMIPv6-based interfaces when it comes to DHCPv6 Prefix Delegation.


	
	

	Clauses affected:
(

	2, 3.2, 5.2, 5.3, 6.4.1, 6.4.2, 8.x (new), 9.x (new), 10.x (new)

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	(show related CRs)
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


*******
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.401: "GPRS enhancements for E-UTRAN access ".
[3]
3GPP TS 23.402: "Architecture Enhancements for non-3GPP accesses".
[4]
IETF  RFC 5213: "Proxy Mobile IPv6".

[5]
IETF RFC 5844: "IPv4 Support for Proxy Mobile IPv6".
[6]
IETF RFC 5846: "Binding Revocation for IPv6 Mobility".
[7]
IETF RFC 5845: "Generic Routing Encapsulation (GRE) Key Option for Proxy Mobile IPv6".
[8]
IETF RFC 3775, "Mobility Support in IPv6".
[9]
IETF RFC 4282: "The Network Access Identifier".

[10]
IETF RFC 4283: "Mobile Node Identifier Option for Mobile IPv6 (MIPv6)".

[11]

IETF RFC 5149: "Service Selection for Mobile Ipv6".

[12]

3GPP TS 23.003: "Numbering, addressing and identification".
[13]
3GPP TS 23.007: "Restoration Procedures".

[14]
Void
[15]
Void
[16]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols".
[17]
IETF RFC 5847: "Heartbeat Mechanism for Proxy Mobile IPv6".
[18]
IANA Mobile Ipv6 Parameters Registry, <http://www.iana.org/assignments/mobility-parameters >.
[19]
3GPP TS 33.402: "3GPP System Architecture Evolution (SAE); Security aspects of non-3GPP accesses".
[20]
IETF RFC 2784: "Generic Routing Encapsulation (GRE)".

[21]
IETF RFC 2890: "Key and Sequence Number Extensions to GRE".
[22]
3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".

[23]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[24]
3GPP TS 29.282: "Mobile IPv6 vendor specific option format and usage within 3GPP".
[25]
3GPP TS 32.251: "Charging Management; Packet Switched (PS) domain charging".
[26]
3GPP TS 32.298: "Charging Management; Charging Data Record (CDR) parameter description".

[27]
IETF RFC 4291: "IP Version 6 Addressing Architecture".

[28]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".
[29]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".
[30]
3GPP TS 29.212: "Policy and Charging Control over Gx reference point".

[31]
IETF RFC 2473: "Generic Packet Tunneling in IPv6 Specification".
[32]
IANA Registry of Assigned Numbers. Mobile IPv6 parameters, Status Codes: http://www.iana.org/assignments/mobility-parameters/mobility-parameters.xhtml#mobility-parameters-6.

[33]
IANA Registry of Assigned Numbers. Mobile IPv6 parameters, Binding Revocation Acknowledgement Status Codes: http://www.iana.org/assignments/mobility-parameters/mobility-parameters.xhtml#binding-revocation-status-codes.
[34]
IETF RFC5555: "Mobile IPv6 Support for Dual Stack Hosts and Routers".

[35]
void

[xx]
IETF Draft, draft-ietf-netext-pd-pmip-02, "Prefix Delegation for Proxy Mobile IPv6".
* * * Next Change * * * *

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

3GSPEC
3GPP Specific PMIPv6 Error Code
BCE
Binding Cache Entry

BRA
Binding Revocation Acknowledgement
BRI
Binding Revocation Indication
BULE
Binding Update List Entry
EPC
Evolved Packet Core

GRE
Generic Routing Encapsulation
GW
Gateway

IMSI
International Mobile Subscriber Identity

IMEI
International Mobile station Equipment Identity

IPv4-LMAA
IPv4 LMAA

LMA

Local Mobility Anchor

LMAA
LMA Address

MAG

Mobility Access Gateway

MIPv6
Mobile IPv6

NAI
Network Access Identifier

PBA
Proxy Binding Acknowledgment

PBU
Proxy Binding Update

PD
Prefix Delegation
PMIPv6
Proxy MIPv6

Proxy-CoA
Proxy Care-of Address
* * * Next Change * * * *

5.2
Proxy Mobile IPv6 PDN Connection Lifetime Extension procedure
5.2.1 
General
The PMIPv6 PDN Connection Lifetime Extension procedure is initiated by the node acting as a MAG to prolong the lifetime of an existing PDN connection with the node acting as an LMA for an UE that is already attached or when the UE initiates a DHCPv6 Prefix Delegation. This procedure may also be used when the MME is relocated and the MAG remains unchanged (see 3GPP TS 23.007 [13]). The procedure starts with the MAG sending a PBU to the LMA to extend the binding lifetime for the UE's PDN connection. The LMA confirms that the binding lifetime is extended by sending a PBA to the MAG.
5.2.1.1
Proxy Binding Update 

The fields of a PBU message for the PMIPv6 PDN Connection Lifetime Extension procedure are depicted in Table 5.2.1.1-1.
The Mobility Options in a PBU message for the PMIPv6 PDN Connection Lifetime Extension procedure are depicted in Table 5.2.1.1-2. When the mobility option is present in the message, only the first instance shall be recognised. If multiple instances are included in the message, the receiver ignores all other instances.
Other flags are not used by this specification.

Table 5.2.1.1-1: Fields of a PBU message for the PMIPv6 PDN Connection Lifetime Extension procedure
	Information element
	IE Description
	Reference

	Sequence Number
	Set to a locally (i.e. per MAG) monotonically increasing value.
	IETF RFC 5213 [4]

	Lifetime
	Set to the requested number of time units the binding shall remain valid.
	IETF RFC 3775 [8]

	Acknowledge (A)
	Set to "1" to request an acknowledgement message.
	IETF RFC 3775 [8]

	Proxy Registration Flag (P)
	Set to "1" to indicate that the Binding Update message is a proxy registration. 
	IETF RFC 5213 [4]

	Force UDP encapsulation request (F) Flag
	Set to "0" to indicate that UDP encapsulation is not used for the user plane.
	IETF RFC 5555 [34]


Table 5.2.1.1-2: Mobility Options in a PBU message for the PMIPv6 PDN Connection Lifetime Extension procedure
	Information element
	Cat.
	IE Description
	Reference

	Mobile Node Identifier option
	M
	Set to the UE NAI that is derived from the UE IMSI if an authenticated IMSI is available, or from the UE IMEI if IMSI is not available or the IMSI is not authenticated by the network. The NAI format is specified in 3GPP TS 23.003 [12].
	IETF RFC 5213 [4], 3GPP TS 23.003 [12]

	IPv6 Home Network Prefix option
	C
	Set to the IPv6 Home Network Prefix allocated to the UE's PDN connection based on the selected PDN. NOTE 1.
	IETF RFC 5213 [4]

	Link-local Address 
	C
	Present when IPv6 Home Network Prefix option is present. Set to the link-local address already allocated to the MAG (in the previous initial binding registration) for use on the access link shared with the UE.
	IETF RFC 5213 [4]

	Handoff Indicator option
	M
	Set to the value "5" to indicate handoff state not changed (Re-registration).
	IETF RFC 5213 [4]

	Access Technology Type option
	M
	Set to the 3GPP access type, i.e. GERAN, UTRAN or E-UTRAN, or to the value matching the characteristics of the non-3GPP access (e.g., HRPD) the UE is using to attach to the EPS as defined in the Access Technology Type Option type values registry of the IANA Mobile IPv6 Parameters Registry [18].
The ePDG may use the access technology type of the untrusted non-3GPP access network if it is able to acquire it; otherwise it shall indicate Virtual as the access technology.

NOTE 2

NOTE 3
	IETF RFC 5213 [4]

	Timestamp option
	M
	Set to the current time
	IETF RFC 5213 [4]

	GRE Key option
	M
	Set to the previously exchanged downlink GRE key to be used for downlink GRE encapsulated packets sent over the PDN connection. 
	 IETF RFC 5845 [7] 

	IPv4 Home Address Request option
	C
	Set to the IPv4 Home Address allocated for the UE's PDN connection based on the selected PDN. NOTE 1.
	 IETF RFC 5844 [5]

	Service Selection Mobility Option
	M
	Set to the EPS Access Point Name to which the UE's PDN connection is attached.

The encoding the APN field follows 3GPP TS 23.003 [12] subclause 9.1 but excluding the trailing zero byte. The content of the APN field shall be the full APN with both the APN Network Identifier and default APN Operator Identifier being present as specified in 3GPP TS 23.003 [12] subclauses 9.1.1 and 9.1.2.

NOTE 4.
	IETF RFC 5149[11]

	MME Fully Qualified PDN Connection Set Identifier
	O
	Contain a Fully Qualified PDN Connection Set Identifier if generated by the MME, and included by the MAG on the S5/S8 interfaces as specified in 3GPP TS 23.007 [13].
	Subclause 12.1.1.2

	MAG Fully Qualified PDN Connection Set Identifier
	O
	Contain a Fully Qualified PDN Connection Set Identifier if generated by the MAG on the S5/S8 interfaces as specified in 3GPP TS 23.007 [13].
	Subclause 12.1.1.2

	PDN connection ID
	C
	Contains the PDN connection ID if the BULE contains the PDN Connection ID.
	Subclause 12.1.1.15

	Mobile Network Prefix
	C
	Contains the delegated IPv6 prefix and its length. If the MAG does not know the delegated prefix, then mobile network prefix in the Mobile Network Prefix option shall be set to unspecified address "::" and prefix length to 0. Otherwise the information from the DHCPv6 messages and/or MAG’s Binding Update List are used.
	IETF Draft draft-ietf-netext-pd-pmip [xx]

	NOTE 1: 
At least one of the two options, namely, the IPv6 Home Network Prefix option or the IPv4 Home Address Request option shall be present.  If the UE has both IPv4 home address and IPv6 home network prefix registered, both the IPv6 Home Network Prefix option and IPv4 Home Address Request option shall be included in the same PBU message.

NOTE 2:
The methods that the ePDG may use to acquire the access technology type of the untrusted non-3GPP IP access network are not specified in this release.

NOTE 3: 
The PDN-GW can be informed about the type of access network used by the UE over several reference points, see 3GPP TS 29.212 [30] for the mapping between the code values for the  different access network types.

NOTE 4: 
The APN field is not encoded as a dotted string as commonly used in documentation.


5.2.1.2
Proxy Binding Acknowledgement
The fields of a PBA message for the PMIPv6 PDN Connection Lifetime Extension procedure are depicted in Table 5.2.1.2-1.
The Mobility Options in a PBA message for the PMIPv6 PDN Connection Lifetime Extension procedure are depicted in Table 5.2.1.2-2. When the mobility option is present in the message, only the first instance shall be recognised. If multiple instances are included in the message, the receiver ignores all other instances.
Other flags are not used by this specification.

Only the message fields and mobility options used for acceptance cases are present in the following tables.
Table 5.2.1.2-1: Fields of a PBA message for the PMIPv6 PDN Connection Lifetime Extension procedure
	Information element
	IE Description
	Reference

	Status
	Set to indicate the result.
	IETF RFC 3775 [8]

	Proxy Registration Flag (P)
	Set to "1" to indicate that the Binding Update message is a proxy registration. 
	IETF RFC 5213 [4]

	Sequence Number
	Set to the value received in the corresponding PBU.
	IETF RFC 5213 [4]

	Lifetime
	Set to the granted number of time units the binding shall remain valid.
	IETF RFC 3775 [8]


Table 5.2.1.2-2: Mobility Options in a PBA message for the PMIPv6 PDN Connection Lifetime Extension procedure
	Information element
	Cat.
	IE Description
	Reference

	Mobile Node Identifier option
	M
	Copied from corresponding field of PBU.
	IETF RFC 5213 [4]

	IPv6 Home Network Prefix option
	C
	If it is present in the corresponding PBU, set to the IPv6 Home Network Prefix allocated to the UE's PDN connection based on the selected PDN.
	IETF RFC 5213 [4]

	Link-local Address
	C
	Present when IPv6 Home Network Prefix option is present. Set to the link-local address already allocated to the MAG (in the previous initial binding registration) for use on the access link shared with the UE.
	IETF RFC 5213 [4]

	Handoff Indicator option
	M
	Copied from corresponding field of PBU.
	IETF RFC 5213 [4]

	Access Technology Type option
	M
	Copied from corresponding field of PBU.
	IETF RFC 5213 [4]

	Timestamp option
	M
	Copied from corresponding field of PBU, or set to the current time of LMA in case of timestamp error.
	IETF RFC 5213 [4]

	GRE key option
	M
	Set to the previously exchanged uplink GRE key to be used for uplink GRE encapsulated packets sent over the PDN connection.
	 IETF RFC 5845 [7]

	IPv4 Home Address Reply Option
	C
	If it is present in the corresponding PBU, set to the IPv4 Home Address allocated for the UE's PDN connection based on the selected PDN.
	 IETF RFC 5844 [5]

	IPv4 Default Router Address Option
	C
	This option shall be present if and only if IPv4 Home Address Reply Option is present and PBU is accepted. 

The LMA sets the implementation specific value for the UE's IPv4 default router address.
	 IETF RFC 5844 [5]

	Service Selection Mobility Option
	M
	Copied from the corresponding field in the PBU message.

The encoding the APN field follows 3GPP TS 23.003 [12] subclause 9.1 but excluding the trailing zero byte. The content of the APN field shall be the full APN with both the APN Network Identifier and default APN Operator Identifier being present as specified in 3GPP TS 23.003 [12] subclauses 9.1.1 and 9.1.2.

NOTE 1.

	IETF RFC 5149[11]

	3GPP Specific PMIPv6 Error Code
	O
	Contain 3GPP Specific PMIPv6 Error Code (on S5/S8).
	Subclause 12.1.1.1

	LMA Fully Qualified PDN Connection Set Identifier
	O
	Contain a Fully Qualified PDN Connection Set Identifier if generated by the LMA on the S5/S8 interfaces as specified in 3GPP TS 23.007 [13].
	Subclause 12.1.1.2

	PDN connection ID
	C
	Contains the PDN connection ID received in PBU
	Subclause 12.1.1.15

	Mobile Network Prefix
	C
	Contains the delegated IPv6 prefix and its length.
	IETF Draft draft-ietf-netext-pd-pmip [xx]

	NOTE 1: 
The APN field is not encoded as a dotted string as commonly used in documentation.


5.2.2 
MAG procedures

A MAG initiating the PMIPv6 PDN Connection Lifetime Extension procedure shall follow the "Extending Binding Lifetime" procedure described in the PMIPv6 [4] and IPv4 support for PMIPv6 [5] specifications, while parameters in the PBU are set as specified by the PBU parameters section for this procedure. When an MME FQ-CSID is received by the MAG during MME relocation, if the MAG supports the feature according to 3GPP TS 23.007 [13], it shall store the Node ID and CSID from the MME FQ-CSID for the PDN connection and forward the MME FQ-CSID to the LMA in the PBU.
When an UE performs a DHCPv6-based Prefix Delegation the MAG shall follow the procedures in Sections 3.3.1, 3.3.2 and 3.4 of IETF Draft draft-ietf-netext-pd-pmip [xx].
5.2.3 
LMA procedures
On reception of a PBU, the LMA shall initiate the "Binding Lifetime Extension without Handover" procedure as described in the PMIPv6 [4] and IPv4 support for PMIPv6 [5] specifications, while parameters in the PBA are set as specified by the PBA parameters section for this procedure. When an MME FQ-CSID is received by the LMA, if the LMA supports the feature according to 3GPP TS 23.007 [13], it shall store the Node-ID and CSID from the MME FQ-CSID in place of those previously stored for the PDN connection.
When an UE performs a DHCPv6-based Prefix Delegation the LMA shall follow the procedures in Section 3.5 of IETF Draft draft-ietf-netext-pd-pmip [xx].
* * * Next Change * * * *

5.3
Proxy Mobile IPv6 PDN Connection Handover procedure
5.3.1 
General
The PMIPv6 PDN Connection Handover procedure is initiated by the node acting as a new MAG for the UE to update an existing PDN connection for an UE that is already attached to the EPC. The procedure starts with the new MAG sending a PBU including the APN to the LMA to update the binding for the UE's PDN connection. If multiple PDN connections to the same APN function is supported by the new MAG, a PDN connection ID shall also be included in the same PBU message. The LMA confirms update of the binding by sending a PBA to the MAG. If multiple PDN connections to the same APN function is supported by the LMA, the received PDN connection ID shall also be included in the same PBA message. Update of the binding achieves the following:

· IPv6 Home Network Prefix re-assignment: The LMA re-assigns to the UE’s PDN connection the IPv6 Home Network Prefix valid in the selected PDN.
· IPv4 Home Address re-assignment: The LMA re-assigns to the UE’s PDN connection the IPv4 Home Address valid in the selected PDN.
· Downlink and Uplink GRE Key Assignment: The MAG and LMA will establish downlink and uplink GRE keys to be used for GRE encapsulation of downlink and uplink traffic, respectively on the PDN connection.
· GRE Tunnel Establishment: A GRE tunnel is established between the MAG and LMA with the assigned GRE keys to carry uplink and downlink traffic that UE respectively sends and receives on the PDN connection. 
· BCE Update: The LMA updates or creates the BCE for the PDN connection.
· BULE Creation: The new MAG creates a BULE for the PDN connection.

· IP address(es) preservation: the IP addresses allocated in the previous initial attachment are reused if IP address(es) preservation decision is made.
· MAG Link Local Address re-assignment: The LMA re-assigns the same MAG link local address.

· UE Interface Identifier (IID) re-assignment: The LMA re-assigns to the UE the same IPv6 Interface Identifier to allow formation of the same UE Link Local Address from the well-known link local address prefix (fe80::/64). 
· PDN connection ID: The PDN connection ID is provided by the MAG and accepted by LMA, if multiple PDN connections to the same APN function is supported by both MAG and LMA. 
5.3.1.1
Proxy Binding Update 

The fields of a PBU message for the PMIPv6 PDN Connection Handover procedure are depicted in Table 5.3.1.1-1.
The Mobility Options in a PBU message for the PMIPv6 PDN Connection Handover procedure are depicted in Table 5.3.1.1-2. When the mobility option is present in the message, only the first instance shall be recognised. If multiple instances are included in the message, the receiver ignores all other instances.
Other flags are not used by this specification.
Table 5.3.1.1-1: Fields of a PBU message for the PDN Connection Handover procedure
	Information element
	IE Description
	Reference

	Sequence Number
	Set to a locally (i.e. per MAG) monotonically increasing value.
	IETF RFC 5213 [4]

	Lifetime
	Set to the requested number of time units the binding shall remain valid.
	IETF RFC 3775 [8]

	Acknowledge (A)
	Set to "1" to request an acknowledgement message.
	IETF RFC 3775 [8]

	Proxy Registration Flag (P)
	Set to "1" to indicate that the Binding Update message is a proxy registration. 
	IETF RFC 5213 [4]

	Force UDP encapsulation request (F) Flag
	Set to "0" to indicate that UDP encapsulation is not used for the user plane.
	IETF RFC 5555 [34]


Table 5.3.1.1-2: Mobility Options in a PBU message for the PMIPv6 PDN Connection Handover procedure
	Information element
	Cat.
	IE Description
	Reference

	Mobile Node Identifier option
	M
	Set to the UE NAI that is derived from the UE IMSI if an authenticated IMSI is available, or from the UE IMEI if IMSI is not available or the IMSI is not authenticated by the network. The NAI format is specified in 3GPP TS 23.003 [12].
	IETF RFC 5213 [4], 3GPP TS 23.003 [12]

	IPv6 Home Network Prefix option
	C
	If available at the MAG, set to the IPv6 Home Network Prefix allocated to the UE's PDN connection. Otherwise, set to the value "0::/0" to request allocation for the UE's PDN connection of an IPv6 Home Network Prefix for the UE in the PDN corresponding to the EPS Access Point Name. NOTE 1.
	IETF RFC 5213 [4]

	Link-local Address
	C
	Present when IPv6 Home Network Prefix option is present. If available, set to the link-local address already allocated to the MAG (in the previous initial binding registration) for use on the access link shared with the UE. If not available, set to ALL_ZERO (all bits set to 0), indicating that the MAG requests a link-local address.
	IETF RFC 5213 [4]

	Handoff Indicator option
	M
	Set to the value "2" (Handoff between two different interfaces) in case the handover is an inter access handover (i.e. from 3GPP to non-3GPP, from non-3GPP to 3GPP, or between two non-3GPP accesses) and IP address(es) preservation decision is taken; or

Set to the value "3" (Handoff between mobile access gateways for the same interface) in case the handover is an intra access (i.e. between two 3GPP accesses) handover; or

Set to the value "4" (Handoff state unknown) in case the handover is an inter access handover (i.e. from 3GPP to non-3GPP, from non-3GPP to 3GPP, or between two non-3GPP accesses) and IP address(es) preservation decision is negative or unknown.
	IETF RFC 5213 [4]

	Access Technology Type option
	M
	Set to the 3GPP access type, i.e., to GERAN, UTRAN or E-UTRAN, or to the value matching the characteristics of the non-3GPP access (e.g., HRPD) the UE is using to attach to the EPS as defined in the Access Technology Type Option type values registry of the IANA Mobile IPv6 Parameters Registry [18].
The ePDG may use the access technology type of the untrusted non-3GPP access network if it is able to acquire it; otherwise it shall indicate Virtual as the access technology.

NOTE 2

NOTE 3
	IETF RFC 5213 [4]

	Timestamp option
	M
	Set to the current time
	IETF RFC 5213 [4]

	GRE key option
	M
	Set to the downlink GRE key to be used for downlink GRE encapsulated packets sent over the PDN connection.
	 IETF RFC 5845 [7]

	IPv4 Home Address Request option
	C
	If available at the MAG, set to the IPv4 Address allocated to the UE's PDN connection. Otherwise, set to the value "0.0.0.0" to request allocation for the UE's PDN connection of an IPv4 Home Address in the PDN corresponding to the EPS Access Point Name. NOTE 1.
	 IETF RFC 5844 [5]

	Service Selection Mobility Option
	M
	Set to the EPS Access Point Name to which the UE's PDN connection is attached.

The encoding the APN field follows 3GPP TS 23.003 [12] subclause 9.1 but excluding the trailing zero byte. The content of the APN field shall be the full APN with both the APN Network Identifier and default APN Operator Identifier being present as specified in 3GPP TS 23.003 [12] subclauses 9.1.1 and 9.1.2.

NOTE 4.
	IETF RFC 5149[11]

	Protocol Configuration Options
	O
	Contain Protocol Configuration Options.
	Subclause 12.1.1.0

	PDN GW IP Address
	O
	Contain PDN GW IP address (on S2a or S2b when used for chained S2a/S2b-PMIP based S8)..
	Subclause 12.1.1.4

	MAG Fully Qualified PDN Connection Set Identifier 
	O
	Contain a Fully Qualified PDN Connection Set Identifier if generated by the MAG on the S5/S8 interfaces as specified in 3GPP TS 23.007 [13].
	Subclause 12.1.1.2

	MME Fully Qualified PDN Connection Set Identifier 
	O
	Contain a Fully Qualified PDN Connection Set Identifier if generated by the MME, and included by the MAG on the S5/S8 interfaces as specified in 3GPP TS 23.007 [13].
	Subclause 12.1.1.2

	Selection Mode
	C
	Contains APN selection mode (on S5/S8). Shall be present if the PDN connection is initiated by S4 SGSN or MME.
	Subclause 12.1.1.7

	Charging Characteristics
	O
	Contains the Charging Characteristics to be applied for EPC charging
	Subclause 12.1.1.8

	Serving Network
	C
	This IE shall be included on S5 and S8 interfaces to identify the Serving Network 
	Subclause 12.1.1.9

	Mobile Equipment Identity
	O
	Contains the MEI of the UE (on S5/S8)
	Subclause 12.1.1.10

	MSISDN
	O
	Contains the MSISDN of the user (on S5/S8)
	Subclause 12.1.1.11

	Maximum APN Restriction
	O
	Contains the most stringent restriction of already active PDN connections (on S5/S8).
	Subclause 12.1.1.13

	PDN connection ID
	O
	Contains the PDN connection ID
	Subclause 12.1.1.15

	Signalling Priority Indication
	O
	The SGW shall forward this IE on the S5/S8 interfaces if received from the MME/SGSN.
	Subclause 12.1.1.17

	Mobile Network Prefix
	C
	Contains the mobile network prefix set to an unspecified address ‘::’ and the prefix length set to 0. 
	IETF Draft draft-ietf-netext-pd-pmip [xx]

	NOTE 1: 
At least one of the two options, namely, the IPv6 Home Network Prefix option or the IPv4 Home Address Request option shall be present.  If the MAG knows the UE has both IPv4 home address and IPv6 home network prefix registered, both the IPv6 Home Network Prefix option and IPv4 Home Address Request option shall be included in the same PBU message. 
NOTE 2:
The methods that the ePDG may use to acquire the access technology type of the untrusted non-3GPP IP access network are not specified in this release.

NOTE 3: 
The PDN-GW can be informed about the type of access network used by the UE over several reference points, see 3GPP TS 29.212 [30] for the mapping between the code values for the  different access network types.

NOTE 4: 
The APN field is not encoded as a dotted string as commonly used in documentation.


5.3.1.2
Proxy Binding Acknowledgement
The fields of a PBA message for the PMIPv6 PDN Connection Handover procedure are depicted in Table 5.3.1.2-1.
The Mobility Options in a PBA message for the PMIPv6 PDN Connection Handover procedure are depicted in Table 5.3.1.2-2. When the mobility option is present in the message, only the first instance shall be recognised. If multiple instances are included in the message, the receiver ignores all other instances.
Other flags are not used by this specification.
Only the message fields and mobility options used for acceptance cases are present in the following tables.
Table 5.3.1.2-1: Fields of a PBA message for the PMIPv6 PDN Connection Handover procedure
	Information element
	IE Description
	Reference

	Status
	Set to indicate the result.
	IETF RFC 3775 [8]

	Proxy Registration Flag (P)
	Set to "1" to indicate that the Binding Update message is a proxy registration. 
	IETF RFC 5213 [4]

	Sequence Number
	Set to the value received in the corresponding PBU.
	IETF RFC 5213 [4]

	Lifetime
	Set to the granted number of time units the binding shall remain valid.
	IETF RFC 3775 [8]


Table 5.3.1.2-2: Mobility Options in a PBA message for the PMIPv6 PDN Connection Handover procedure
	Information element
	Cat.
	IE Description
	Reference

	Mobile Node Identifier option
	M
	Copied from corresponding field of PBU.
	IETF RFC 5213 [4]

	IPv6 Home Network Prefix option
	C
	Present if IPv6 Home Network Prefix is allocated. When it’s present, set to the IPv6 Home Network Prefix Allocated for the UE's PDN connection based on the selected PDN corresponding to the EPS Access Point Name for dynamic allocation, or set to the static IPv6 Home Network Prefix received in the PBU for static allocation. In addition, the Interface Identifier (IID) allocated for the UE is encoded in the low order 64 bits of this option, i.e., the IPv6 Home Network Prefix option.
	IETF RFC 5213 [4]

	Link-local Address
	C
	Present when IPv6 Home Network Prefix option is present. Set to the link-local address already allocated to the MAG (in the previous initial binding registration) for use on the access link shared with the UE.
	IETF RFC 5213 [4]

	Handoff Indicator option
	M
	Copied from corresponding field of PBU.
	IETF RFC 5213 [4]

	Access Technology Type option
	M
	Copied from corresponding field of PBU.
	IETF RFC 5213 [4]

	Timestamp option
	M
	Copied from corresponding field of PBU, or set to the current time of LMA in case of timestamp error.
	IETF RFC 5213 [4]

	GRE key option
	M
	Set to the uplink GRE key to be used for uplink GRE encapsulated packets sent over the PDN connection. The same uplink GRE key used for the UE's PDN connection with the previous MAG shall be re-assigned.
	 IETF RFC 5845 [7]

	IPv4 Home Address Reply Option
	C
	Present if IPv4 address is allocated. When it’s present, set to the IPv4 Home Address allocated for the UE's PDN connection based on the selected PDN corresponding to the EPS Access Point Name for dynamic allocation, or set to the static IPv4 Home Address received in the PBU for static allocation.
	 IETF RFC 5844 [5]

	IPv4 Default Router Address Option
	C
	This option shall be present if and only if IPv4 Home Address Reply Option is present.

The LMA sets the implementation specific value for the UE's IPv4 default router address.
	 IETF RFC 5844 [5]

	Service Selection Mobility Option
	M
	Copied from the corresponding field in the PBU message.

The encoding the APN field follows 3GPP TS 23.003 [12] subclause 9.1 but excluding the trailing zero byte. The content of the APN field shall be the full APN with both the APN Network Identifier and default APN Operator Identifier being present as specified in 3GPP TS 23.003 [12] subclauses 9.1.1 and 9.1.2.

NOTE 1.

	IETF RFC 5149 [11]

	PDN Type Indication
	C
	This option shall be present if and only if PDN type is changed in the PDN GW compared to what was requested in the PBU.
	Subclause 12.1.1.3

	PMIPv6 DHCPv4 Address Allocation Procedure Indication
	C
	This option shall be present if and only if DHCPv4 is to be used to allocate the IPv4 address to the UE.
	Subclause 12.1.1.5 

	Protocol Configuration Options
	O
	Contain Protocol Configuration Options.
	 Subclause 12.1.1.0

	3GPP Specific PMIPv6 Error Code
	O
	Contain 3GPP Specific PMIPv6 Error Code (on S5/S8).
	Subclause 12.1.1.1

	LMA Fully Qualified PDN Connection Set Identifier List
	O
	Contain a Fully Qualified PDN Connection Set Identifiers if generated by the LMA on the S5/S8 interfaces as specified in 3GPP TS 23.007 [13].
	Subclause 12.1.1.2

	Charging ID
	M
	Contain the Charging ID information 
	Subclause 12.1.1.6

	APN Restriction
	O
	Contains the restriction of this PDN connection (on S5/S8).
	Subclause 12.1.1.12

	PDN connection ID
	O
	Contains the PDN connection ID received in PBU
	Subclause 12.1.1.15

	Static IP Address Allocation Indication
	O
	Contains Static IP Address Allocation Indication if the IPv4 address and/or IPv6 Home Network Prefix is statically allocated. See NOTE 2.
	Subclause 12.1.1.18

	Mobile Network Prefix
	C
	Contains the delegated IPv6 prefix and its length.
	IETF Draft draft-ietf-netext-pd-pmip [xx]

	NOTE 1:
The APN field is not encoded as a dotted string as commonly used in documentation. 

NOTE 2:
Static IP Address Allocation Indication is used by MAG to provide dynamic IPv4/v6 address flag information as specified in 3GPP TS 32.251 [25].


5.3.2 
MAG procedures

A MAG initiating the PMIPv6 PDN Connection Handover procedure shall follow the "Mobile Node Attachment and Initial Binding Registration" procedure described in the PMIPv6 [4] and IPv4 support for PMIPv6 [5] specifications with the following additional requirements:
1. Generate a downlink GRE key that is not already in use locally for the PDN connection's downlink traffic to that UE, as specified in the GRE Key Option for PMIPv6 specification [7]. 
2. Provide a PDN connection ID, if multiple PDN connections to the same APN function is supported by the MAG.
3. Set other parameters in the PBU as specified by the PBU parameters section for this procedure.

4. Optionally, assign a Fully Qualified PDN Connection Set Identifier that identifies a set of PDN connections belonging to an arbitrary number of UEs.

5. If the PBA contains a Mobile Network Prefix option, then the MAG establishes a forwarding state to the delegated prefixed towards and from a PDN GW.
* * * Next Change * * * *

6.4.1
Binding Update List Entry

MAG maintains a unique Binding Update List Entry for for each PDN connection of a UE. The required elements of BULE as per 3GPP requirements are described in table 6.4.1-1.
Table 6.4.1-1: Elements of BULE
	Element
	Description
	Reference

	Mobile Node Identifier
	Set to the UE NAI that is derived from the UE IMSI if an authenticated IMSI is available, or from the UE IMEI if IMSI is not available or the IMSI is not authenticated by the network. The NAI format is specified in 3GPP TS 23.003 [12].
	3GPP TS 23.003 [12], IETF RFC 5213 [4]

	Access Point Name
	Set to the EPS Access Point Name to which the UE's PDN connection is attached, formatted as defined in 3GPP TS 23.003 [12]
	3GPP TS 23.003 [12]

	Lifetime
	Set to lifetime granted for the binding as received in PBA.
	IETF RFC 3775 [8]

	Remaining Lifetime
	This lifetime is initialized from the lifetime granted for the binding and is decremented until it reaches 0.
	IETF RFC 3775 [8]

	Sequence Number
	The sequence number of the last Proxy Binding Update message sent.
	IETF RFC 3775 [8]

	Timestamp
	Time at which last PBU was sent.
	IETF RFC 3775 [8]

	Binding Flag
	Set to 1 if MAG receives an ICMPv6 parameter problem, code 1, error message in response to a PBU. 

Set to 0 if MAG continues to send PBU.
	IETF RFC 3775 [8]

	IPv6 Home Network Prefix
	IPv6 Home Network Prefix assigned to the UE's PDN connection.
	IETF RFC 5213 [4]

	Link-local Address
	IPv6 Link-local address to be used by the MAG on the access link shared with the UE.
	IETF RFC 5213 [4]

	IPv4 Home Address
	IPv4 Home Address assigned to UE's PDN connection.
	IETF RFC 5213 [4]

	IPv4 default-router address
	The IPv4 default-router address of the mobile node.
	IETF RFC 5844 [5]

	LMA IPv6 Address
	IPv6 Address of the LMA.
	IETF RFC 3775 [8]

	LMA IPv4 Address
	IPv4 Address of the LMA.
	IETF RFC 5844 [5]

	Downlink GRE Key
	Downlink GRE key for the PDN connection as selected by MAG.
	IETF RFC 5845 [7]

	Uplink GRE key
	Uplink GRE key for the PDN connection selected by LMA as received in GRE Key option of PBA.
	IETF RFC 5845 [7]

	Chained Binding Cache Entry
	Reference to the corresponding BCE used for the binding on the S8 interface. 

It shall be present only in the Serving GW, in case of S2a/S2b - PMIP based-S8 chaining.
	

	PDN Connection ID
	Set to the PDN Connection ID if multiple PDN connections to the same APN is supported by both MAG and LMA
	Subclause 12.1.1.15

	Mobile Network Prefix
	IPv6 prefix delegated to the UE.
	IETF Draft draft-ietf-netext-pd-pmip [xx]


6.4.2
Binding Cache Entry

LMA maintains a unique Binding Cache Entry for each PDN connection for a UE. The required elements of BCE as per 3GPP requirements are described in table 6.4.1-2.
Table 6.4.2-1: Elements of BCE
	Element
	Element Description
	Reference

	Mobile Node Identifier
	The MN-Id mobility option as received in PBU.
	3GPP TS 23.003 [12], IETF RFC 5213 [4]

	Access Point Name
	The Service Selection Mobility option received in PBU
	3GPP TS 23.003 [12]

	Lifetime
	Lifetime granted for the binding.
	IETF RFC 3775 [8]

	Sequence Number
	Sequence number of last received PBU.
	IETF RFC 3775 [8]

	IPv6 Home Network Prefix
	IPv6 Home Network Prefix assigned to the UE's PDN connection.
	IETF RFC 5213 [4]

	Link-local Address
	The assigned IPv6 link local address to MAG for use on the access link shared with the UE.
	IETF RFC 5213 [4]

	IPv4 Home Address
	IPv4 Home Address assigned to UE's PDN connection.
	IETF RFC 5213 [4]

	IPv4 default-router address
	The IPv4 default-router address of the mobile node.
	IETF RFC 5844 [5]

	IPv6 Proxy care-of-address
	MAG IPv6 Address, i.e. the source address of the IP packet in which PBU was received.
	IETF RFC 3775 [8]

	IPv4 Proxy care-of-address
	MAG IPv4 Address.
	IETF RFC 5844 [5]

	Access Technology Type
	Access Technology Type as received in PBU.
	IETF RFC 5213 [4]

	Timestamp
	Timestamp as received in PBU. 
	

	Binding Flag
	‘1’ as it is proxy registration.
	IETF RFC 5213 [4]

	Downlink GRE key
	Downlink GRE key for the PDN connection selected by MAG as received in GRE key option of PBU.
	IETF RFC 5845 [7]

	Uplink GRE key
	Uplink GRE key for the PDN connection selected by LMA.
	IETF RFC 5845 [7]

	Chained Binding Update List Entry
	Reference to the corresponding BULE used for binding on the S2a / S2b interface.

It shall be present only in the Serving GW, in case of S2a/S2b – PMIP-based S8 chaining.
	

	PDN Connection ID
	Set to the PDN Connection ID if multiple PDN connections to the same APN is supported by both MAG and LMA
	Subclause 12.1.1.15

	Mobile Network Prefix
	IPv6 prefix delegated to the UE.
	IETF Draft draft-ietf-netext-pd-pmip [xx]


* * * Next Change * * * *

8.x
Prefix Delegation Procedure

8.x.1 
General
When the DHCPv6 Prefix Delegation takes place, as also described in 3GPP TS 23.401 [2] for GTP-based interfaces, the Serving GW acting as MAG and the PDN GW acting as LMA shall exchange the delegated prefix information in the proxy binding signalling. The initial prefix delegation signalling makes use of the Proxy Mobile IPv6 PDN Connection Lifetime Extension procedure described in sub clause 5.2.
8.x.2
Serving GW procedures
If the UE requests prefixes using the DHCPv6 Prefix Delegation procedures described in IETF Draft draft-ietf-netext-pd-pmip [xx] and subclause 5.2, then the Serving GW acting as MAG shall send a Proxy Binding Update message to the PDN GW acting as LMA containing the Mobile Network Prefix with the prefix set to ‘::’ and the prefix length set to 0 if the requested prefix is not known to the MAG (i.e. known in the BULE). If the received DHCPv6 request messages contain hints for delegated prefixe information, those can also be used in the proxy binding signaling.
8.x.3
PDN GW procedures
If the UE requests prefixes using the DHCPv6 Prefix Delegation procedures described in IETF Draft draft-ietf-netext-pd-pmip [xx] and subclause 5.2, then the PDN-GW acting as LMA shall send a Proxy Binding Ackniwledgement message to the Serving GW acting as MAG containing the Mobile Network Prefix including the delegated IPv6 prefix and its length.
* * * Next Change * * * *

9.x
Prefix Delegation Procedure

9.x.1 
General
When the DHCPv6 Prefix Delegation takes place, as also described in 3GPP TS 23.401 [2] for GTP-based interfaces, the Trusted Non-3GPP Access acting as MAG and the PDN GW acting as LMA shall exchange the delegated prefix information in a proxy binding signalling. The initial prefix delegation signalling makes use of the Proxy Mobile IPv6 PDN Connection Lifetime Extension procedure described in sub clause 5.2.
9.x.2
Trusted Non-3GPP Access procedures
If the UE requests prefixes using the DHCPv6 Prefix Delegation procedures described in IETF Draft draft-ietf-netext-pd-pmip [xx] and subclause 5.2, then the Trusted Non-3GPP Access acting as MAG shall send a Proxy Binding Update message to the PDN GW acting as LMA containing the Mobile Network Prefix with the prefix set to ‘::’ if the requested prefix is not known to the MAG (i.e. known in the BULE). If the received DHCPv6 request messages contain hints for delegated prefixe information, those can also be used in the proxy binding signaling.
9.x.3
PDN GW procedures
If the UE requests prefixes using the DHCPv6 Prefix Delegation procedures described in IETF Draft draft-ietf-netext-pd-pmip [xx] and sub clause 5.2, then the PDN-GW acting as LMA shall send a Proxy Binding Ackniwledgement message to the Trusted Non-3GPP Access acting as MAG containing the Mobile Network Prefix including the delegated IPv6 prefix and its length.
* * * Next Change * * * *

10.x
Initial Attach procedures

10.x.1
General
Editor’s Note: The interactions with IKEv2 and DHCPv6-based Prefix Delegation are FFS.
10.x.2
ePDG procedures

10.x.3
PDN GW procedures
* * * End of Changes * * * *
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