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1 Introduction

A drafted WID from GERAN for service identification has been discussed in the previous CT4#54bis Meeting and some open issues were raised during the discussion. This paper is to give further information on the necessity of service identification solution, which helps to improve the efficiency of radio resource utilization. 
2 Discussion
2.1 requirement of improving radio resource utilization

In the existing GERAN network, the number of PDCH channels allocated to a data service is dependent on mobile’s radio access capability. For instance, no matter what type of data service to be used, a Class 10 mobile station (which is a typical MS class in China Mobile’s GERAN network) is allocated with 4 PDCH channels on the downlink. This causes different PDCH utilization efficiency for different service types.

Statistics from the real network show that in fact not every data services need to use all the 4 PDCH channels for transmission. For the small, bursty packets of Mobile IM services, 1 PDCH channel per assignment may be enough. Table 1 shows the typical data services and their actual requirements on traffic resources in a hotspot of China Mobile’s 2G network.
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Web browsing WWWw.sina.com.cn 53.2 2 PDCH
IM Q0Q 10 1 PDCH
downloading FTP downloading 113.4 3 PDCH
P2p BT downloading 101.3 3 PDCH
Gaming SGS(web version) 166.9 4 PDCH
Streaming www.youku.com 106.6 3 PDCH
MMSM MMSM 15 1 PDCH

Others





Table 1. requirement on basic data rates and number of PDCH channels of data services

It can be seen that for Mobile IM services, 1 PDCH channel per assignment is enough to keep its basic data rate requirement(about 10kbps) at most times. For web browsing and downloading services, the number is 2 and 3 respectively. The best optimization would be that each type of data service is allocated with just the appropriate amount of traffic resources it needs for each time of transmission. 
Due to the frequent occurrence of IM services and its unnecessary occupancy of additional radio resources, the GERAN network suffers from congestion with the detriment of other applications. Such bottleneck on radio resource utilization makes the application performance unpredictable, which has introduced big challenges to the GERAN network to guarantee the user experience. As a result, GERAN would benefit from identifying the mobile data application/service type to improve radio resource control and management as well as user experience

It is worth mentioning that the above bottleneck has only been found out in GERAN network. From sourcing company’s view, in UTRAN and EUTRAN networks the radio resources are more prolific and such problems have not been detected in the existing network.

Conclusion 1: the requirement of service identification functionality exists, which is only seen in GERAN network. Thus the scope of the WID should be limited to the GERAN network only in Rel-11.
2.2 Existing mechanism on radio resource management

2.2.1 Service awareness functionality
The service awareness functionality has already been supported in SA2/CT3 and can be re-used to identify the type of a certain data service. For example, TDF is one of the function elements to differentiate data service types by the five elements of IP header (i.e. source IP address, target IP address, protocol number, source port number and target port number) or URL. It can also tell a data service type from its “behavior”, such as the number of connections or sessions, the ratio of uplink and downlink data rates, packet size and so on. The current specification (refer to TS 23.203) has defined two types of TDF, either stand-alone or the PCEF (e.g. GGSN) supporting the TDF functionality.

From sourcing companies’ view, the PCEF (e.g. GGSN) supporting the TDF functionality would be the most convenient way since in the current network it is implemented in GGSN, and a centralized implementation in GGSN makes it easier to update the service knowledge database.

If stand-alone TDF architecture is considered, it would be complex to report the service type from the TDF to the PCEF.
Based on the above analysis it is suggested to only include the PCEF (e.g. GGSN) supporting the TDF functionality into the WID scope due to time limitation in Rel-11. 
Conclusion 2: the scope of the WID should  only consider the scenario that PCEF supporting TDF functionality in Rel-11.

2.2.2 Standardized QoS update procedure 

Currently there is the QoS update procedure specified to update the QoS requirement GGSN and BSC. The service type can be characterised by the core network, and updated by the following procedures in Figure 1.
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Figure 1. standardized QoS update procedure

However, the QoS update method has several drawbacks:

1) when a user is simultaneously using more than one type of data services including Mobile IM within one PDP, the bursty traffic of Mobile IM service will cause  frequent change of service combination within the PDP context. If PDP update procedure is triggered everytime the change occurs,   a pingpong effect will occur, and and a dramatic increase of signalling load on Gn and Gb interface will be caused. If not, and the QoS attributes of the PDP are assigned to Mobile IM, the QoS of other data services will be seriously impacted leading to a bad user experience.

2) For a terminal not supporting PFC, the Modify BSS PFC procedure can not be triggered, thus the QoS attributes can not be updated in BSC.

3) It usually takes seconds to complete a PDP Modify procedure. For Mobile IM service with small and bursty traffic, its burst may have already finished transmission while PDP Modify procedure is still ongoing, resulting in a delayed effect.

Conclusion 3: the standardized QoS procedure is not effective for updating the service type for Mobile IM applications. For this type of service, an additional solution is needed.
3 Solution based on service type identification
3.1 GTP-U+BSSGP update procedure

To avoid the above drawbacks of QoS update method, we can consider to stamp the service type on the packets of Mobile IM services. This can be done by define a new IE(e.g. service class indicator) in the header of GTP-U and BSSGP PDU format and assign a value to indicate that the packet belongs to a Mobile IM service . when GGSN has identified a Mobile IM service, it stamps the corresponding packets by writing on the SCI of GTP-U PDU. SGSN will detect SCI and write the value to the SCI of BSSGP PDU. Figure 2illustrates the procedure.
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Figure 2. GTP-U+BSSGP update procedure

BSC will recognize the Mobile IM packets by reading SCI of BSSGP PDU once it has received them from A interface. It is a real time update procedure and BSC can allocated radio resources on a service basis instead of a PDP basis. Besides Mobile IM, the newly defined SCI can also be used as an indicator of other types of data services.
This solution does not consume additional signalling by including the identification into the packets transmission, which can provide the information to the BSS timely. In addition both ciphered and un-ciphered services can be supported by this solution. However the solution needs upgrades on BSC, SGSN and GGSN. 

3.2 DSCP-based update procedure 
An alternative way is to use DSCP identification to deliver the service type identification from GGSN to BSS.
The GGSN extracts the service type identification and puts it into the DSCP, which is contained in the IP packets header. The packets will be sent to BSS after transparent transmission from SGSN. After reception the BSS can make optimization on RRM after extracting the DSCP identifier.
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Figure 3 DSCP-only update procedure
Compared with the GTP-U+BSSGP solution, the DSCP-only update procedure does not need upgrades of SGSN. 

However the BSS needs to be upgraded to support DSCP detection, which increases complexity of BSS. In addition, the DSCP value can not be retrieved simply since the LLC protocol header is not fixed. In this case the accuracy of service type identification can not be guaranteed.

Another problem is the segmentation of IP packets by BSSGP. The BSS might receive the segmentation of data packets in a state of disorder, which may cause wrong service type interpretation as well.
Last but not least, this solution can only support un-ciphered services. If the data packets are ciphered the BSS can not interpret the contents since the ciphering in GERAN network is between the MS and the SGSN.
It is worth mentioning that we can also use DSCP+BSSGP to deliver the service type identification. Handling of service type identification between GGSN and SGSN is the same as shown in Figure 3. However the information is not transparent to the SGSN. SGSN needs to recognize the service type identification and send it to the BSS via BSSGP packets.
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Figure 4 DSCP+BSSGP update procedure

The DSCP+BSSGP solution can avoid the problem of segmentation of IP packets by BSSGP, but on the other hand it increases the work load in SGSN. 
3.3 Summary

Although the DSCP function can avoid upgrade in SGSN, the limitation of applying only on un-ciphered services seems not acceptable since there are always ciphered services in the existing network. The accuracy of service type identification is also regarded as a potential risk with negative impact on RRM optimization and service experience. As a result the former solution is preferred and should be standardized into 3GPP.

Conclusion 4: GTP-U+BSSGP update procedure should be introduced for service type updates. 
4 Performance evaluation
Field trials have been carried out to justify the performance of the above mechanism. GTP-U+BSSGP update mechanism is used for the indication of Mobile IM services and BSC has optimized its radio resource allocation algorithm using the methods mentioned in section 2.2.3. the improvement on PDCH utilization efficiency, the average number of allocated PDCH channels and the average number of multiplexed TBF on a PDCH have been calculated. The following table shows the results of some vendors.
	
	vendor A in city A
	vendor B in city B
	Vendor B in city C

	PDCH utilization efficiency (%)
	+39%
	+38.7%
	+42.7%

	Average  number of allocated PDCH channels
	-37%
	-21.5%
	-37.7%


It is worth noting that during the field trial, the user experience of tested data services is not impacted.

It can be seen that the PDCH utilization efficiency and other performance metrics can be dramatically improved using GTP-U+BSSGP update mechanism combined with optimized radio resource allocation in BSC, and the knowledge of service type can help to achieve a notably better performance.
5 Conclusions
The paper discussed the scope of the current WID and the way forward to accomplish the WID timely in Rel-11. It is suggested to endorse the proposals in the paper and starts work on service type identification in GERAN.
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