Page 1



3GPP TSG CT WG4 Meeting #54bis
C4-112477
Hyderabad, India, 10th – 14th October 2011
revision of C4-112252 & C4-112412
	CR-Form-v9.8

	CHANGE REQUEST

	

	(

	29.274
	CR
	1019
	(

rev
	2
	(

Current version:
	11.0.1
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	Referencing Information Elements defined outside GTP

	
	

	Source to WG:
(

	Nokia Siemens Networks, Alcatel-Lucent, NEC

	Source to TSG:
(

	C4

	
	

	Work item code:
(

	TEI10
	
	Date: (

	10/10/2011

	
	
	
	
	

	Category:
(

	A
	
	Release: (

	Rel-11

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)

	
	

	Reason for change:
(

	Approved RAN3 CR 0933rev2 (S1-AP spec 3GPP TS 36.413) and CR 1139 (RANAP spec 3GPP TS 25.143) now use a consistent encoding and naming for the transparent container, i.e., Source to Target and Target to Source. The F-Container IE in 3GPP TS 29.274 must therefore be corrected to be in alignment with the RAN3 specifications.

Note, from Rel-8 onwards, 3GPP TS 25.413 [33] replaced the names of "Target RNC to Source RNC Transparent Container" IE and "Source RNC to Target RNC Transparent Container" IE by "Target to Source Transparent Container" IE and "Source to Target Transparent Container" IE, respectively. The ASN.1/PER encoded binary values of "Target RNC to Source RNC Transparent Container" and "Target to Source Transparent Container" are exactly the same as before. Therefore, the change is backward compatible.
In addition, various other IEs should be defined in a way by that leaves detailed encoding to be referenced to RAN3 specifications and specifies which parameters are transparent and which are non-transparent to the core network.

	
	

	Summary of change:
(

	The definition of the F-Container IE transparent container is changed to be in alignment with the RAN3 RANAP and S1-AP specifications.

Updates have been made to the Forward Relocation Request, Forward Relocation Response, Forward Context Notification, Configuration Transfer Tunnel and RAN Information Relay messages.

Additionally, the definitions of the following IEs have been modified to reference RAN3 specifications for detailed encoding and specify transparency or non-transparency of parameters, including: Bearer QoS, Flow QoS, Fully Qualified Cause, Selected PLMN ID, Target Identification, Source Identification, MBMS IP Multicast Distribution, and RFSP Index.

New sub-section 8.2.1, "General", has been added to distinguish it from new sub-section 8.2.2, which is added to describe the handling of ASN.1/PER parameters.

	
	

	Consequences if 
(

not approved:
	Handover/TAU/RAU may not perform sucessfully.

	
	

	Clauses affected:
(

	2, 7.3.1, 7.3.2, 7.3.10, 7.3.18, 7.3.19, 8.2, 8.21 (new), 8.22 (new), 8.15, 8.16, 8.48, 8.49, 8.50, 8.51, 8.59, 8.73, 8.77, Annex X (new), X.1 (new), X.2 (new)

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	(show related CRs)
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


*******
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.003: "Numbering, addressing and identification".

[3]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".

[4]
3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface".

[5]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".

[6]
IETF RFC 791 (STD 0005): "Internet Protocol", J. Postel.

[7]
IETF RFC 768 (STD 0006): "User Datagram Protocol", J. Postel.

[8]
3GPP TS 32.251: "Telecommunication Management; Charging Management; Packet Switched (PS) domain charging.

[9]
3GPP TS 32.298: "Telecommunication Management; Charging Management; Charging Data Record (CDR) parameter classification.

[10]
3GPP TS 36.413: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1 Application Protocol (S1AP)".

[11]
3GPP TS 33.102: "3G security; Security architecture".
[12]
3GPP TS 33.401: "3GPP System Architecture Evolution (SAE); Security architecture".

[13]
3GPP TS 29.281: "GPRS Tunnelling Protocol User Plane (GTPv1-U)".

[14]
3GPP TS 29.276: "Optimized Handover Procedures and Protocols between E-UTRAN Access and cdma2000 HRPD Access – Stage 3".

[15]
3GPP TS 29.280: "3GPP EPS Sv interface (MME to MSC) for SRVCC".

[16]
IETF RFC 2460: "Internet Protocol, Version 6 (IPv6) Specification".

[17]
3GPP TS 23.007: "Restoration procedures".

[18]
3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management ".

[19]
3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

[20]
3GPP TS 36.414: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1 data transport".

[21]
3GPP TS 23.272: "Circuit switched fallback in Evolved Packet System; Stage 2".

[22]
3GPP TS 29.118: "Mobility Management Entity (MME) - Visitor Location Register (VLR) SGs interface specification".

[23]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet".

[24]
void

[25]
ITU-T Recommendation E.164: "The international public telecommunication numbering plan".

[26]
3GPP TS 29.275: "Proxy Mobile IPv6 (PMIPv6) based Mobility and Tunnelling protocols; Stage 3".

[27]
3GPP TS 44.018: "Mobile radio interface layer 3 specification; Radio Resource Control Protocol".

[28]
3GPP TS 48.008: "Mobile-services Switching Centre - Base Station System (MSC-BSS) interface; Layer 3 specification".

[29]
3GPP TS 29.212: "Policy and charging control over Gx reference point".

[30]
3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".

[31]
IETF RFC 1035:"Domain Names - Implementation and Specification".

[32]
3GPP TS 29.303: "Domain Name System Procedures; Stage 3".

[33]
3GPP TS 25.413: "UTRAN Iu Interface RANAP Signalling".

[34]
3GPP TS 48.018: "General Packet Radio Service (GPRS); Base Station System (BSS) - Serving GPRS Support Node (SGSN); BSS GPRS Protocol (BSSGP)".

[35]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[36]
3GPP TS 32.295: "Charging management; Charging Data Record (CDR) transfer".

[37]
3GPP TS 23.246: "Multimedia Broadcast Multicast Service (MBMS); Architecture and functional description".
[38]
3GPP TS 29.061: "Interworking beween the Public Land Mobile Network (PLMN) supporting Packet Based Services and Packet Data Networks (PDN) ".

[39]
IETF RFC 3588: "Diameter Base Protocol ".
[40]
IETF RFC 4607: "Source-Specific Multicast for IP".

[41]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[42]
3GPP TS 29.010: "Information element mapping between Mobile Station - Base Station System and BSS ‑ Mobile-services Switching Centre (MS - BSS - MSC) Signalling procedures and the Mobile Application Part (MAP)".
[43]
3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
[44]
3GPP TS 32.423: " Telecommunication management; Subscriber and equipment trace: Trace data definition and management".

[45]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses. 
[46]
3GPP TR 25.999: " HSPA Evolution (FDD)".
[47]
3GPP TS 23.292: "IP Multimedia Subsystem (IMS) centralized services".
[48]
3GPP TS 23.203: "Policy and charging control architecture; Stage 2".
[xx]
ITU-T Recommendation X.691 (07/2002): "Information technology – ASN.1 encoding rules: Specification of Packed Encoding Rules (PER)".
* * * Next Change * * * *

7.3.1
Forward Relocation Request

A Forward Relocation Request message shall be sent from the source MME to the target MME over S10 interface as part of S1-based handover relocation procedure from the source MME to the target SGSN, or from the source SGSN to the target MME over S3 interface as part of Inter RAT handover and combined hard handover and SRNS relocation procedures, or from source SGSN to the target SGSN over S16 interface as part of SRNS Relocation and PS handover procedures.

A Forward Relocation Request message shall also be sent from the source MME to the target SGSN over S3 interface as part of SRVCC from E-UTRAN to UTRAN or GERAN with DTM HO support procedures and from source SGSN to the target SGSN over S16 interface as part of SRVCC from UTRAN (HSPA) to UTRAN or GERAN with DTM HO support.

Forward Relocation procedure across S10 interface (when KASME is taken into use) shall be performed according to the Rules on Concurrent Running of Security Procedures, which are specified in 3GPP TS 33.401 [12].

Table 7.3.1-1 specifies the presence requirements and conditions of the IEs in the message.
Table 7.3.1-1: Information Elements in a Forward Relocation Request

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	IMSI
	C
	The IMSI shall be included in the message except for the case:

· If the UE is emergency attached and the UE is UICCless.

The IMSI shall be included in the message but not used as an identifier 

· if UE is emergency attached but IMSI is not authenticated.


	IMSI
	0

	Sender's F-TEID for Control Plane
	M
	This IE specifies the address and the TEID for control plane message which is chosen by the source MME/SGSN.

This information shall be used by the target MME/SGSN to the source MME/SGSN when sending Forward Relocation Response message, Forward Access Context Acknowledge message and Forward Relocation Complete Notification message.
	F-TEID
	0

	MME/SGSN UE EPS PDN Connections
	M
	Several IEs with this type and instance values shall be included as necessary to represent a list of PDN Connections
	PDN Connection 
	0

	SGW S11/S4 IP Address and TEID for Control Plane
	M
	
	F-TEID
	1

	SGW node name
	C
	This IE shall be included if the source MME or SGSN has the source SGW FQDN.
	FQDN
	0

	MME/SGSN UE MM Context
	M
	
	MM Context
	0

	Indication Flags
	C
	This IE shall be included if any of the flags are set to 1.
· Direct Forwarding Indication: This flag shall be set to 1 if direct forwarding is supported in the S1 based handover procedure. This flag shall not be set to 1 if the message is used for other handover procedures.

· Idle mode Signalling Reduction Supported Indication flag: This flag shall be set to 1 if the source MME/SGSN and associated SGW are capable to establish ISR for the UE.

· Unauthenticated IMSI: This flag shall be set to 1 if the IMSI present in the message is not authenticated and is for an emergency attached UE. 
· Change Reporting support indication flag: This flag shall be set to 1 if the Source S4-SGSN/MME supports Location Change Reporting mechanism. See NOTE1.
· CSG Change Reporting Support Indication flag: This flag shall be set to 1 if the Source S4-SGSN/MME supports CSG Information Change Reporting mechanism. See NOTE1.
· Management Based MDT allowed flag: This flag shall be set to 1 for the S1 based inter-MME handover procedure over the S10 interface, if Management Based Minimization of Drive Tests (MDT) is allowed. See 3GPP TS 36.413 [10] and 3GPP TS 32.422 [18].

	Indication
	0

	E-UTRAN Transparent Container
	C
	This IE shall be included to contain the "Source to Target Transparent Container" , if the message is used for UTRAN/GERAN to E-UTRAN inter RAT handover procedure, E-UTRAN intra RAT handover procedure and 3G SGSN to MME combined hard handover and SRNS relocation procedure. The Container Type shall be set to 3.
	F-Container
	0

	UTRAN Transparent Container
	C
	This IE shall be included to contain the "Source to Target Transparent Container", if the message is used for PS handover to UTRAN Iu mode procedures, SRNS relocation procedure and E-TURAN to UTRAN inter RAT handover procedure. The Container Type shall be set to 1.
	F-Container
	1

	BSS Container
	C
	This IE shall be included to contain the "Source BSS to Target BSS Transparent Container" if the message is used for PS handover to GERAN A/Gb mode and E-UTRAN to GERAN A/Gb mode inter RAT handover procedure. The Container Type shall be set to 2.
	F-Container
	2

	Target Identification
	C
	This IE shall be included if the message is used for SRNS relocation procedure and handover to UTRAN/E-UTRAN procedures.
	Target Identification
	0

	HRPD access node S101 IP address
	C
	This IE shall be included only if the HRPD pre registration was performed at the source MME
	IP-Address
	0

	1xIWS S102 IP address
	C
	This IE shall be included only if the 1xRTT CS fallback pre registration was performed at the source MME
	IP-Address
	1

	S1-AP Cause
	C
	This IE is the information received from the source eNodeB, and the source MME shall include this IE in the message. Refer to the 3GPP TS 29.010 [42] for the mapping of cause values between S1AP, RANAP and BSSGP.
	F-Cause
	0

	RANAP Cause
	C
	This IE is the information from the source RNC, the source SGSN shall include this IE in the message. Refer to the 3GPP TS 29.010 [42] for the mapping of cause values between S1AP, RANAP and BSSGP.
	F-Cause
	1

	BSSGP Cause
	C
	This IE is the information received from source BSS, and the source SGSN shall include this IE in the message. Refer to the 3GPP TS 29.010 [42] for the mapping of cause values between S1AP, RANAP and BSSGP.
	F-Cause
	2

	
	
	
	
	

	Source Identification
	C
	This IE shall be included on the S16 interface if the message is used for PS handover from GERAN/UTRAN to GERAN A/Gb mode.
	Source Identification
	0

	
	
	
	
	

	Selected PLMN ID
	C
	The old MME/SGSN shall include this IE if the selected PLMN identity is available. The Selected PLMN ID IE indicates the core network operator selected for the UE in a shared network. 
	Selected PLMN ID
	0

	Recovery
	C
	 If contacting the peer for the first time 
	Recovery
	0

	Trace Information
	C
	This IE shall be included when session trace is active for this IMSI/IMEI.
	Trace Information
	0

	Subscribed RFSP Index
	CO
	This IE shall be included during inter-MME/SGSN mobility procedures, if the source MME/SGSN receives it from an HSS.
	RFSP Index
	0

	RFSP Index in Use
	CO
	This IE shall be included only during inter-MME/SGSN mobility procedures, if the source MME/SGSN supports the feature.
	RFSP Index
	1

	CSG ID
	CO
	This IE shall be included if the source MME/SGSN receives it from the source eNodeB/RNC
	CSG ID
	0

	CSG Membership Indication
	CO
	This IE shall be included if the source MME/SGSN when the CSG access mode received from the source eNodeB/RNC indicates the target cell is a hybrid cell
	CMI
	0

	UE Time Zone
	CO
	When available, this IE shall be included by the source MME/S4-SGSN. 
	UE Time Zone
	0

	Serving Network


	CO
	This IE shall be included to indicate the current Serving Network. 
	Serving Network
	0

	MME/S4-SGSN LDN
	O
	This IE is optionally sent by the MME/S4-SGSN to the peer MME/S4-SGSN on the S3/S10/S16 interfaces (see 3GPP TS 32.423 [44]), when communicating the LDN to the peer node for the first time.
	Local Distinguished Name (LDN)
	0

	Additional MM context for SRVCC
	CO
	This IE shall be sent by the source MME/S4-SGSN to the target MME/S4-SGSN on the S3/S10/S16 interfaces if MS Classmark2, MS Classmark3 and the Supported Codec are available in the source MME/S4-SGSN.
	Additional MM context for SRVCC
	0

	Additional flags for SRVCC
	CO
	This IE shall be included if any one of the applicable flags needs to be forwarded.

Applicable flags:
· ICS Indicator: This IE shall be sent by the source MME/S4-SGSN to the target MME/S4-SGSN on the S3/S10/S16 interfaces if ICS Indicator is available in the source MME/S4-SGSN.

· vSRVCC flag: This IE shall be sent by the source MME to the target MME on the S10 interface if vSRVCC flag is available in the source MME.
	Additional flags for SRVCC
	0

	STN-SR
	CO
	This IE shall be sent by the source MME/S4-SGSN to the target MME/S4-SGSN on the S3/S10/S16 interfaces if STN-SR is available in the source MME/S4-SGSN.
	STN-SR
	0

	C-MSISDN
	CO
	This IE shall be sent by the source MME/S4-SGSN to the target MME/S4-SGSN on the S3/S10/S16 interfaces if C-MSISDN is available in the source MME/S4-SGSN. The C-MSISDN is defined in 3GPP TS 23.003 [2].
	MSISDN
	0

	MDT Configuration
	CO
	This IE shall be sent by the source MME to the target MME on the S10 interface for the S1-based handover relocation procedure, if the Job Type indicates Immediate MDT. See 3GPP TS 32.422 [18] subclause 4.2.6.
	MDT Configuration
	0

	Private Extension
	O
	
	Private Extension
	VS

	NOTE 1:
3GPP TS 23.401 [3] (e.g. subclause 5.3.2.1) and 3GPP TS 23.060 [35] (e.g. subclause 9.2.2.1) defines the MME/SGSN shall send the MS Info Change Reporting Support Indication to the PGW. In such case MME/SGSN shall use the Change Reporting Support Indication and/or CSG Change Reporting Support Indication (whichever is applicable), even if stage 2 refers to MS Info Change Reporting Support Indication.


The PDN Connection grouped IE shall be coded as depicted in Table 7.3.1-2.

Table 7.3.1-2: MME/SGSN UE EPS PDN Connections within Forward Relocation Request

	Octet 1
	
	PDN Connection IE Type = 109 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	APN
	M
	
	APN
	0

	APN Restriction
	C
	This IE denotes the restriction on the combination of types of APN for the APN associated with this EPS bearer Context. The target MME or SGSN determines the Maximum APN Restriction using the APN Restriction. 

If available, the source MME/S4SGSN shall include this IE.
	APN Restriction
	0

	Selection Mode
	CO
	When available, this IE shall be included by the source MME/S4-SGSN
	Selection Mode
	0

	IPv4 Address
	C
	This IE shall not be included if no IPv4 Address is assigned. See NOTE 1.
	IP Address
	0

	IPv6 Address
	C
	This IE shall not be included if no IPv6 Address is assigned.
	IP Address
	1

	Linked EPS Bearer ID
	M
	This IE identifies the default bearer of the PDN Connection.
	EBI
	0

	PGW S5/S8 IP Address for Control Plane or PMIP
	M
	This IE shall include the TEID in the GTP based S5/S8 case and the GRE key in the PMIP based S5/S8 case.
	F-TEID
	0

	PGW node name
	C
	This IE shall be included if the source MME or SGSN has the PGW FQDN.
	FQDN
	0

	Bearer Contexts 
	C
	Several IEs with this type and instance values may be included as necessary to represent a list of Bearers.
	Bearer Context
	0

	Aggregate Maximum Bit Rate (APN-AMBR)
	M
	
	AMBR
	0

	Charging characteristics
	C
	This IE shall be present if charging characteristics was supplied by the HSS to the MME/SGSN as a part of subscription information.
	Charging characteristics
	0

	Change Reporting Action
	C
	This IE shall be included whenever available at the source MME/SGSN. 
	Change Reporting Action
	0

	CSG Information Reporting Action
	CO
	This IE shall be included whenever available at the source MME/SGSN.
	CSG Information Reporting Action
	0

	Signalling Priority Indication  
	CO
	The source SGSN/MME shall include this IE if the UE indicated low access priority when establishing the PDN connection.
	Signalling Priority Indication
	0

	NOTE 1: 
For deferred IPv4 address allocation, if the MME/S4-SGSN receives the PDN address "0.0.0.0" from PGW during "eUTRAN Initial Attach", "PDP Context Activation", "UE requested PDN Connectivity", then the MME/S4-SGSN shall include this IPv4 address "0.0.0.0".


The Bearer Context grouped IE shall be coded as depicted in Table 7.3.1-3.

Table 7.3.1-3: Bearer Context within MME/SGSN UE EPS PDN Connections within Forward Relocation Request

	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	TFT
	C
	This IE shall be present if a TFT is defined for this bearer.
	Bearer TFT
	0

	SGW S1/S4/S12 IP Address and TEID for user plane
	M
	
	F-TEID
	0

	PGW S5/S8 IP Address and TEID for user plane
	C
	This IE shall be present for GTP based S5/S8
	F-TEID
	1

	Bearer Level QoS
	M
	
	Bearer Level QoS
	0

	BSS Container
	CO
	The MME/S4 SGSN shall include the Packet Flow ID, Radio Priority, SAPI, PS Handover XID parameters in the TAU/RAU/Handover procedure, if available. See Figure 8.48-2. The Container Type shall be set to 2.
	F-Container
	0

	Transaction Identifier
	C
	This IE shall be sent over S3/S10/S16 if the UE supports A/Gb and/or Iu mode.
	TI
	0

	Bearer Flags
	CO
	Applicable flags:

· vSRVCC indicator: This IE shall be sent by the source MME to the target MME on the S10 interface if vSRVCC indicator is available in the source MME.
	Bearer Flags
	0


* * * Next Change * * * *

7.3.2
Forward Relocation Response

A Forward Relocation Response message shall be sent as a response to Forward Relocation Request during S1-based handover procedure, Inter RAT handover procedures, SRNS Relocation procedure and PS handover procedures.

Table 7.3.2-1 specifies the presence requirements and conditions of the IEs in the message.
Cause IE indicates if the relocation has been accepted, or not. The relocation has not been accepted by the target MME/SGSN if the Cause IE value differs from "Request accepted". Possible Cause values are specified in Table 8.4-1. Message specific cause values are:

-
 "Relocation failure".
Table 7.3.2-1: Information Elements in a Forward Relocation Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	
	Cause
	0

	Sender's F-TEID for Control Plane
	C
	If the Cause IE contains the value "Request accepted", the target MME/SGSN shall include this IE in Forward Relocation Response message.

This information shall be used by the source MME/SGSN to the target MME/SGSN when sending Forward Relocation Complete Acknowledge message and Forward Access Context Notification message.
	F-TEID
	0

	Indication Flags
	C
	This IE shall be included if any of the flags are set to 1.
SGW Change Indication: 

· This flag shall be set to 1 if the target MME/SGSN has selected a new SGW. 
	Indication
	0

	List of Set-up Bearers
	C
	The list of set-up Bearers IE contains the EPS bearer Identifiers of the Bearers that were successfully allocated in the target system during a handover procedure. This IE shall be included if the source and target access type is EUTRAN and the Cause IE contains the value "Request accepted". 

See NOTE 1.
Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.
	Bearer Context 
	0

	List of Set-up RABs
	C
	The list of set-up RABs IE contains the RAB Identifiers of the RABs that were successfully allocated in the target system. This IE shall be included if the Cause IE contains the value "Request accepted" and 

· If the source access type is UTRAN and the target access type is E-UTRAN/UTRAN

· If the source access type is E-UTRAN and the target access type is UTRAN 

See NOTE 1.
Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.
	Bearer Context 
	1

	List of Set-up PFCs
	O
	The list of set-up PFCs IE contains the Packet Flow Identifies of the PFCs that were successfully allocated in the target system during a PS handover to/from GERAN or inter RAT handover to/from GERAN. If the Cause IE contains the value "Request accepted", this IE may be included. 

See NOTE 1. 

Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.
	Bearer Context
	2

	S1-AP Cause


	C
	This IE is included if cause value is contained in S1-AP message. Refer to the 3GPP TS 29.010 [42] for the mapping of cause values between S1AP, RANAP and BSSGP.
	F-Cause
	0

	RANAP Cause
	C
	This IE is included if cause value is contained in RANAP message. Refer to the 3GPP TS 29.010 [42] for the mapping of cause values between S1AP, RANAP and BSSGP.
	F-Cause
	1

	BSSGP Cause
	C
	For handover to GERAN, if a cause value is received from the Target BSC, the BSSGP Cause IE shall be included and shall be set to the cause value received from the target BSC. Refer to the 3GPP TS 29.010 [42] for the mapping of cause values between S1AP, RANAP and BSSGP.
	F-Cause
	2

	E-UTRAN Transparent Container
	C
	This IE shall be included to contain the "Target to Source Transparent Container"  during a handover to E-UTRAN. If the Cause IE contains the value "Request accepted". The Container Type shall be set to 3.
	F-Container
	0

	UTRAN Transparent Container
	C
	This IE shall be included to contain the "Target to Source Transparent Container" during a handover to UTRAN. If the Cause IE contains the value "Request accepted". The Container Type shall be set to 1.
	F-Container
	1

	BSS Container
	C
	This IE shall be included to contain the Target BSS to Source BSS Transparent Container during a handover to GERAN. If the Cause IE contains the value "Request accepted". The Container Type shall be set to 2.
	F-Container
	2

	
	
	
	
	

	MME/S4-SGSN LDN
	O
	This IE is optionally sent by the MME/S4-SGSN to the peer MME/S4-SGSN on the S3/S10/S16 interfaces (see 3GPP TS 32.423 [44]), when communicating the LDN to the peer node for the first time.
	Local Distinguished Name (LDN)
	0

	Private Extension
	O
	
	Private Extension
	VS

	NOTE 1:   In the Forward Relocation Request message, the inclusion of "RAN Cause" indicates that the source access type is E-UTRAN. In the Forward Relocation Request message, the inclusion of "RANAP Cause" indicates that the source access type is UTRAN. In the Forward Relocation Request message, the inclusion of "BSSGP Cause" indicates that the source access type is GERAN.


Bearer Context IE in this message is specified in Table 7.3.2-2, the source system shall use this IE for data forwarding in handover.

Table 7.3.2-2: Bearer Context 

	Octet 1
	
	Bearer Context IE Type = 93 (decimal)
	
	

	Octets 2 and 3
	
	Length = n 
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	C
	This IE shall be included if the message is used for S1-Based handover procedure. 

This IE shall be included if the message is used for SRNS relocation procedure and Inter RAT handover to/from Iu mode procedures.
	EBI
	0

	Packet Flow ID
	C
	This IE shall be included if the message is used for PS handover and Inter RAT handover to/from A/Gb mode procedures.
	Packet Flow ID
	0

	eNodeB F-TEID for DL data forwarding
	C
	This IE shall be included for the message sent from the target MME, if the DL Transport Layer Address and DL GTP TEID are included in the "SAE Bearers Admitted List" of the S1AP: HANDOVER REQUEST ACKNOWLEDGE and direct forwarding or indirect forwarding without SGW change is applied.
	F-TEID
	0

	eNodeB F-TEID for UL data forwarding
	O
	This IE may be included for the message sent from the target MME during the intra-EUTRAN HO, if the UL Transport Layer Address and UL GTP TEID are included in the "SAE Bearers Admitted List" of the S1AP: HANDOVER REQUEST ACKNOWLEDGE and direct forwarding or indirect forwarding without SGW change is applied.
	F-TEID
	1

	SGW F-TEID for DL data forwarding
	C
	This SGW F-TEID shall be included for indirect data forwarding.
	F-TEID
	2

	RNC F-TEID for DL data forwarding
	C
	This RNC F-TEID shall be included in the message sent from SGSN, if the target system decides using RNC F-TEID for data forwarding.
	F-TEID
	3

	SGSN F-TEID for DL data forwarding
	C
	This SGSN F-TEID shall be included in the message sent from SGSN, if the target system decides using SGSN F-TEID for data forwarding.
	F-TEID
	4

	SGW F-TEID for UL data forwarding
	O
	If available this SGW F-TEID may be included for indirect data forwarding during the intra-EUTRAN HO.
	F-TEID
	5


* * * Next Change * * * *

7.3.10
Forward Access Context Notification

A Forward Access Context Notification message shall be sent from the Old SGSN to the New SGSN over the S16 interface to forward the RNC contexts to the target system, or sent from the Old MME to the New MME over the S10 interface to forward the RNC/eNodeB contexts to the target system.

When the old SGSN receives the RANAP message Forward SRNS Context, the old SGSN shall send a Forward Access Context Notification message to the new SGSN. The new SGSN shall forward the message to the target RNC using the corresponding RANAP message.

When the old SGSN receives a BSSGP message PS handover Required and the acknowledged peer-to-peer LLC operation is used for the Bearer Context or when "delivery order" is set in the Bearer Context QoS profile, the old SGSN shall send a Forward Access Context Notification message with the PDU Number IE to the new SGSN. The new SGSN shall forward the message to the target RNC/ target BSS using the corresponding RANAP message only for PS handover to Iu mode.

When the old SGSN receives a BSSGP message PS handover Required from source BSS/RNC for PS handover to A/Gb mode, the value part of RAB Context IE shall be empty according to its defined minimum length.

Table 7.3.10-1 specifics the presence requirements and conditions of the IEs in the message.

Table 7.3.10-1: Information Elements in a Forward Access Context Notification

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	RAB Contexts
	C
	This IE shall be included for S16 only. Several IEs with this type and instance values shall be included as necessary to represent a list of Bearers.

For each RAB context in the received RANAP message, the old SGSN shall include this IE in the message.
	RAB Context 
	0

	Source RNC PDCP context Info
	C
	If available, the old SGSN shall include an Source RNC PDCP context info in the message.
	Source RNC PDCP context Info
	0

	PDU Numbers
	C
	This IE only applies to S16. The old SGSN shall include this IE in the message if the acknowledged peer-to-peer LLC operation is used for the Bearer Context or when "delivery order" is set in the Bearer Context QoS profile in A/Gb mode to Iu/A/Gb mode PS handover.
	PDU Numbers
	0

	E-UTRAN Transparent Container
	C
	This IE shall be included over S10 to contain the "eNB Status Transfer Transparent Container" as specified in3GPP TS 36.413 [10].
Container Type shall be set to 3.
	F-Container
	0

	Private Extension
	O
	
	Private Extension
	VS


* * * Next Change * * * *

7.3.18
Configuration Transfer Tunnel

A Configuration Transfer Tunnel message shall be used to tunnel eNodeB Configuration Transfer messages from a source MME to a target MME over the S10 interface. The purpose of the eNodeB Direct Configuration Transfer is to transfer information from an eNodeB to another eNodeB in unacknowledged mode (see 3GPP TS 36.413 [10]).

Table 7.3.18-1 specifies the presence requirements and conditions of the IEs in the message.

Table 7.3.18-1: Information Elements in a Configuration Transfer Tunnel Message

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	E-UTRAN Transparent Container
	M
	This IE shall contain the "SON Configuration Transfer" as specified in 3GPP TS 36.413 [10].
Container Type shall be set to 3.

	F-Container
	0

	Target eNodeB ID
	M
	This IE shall contain the ID of the target eNodeB
	Target Identification
	0


* * * Next Change * * * *

7.3.19
RAN Information Relay

The RAN Information Relay message shall be sent on S3 interface between SGSN and MME to transfer the RAN information received by an SGSN from BSS or RNS (or GERAN Iu mode) or by an MME from eNodeB. The procedures are specified in 3GPP TS 23.401 [3].

This message shall also be sent on S16 interface to transfer the RAN information between GERAN or GERAN Iu mode or UTRAN. 

For handling of protocol errors the RAN Information Relay message is treated as a Response message.

Table 7.3.19-1 specifies the presence requirements and conditions of the IEs in the message.
Table 7.3.19-1: Information Elements in a RAN Information Relay

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	BSS Container
	M
	All information elements from the BSSGP RIMPDU, starting from and including the BSSGP "PDU type", shall be contained within the BSS Container and forwarded to the destination MME/SGSN in the RAN Information Relay message. The Container Type shall be set to 2.
	F-Container
	0

	RIM Routing Address
	C
	This IE shall be included if the RIM Routing Address information is included in the message sent from the source RAN node.

This IE identifies the destination RAN node where the RAN Information needs to be relayed to. It contains: 

· the destination RNC Identity when the target is GERAN Iu mode or UTRAN;  or

· the destination Cell Identity when the target is GERAN; or 

· the Target eNodeB ID when the target is E-UTRAN.
	Target Identification
	0

	Private Extension
	O
	None
	Private Extension
	VS


* * * Next Change * * * *

8.2
Information Element Format

8.2.1
General

Figure 8.2-1 depicts the format of an information element.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = xxx (decimal)
	

	
	2 to3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5 to (n+4)
	IE specific data or content of a grouped IE
	


Figure 8.2-1: Information Element Format

An IE has the following mandatory fields:

- 
Type field: This field indicates the type of Information Element. The valid values of the IE type are defined in clause 8.1.

- 
Length: This field contains the length of the information element excluding the first four octets, which are common for all information elements (Type, Length and the contents of octet 4) and is denoted "n" in Figure 8.2-1. For all the length fields, bit 8 of the lowest numbered octet is the most significant bit and bit 1 of the highest numbered octet is the least significant bit.

-
Instance: This field shall be used to differentiate amongst different parameters in one specific message which use the same information element type (see also subclause 6.1.3 "Information Element Instance").

An IE is said to be TLIV (Type, Length, Instance, Value) encoded.

8.2.2
Handling ASN.1/PER encoded parameters

During the TAU/RAU/HO procedures MME/S4-SGSN GTPv2 entities send some of the RANAP/S1AP/BSSGP parameters to a GTPv2 peer. Copying of the BSSGP parameters into GTPv2 IEs is straightforward. RANAP and S1AP, however, use ASN.1/PER encoding, which is different from GTPv2 specific TLV encoding.

Transparent copying of RANAP/S1AP parameters across GTPv2 interfaces:
· a GTPv2 entity shall transparently copy the respective information into one or more octets of the GTPv2 IE as specified in Annex X and clause 8.48. With this approach, GTPv2 will not be impacted if the contents of such RANAP/S1AP parameter changes over the time.
Non-transparent copying of RANAP/S1AP parameters across GTPv2 interfaces:
-
GTPv2 entity decodes ASN.1/PER parameter and shall encode the value(s) into one or more octets of the GTPv2 IE according to what is specified in the present document.
* * * Next Change * * * *

8.15
Bearer Quality of Service (Bearer QoS)

Bearer Quality of Service (Bearer QoS) is transferred via GTP tunnels. The sending entity copies the value part of the Bearer l QoS into the Value field of the Bearer QoS IE.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 80 (decimal)
	

	
	2-3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5
	Spare
	PCI
	PL
	Spare
	PVI
	

	
	6
	Label (QCI)
	

	
	7 to 11
	Maximum bit rate for uplink
	

	
	12 to 16
	Maximum bit rate for downlink
	

	
	17 to 21
	Guaranteed bit rate for uplink
	

	
	22 to 26
	Guaranteed bit rate for downlink
	

	
	27 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.15-1: Bearer Level Quality of Service (Bearer QoS)

Octet 5 represents the Allocation/Retention Priority (ARP) parameter. The meaning and value range of the parameters within the ARP are defined in 3GPP TS 29.212 [29]. The bits within the ARP octet are:

-
Bit 1 – PVI (Pre-emption Vulnerability): See 3GPP TS 29.212[29], clause 5.3.47 Pre-emption-Vulnerability AVP.

-
Bit 2 – spare

-
Bits 3 to 6 – PL (Priority Level): See 3GPP TS 29.212[29], clause 5.3.45 ARP-Value AVP. PL encodes each priority level defined for the ARP-Value AVP as the binary value of the priority level.

-
Bit 7 – PCI (Pre-emption Capability): See 3GPP TS 29.212[29], clause 5.3.46 Pre-emption-Capability AVP.

-
Bit 8 – spare.

Octet 6 contains the "QCI" value, as specified in 3GPP TS 23.203 [48].

The UL/DL MBR and GBR fields are encoded as kilobits per second (1 kbps = 1000 bps) in binary value. For non-GBR bearers, both the UL/DL MBR and GBR should be set to zero. The range of QCI, Maximum bit rate for uplink, Maximum bit rate for downlink, Guaranteed bit rate for uplink and Guaranteed bit rate for downlink are specified in 3GPP TS 36.413 [10].
NOTE:
The encoding in 3GPP TS 24.301 [23] and 3GPP TS 36.413 [10] is different from the encodingwithin this specification.

* * * Next Change * * * *

8.16
Flow Quality of Service (Flow QoS)

Flow Quality of Service (Flow QoS) is transferred via GTP tunnels. The sending entity copies the value part of the Flow QoS into the Value field of the Flow QoS IE.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 81 (decimal)
	

	
	2 to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5
	Label (QCI)
	

	
	6 to 10
	Maximum bit rate for uplink
	

	
	11 to 15
	Maximum bit rate for downlink
	

	
	16 to 20
	Guaranteed bit rate for uplink
	

	
	21 to 25
	Guaranteed bit rate for downlink
	

	
	26 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.16-1: Flow Quality of Service (Flow QoS)

Octet 5 contains the "QCI" value, as specified in 3GPP TS 23.203 [48].

The UL/DL MBR and GBR fields are encoded as kilobits per second (1 kbps = 1000 bps) in binary value. For non-GBR bearers, both the UL/DL MBR and GBR should be set to zero. The range of QCI, Maximum bit rate for uplink, Maximum bit rate for downlink, Guaranteed bit rate for uplink and Guaranteed bit rate for downlink are specified in 3GPP TS 36.413 [10].
NOTE:
The encoding in 3GPP TS 24.301 [23] and 3GPP TS 36.413 [10] is different from the encodingwithin this specification.

* * * Next Change * * * *

8.48
Fully Qualified Container (F-Container)

Fully Qualified Container (F-TEID) is coded as depicted in Figure 8.48-1.

All Spare bits are set to zeros by the sender and ignored by the receiver.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 118 (decimal)
	

	
	2 to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5
	Spare
	Container Type
	

	
	6 to (n+4)
	F-Container field
	


Figure 8.48-1: Full Qualified Container (F-Container)





The F-Container field shall contain one of the following information, depending of the contents of the container transported by the specific GTP Information Element:
-
transparent copy of the corresponding IEs (see subclause 8.2.2):

-
the "Source to Target Transparent Container" or the "Target to Source Transparent Container" as specified in 3GPP TS 25.413 [33]; or

-
the "SON Configuration Transfer" as specified in 3GPP TS 36.413 [10]; or

-
the "eNB Status Transfer Transparent Container" as specified in 3GPP TS 36.413 [10]; or

-
"Source BSS to Target BSS Transparent Container" or "Target BSS to Source BSS Transparent Container" as specified in 3GPP TS 48.018 [34] or 3GPP TS 25.413 [33].

-
transparent copy of the octets of the encoded OCTET STRING of the "Source to Target Transparent Container" or the "Target to Source Transparent Container" specified in 3GPP TS 36.413 [10]; or

-
transparent copy of the BSSGP RIM PDU as specified in 3GPP TS 48.018 [34]; or

-
the Packet Flow ID, Radio Priority, SAPI, PS Handover XID parameters as specified in figure 8.42-2.

NOTE 1:
Annex X.2 provides further details on the encoding of Generic Transparent Containers over RANAP, S1-AP and GTP. See also Annex C of 3GPP TS 36.413 [10] for further details on how the MME constructs the F-Container field from the Source to Target Transparent Container or Target to Source Transparent Container IEs received from S1-AP.
NOTE 2:
For any other new future F-Container content types, new Container Type values may be needed, although use of RAT agnostic containers should be used whenever possible.

The BSS Container IE in the Bearer Context IE in Forward Relocation Request and Context Response messages is coded as depicted in Figure 8.48-2.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	6
	Spare
	PHX
	SAPI
	RP
	PFI
	

	
	a
	Packet Flow ID
	

	
	b
	SAPI
	Spare
	Radio Priority
	

	
	c
	XiD parameters length
	

	
	d to n
	XiD parameters
	


Figure 8.48-2: BSS Container
The flags PFI, RP, SAPI and PHX in octet 6 indicate the corresponding type of parameter (Packet FlowID, Radio Priority, SAPI and PS handover XID parameters) shall be present in a respective field or not. If one of these flags is set to "0", the corresponding field shall not be present at all. The Spare bit shall be set to zero by the sender and ignored by the receiver.

If PFI flag is set, Packet Flow ID shall be present in Octet a.

If RP flag is set, Radio Priority shall be present in Octet b.

If SAPI flag is set, SAPI shall be present in Octet b.

If PHX flag is set:

· XiD parameters length is present in Octet c.

· XiD parameters are present in Octet d to n.

* * * Next Change * * * *

8.49
Fully Qualified Cause (F-Cause)

Fully Qualified Cause (F- Cause) is coded as depicted in Figure 8.49-1. 

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 119 (decimal)
	

	
	2 to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5
	Spare
	Cause Type
	

	
	6 to (n+4)
	F-Cause field
	


Figure 8.49-1: Full Qualified Cause (F-Cause)

The value of Instance field of the F-Cause IE in a GTPv2 message shall indicate whether the F-Cause field contains RANAP Cause, BSSGP Cause or S1-AP Cause. 
All spare bits shall be set to zeros by the sender and ignored by the receiver. 

F-Cause field is coded as follows:

-
For RANAP Cause, the F-Cause field shall contain a non-transparent copy of the cause value of the corresponding IE (see subclause 8.2.2), "Cause", as defined in clause 9.2.1.4 in 3GPP TS 25.413 [33].
Cause Type field shall be ignored by the receiver. The value of F-Cause field (which has a range of 1..512) is transferred over the Iu interface and encoded into two octet as binary integer.

-
For BSSGP Cause, the F-Cause field shall contain a non-transparent copy of the cause value of the corresponding IE (see subclause 8.2.2), "Cause", as defined in clause 11.3.8 in 3GPP TS 48.018 [34].
Cause Type field shall be ignored by the receiver. The value of F-Cause field (which has a range of 0..255) is transferred over the Gb interface and encoded into one octet as binary integer.
-
For S1-AP Cause, the F-Cause field shall contain a non-transparent copy of the cause value of the corresponding IE (see subclause 8.2.2), "Cause", as defined in clause 9.2.1.3 in 3GPP TS 36.413 [10].
Cause Type field shall contain the RAN Cause subcategory as specified in 3GPP TS 36.413 [10] and it shall be encoded as in Table 8.49-1. The value of F-Cause field (and the associated RAN cause subcategory) is transferred over the S1-AP interface and encoded into one octet as binary integer.

Table 8.49-1: Cause Type values and their meanings

	Cause Type
	Values (Decimal)

	Radio Network Layer
	0

	Transport Layer
	1

	NAS
	2

	Protocol
	3

	Miscellaneous
	4

	<spare>
	5 to15


* * * Next Change * * * *

8.50
Selected PLMN ID

The Selected PLMN ID IE contains the core network operator selected for the UE in a shared network. Octets 5-7 shall contain a non-transparent copyof the "PLMN Identity" parameter in 3GPP TS 36.413 [10]. 

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 120 (decimal)
	

	
	2 to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5 to (n+4)
	Selected PLMN ID
	


Figure 8.50-1: Selected PLMN ID

The encoding of the Selected PLMN ID field is shown in Figures 8.50-2 and 8.50-3.
If three digits are included in the MNC, octets 5 to 7 shall be encoded as shown in Figure 8.50-2.

	
	
	
	
	
	Bits
	
	
	
	
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	5
	MCC digit 2
	MCC digit 1
	

	
	6
	MNC digit 1
	MCC digit 3
	

	
	7
	MNC digit 3
	MNC digit 2
	

	
	
	
	


Figure 8.50-2: Selected PLMN ID Parameter with 3-digit MNC
If only two digits are included in the MNC, octets 5 to 7 shall be encoded as shown in Figure 8.50-3 with bits 5 to 8 of octet 6 (MNC digit 3) coded as "1111".

	
	
	
	
	
	Bits
	
	
	
	
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	5
	MCC digit 2
	MCC digit 1
	

	
	6
	1111
	MCC digit 3
	

	
	7
	MNC digit 2
	MNC digit 1
	

	
	
	
	


Figure 8.50-3: Selected PLMN ID Parameter with 2-digit MNC
NOTE:
The encoding is different from elsewhere in this document and is specified according to 3GPP TS 36.413 [10].
* * * Next Change * * * *

8.51
Target Identification

The Target Identification information element is coded as depicted in Figure 8.51-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 121 (decimal)
	

	
	2 to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5
	Target Type
	

	
	6 to (n+4)
	Target ID
	


Figure 8.51-1: Target Identification

Target Type values are specified in Table 8.51-1.

The Target Type is RNC ID for SRNS relocation procedure, handover to UTRAN and RAN Information Relay towards UTRAN or GERAN operating in GERAN Iu mode. In this case the "Target ID" field shall contain a non-transparent copy of the corresponding IEs (see subclause 8.2.2) and be encoded as specified in Figure 8.51-1a below. The "Target RNC-ID" part of the "Target ID" parameter is specified in 3GPP TS 25.413 [33].
NOTE 1:
The ASN.1 parameter "Target ID" is forwarded non-transparently in order to maintain backward compatibility.

NOTE: 2
The preamble of the "Target RNC-ID" (numerical value of e.g. 0x20) shall not be included into octets 6 to (n+4). Also, the optional "iE-Extensions" parameter shall not be included into the GTP IE.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	6
	MCC digit 2
	MCC digit 1
	

	
	7
	MNC digit 3
	MCC digit 3
	

	
	8
	MNC digit 2 
	MNC digit 1
	

	
	9 to 10
	LAC
	

	
	11
	RAC (see NOTE 3)
	

	
	12 to 13
	RNC-ID
	

	
	a to (a+1)
	Extended RNC-ID (optional)
	


Figure 8.51-1a: Target ID for Type RNC ID
If only two digits are included in the MNC, then bits 5 to 8 of octet 7 (MNC digit 3) shall be coded as "1111".

The location area code (LAC) consists of 2 octets. Bit 8 of octet 9 is the most significant bit and bit 1 of octet 10 is the least significant bit. The coding of the location area code is the responsibility of each administration. Coding using full hexadecimal representation shall be used.
The RNC-ID consists of 2 octets and contains 12 bits long value (see 3GPP TS 25.413 [7]). Bit 4 of octet 12 is the most significant bit and bit 1 of octet 13 is the least significant bit (bits 8 to 5 of octet 12 are set to 0). The coding of the RNC-ID is the responsibility of each administration. Coding using full hexadecimal representation shall be used.
If the optional Extended RNC-ID is not included, then the length variable 'n' = 8 and the overall length of the IE is 13 octets. Otherwise, 'n' = 10 and the overall length of the IE is 15 octets. 

NOTE 3:
In the "TargetRNC-ID" ASN.1 type definition in 3GPP TS 25.413 [7] the "RAC" parameter is marked as optional. RAC is however always available at an SGSN/MME when it sends the RAC in e.g. a GTPv2 Forward Relocation Request message.

If the optional Extended RNC-ID is included, then the receiver shall ignore the RNC-ID.
The Target Type is Macro eNodeB ID for handover to E-UTRAN Macro eNodeB and RAN Information Relay towards E-UTRAN. In this case the coding of the Target ID field shall be coded as depicted in Figure 8.51-2.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	6
	MCC digit 2
	MCC digit 1
	

	
	7
	MNC digit 3
	MCC digit 3
	

	
	8
	MNC digit 2 
	MNC digit 1
	

	
	9
	Spare
	Macro eNodeB ID
	

	
	10 to 11
	Macro eNodeB ID
	

	
	12 to 13
	Tracking Area Code (TAC)
	


Figure 8.51-2: Target ID for Type Macro eNodeB

The Macro eNodeB ID consists of 20 bits. Bit 4 of Octet 9 is the most significant bit and bit 1 of Octet 11 is the least significant bit. The coding of the Macro eNodeB ID is the responsibility of each administration. Coding using full hexadecimal representation shall be used.
The Target Type is Home eNodeB ID for handover to E-UTRAN Home eNodeB. In this case the coding of the Target ID field shall be coded as depicted in Figure 8.51-3.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	6
	MCC digit 2
	MCC digit 1
	

	
	7
	MNC digit 3
	MCC digit 3
	

	
	8
	MNC digit 2 
	MNC digit 1
	

	
	9
	Spare
	Home eNodeB ID
	

	
	10 to 12
	Home eNodeB ID
	

	
	13 to 14
	Tracking Area Code (TAC)
	


Figure 8.51-3: Target ID for Type Home eNodeB

The Home eNodeB ID consists of 28 bits. See 3GPP TS 36.413 [10]. Bit 4 of Octet 9 is the most significant bit and bit 1 of Octet 12 is the least significant bit. The coding of the Home eNodeB ID is the responsibility of each administration. Coding using full hexadecimal representation shall be used.
The Target Type is Cell Identifier for handover to GERAN and RAN Information Relay towards GERAN. In this case the coding of the Target ID field shall be same as the Octets 3 to 10 of the Cell Identifier IEI in 3GPP TS 48.018 [34].

Table 8.51-1: Target Type values and their meanings

	Target Types
	Values (Decimal)

	RNC ID
	0

	Macro eNodeB ID
	1

	Cell Identifier
	2

	Home eNodeB ID
	3

	<spare>
	4 to 255


* * * Next Change * * * *

8.59
Source Identification

The Source Identification information element is coded as depicted in Figure 8.59-1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 129 (decimal)
	

	
	2 to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5 to 12
	Target Cell ID
	

	
	13
	Source Type
	

	
	14 to (n+4)
	Source ID
	


Figure 8.59-1: Source Identification

The Target Cell ID shall be same as the Octets 3 to 10 of the Cell Identifier IEI in 3GPP TS 48.018 [34].

Source Type values are specified in Table 8.59-1.

If the Source Type is Cell ID, this indicates PS handover from GERAN A/Gb mode. In this case the coding of the Source ID field shall be same as the Octets 3 to 10 of the Cell Identifier IEI in 3GPP TS 48.018 [34].

If the Source Type is RNC ID, this indicates  PS handover from GERAN Iu mode or for inter-RAT handover from UTRAN. In this case the Source ID field shall include a transparent copy of the corresponding parameter (see subclause 8.2.2), the Source RNC-ID as specified within the "Source ID" parameter in 3GPP TS 25.413 [33].
NOTE:
In fact, the ASN.1/PER encoded binary value of the "Source RNC ID" shall be copied into octets 14 to (n+4).
Table 8.59-1: Source Type values and their meanings

	Source Types
	Values (Decimal)

	Cell ID
	0

	RNC ID
	1

	reserved (NOTE)
	2

	<spare>
	3-255

	NOTE:

This value was allocated in an earlier version of the protocol and shall not be used.


* * * Next Change * * * *

8.73
MBMS IP Multicast Distribution
The MBMS IP Multicast Distribution IE is sent by the MBMS GW to the MME/SGSN in the MBMS Session Start Request. Source Specific Multicasting is used according to IETF RFC 4607 [40].

The IP Multicast Distribution Address and the IP Multicast Source Address fields contain the IPv4 or IPv6 address as defined in 3GPP TS 23.003 [2]. The Address Type and Address Length fields from 3GPP TS 23.003 [2] shall be included in each field.

MBMS HC Indicator represents an indication if header compression should be used for MBMS user plane data, as specified in 3GPP TS 25.413 [33]. MBMS HC Indicator field is encoded as a one octet long enumeration.
NOTE:
Currently, 3GPP TS 25.413 [33] specifies two enumeration values: 0 (indicates "uncompressed-header") and 1 (indicates "compressed-header").
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 
	Type = 142 (decimal)
	

	
	2 to 3
	Length=n
	

	
	4
	Spare
	Instance
	

	
	5 to 8
	Common Tunnel Endpoint Identifier Data
	

	
	9 to k
	IP Multicast Distribution Address (IPv4 or IPv6)
	

	
	(k+1) to (m+3)
	IP Multicast Source Address  (IPv4 or IPv6)
	

	
	m+4
	MBMS HC Indicator
	

	
	(m+5) to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.73-1: MBMS IP Multicast Distribution

* * * Next Change * * * *

8.77
RFSP Index

Index to RAT/Frequency Selection Priority (RFSP Index) is coded as depicted in Figure 8.77-1, and contains a non-transparent copy of the corresponding IE (see subclause 8.2.2), "Subscriber Profile ID for RAT/Frequency Selection Priority (SPRIFP)" as specified in 3GPP TS 36.413 [10]. The SPIRFP is an integer between 1 and 256 and is encoded as an unsigned integer, which requires the two octets specified for the RFSP Index parameter.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 144 (decimal)
	

	
	2 to 3
	Length = 2
	

	
	4
	Spare
	Instance
	

	
	5 to 6
	RFSP Index
	


Figure 8.77-1: RFSP Index

* * * Next Change * * * *

Annex X (Informative):
Transparent copying of RANAP/S1AP IEs into GTP IEs
X.1

General

This annex provides details on how a GTPv2 entity transparently copies information received from RANAP or S1AP into GTPv2 IE or IE field. 

RANAP and S1AP ASN.1 encoding details in this annex are informative. The reference specifications are 3GPP TS 25.413 [33] and 3GPP TS 36.413 [10] respectively.
The respective RANAP/S1AP Information Elements are transported on the Iu/S1 interface within a "protocol-IE container" which is composed of:

-
an Information Element Identity (referred to below as "IE-ID"),

-
an indication how the receiver shall react if the Information Element is not comprehended (referred to below as "criticality"),

-
and an "open type field" which consists of a length indication ("OT-LI")  and the Information Element itself (referred to below as "IE"). 

RANAP/S1AP PDUs and the contained IEs are defined by means of ASN.1, the specified encoding is PER (packed encoding rule), Octet aligned variant:
-
PER minimises the information sent on the respective interface to the absolute minimum;
-
Hence, type definitions of fixed length are encoded without any type or length indication, only type definitions of variable length contain a length indication, e.g.

-
an OCTET STRING with indefinite length would need to contain a length indication (referred to below as "OCT-LI") followed by the actual octets (referred to below as "octets"); 

-
a SEQUENCE neither contains a type, nor a length-indication. Only in case of optional elements it contains a kind of bit string with each position of this bitstring indicating the presence of an OPTIONAL element (an encoded SEQUENCE type is referred to below as "sequence").
X.2

Handover/Relocation related generic transparent Containers over RANAP, S1-AP and GTP

Handover/Relocation related generic transparent containers are defined in 3GPP TS 25.413 [33] and 3GPP TS 36.413 [10] ("Source to Target Transparent Container" IE and "Target to Source Transparent Container" IE) to carry UTRAN, E-UTRAN or GERAN specific information via CN interfaces in a RAT-agnostic way.

The encoding of these handover/relocation related generic transparent containers is different in RANAP and S1-AP. See 3GPP TS 36.413 [10] Annex C. The difference is that the "Source to Target Transparent Container" IE and "Target to Source Transparent Container" IE are ASN.1 encoded over RANAP as "IE-ID||criticality||OT-LI||octets" (i.e. one length field only for the open type field) and over S1AP as "IE-ID||criticality||OT-LI||OCT-LI||octets" (i.e. with 2 length fields, one for the open type field ("OT-LI"), one for the octet string encoding ("OCT-LI")), while "octets" contain the actual RAT specific handover/relocation information.
This gives the following chain of encodings (represented in the notation introduced in the Notes above) end-to-end.
LTE to LTE


[image: image1.emf] 

S - MME   eNB  

H andover   Required  

eNB  

H andover   Request  

T - MME  

“F - Container field”   contains “ sequence ” only  

“ SourceToTarget Transparent  Cont ainer”  transported via  an   IE container   ==  (IE - ID|criticality||OT - LI||IE)   IE = =   OCT - LI||octets   octets = =   sequence   ==” Source  eNB   to Target  eNB  Transparent Container”  

“ SourceToTarget Transparent  Cont ainer”  transported via  an   IE container   ==  (IE - ID|criticality ||OT - LI||IE)   IE == OCT - LI||octets   octets == sequence ==  “ Source eNB to Target eNB  Transparent Container ”  


Figure X.2-1: LTE to LTE - Encoding of Generic Transparent Containers

In the case of LTE-LTE handover, the "octets" contain the "Source eNB to Target eNB Transparent Container" (defined as an ASN.1 SEQUENCE in 3GPP TS 36.413[10]).

The source MME, after decoding the HO REQUIRED message of S1AP, passes transparently the "sequence" to the target MME. 

The target MME encodes similarly at target side with the same definitions: it feeds the received "sequence" into the S1AP ASN.1 encoder in order to encode the HO REQUEST message towards the target eNB. The "sequence" is then extracted from the S1AP ASN.1 of eNB and given to application part of eNB.
LTE to 3G


[image: image2.emf] 

S - MME   RNC  

H andover   Required  

eNB  

Relocation Request  

SGSN  

“F - Container field”   contains “ sequence ” only  

“ SourceToTarget Transparent  Cont ainer”  transported via  an   IE container   ==  (IE - ID|criticality||OT - LI||IE)   IE = =   OCT - LI||octets   octets = =   sequence   ==” Source RNC to Target RNC   Transparent Container”  

“ SourceToTarget Transp arent  Cont ainer”  transported via  an   IE container   ==  (IE - ID|criticality ||OT - LI||IE)   IE == sequence == “Source RNC to Target RNC  Transparent Container”  


Figure X.2-2: LTE to 3G - Encoding of Generic Transparent Containers

At source side, the same encoding is done but for LTE to 3G handover, this time the "octets" on the line is the "Source RNC to Target RNC Transparent Container" (encoded according to the target system RANAP i.e. as an ASN.1 SEQUENCE in 3GPP TS 25.413 [33]).
Again the source MME passes transparently the "sequence" to the target MME i.e. the "Source RNC to Target RNC Transparent Container".

At the target side, the RANAP RELOCATION REQUEST message was not upgraded: the "sequence" received from the Gn or S3 interface ("Source RNC to Target RNC Transparent Container") is not encoded as an OCTET STRING as on S1, but directly represent the "Source To Target Transparent Container" within the RANAP:RELOCATION REQUEST message, which in case of inter-RAT handover to 3G represent the "Source RNC to Target RNC Transparent Container", transported on the Iu interface as the "IE" part of the "IE container". There is no additional length field added as on the S1 interface ("OCT-LI").

The target side remains therefore fully backwards compatible with UMTS release 7.

3G to LTE
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SGSN (R7)   eNB  

Relocation   Required  

RNC R8  

H andover   Request  

T - MME  

“ SourceToTarget Transparent  Cont ainer”  transported via  an   IE container   ==  (IE - ID|criticality||OT - LI||IE)   IE = =   sequence   ==” Source  eNB   to Target  eNB   Transparent  Container”  

“F - Container field”   contains “sequence” only  

“ SourceToTarget Transparent  Cont ainer”  transported via  an   IE container   ==  (IE - ID|criticality||OT - LI||IE)   IE = =   OCT - LI||octets   octets = =   sequence   ==” Source  eNB   to Target  eNB   Transparent Container”  


Figure X.2-3: 3G to LTE - Encoding of Generic Transparent Containers

The RELOCATION REQUIRED message was upgraded from release 8 onwards renaming the previously contained "Source RNC to Target RNC Transparent Container" to "Source to Target Transparent Container", being able to transport also a "Source eNB to Target eNB Transparent Container".

Despite being defined as an octet string, in order to not impact the R7 SGSN, the octet string was specified as "to be replaced" by either the UTRAN or E-UTRAN specific container. This fact is explained e.g. within the NOTE in the ASN.1 of 3GPP TS 25.413 [33] ], as shown in this excerpt:

Source-ToTarget-TransparentContainer ::= OCTET STRING

-- This IE is a transparent container, the IE shall be encoded not as an OCTET STRING but according to the type specifications of the target system.

-- Note: In the current version of this specification, this IE may either carry the Source RNC to

-- Target RNC Transparent Container or the Source eNB to Target eNB Transparent Container IE as

-- defined in [49]

By so doing, the Release 7 source SGSN receives only one length field (the "OT-LI") instead of two (the "OT-LI and the "OCT-LI") as if it would receive an "Source RNC to Target RNC Transparent Container" from a Release 7 RNC, ensuring fully Release 7 backwards compatibility as requested by 3GPP TS 23.401 [3] Annex D. This is illustrated in Figure X.1-3 above.

As explained above, this Release 7 backwards compatibility constraint only applies to RANAP to cope with Release 7 SGSN nodes and does NOT apply to LTE. This is why the note is NOT present in the ASN.1 of 3GPP TS 36.413 [10] for LTE i.e. the S1AP octet string does not need "to be replaced".

Then "sequence" is passed transparently to the target MME. The target MME encodes the "sequence" within an OCTET STRING resulting in two length fields as expected by target eNB ASN.1 S1AP decoder.

X.3

Other RANAP and S1-AP IEs

When transparently copying a RANAP/S1AP IE, other than the handover/relocation related generic transparent containers (see Annex X.1) into GTP IE, or GTP IE field the following applies:

-
a transparent copy of a RANAP/S1AP IE, which is transported on the Iu/S1 interface within a "protocol-IE container", neither includes the Information Element Identity ("IE-ID") nor the "criticality" nor the open type field related length indication ("OT-LI"), but only the Information Element itself ("IE"). 

-
"IE" refers to all parts of the encoded type of the Information Element, i.e. including also any related length indication (in case of types with variable length) and preamble (see ITU-T X.691 [xx] for the definition of the term "preamble").
* * * End of Changes * * * *
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