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Annex X (informative):
 Messages Based on SOAP
X.1

General
Some Front Ends which do not have high real time performance requirements would prefer to interact with the UDR on the basis of a SOAP protocol for data access (CRUD) as well as for Subscriptions and Notifications (S/N). A way to accomplish this is by means of a protocol converter that converts SOAP based data access messages into LDAP based data access messages. SOAP based Subscription and Notification messages need not be converted. The architectural options are shown in figure X.1/1: 
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Figure X.1/1:  Data access options based on SOAP
As shown in the Figure X.1/1, the Protocol Converter that converts SOAP based data access messages to LDAP based data access messages can be stand alone, be integrated into the FE or be integrated into the UDR. LDAP based data access (CRUD) messages and SOAP based Subscription and Notification (S/N) messages are specified in the normative part of this specification. A description of SOAP based data access messages which are exchanged between FEs without high realtime performance requirements and the Protocol Converter is given in this informative annex.
NOTE:
An application that does not have high real time requirements implies that it does not demand neither high values of traffic throughput nor small request/response latency values nor high demanding processing needs.
X.2

Protocol Stack for Messages Based on SOAP
The protocol layering used for messages based on SOAP described in this informative annex is the same as shown in Figure 4.3-1 in the normative part of this specification.
X.3

SOAP Based Query
SOAP Based Query request messages make use of the HTTP Post method and contain a SOAP message envelope.
SOAP Based Query response messages are coded as HTTP response message and contain a SOAP envelope.

SOAP Based Query request and response messages contain a SOAP message envelope header with a header block containing the following elements:

-
serviceName
This optional element identifies a service in the Front End. The serviceName is of type string with up to 20 characters.

-
msgId
This element uniquely identifies the Query message request – response pair within a connection. The msgId is of type integer. The FE allocates the value and use it together with the connId (if any) to correlate a received Query response with a sent Query request. 

-
connId
This optional element identifies the connection between FE and protocol converter. The connId is of type integer. If used, the value is allocated by the FE and is used together with the msgId to correlate a Query response with a Query request.

An example of a SOAP envelope header for a Query request message is given below:

  <env:Header>
    <hb:CorrelationHeader xmlns:hb="urn:headerblock" env:mustUnderstand="true">
      <hb:serviceName>NonRealTimeService</hb:serviceName>
      <hb:msgId>45129</hb:msgId>
      <hb:connId>2</hb:connId>
    </hb:CorrelationHeader>
  </env:Header>

The protocol converter copies the SOAP Envelope Header received in the Query request and send it unmodified in the Query response.

Query request messages contain a SOAP message envelope body formatted according to the XML schema defined in OASIS DSML [xx] related to SearchRequest.

Query response messages contain a SOAP message envelope body formatted according to the XML schema defined in OASIS DSML [xx] related to SearchResultEntry, SearchResultReference, and SearchResultDone. The HTTP status code in the Query response message is used to indicate success or failure.
X.4

SOAP Based Query
SOAP Based Create request messages make use of the HTTP Post method and contain a SOAP message envelope.

SOAP Based Create response messages are coded as HTTP response message and contain a SOAP envelope.

SOAP Based Create request and response messages contain a SOAP message envelope header with a header block containing the following elements:

-
serviceName
This optional element identifies a service in the Front End. The serviceName is of type string with up to 20 characters.

-
msgId
This element uniquely identifies the Create message request – response pair within a connection. The msgId is of type integer. The FE allocates the value and use it together with the connId (if any) to correlate a received Create response with a sent Create request. 

-
connId
This optional element identifies the connection between FE and protocol converter. The connId is of type integer. If used, the value is allocated by the FE and is used together with the msgId to correlate a Create response with a Create request.

An example of a SOAP envelope header for a Create request message is given below:

  <env:Header>
    <hb:CorrelationHeader xmlns:hb="urn:headerblock" env:mustUnderstand="true">
      <hb:serviceName>NonRealTimeService</hb:serviceName>
      <hb:msgId>34512</hb:msgId>
      <hb:connId>1</hb:connId>
    </hb:CorrelationHeader>
  </env:Header>

The protocol converter copies the SOAP Envelope Header received in the Create request and send it unmodified in the Create response.

Create request messages contain a SOAP message envelope body formatted according to the XML schema defined in OASIS DSML [xx] related to AddRequest or ModifyRequest with the "operation" field set to "add".

Create response messages contain a SOAP message envelope body formatted according to the XML schema defined in OASIS DSML [xx] related to AddResponse or ModifyResponse depending on the used request message. The HTTP status code in the Create response message is used to indicate success or failure.
X.5
SOAP Based Delete
SOAP Based Delete request messages make use of the HTTP Post method and contain a SOAP message envelope.

SOAP Based Delete response messages are coded as HTTP response message and contain a SOAP envelope.

SOAP Based Delete request and response messages contain a SOAP message envelope header with a header block containing the following elements:

-
serviceName
This optional element identifies a service in the Front End. The serviceName is of type string with up to 20 characters.

-
msgId
This element uniquely identifies the Delete message request – response pair within a connection. The msgId is of type integer. The FE allocates the value and use it together with the connId (if any) to correlate a received Delete response with a sent Delete request. 

-
connId
This optional element identifies the connection between FE and protocol converter. The connId is of type integer. If used, the value is allocated by the FE and is used together with the msgId to correlate a Delete response with a Delete request.

An example of a SOAP envelope header for a Delete request message is given below:

  <env:Header>
    <hb:CorrelationHeader xmlns:hb="urn:headerblock" env:mustUnderstand="true">
      <hb:serviceName>NonRealTimeService</hb:serviceName>
      <hb:msgId>51532</hb:msgId>
      <hb:connId>2</hb:connId>
    </hb:CorrelationHeader>
  </env:Header>

The protocol converter copies the SOAP Envelope Header received in the Delete request and send it unmodified in the Delete response.

Delete request messages contain a SOAP message envelope body formatted according to the XML schema defined in OASIS DSML [xx] related to DelRequest or ModifyRequest with the "operation" field set to "delete".

Delete response messages contain a SOAP message envelope body formatted according to the XML schema defined in OASIS DSML [xx] related to DelResponse or ModifyResponse depending on the used request message. The HTTP status code in the Delete response message is used to indicate success or failure.
X.6
SOAP Based Update
SOAP Based Update request messages make use of the HTTP Post method and contain a SOAP message envelope.

SOAP Based Update response messages are coded as HTTP response message and contain a SOAP envelope.

SOAP Based Update request and response messages contain a SOAP message envelope header with a header block containing the following elements:

-
serviceName
This optional element identifies a service in the Front End. The serviceName is of type string with up to 20 characters.

-
msgId
This element uniquely identifies the Update message request – response pair within a connection. The msgId is of type integer. The FE allocates the value and use it together with the connId (if any) to correlate a received Update response with a sent Update request. 

-
connId
This optional element identifies the connection between FE and protocol converter. The connId is of type integer. If used, the value is allocated by the FE and is used together with the msgId to correlate a Update response with a Update request.

An example of a SOAP envelope header for a Update request message is given below:

  <env:Header>
    <hb:CorrelationHeader xmlns:hb="urn:headerblock" env:mustUnderstand="true">
      <hb:serviceName>NonRealTimeService</hb:serviceName>
      <hb:msgId>74680</hb:msgId>
      <hb:connId>3</hb:connId>
    </hb:CorrelationHeader>
  </env:Header>

The protocol converter copies the SOAP Envelope Header received in the Update request and send it unmodified in the Update response.

Update request messages contain a SOAP message envelope body formatted according to the XML schema defined in OASIS DSML [xx] related to ModifyRequest with the "operation" field set to "replace".

Update response messages contain a SOAP message envelope body formatted according to the XML schema defined in OASIS DSML [xx] related to ModifyResponse. The HTTP status code in the Update response message is used to indicate success or failure.
X.7
SOAP Based Abandon
SOAP Based Abandon request messages make use of the HTTP Post method and contain a SOAP message envelope.

SOAP Based Abandon request and response messages contain a SOAP message envelope header with a header block containing the following elements:

-
serviceName
This optional element identifies a service in the Front End. The serviceName is of type string with up to 20 characters.

An example of a SOAP envelope header for a Abandon request message is given below:

  <env:Header>
    <hb:CorrelationHeader xmlns:hb="urn:headerblock" env:mustUnderstand="true">
      <hb:serviceName>NonRealTimeService</hb:serviceName>
    </hb:CorrelationHeader>
  </env:Header>

Abandon request messages contain a SOAP message envelope body formatted according to the XML schema defined in OASIS DSML [xx] related to AbandonRequest.
* * * End of Change * * * 
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