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* * * First Change * * * *

8.1.4
MAP_SEND_IDENTIFICATION service

8.1.4.1
Definition

The MAP_SEND_IDENTIFICATION service is used between a VLR and a previous VLR to retrieve IMSI and authentication data for a subscriber registering afresh in that VLR. 

It may also be used to send the MSC number from a VLR to a previous VLR.

The MAP_SEND_IDENTIFICATION service is a confirmed service using the service primitives defined in table 8.1/4.

8.1.4.2
Service primitives

Table 8.1/4: MAP_SEND_IDENTIFICATION

	Parameter name
	Request
	Indication
	Response
	Confirm

	Invoke Id
	· M
	· M(=)
	· M(=)
	· M(=)

	TMSI
	· M
	· M(=)
	· 
	· 

	Number of requested vectors
	· M
	· M(=)
	· 
	· 

	Segmentation prohibited indicator
	C
	C(=)
	
	

	MSC Number
	U
	C(=)
	
	

	Previous Location Area Id
	U
	C(=)
	
	

	Hop Counter
	U
	C (=)
	
	

	MTRF Supported
	U
	C(=)
	
	

	IMSI
	
	
	C
	C(=)

	Authentication set
	
	
	U
	C(=)

	Current Security Context
	
	
	U
	C(=)

	User error
	
	
	C
	C(=)

	Provider error
	
	
	
	O


8.1.4.3
Parameter definitions and use

Invoke Id

See definition in clause 7.6.1.

TMSI

See definition in clause 7.6.2. 

If multiple service requests are present in a dialogue then this parameter shall be present in every service request.

Number of requested vectors

A number indicating how many authentication vectors the new VLR is prepared to receive. The previous VLR shall not return more vectors than indicated by this parameter. 

This parameter shall be present in the first (or only) request of the dialogue. If multiple service requests are present in a dialogue then this parameter shall not be present in any service request other than the first one

Segmentation prohibited indicator

This parameter indicates if the new VLR or SGSN allows segmentation of the response at MAP user level. 

This parameter may be present only in the first request of the dialogue.

IMSI

See definition in clause 7.6.2. The IMSI is to be returned if the service succeeds. 

If multiple service requests are present in a dialogue and the service succeeds then this parameter shall not be present in any service response other than the first one

MSC Number

This is the ISDN number assigned to the MSC currently serving the MS.

Previous Location Area Id

See definition in clause 7.6.2. Together with the TMSI the Previous Location Area Id can be used to derive the IMSI.

Authentication set

See definition in clause 7.6.7. If the service succeeds a list of up to five authentication sets is returned, if there are any available.

Current Security Context 

See definition in clause 7.6.7. If the service succeeds, a list of either GSM or UMTS Security Context parameters can be returned.

Hop Counter 

For the use of this parameter see 3GPP TS 23.012 [23]. 

MTRF Supported
See 3GPP TS 23.018 [97] for the use of this parameter and the conditions for its presence.

User error

This parameter is mandatory if the service fails. The following error cause defined in clause 7.6.1 may be used, depending on the nature of the fault:

-
unidentified subscriber.

Provider error

For definition of provider errors see clause 7.6.1.

* * * Next Change * * * *

17.7.1
Mobile Service data types

-- location registration types

SendIdentificationArg ::= SEQUENCE {


tmsi


TMSI,


numberOfRequestedVectors
NumberOfRequestedVectors 
OPTIONAL,


-- within a dialogue numberOfRequestedVectors shall be present in 


-- the first service request and shall not be present in subsequent service requests. 


-- If received in a subsequent service request it shall be discarded. 


segmentationProhibited
NULL


OPTIONAL,


extensionContainer
ExtensionContainer
OPTIONAL,


...,


msc-Number
ISDN-AddressString 
OPTIONAL,


previous-LAI
[0] LAIFixedLength
OPTIONAL,


hopCounter
[1] HopCounter
OPTIONAL,


mtRoamingForwardingSupported
[2] NULL

OPTIONAL }
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