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Introduction
When discussing C4-102958 at CT4#51, CT4 agreed that the identified problem is valid and needs to be solved. This contribution outlines the problem, describes three potential solutions and recommends a way forward.

The Problem

In non UDC-Networks it is guaranteed that the HSS which (for a given subscriber) sends ULA to the MME/SGSN is the same HSS that later sends RSR to the MME/SGSN, so that the MME/SGSN can recognize whether a subscriber is impacted by RSR by comparing the Origin-Host received in ULA with the Origin-Host received in RSR.
In UDC-Networks, however, it is quite common that ULA and RSR are sent by different HSS-FEs. As a consequence the MME/SGSN will not recognize the subscriber as impacted by the RSR.
Solution 1
In this solution the UDR will not select just one HSS-FE to notify it about the need to send RSR, but it will broadcast the notify message to all HSS-FEs (in the relevant cluster). As a consequence all HSS-FEs will send RSR to the MMEs/SGSNs and subscriber data in MMEs/SGSNs will correctly be marked impacted by the reset.
Drawbacks of this solution are:

a) higher processing load in HSS-FEs and MMEs/SGSNs
b) higher signalling load on Ud and S6a/S6d

c) solution 1 does not propperly work when the HSS-FE which sent ULA is out of order (e.g. due to schedueled maintenance break) at the time when RSR needs to be sent.

Solution 2

This solution proposes to separate information used for routing (Origin Host) from information used for the Reset-Application-Logic: A new AVP "Cluster-Id" is added to ULA and RSR. This allows ULA and RSR to contain the same value of Cluster-Id although being originated by different HSS-FEs. MMEs/SGSNs shall compare the Cluster-Ids (rather than Origin-Hosts) received in ULA and RSR in order to recognize whether a subscriber record is impacted by RSR.
Drawbacks of this solution are:

a) S6a/S6d protocol is impacted

b) MME/SGSN application logic is impacted

c) Backward compatibility issue: If not supported by MME, fallback to another solution is needed.

Solution 3

This solution makes use of "Cluster-Id" values as proposed in solution 2, but populates the Cluster-Id value not in a new AVP but in the existing Origin-Host AVP within ULA and RSR. By doing this, drawbacks a), b), and c) of solution 2 are avoided. More generally it is proposed to always use the Cluster-Id in Origin-Host (if sent by HSS-FE) and Destination-Host AVPs (if sent by MME/SGSN and when present) to provide a consistent view to MMEs/SGSNs. 
As a consequence it is required for HSS-FEs within a cluster to be able to process incoming S6a/S6d requests with a Destination-Host value of the Cluster-Id. 

Conclusion

This contribution proposes to select solution 3 as it avoids all drawbacks identified for solutions 1 and 2. Solution 3 is efficient in terms of processing load in HSS-FEs and MMEs/SGSNs and in terms of signalling load on Ud and S6a/S6d interfaces. Furthermore it does not impact existing protocols (S6a/S6d) nor application logic in MME/SGSN. It is proposed to agree on CR 0011 in C4-110135.
