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1
Opening of the meeting and approval of the agenda

C4-101941
Preliminary agenda for CT4#50





Source: CT4 chairman

Decision: 

The document was Revised to C4-101942.



C4-101942
Detailed agenda & time plan for CT4#50: status at document deadline





Source: CT4  chairman

(Replaces C4-101941)

Decision: 

The document was Revised to C4-101943.



C4-101943
Detailed agenda & time plan for CT4#50: status on eve of meeting





Source: CT4 chairman

Abstract: 

The document contains all the changes based on comments Chairman got before the meeting.

Discussion: 

Chairman Mr. Peter Schmitt open the meeting on Monday 22dn  August 09:00. Mr. Shahab Lavasani of Huawei welcomed the delegates to Xi'an on behalf of the host Huawei Technologies Co., LTD, detailed the domestic arrangements and wished TSG CT4 a successful meeting in this historical destination of the Terra Cotta Warriors.

The Chairman drew attention to Members' obligations under the 3GPP Partner Organizations' IPR policies.  Every Individual Member organization is obliged to declare to the Partner Organization or Organizations of which it is a member any IPR owned by the Individual Member or any other organization which is or is likely to become essential to the work of 3GPP.

Decision: 

The document was Agreed.



1.1
IPR call

2
Allocation of documents to agenda items

C4-101944
Proposed allocation of documents to agenda items for CT4#50: status at document deadline





Source: CT4 chairman

Decision: 

The document was Revised to C4-101945.



C4-101945
Proposed allocation of documents to agenda items for CT4#50 status on eve of meeting





Source: CT4 chairman

(Replaces C4-101944)

Decision: 

The document was Agreed.



3
Meeting Reports

C4-101946
Meeting report CT4#49





Source: MCC

Discussion: 

Secretary of CT4#50 meeting clarified that all comments were implemented in this version of the report.

Report was approved without comments.

Decision: 

The document was Approved.



C4-101951
Meeting report CT4#49bis





Source: MCC

Discussion: 

Secretary of CT4#50 meeting clarified that all comments were implemented in this version of the report.

Report was approved without comments.

Decision: 

The document was Approved.



3.1
CT#47 & SA#47 Status report

4
LS in

C4-102019
Response LS on Coding of UE AMBR, MBR and GBR





Source: TSG CT WG1

Decision: 

The document was Noted.



C4-102020
Reply LS on Addition of PSTN-ISDN Emulation Support to AoC Service





Source: TSG CT WG1

Decision: 

The document was Noted.



C4-102022
LS on allocating the Diameter AVP codes





Source: TSG CT WG3

Discussion: 

It was clarified that a CR on PCC AVP codes are provided in C4-102237.

Decision: 

The document was Noted.



C4-102023
LS on progress of enhanced vocoder work





Source: TSG SA WG2

Decision: 

The document was Noted.



C4-102228
Global Wireless Equipment Identifier Numbering Resources & Administration Meeting: SUMMARY & ACTION POINTS





Source: Global Wireless Equipment Identifier Numbering Resources & Administration Joint Experts Meeting (JEM) No. 03

Discussion: 

It was seen that agreement of the Plenary CT#48 is still valid. No action for CT4 in this point is needed.

Decision: 

The document was Noted.



C4-102235
Reply to LS from ITU-T SG12 on signalling of signal processing capabilities between terminals and networks





Source: TSG SA WG4

Decision: 

The document was Withdrawn.



C4-102363
LS on Inhibiting the Allowed CSG List





Source: TSG SA WG1

Decision: 

The document was Postponed.



5
WI management

C4-102035
S2b Mobility based on GTP





Source: Alcatel-Lucent

Abstract: 

The increased data demand, caused by the increased use of 3rd party applications and Internet browsing is creating interest for new operator tools to lower the cost of  providing data services. The increased availability of WLAN radio in many terminals and WLAN access networks in many geographical locations provide means to achieve this goal. 

WLAN RAT frequently happens to be associated with "untrusted" non-3GPP access. Network-based mobility between E-UTRAN and untrusted non-3GPP accesses is provided by the S2b interface defined in 3G TS 23.402. This interface is based on PMIPv6.

With real EPS deployments approaching the time to be going live, it is now recognized it will be beneficial to also allow a GTP option for S2b network based mobility as this would simplify the architecture and operations of EPS networks supporting 3GPP and non-3GPP accesses by using a single mobility protocol.

This Work item aims at specifying the stage 3 procedures and protocol to support the stage 2 requirements defined for S2b mobility based on GTP.

Discussion: 

No questions or comments. The WID was agreed as presented in CT4.

Decision: 

The document was Revised to C4-102362.



C4-102138
Enabling Coder Selection and Rate Adaptation for UTRAN and E-UTRAN for Load Adaptive Applications, CN impacts





Source: Ericsson

Decision: 

The document was Revised to C4-102234.



C4-102234
Enabling Coder Selection and Rate Adaptation for UTRAN and E-UTRAN for Load Adaptive Applications, CN impacts





Source: Ericsson

(Replaces C4-102138)

Abstract: 

The feasibility study in SA2 for Enabling Codec Selection and Rate Adaptation for UTRAN and E-UTRAN for Load Adaptive Applications (TR 23.860) has been concluded and has outlined possible new procedures for CN nodes to support Explicit Congestion Notification (ECN) for voice and video as currently defined for MTSI voice applications in 3G TS 26.114. In order to fully support the ECN for RTP traffic and interwork with CS rate control the IMS MGWs and MGW Controllers need to be updated.

The objective of this work is to investigate and specify the stage 3 protocol aspects to support ECN as defined in TS 26.114 within IMS and also interworking scenarios between IMS and CS. The stage 3 impacts are based primarily on section TR 23.860 clause 6.4.  Proposed enhancements are:

•
Support of Explicit Congestion Notification (ECN) by IMS Core Network entities (e.g., MGCF/MGW, IBCF/TrGW etc) including updates to H.248 profiles to support ECN and its associated parameters. (IMS ALG/IMS-AGW excluded)

•
IMS ALG/AGW support for forwarding ECN bits

•
Support of RTP/AVPF and SDPCapNeg (where not already supported) by IMS CN nodes

•
Interworking of adaptation requests from MTSI client and CS network (including ICS and SRVCC) by IMS MGW and CS MGWs

•
Interworking with non-ECN IP networks

•
Interworking with non 3GPP ECN network or terminal

Discussion: 

Vodafone commented that based on the number of the specifications it might be more visible to finalise the work in CT#51. Some stage 2 work is depended on CT3 and CT3 has only one meeting before CT#50.

It was agreed to change the competition date to March 2011.

Decision: 

The document was Revised to C4-102242.



C4-102242
Enabling Coder Selection and Rate Adaptation for UTRAN and E-UTRAN for Load Adaptive Applications, CN impacts





Source: Ericsson

(Replaces C4-102234)

Decision: 

The document was Agreed.



C4-102362
S2b Mobility based on GTP





Source: Alcatel-Lucent

(Replaces C4-102035)

Abstract: 

The increased data demand, caused by the increased use of 3rd party applications and Internet browsing is creating interest for new operator tools to lower the cost of  providing data services. The increased availability of WLAN radio in many terminals and WLAN access networks in many geographical locations provide means to achieve this goal. 

WLAN RAT frequently happens to be associated with "untrusted" non-3GPP access. Network-based mobility between E-UTRAN and untrusted non-3GPP accesses is provided by the S2b interface defined in 3G TS 23.402. This interface is based on PMIPv6.

With real EPS deployments approaching the time to be going live, it is now recognized it will be beneficial to also allow a GTP option for S2b network based mobility as this would simplify the architecture and operations of EPS networks supporting 3GPP and non-3GPP accesses by using a single mobility protocol.

This Work item aims at specifying the stage 3 procedures and protocol to support the stage 2 requirements defined for S2b mobility based on GTP.

Discussion: 

No questions or comments. The WID was agreed as presented in CT4.

Decision: 

The document was Agreed.



6
Release 10

6.1
LCLS

C4-101949
Update on Including SCCP ID in Call Reference ID field of GCR





Source: Vodafone

Decision: 

The document was Revised to C4-102246.



C4-101950
Scope of Local Call Local Switch in Release 10





Source: Vodafone

Decision: 

The document was Revised to C4-102275.



C4-101960
Alignment of LCLS IEs and messages with new IE table, chapters 7 to 12,14 and 15





Source: Ericsson

Decision: 

The document was Revised to C4-102276.



C4-101961
Alignment of LCLS IEs and messages with new IE table, chapter 13.1 and 13.2





Source: Ericsson

Decision: 

The document was Revised to C4-102277.



C4-101962
Alignment of LCLS IEs and messages with new IE table, chapter 13.3





Source: Ericsson

Decision: 

The document was Revised to C4-102278.



C4-101963
LCLS-Configuration settings





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-101964
BSS impacts for call leg correlation





Source: Ericsson

Discussion: 

It was commented that this is implementation specific and that's why not needed to be introduced.

Decision: 

The document was Noted.



C4-101965
Comparison of call correlation methods





Source: Ericsson

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR.

Decision: 

The document was Withdrawn.



C4-101966
Inter-MSC HO with inactive User Plane





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-101967
Inter-BSS HO updates, comparisons and conclusions





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-101968
Updates to Call Forwarding Services





Source: Ericsson

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR

Decision: 

The document was Withdrawn.



C4-101969
Pros and Cons for call establishment/call leg correlation methods





Source: Ericsson

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR

Decision: 

The document was Withdrawn.



C4-101970
Pros and Cons for handovers /call leg correlation methods





Source: Ericsson

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR

Decision: 

The document was Withdrawn.



C4-101971
Pros and Cons for mid-call announcement methods





Source: Ericsson

Decision: 

The document was Noted.



C4-101972
Pros and Cons for user plane activity methods





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-101973
Use of BSS ID check





Source: Ericsson

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR.

Decision: 

The document was Withdrawn.



C4-101974
P-CR on SCCP ID analysis and suggestion 





Source: ZTE, Huawei

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR.

Decision: 

The document was Withdrawn.



C4-101975
P-CR on modification  for Inter-BSS Handover during Call Establishment





Source: ZTE, Huawei

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR.

Decision: 

The document was Withdrawn.



C4-101976
P-CR on modification  for Inter-MSC Handover during Call Establishment





Source: ZTE, Huawei

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR.

Decision: 

The document was Withdrawn.



C4-101977
P-CR on Simultaneous Handover





Source: ZTE, Huawei

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR.

Decision: 

The document was Withdrawn.



C4-101978
P-CR on fallback and recovery between pure GCR and GCR + BSS ID





Source: ZTE, Huawei

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR.

Decision: 

The document was Withdrawn.



C4-101979
P-CR on User plane handling





Source: ZTE, Huawei

Discussion: 

WID and Scope document (2275) need to be updated to reflect the view that the addition of adding an option to indicate LCLS to the MGW can be added in Release 10, after the main fundamental functionality has been completed, and time permits.

Decision: 

The document was Revised to C4-102361.



C4-101980
P-CR on Pros and cons for GCR and BSS ID solution





Source: ZTE, Huawei

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR.

Decision: 

The document was Withdrawn.



C4-101981
P-CR on comparison and conclusion for GCR and BSS ID





Source: ZTE, Huawei

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR.

Decision: 

The document was Withdrawn.



C4-102010
Source Local Reference





Source: Motorola

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR.

Decision: 

The document was Withdrawn.



C4-102030
Draft LS about LCLS LI





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-102031
P-CR on A-interface signalling 





Source: Nokia Siemens Networks

(Replaces C4-101647)

Discussion: 

Merged into 2276

Decision: 

The document was Withdrawn.



C4-102032
Call establishment signalling flows





Source: Nokia Siemens Networks

Discussion: 

Merged into 2277

Decision: 

The document was Withdrawn.



C4-102033
Inter-BSS handover signalling flows





Source: Nokia Siemens Networks

Discussion: 

Merged into 2278

Decision: 

The document was Withdrawn.



C4-102034
Proposed conclusion on mid-call  announcements





Source: Nokia Siemens Networks

Discussion: 

Other solution will be analysed in Rel-10 if time allows.

Decision: 

The document was Agreed.



C4-102162
Definition updates





Source: Huawei, ZTE

Decision: 

The document was Agreed.



C4-102163
Call is locally switched when using GCR plus mandatory support of BSS ID solution





Source: Huawei, ZTE

Discussion: 

No presentation, due to agreement in meeting to define only a single solution within the TR.

Decision: 

The document was Withdrawn.



C4-102164
Alignment of the basic sequences for call establishment





Source: Huawei, ZTE

Decision: 

The document was Revised to C4-102230.



C4-102203
A-interface signalling summary table





Source: Nokia Siemens Networks

Discussion: 

Partly merged into 2276

Decision: 

The document was Withdrawn.



C4-102230
Alignment of the basic sequences for call establishment





Source: Huawei, ZTE

(Replaces C4-102164)

Decision: 

The document was Revised to C4-102285.



C4-102239
LS on Progress of the Local Call Local Switch Feasibility Study





Source: Vodafone

Discussion: 

Conclusion reached, why TR reduced, open points i.e HO section  to be updated

Ask for endorsement of the by SA3LI and GERAN. 

Indication which will be covered and what is seen as to be covered when time allows.

Decision: 

The document was Revised to C4-102411.



C4-102240
Update of WID on Local Call Local Switch





Source: Vodafone

Decision: 

The document was Revised to C4-102297.



C4-102246
Update on Including SCCP ID in Call Reference ID field of GCR





Source: Vodafone

(Replaces C4-101949)

Discussion: 

CT4 agreed to go for solution 3.

Further CRs have to be reviewed with this background . No discussions on topics not related to the chosen solution

Decision: 

The document was Revised to C4-102274.



C4-102274
Update on Including SCCP ID in Call Reference ID field of GCR





Source: Vodafone

(Replaces C4-102246)

Decision: 

The document was Revised to C4-102283.



C4-102275
Scope of Local Call Local Switch in Release 10





Source: Vodafone

(Replaces C4-101950)

Decision: 

The document was Revised to C4-102395.



C4-102276
Alignment of LCLS IEs and messages with new IE table, chapters 7 to 12,14 and 15





Source: Ericsson

(Replaces C4-101960)

Decision: 

The document was Revised to C4-102284.



C4-102277
Alignment of LCLS IEs and messages with new IE table, chapter 13.1 and 13.2





Source: Ericsson

(Replaces C4-101961)

Decision: 

The document was Revised to C4-102294.



C4-102278
Alignment of LCLS IEs and messages with new IE table, chapter 13.3





Source: Ericsson

(Replaces C4-101962)

Decision: 

The document was Revised to C4-102295.



C4-102283
Update on Including SCCP ID in Call Reference ID field of GCR





Source: Vodafone

(Replaces C4-102274)

Decision: 

The document was Agreed.



C4-102284
Alignment of LCLS IEs and messages with new IE table, chapters 7 to 12,14 and 15





Source: Ericsson

(Replaces C4-102276)

Decision: 

The document was Revised to C4-102296.



C4-102285
Alignment of the basic sequences for call establishment





Source: Huawei, ZTE

(Replaces C4-102230)

Decision: 

The document was Revised to C4-102293.



C4-102293
Alignment of the basic sequences for call establishment





Source: Huawei, ZTE

(Replaces C4-102285)

Decision: 

The document was Agreed.



C4-102294
Alignment of LCLS IEs and messages with new IE table, chapter 13.1 and 13.2





Source: Ericsson, ZTE, Nokia Siemens Networks

(Replaces C4-102277)

Decision: 

The document was Agreed.



C4-102295
Alignment of LCLS IEs and messages with new IE table, chapter 13.3





Source: Ericsson

(Replaces C4-102278)

Decision: 

The document was Revised to C4-102406.



C4-102296
Alignment of LCLS IEs and messages with new IE table, chapters 7 to 12,14 and 15





Source: Ericsson

(Replaces C4-102284)

Decision: 

The document was Revised to C4-102414.



C4-102297
Update of WID on Local Call Local Switch





Source: Vodafone

(Replaces C4-102240)

Decision: 

The document was Agreed.



C4-102361
P-CR on User plane handling





Source: ZTE, Huawei

(Replaces C4-101979)

Decision: 

The document was Revised to C4-102401.



C4-102394
TR 23.889 v1.5.0





Source: Vodafone

Discussion: 

TR 23.889 was agreed to send approval into CT#49. It was seen more than 80% complete.

It was agreed that TR should be available on 31st August 2010.

Decision: 

The document was Agreed.



C4-102395
Scope of Local Call Local Switch in Release 10





Source: Vodafone

(Replaces C4-102275)

Decision: 

The document was Agreed.



C4-102401
P-CR on User plane handling





Source: ZTE, Huawei

(Replaces C4-102361)

Decision: 

The document was Agreed.



C4-102406
Alignment of LCLS IEs and messages with new IE table, chapter 13.3





Source: Ericsson

(Replaces C4-102295)

Decision: 

The document was Agreed.



C4-102411
LS on Progress of the Local Call Local Switch Feasibility Study





Source: Vodafone

(Replaces C4-102239)

Decision: 

The document was Approved.



C4-102414
Alignment of LCLS IEs and messages with new IE table, chapters 7 to 12,14 and 15





Source: Ericsson

(Replaces C4-102296)

Decision: 

The document was Agreed.



6.2
UDC reference model

C4-101996
User Data for S6a/S6d PUR





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-102279.



C4-101997
User Data for MAP-PurgeMS





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-102281.



C4-101998
User Data for Cx-LIR





Source: Nokia Siemens Networks

Decision: 

The document was Postponed.



C4-101999
Domain Independent Data





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-102282.



C4-102056
HSS Subsets





Source: Alcatel-Lucent

Decision: 

The document was Postponed.



C4-102057
Relation with 32181-82





Source: Alcatel-Lucent

Decision: 

The document was Postponed.



C4-102058
Level of interoperability





Source: Alcatel-Lucent

Decision: 

The document was Postponed.



C4-102059
Customisations





Source: Alcatel-Lucent

Decision: 

The document was Postponed.



C4-102096
UDC Data Model of Identifier





Source: ZTE

Decision: 

The document was Postponed.



C4-102144
Discussion paper for data reference model





Source: Ericsson

Decision: 

The document was Noted.



C4-102165
Reference Model for CS





Source: Huawei

Decision: 

The document was Postponed.



C4-102166
Reference Model for GPRS





Source: Huawei

Decision: 

The document was Postponed.



C4-102167
Reference Model for EPS





Source: Huawei

Discussion: 

Nokia Siemens Networks commented that at last meeting CT4 agreed to start analysis on message base, Huawei did not follow this approach.

Decision: 

The document was Postponed.



C4-102168
Reference Model for IMS





Source: Huawei

Decision: 

The document was Postponed.



C4-102205
UDC Reference Data Model for EPS Service Data





Source: Bridgewater Systems

Decision: 

The document was Revised to C4-102280.



C4-102209
IMS data with UAR/UAA command





Source: Alcatel-Lucent

Decision: 

The document was Postponed.



C4-102210
MMtel Data





Source: Alcatel-Lucent

Decision: 

The document was Postponed.



C4-102279
User Data for S6a/S6d PUR





Source: Nokia Siemens Networks

(Replaces C4-101996)

Discussion: 

Merged into 2280.

Decision: 

The document was Withdrawn.



C4-102280
UDC Reference Data Model for EPS Service Data





Source: Bridgewater Systems

(Replaces C4-102205)

Decision: 

The document was Agreed.



C4-102281
User Data for MAP-PurgeMS





Source: Nokia Siemens Networks

(Replaces C4-101997)

Decision: 

The document was Revised to C4-102377.



C4-102282
Domain Independent Data





Source: Nokia Siemens Networks

(Replaces C4-101999)

Decision: 

The document was Revised to C4-102378.



C4-102311
MMTEL and CS supplementary services





Source: Bouygues Telecom, Alcatel-Lucent, Telecom Italia

Decision: 

The document was Postponed.



C4-102377
User Data for MAP-PurgeMS





Source: Nokia Siemens Networks

(Replaces C4-102281)

Decision: 

The document was Agreed.



C4-102378
Domain Independent Data





Source: Nokia Siemens Networks

(Replaces C4-102282)

Decision: 

The document was Revised to C4-102427.



C4-102423
TR 29.935 v0.2.0





Source: Telecom Italia

Discussion: 

TR agreed as bases for future work.

TR shall be provided latest on Friday 3rd September.

Decision: 

The document was Agreed.



C4-102427
Domain Independent Data





Source: Nokia Siemens Networks

(Replaces C4-102378)

Decision: 

The document was Agreed.



6.3
Enhanced UDC

C4-102097
Bulk Data Operations





Source: ZTE

Decision: 

The document was Noted.



C4-102169
Messages Based on SOAP





29.335
  CR-0006  (Rel-10) v..





Source: Huawei

Decision: 

The document was Postponed.



6.4
UDC evolution

C4-102000
Common Data





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-102289.



C4-102001
FE  FE Communication





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-102290.



C4-102060
Common data





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-102061
Subscriptions to  notifications





Source: Alcatel-Lucent

Decision: 

The document was Noted.



C4-102062
Notifications





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-102291.



C4-102211
Routing with multiple UDRs





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-102212
Bulk Data Operations





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-102292.



C4-102289
Common Data





Source: Nokia Siemens Networks

(Replaces C4-102000)

Decision: 

The document was Postponed.



C4-102290
FE  FE Communication





Source: Nokia Siemens Networks

(Replaces C4-102001)

Decision: 

The document was Postponed.



C4-102291
Notifications





Source: Alcatel-Lucent

(Replaces C4-102062)

Decision: 

The document was Agreed.



C4-102292
Bulk Data Operations





Source: Alcatel-Lucent

(Replaces C4-102212)

Decision: 

The document was Agreed.



C4-102424
TR 23.845 v0.2.0





Source: Alcatel-Lucent

Discussion: 

TR agreed as bases for future work.

TR shall be provided latest on Friday 3rd September.

Decision: 

The document was Agreed.



6.5
SIPTO

C4-102070
GW selection for SIPTO





Source: CATT

Abstract: 

While SA2 has decided to support SIPTO mechanism in the EPS and GPRS system, some work need to be done in CT4 WG. This paper aims to discuss how to implement the appreciate GW selection according to SA2 principle. As deeply researching the SA2 CRs: S2-102886, S2-103030, S2-103070 and S2-103071, CATT found that it may impact the mobility management signalling in stage3.

CATT would like CT4 to discuss the scenarios mentioned above and consider whether they are valid, if CT4 agree on them, CATT is happy to find a solution to solve the problem and provide a contribution in the next meeting

Discussion: 

Formulation of the questions need to be taken account when the LS C4-102243 is drafted.

Decision: 

The document was Noted.



C4-102098
eNodeB FQDN





23.003
  CR-0251  (Rel-10) v..





Source: ZTE

Abstract: 

China Mobile CR has similar content in C4-102214.

SA2 has agreed that in order to select the appropriate PGW for SIPTO service, the PGW selection function uses the TAI and/or the serving eNodeB identifier depending on the operator’s deployment.

Thus it is proposed to add eNodeB FQDN.

Discussion: 

CR needs to be postponed until SA2 has replied to LS C4-102243.

Decision: 

The document was Postponed.



C4-102099
GW selection for SIPTO based on eNodeB id/TAI





29.303
  CR-0028  (Rel-10) v..





Source: ZTE

Decision: 

The document was Postponed.



C4-102214
Introduce TAI and ECGI combined APN FQDN for DNS procedures





23.003
  CR-0253  (Rel-10) v..





Source: China Mobile

Abstract: 

This CR overlaps with C4-102098.

Discussion: 

It has been agreed in 23.401 and 23.060 that the network shall consider the location information to select a local PGW/GGSN for UE/MS in the SIPTO scenario.  However, current FQDN construction method have not involved such location information such as TAI/ECGI/RAI/RNC-ID together with APN.

Alcatel-Lucent commented that none of the CR is acceptable until SA2 has clarified the requirements.

CR needs to be postponed until SA2 has replied to LS C4-102243.

Decision: 

The document was Postponed.



C4-102243
Clarification of Gateway selection for SIPTO





Source: Qualcomm

Decision: 

The document was Revised to C4-102410.



C4-102410
Clarification of Gateway selection for SIPTO





Source: Qualcomm

(Replaces C4-102243)

Decision: 

The document was Approved.



6.6
Local IP access

C4-102071
Addition of LIPA indication in PS subscription data





29.272
  CR-0277  (Rel-10) v..





Source: CATT

Abstract: 

SA2 has defined a per APN and per CSG LIPA_enabled flag in the user’s subscription data, which indicates whether LIPA PDN connection is allowed in that CSG for that particular APN. This should be captured in TS 29.272 or MME/SGSN couldn’t do access control for LIPA.

Following cotexts are added to the specification:

-
Action of MME/SGSN when receiving the “LIPA-Enabled” indication in the user’s subscription;

-
Definition of the “LIPA-Enabled” AVP in users subscription data;

Discussion: 

Alcatel-Lucent commented that TS 23.008 CR needs also be drafted.

It was seen that a stage 2 is not mature enough to implement stage 3 in this point. It was agreed to wait until stage 2 Rel-10 is completed.

Decision: 

The document was Postponed.



6.7
Network Improvements for Machine Type Communications

C4-102123
NIMTC Rel-10 Requirements analysis for CT4





Source: Ericsson

Abstract: 

At the SA2#79E meeting, SA2 has reached some interim conclusions on what NIMTC areas the 3GPP Rel-10 specifications should include.  These interim conclusions focus on the solution areas to address the Key Issues of "Signaling Congestion Control" and "Potential Overload Issues caused by Roaming MTC devices" described in Sections 5.12 and 5.14 of the 3GPP TR 23.888 v0.5.1, respectively.  The interim conclusions have been captured in Section 7.1 of the TR.  

The normative Stage-2 requirements corresponding to the agreed Rel-10 solution areas are expected to be captured in the associated Stage-2 specifications (e.g. 23.401, 23.060) during the upcoming SA2#80 meeting between Aug 30 and Sep 3, 2010, the week following the CT4#50 meeting (this meeting). 

Note that the CT4 and SA2 meetings after August (i.e. CT4#50bis and SA2#81) are both scheduled on Oct 11-15, 2010.  Therefore, keeping the 3GPP calendar in mind, in order to capture the NIMTC Rel-10 requirements in CT4 specifications on time, it is critical for CT4 to discuss the SA2 interim conclusions, evaluate the impact to the CT4 specifications and provide feedback to SA2 with an LS for any areas that CT4 might require further clarification.

In order to help the discussion in CT4, the following section lists the SA2 interim conclusions from 3GPP TR 23.888 v0.5.1 and each item follows with Ericsson's view for any impact to the CT4 specifications.

It is proposed to evaluate the SA2's interim conclusions on NIMTC from the CT4 impact perspective and decide on any potential CRs for the upcoming CT4 meeting.  For any specific areas that are unclear to CT4 or any other relevant solution questions, it is proposed to send a CT4 LS to SA2 and request for a reply LS by the CT4#50bis meeting in October 2010.

Discussion: 

CT4 Chairman clarified that the work on TR is progressing. Some areas where CT4 is impacted do not lead any work in SA2. In the next SA2 meeting all the Rel-10 requirements should be fixed.

It was seen that the questions indicated in a discussion paper should be clarified by SA2 via LS.

Decision: 

The document was Noted.



C4-102244
Clarifications on the NIMTC interim conclusion





Source: Ericsson

Decision: 

The document was Approved.



6.8
Optimal Media Routeing

6.9
MME restart, Restoration GTP

C4-102094
Study on Node Restoration in EPS





Source: ZTE

Abstract: 

The node in the EPS should have the high reliability, but occasional restart or failure due to various reasons may be unavoidable. When looking at the network, the connectivity between the nodes can also cause additional problems.  Although in Rel-8 and Rel-9 there are some mechanisms to define the node recovery and restorations, some problems were found with these mechanisms (e.g. robustness, complexity). With more and more new services introduced into the EPS network, it is needed to perform a further study to consider whether to enhance the existing mechanism or seek new mechanism to make sure the EPS network can provide reliable service.

This study item proposes to study the behaviour of nodes in EPS upon restart/failure of network elements or failure of the communication links between them, and analyse alternatives that ensure a minimum impact in the service to the UE.

Discussion: 

Title needs to be changed.

Chapter 4 Objective bullets need to be rephrased.

Decision: 

The document was Revised to C4-102312.



C4-102095
Skelton for Study on Node Restoration in EPS





Source: ZTE

Discussion: 

Functional or high-level requirements section needs to be added.

The gateway failure also needs to be covers as well as some other interfaces e.g. S16. The figure needs to be updated.

The statements in the requirements section should be removed.

The skeleton should be empty just with editor's note.

Subsections needs to be added in section 6 and 7.

Decision: 

The document was Revised to C4-102313.



C4-102100
MME/SGN Restart





Source: ZTE

(Replaces C4-101670)

Abstract: 

This paper discusses the MME/SGSN Restart when the ISR is activated. When the ISR is activated, the UE is registered with the MME and SGSN. Both the MME and SGSN have a control plane with the SGW. When the SGW receives the downlink packets when the UE is idle in both MME and SGSN, the SGW will send the Downlink Data Notification message to both MME and SGSN. Then both the MME and SGSN will trigger the paging procedure. 

Since the MME and SGSN have a control plane with the SGW, the MME/SGSN can also be served for the UE when the other node (SGSN/MME) restarts. The following sections will discuss the mechanism due to MME restart.

It is proposed to agree the described  mechanism. Corresponding CRs (TS23.007 CR0108 and TS29.274 CR0682) are also submitted to the meeting.

Discussion: 

ISR should be part of the study item in C4-102313. Note restart with and without ISR should be studied.

CRs 2100, 2101 and 2101 are not acceptable for the meeting. The study should be finalised before CR can be agreed.

Decision: 

The document was Withdrawn.



C4-102101
MME/SGSN Restart





23.007
  CR-0108  rev 1 (Rel-10) v10.0.0





Source: ZTE

(Replaces C4-101671)

Decision: 

The document was Withdrawn.



C4-102102
MME/SGSN Restart





29.274
  CR-0682  rev 1 (Rel-10) v..





Source: ZTE

(Replaces C4-101672)

Decision: 

The document was Withdrawn.



C4-102312
Study on Node Restoration in EPS





Source: ZTE

(Replaces C4-102094)

Decision: 

The document was Revised to C4-102412.



C4-102313
Skelton for Study on Node Restoration in EPS





Source: ZTE

(Replaces C4-102095)

Discussion: 

TR agreed as bases for future work.

TR shall be provided latest on Friday 3rd September.

Decision: 

The document was Agreed.



C4-102412
Study on Node Restoration in EPS





Source: ZTE

(Replaces C4-102312)

Decision: 

The document was Agreed.



6.10
IMS

C4-101982
Usage of IMSI and IMPI for user identification on the Sh interface





29.328
  CR-0327  rev 1 (Rel-10) v..





Source: Deutsche Telekom, Nokia Siemens Networks, Ericsson

(Replaces C4-101700)

Decision: 

The document was Revised to C4-102271.



C4-101983
Usage of IMSI and IMPI for user identification on the Sh interface





29.329
  CR-0158  rev 1 (Rel-10) v..





Source: Deutsche Telekom, Nokia Siemens Networks, Ericsson

(Replaces C4-101701)

Decision: 

The document was Revised to C4-102272.



C4-102063
Sh-Update with multiple Repository Data





29.328
  CR-0332  (Rel-10) v..





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-102256.



C4-102160
Location data including only serving node address





29.328
  CR-0337  (Rel-10) v..





Source: Ericsson 

Abstract: 

Some Application Servers may require only the serving node address (e.g. VLR number, SGSN number) for specific services (e.g. charging, different service logic based on the roaming information, etc.).

An example:

Retrieval of VLR-ID with standard Sh location retrieval for CS location has two drawbacks: 

  a) latency (due to HLR/VMSC communication)

b) it is possible that the MAP PSI operation between HPLMN HLR and VPLMN VMSC is not supported (the VPLMN may not accept retrieval of location information from the home network).

Some Application Servers may require only the serving node address (e.g. VLR number, SGSN number) for specific services (e.g. charging, different service logic based on the roaming information, etc.).

An example:

Retrieval of VLR-ID with standard Sh location retrieval for CS location has two drawbacks: 

  a) latency (due to HLR/VMSC communication)

b) it is possible that the MAP PSI operation between HPLMN HLR and VPLMN VMSC is not supported (the VPLMN may not accept retrieval of location information from the home network)

Discussion: 

This CR overlaps with 2271. The overlap needs to be solved otherwise CRs are not implementable.

Decision: 

The document was Revised to C4-102337.



C4-102161
Location data including only serving node address





29.329
  CR-0159  (Rel-10) v..





Source: Ericsson 

Abstract: 

It is proposed to add an indication in Sh-Pull to retrieve only the serving node address, without requiring MAP PSI or diameter IDR.

The XML schema is not changed, since all the IEs are optional in CS and PS location data, e.g. it is currently possible to return only the VLR number without CGI, LAI, etc..

Discussion: 

Typo in AVP name needs to be corrected.

CR for 29.230 is needed.

Decision: 

The document was Revised to C4-102338.



C4-102170
Discussion on Reference Location Information in the HSS





Source: Huawei

Abstract: 

In fixed IMS environment, it is possible to provision the reference location information of the subscriber in the HSS together with the subscription data, which could be downloaded to the S-CSCF for emergency service handling.

It is proposed to introduce the reference location information in the HSS and the mechanism of transferring the reference location information over Cx interface.

Discussion: 

CT4 agreed that this is more stage 2 issue for Location Subs Sata or Fixed emergency calls.

Decision: 

The document was Noted.



C4-102171
Reference Location Information





23.008
  CR-0310  (Rel-10) v..





Source: Huawei

Decision: 

The document was Withdrawn.



C4-102172
Reference Location Information





29.228
  CR-0505  (Rel-10) v..





Source: Huawei

Decision: 

The document was Withdrawn.



C4-102173
Reference Location Information





29.229
  CR-0214  (Rel-10) v..





Source: Huawei

Decision: 

The document was Withdrawn.



C4-102174
Reference Location Information





29.230
  CR-0195  (Rel-10) v..





Source: Huawei

Decision: 

The document was Withdrawn.



C4-102221
Update-Eff feature





29.329
  CR-0163  (Rel-10) v..





Source: Alcatel-Lucent

Abstract: 

CR introduces an Update-Eff feature that applies to PUR/PUA and to PNR/PNA commands. PUR commands may contain several Repository data instances. Associated notifications are grouped into one PNR 

Indicate when an error condition occurs, that the failed AVP-AVP shall include a User-Data AVP containing the repository data instance for which the update was unsuccessful. 

Similarly to Notif-Eff, the Update-Eff feature is mandatory in Rel-10.

Support of Update-Eff requires support of Notif-Eff.

Discussion: 

It was agreed that a new AVP needs to be defined.

Decision: 

The document was Revised to C4-102336.



C4-102256
Sh-Update with multiple Repository Data





29.328
  CR-0332  rev 1 (Rel-10) v..





Source: Alcatel-Lucent

(Replaces C4-102063)

Abstract: 

CR introduces a Update-Eff feature that applies to PUR/PUA and to PNR/PNA commands.

When Update-Eff is not supported: only one Repository Data in a PUR command is allowed. It ensures the backward compatibility with previous releases.

When Update-Eff is supported:

- The HSS supports a multiple RD PUR that an AS may generate.

- A successful PUA means all the RD updates have been successfully achieved; otherwise the HSS generates an unsuccessful result.

- If an error condition occurs, the HSS does not further execute the update process, but keeps or restores the data situation as before receiving the PUR and returns an unsuccessful result to which is associated the RD instance on which the error occurred.

- Only one grouped notification is generated to the other ASs (if they have done the corresponding subscription and if they also support Update-Eff). Notifications are only generated if the Sh Update is successful

Decision: 

The document was Revised to C4-102335.



C4-102271
Usage of IMSI and IMPI for user identification on the Sh interface





29.328
  CR-0327  rev 2 (Rel-10) v..





Source: Deutsche Telekom, Nokia Siemens Networks, Ericsson

(Replaces C4-101982)

Decision: 

The document was Revised to C4-102415.



C4-102272
Usage of IMSI and IMPI for user identification on the Sh interface





29.329
  CR-0158  rev 2 (Rel-10) v..





Source: Deutsche Telekom, Nokia Siemens Networks, Ericsson

(Replaces C4-101983)

Decision: 

The document was Agreed.



C4-102335
Sh-Update with multiple Repository Data





29.328
  CR-0332  rev 2 (Rel-10) v..





Source: Alcatel-Lucent

(Replaces C4-102256)

Decision: 

The document was Revised to C4-102379.



C4-102336
Update-Eff feature





29.329
  CR-0163  rev 1 (Rel-10) v..





Source: Alcatel-Lucent

(Replaces C4-102221)

Decision: 

The document was Revised to C4-102380.



C4-102337
Location data including only serving node address





29.328
  CR-0337  rev 1 (Rel-10) v..





Source: Ericsson 

(Replaces C4-102160)

Decision: 

The document was Agreed.



C4-102338
Location data including only serving node address





29.329
  CR-0159  rev 1 (Rel-10) v..





Source: Ericsson 

(Replaces C4-102161)

Discussion: 

In the cover page other specs affected needs to be updated.

Decision: 

The document was Revised to C4-102417.



C4-102339
Location data including only serving node address





29.230
  CR-0198  (Rel-10) v..





Source: Ericsson

Decision: 

The document was Revised to C4-102422.



C4-102358
AVP For Update-Eff





29.230
  CR-0199  (Rel-10) v..





Source: Alcatel-Lucent

Decision: 

The document was Revised to C4-102418.



C4-102379
Sh-Update with multiple Repository Data





29.328
  CR-0332  rev 3 (Rel-10) v..





Source: Alcatel-Lucent

(Replaces C4-102335)

Decision: 

The document was Agreed.



C4-102380
Update-Eff feature





29.329
  CR-0163  rev 2 (Rel-10) v..





Source: Alcatel-Lucent

(Replaces C4-102336)

Decision: 

The document was Revised to C4-102416.



C4-102415
Usage of IMSI and IMPI for user identification on the Sh interface





29.328
  CR-0327  rev 3 (Rel-10) v..





Source: Deutsche Telekom, Nokia Siemens Networks, Ericsson

(Replaces C4-102271)

Decision: 

The document was Agreed.



C4-102416
Update-Eff feature





29.329
  CR-0163  rev 3 (Rel-10) v..





Source: Alcatel-Lucent

(Replaces C4-102380)

Decision: 

The document was Agreed.



C4-102417
Location data including only serving node address





29.329
  CR-0159  rev 2 (Rel-10) v..





Source: Ericsson 

(Replaces C4-102338)

Discussion: 

In the cover page other specs affected needs to be updated.

Decision: 

The document was Revised to C4-102425.



C4-102418
AVP For Update-Eff





29.230
  CR-0199  rev 1 (Rel-10) v..





Source: Alcatel-Lucent

(Replaces C4-102358)

Decision: 

The document was Agreed.



C4-102422
Location data including only serving node address





29.230
  CR-0198  rev 1 (Rel-10) v..





Source: Ericsson

(Replaces C4-102339)

Discussion: 

A cover page needs to be updated.

Decision: 

The document was Revised to C4-102426.



C4-102425
Location data including only serving node address





29.329
  CR-0159  rev 3 (Rel-10) v..





Source: Ericsson 

(Replaces C4-102417)

Discussion: 

In the cover page other specs affected needs to be updated.

Decision: 

The document was Agreed.



C4-102426
Location data including only serving node address





29.230
  CR-0198  rev 2 (Rel-10) v..





Source: Ericsson

(Replaces C4-102422)

Decision: 

The document was Agreed.



6.11
Overload (HLR overload)

C4-102044
HLR overload issue with smartphones





Source: AT&T

Abstract: 

As the number of 3G enabled smartphone devices continue to expand in mobility networks, there have been situations where high signalling traffic load led to network congestion events. The root causes of the HLR congestion events were manifold but included hardware failure and procedural errors. The result was high signalling traffic load on the HLR. 

The 3GPP standards specification for the end-to-end signalling call flow in 3G UMTS, from the end user device traversing through the radio and the core networks to the HLR, did not have an equivalent load control mechanism which is provided in the more traditional SS7 elements in TDM. The capabilities specified in the 3GPP standards do not adequately address the abnormal condition where excessively high signalling traffic load situations are experienced.

Discussion: 

Vodafone propose that the solution should be analysed more detailed which may be done in SA2. CT4 should follow SA2 solution when it's available. If SA2 decides HLR solution then CT4 may need to have conference call to speed up the procedure before CT4#50bis.

Decision: 

The document was Noted.



6.12
CAMEL

C4-101958
Correction to ATSI and ATM for missing SS codes





23.078
  CR-0836  (Rel-10) v..





Source: Vodafone, T-Mobile. Nokia Siemens Networks

Decision: 

The document was Revised to C4-102241.



C4-101959
Correction to ATSI and ATM for missing SS codes





29.002
  CR-0979  (Rel-10) v..





Source: Vodafone, T-Mobile. Nokia Siemens Networks

Decision: 

The document was Revised to C4-102267.



C4-102241
Correction to ATSI and ATM for missing SS codes





23.078
  CR-0836  rev 1 (Rel-10) v..





Source: Vodafone, T-Mobile. Nokia Siemens Networks

(Replaces C4-101958)

Decision: 

The document was Revised to C4-102266.



C4-102266
Addition of SS codes to the ATSI and ATM procedures





23.078
  CR-0836  rev 2 (Rel-10) v..





Source: Vodafone, Deutsche Telekom. Nokia Siemens Networks

(Replaces C4-102241)

Decision: 

The document was Agreed.



C4-102267
Addition of  SS codes to the ATSI and ATM procedures





29.002
  CR-0979  rev 1 (Rel-10) v..





Source: Vodafone, Deutsche Telekom. Nokia Siemens Networks

(Replaces C4-101959)

Decision: 

The document was Agreed.



6.13
AOB Rel-10

6.13.1
SMS

C4-101993
SMS Timeout Prevention





29.002
  CR-0957  rev 3 (Rel-10) v..





Source: Vodafone, Nokia Siemens Networks

(Replaces C4-101445)

Abstract: 

The proposal detailed in NSN contribution consists of the following distinct parts:

1) The SMS-GMSC may indicate that it is "IP-SM-GW aware" by sending a  "IP-SM-GW Guidance Support" indicator in the SRI4SM request.

In more detail this indicator allows to separately indicate support for a) timer negotiation b) timer restart request

2) The IP-SM-GW will propose a delivery time out value in the SRI4SM response that fits the IP-SM-GW delivery attempts.

3) The SMS-GMSC indicates the actual delivery timeout it will be using in the MAP-MT-FORWARD-SHORT-MESSAGE. (This value may differ from the value proposed by the IP-SM-GW).

4)  A new operation for the MT-Forward-SM dialogue allows the IP-SM-GW to request that the SMS-GMSC re-arms its delivery timeout. This feature is an optional part of the solution and will only be used when the SMS-GMSC has indicated support for this new operation.

In the response to the request for re-arming the delivery timeout, the SMS-GMSC may indicate whether or not it does grant re-arming  the delivery timer.

The IP-SM-GW is expected to take available timeout information  into account when deciding whether or not to start  deliveries to following domains, to optionally request delivery timer restart or to conclude the delivery attempt without trying all possible domains. 

Note that HLR/HSS status information should ensure that, when an SMS-SC retries delivery of a message, subsequent delivery domains will be tried by the IP-SM-GW.

Decision: 

The document was Revised to C4-102250.












C4-102204
Discussion paper on SMS Timeout Prevention





Source: Acision, Vodafone, Nokia Siemens Networks

Abstract: 

A brief recap of the problem that was highlighted in VF contribution C4-101353 and already discussed in a couple of previous CT4 meetings:

The introduction of the IP-SM-GW (SMS Router) concept hides from an SMS-GMSC the number of delivery attempts made to different domains, the technology used for delivery, and even the actual network where the delivery is attempted. 

So even if SMS-GMSC timers are flexible in the originating network (e.g. depend on access technology used for delivery, the geographical distance/location of the terminating network), the IP-SM-GW concept does not allow proper delivery time estimation in the SMS-GMSC because the necessary information is not currently available. Also, because an IP-SM-GW may attempt deliveries to multiple domains, average delivery times to IP-SM-GW destinations will increase.  As a result an SMS-GMSC timer may expire before the IP-SM-GW has finished all delivery attempts.  

Early timeout by the SMS-GMSC may result in either 

•
multiple delivery of short messages 

•
delayed delivery of SM (after SMS-SC retries), 

•
undesirable increased burden on links and network equipment (due to extra delivery retries)

•
no delivery of SM

•
uncharged delivery

•
incorrect status report to the originator on success or failure of the SM delivery

In earlier discussions we identified that simply increasing delivery timers in the SMS-GMSC for worst case scenarios is undesirable. Especially in congestion situations the operator of the SMS-GMSC needs to be in control how resources are allocated and hence needs to be in control of the SMS-GMSC delivery timeout. 

At the same time we identified that there is a minimum time an SMS-GMSC has to be prepared to wait for a delivery attempt - this is the time for at least one domain delivery attempt by the IP-SM-GW. If the SMS-GMSC would not wait for at least this time, then the early timeout issues listed above are unavoidable. Again, the IP-SM-GW hides from an SMS-GMSC any information on what this minimum delivery timeout should be.

There are a number of aspects of the proposed solution for discussion for which feedback is sought:

1) The "IP-SM-GW Guidance Support" was introduced to ensure that the new procedures described above are only used with SMS-GMSC that do understand these procedures (backwards compatibility requirement above). This is not strictly necessary for the timer negotiation features as the new field used by the IP-SM-GW should be ignored by legacy SMS-GMSCs. Required for maximum backwards compatibility?

2) The procedures for timer restart negotiation do allow using shorter timer values initially i.e. less than required worst case for delivery attempts by the IP-SM-GW to all possible domains. Short timeouts are beneficial for early detection of message loss and fast release of resources. 

This benefit comes at the cost of introducing this new, additional signalling. In addition the IP-SM-GW may have  to wait for the outcome of timer restart negotiations before it knows whether or not an delivery attempt to a new domain can be started hence use of this mechanism will somewhat lengthen the time needed for delivery to multiple domains.

All in all there are cost / benefit considerations here.

3) How to establish the minimum required SMS-GMSC timeout? Before the introduction of IP-SM-GW (i.e. delivery was to one domain only)  simple configuration has been successful - though with difficulties as indicated in the initial VF contribution.  A possible alternative could be for the IP-SM-GW to also indicate the minimum timeout required for delivery to at least one domain. If the SMS-GMSC adheres at least to this minimum (or aborts the delivery attempt after SRI)  also timer restart negotiation is not strictly necessary.

4) If the IP-SM-GW has to terminate delivery attempts before all domains have been tried, it would be desirable that it could request an immediate retry from the SMS-SC to attempt the remaining domains. Note that in earlier discussions we already considered introducing a new error code to indicate to an SMS-SC that a message should be retried immediately. However MAP does not allow adding new error codes without upgrading the Application Context version -  which would be violating our requirements above. An option would be to introduce new optional error information to existing errors - this would be introducing new error handling to SMS-SC.

Discussion: 

Huawei proposed that the same timer value should always be restarted.

Decision: 

The document was Noted.



C4-102223
SMS Timer Value Selection





Source: Nokia Siemens Networks

Abstract: 

At CT4#49 (Kyoto) the issue of SMS Timeout Prevention has been discussed (see C4-101353). This document analyses scenarios and sets general principles.

One element of a proposed solution is that the IP-SM-GW in message 5 (see figure 0) indicates to the SMS-GMSC how long in a worst case scenario (timeout in the IP-SM-GW on all available delivery paths) the action in step 7 (see figure 0) will take. The SMS-GMSC may either accept the proposed value, or use a different (lower) value. In any case the used value is sent in message 6a (see figure 0) to the IP-SM-GW.

In high load situation the SMS-GMSC may decide to use a shorter value than the proposed value, in order to respect principle 1. However, if a shorter value than the proposed value is used, the SMS-GMSC cannot reasonably assume at timeout that the timeout occurred due to loss of message, i.e. the SMS-GMSC cannot respect principle 2. To solve this dilemma, another element is proposed:

The other element of the proposed solution is a timer rearming mechanism: While the IP-SM-GW performs the action in step 7 (see figure 0), it keeps track of the remaining time in the SMS-GMSC. When timeout is approaching, the IP-SM-GW re-calculates the worst case scenario remaining time and sends this value within a new message (RestartTimer) to the SMS-GMSC. When the new message is received by the SMS-GMSC, the SMS-GMSC is assured that it is not in a "message lost scenario". It therefore is now able to respect principle 2 i.e. to restart the timer, either with the proposed value or with a different (lower) value (in order to respect principle 1). The new used value is reported to the IP-SM-GW in a new message (RestartTimerAck).

A third element of a proposed solution is that the SMS-GMSC in message 2 (see figure 0) indicates to the IP-SM-GW whether or not it has implemented both, only one or none of the previously described elements.

If message 2 is received without such indication (or with the indication "none"), the IP-SM-GW is well advised to try only one delivery path (although up to 3 may be available). 

If only the first element is supported, the IP-SM-GW is well advised to propose a worst case timer value and the SMS-GMSC is well advised to accept it (since re-negotiation is not possible; it is assumed that an SMS-GMSC that does not support the re-negotiation makes use of Option a) (see section 3) not only when load is really high but also when load is relatively high).

If the second element (timer rearming) is supported, the first element should also be supported.

Decision: 

The document was Noted.



C4-102250
SMS Timeout Prevention





29.002
  CR-0957  rev 4 (Rel-10) v..





Source: Vodafone, Nokia Siemens Networks, Acision
(Replaces C4-101993)

Decision: 

The document was Agreed.



6.13.2
GTP

C4-102036
New Modify Access Bearers procedure





29.274
  CR-0662  rev 3 (Rel-10) v..





Source: Alcatel-Lucent

(Replaces C4-101844)

Abstract: 

EPS allows UEs to establish multiple PDN connections to one or more PDNs, via one or separate PDN-GWs. UEs may typically have two PDN connections active on average e.g. when connecting to IMS and Internet at the same time. UEs may further activate other PDNs on demand. 

In some scenarios, e.g. Service Request and S1 Handover procedures w/o SGW change, the MME needs to activate all the S1 bearers for all PDN connections, while not changing the S5/S8 bearer context / connectivity. As per the existing specifications, the MME shall send a Modify Bearer Request message per PDN connection on the S11 interface. 

Sending multiple individual Modify Bearer Request / Responses messages increases the signaling traffic on the S11 interface, the load in the MME and SGW and thus reduces the MME and SGW capacity. This also increases latency for Service Requests and Handovers.

A new Modify Access Bearers procedure is defined allowing the MME to modify the S1 bearers for multiple PDN connections via a single Modify Access Bearers Request / Response signalling exchange. 

The MME may initiate this procedure in procedures only requiring to activate the S1 bearers, i.e. in scenarios where the SGW does not need to send a Modify Bearer Request message to the PGW.

Decision: 

The document was Revised to C4-102302.



C4-102080
Extend Delete Session Request to delete multiple PDN connections at once





Source: NTT DOCOMO

Abstract: 

In some scenarios (e.g. during Inter-RAT Handover or Routing Area Update), the PDN connections which cannot be established have to be deleted because the number of maximum allowed PDN connections in UTRAN can be less than that of E-UTRAN. 

The more PDN connections to be deleted, the more messages MME/SGSN have to send. Sending multiple individual messages increases the signaling traffic and the load in the MME/SGSN and SGW, thus reduces the MME/SGSN and SGW capacity.

Reduction of the signaling traffic of Modify Bearer message on the S11 interface was discussed during the CT4#49 [1]. This discussion paper investigates the possibility of similar improvement in delete session procedure especially on S4 and S11.

1. For the Delete Session procedure on S11 and S4, it is proposed to standardize in Rel-10 the procedure aggregating Delete Session Request messages to reduce the signaling traffic.

2. To achieve above proposal, it is proposed to introduce a procedure that extend the existing Delete Session Request procedure because of signaling traffic reduction effect and low-impact.

Discussion: 

Alcatel-Lucent believes that the added complexity in error handling would not be beneficial for the signalling saving.

Cisco believes that this is an interim solution so again benefits are reduced.

Conclusion is that some companies doubt the benefits of doing this because of the added complexity of fault handling book keeping and waiting for all Delete Response back before this can be done with the possibility that some may not be returned.

Decision: 

The document was Noted.



C4-102103
Length of IPv6 Prefix





29.274
  CR-0734  (Rel-10) v..





Source: ZTE

Abstract: 

S2-102935 which introduces IPv6 Prefix Delegation was approved in SA2#79. Prefix with flexible length which has value of /64 or shorter /64 can be assigned to a PDN connection. 

CR clarifies the value of prefix length in subclause 8.14 PDN Address Allocation.

Discussion: 

Nokia Siemens Networks, Motorola and Ericsson believe that a note is not needed at all since the information is relevant for MME or SGW. It only cause confusion in Rel-10.

CT4 meeting agreed refer to TS 23.401 in a note. Note will just reference 23.401 to give an indication that SA2 have allowed variable length IPv6 Prefixes in Rel-10 onwards.

Decision: 

The document was Revised to C4-102300.



C4-102122
Notification of supported features between peer GTP-C entities





29.274
  CR-0698  rev 4 (Rel-10) v..





Source: Ericsson

(Replaces C4-101939)

Abstract: 

New functionalities are expected to be added from Rel-10 onwards to GTPv2, beyond the set of functions supported by the Rel-9 standard, which may involve non-backward compatible changes, e.g. definition of new procedures or messages, specification of a different node's behaviour… 

GTPv2 does not support a generic framework to introduce non backward compatible features between GTPv2 nodes.

The GTPv2 protocol would much benefit from defining a generic framework for dynamic feature discovery, like this was defined for Diameter interfaces, which we could then apply consistently on all GTPv2 interfaces, for all new features, in any direction, and which would allow easy introduction of new messages in a backward compatible manner. 

The dark red text starts Reason for Change from Ericsson's CR:

1. The parameter "Interface Type" in the IE Node Features is redundant, and it introduces additional control and processing at both the sending and receiving side.  And this parameter may cause additional error handling.

2. Using Interface type as specified in TS29.274, chapter 8.22 will not work properly. For example: for a feature supposed to be working over S11/S4 interface, when an MME announce this feature, it use Interface type S11 MME GTP-C interface (10); when an S4-SGSN announce this feature, it use Interface type S4 SGSN GTP-C interface (17); while when SGW announce this feature, it use S11/S4 SGW GTP-C interface (11), so it should be 3 features or 1 feature?  There may have such requirement, one feature need supported over S5 interface but not S8 interface, however it is not possible if using interface type.

3. It needs to be clarified that the same feature may be supported over different interfaces.

4. It needs to be clarified that the receiving node can only response the subsequent GTP message which is introduced by a feature from the IP address which was used by Echo Request or Echo Response where the support of the feature has been announced.

New functionality which can not be specified without backward incompatible changes should be introduced as a feature. 

A GTP-C entity should verify that a backward incompatible feature is supported by its peer GTP entities before starting to use it. 

A GTP-C entity may discover the features (generic node capabilities) supported by a peer GTP-C entity with which it is in direct contact thanks to the signalling of  a new Sending Node Features IE. 

The dark red text starts Summary Of Change from Ericsson's CR:

1. Interface Type is removed from Node Features IE.

2. The same feature may be supported over different interfaces is clarified.

3. The condition to reply the subsequent new GTP message was clarified.

Discussion: 

Alcatel-Lucent prefers that the features are defined per interface when Ericsson prefers to have one feature for all GTP interfaces.

ZTE, Huawei, NEC and CISCO support Ericsson to have one feature for all GTP interfaces.

Motorola prefers the notes in the table to explain different feature handling when needed.

Orange prefers a feature per interfaces as it allows more flexibility to allow different features.

Cisco proposed an extra column in section 8.x.1 to clarify interface handling.

Decision: 

The document was Revised to C4-102301.



C4-102300
Length of IPv6 Prefix





29.274
  CR-0734  rev 1 (Rel-10) v..





Source: ZTE

(Replaces C4-102103)

Decision: 

The document was Agreed.



C4-102301
Notification of supported features between peer GTP-C entities





29.274
  CR-0698  rev 5 (Rel-10) v..





Source: Alcatel-Lucent, Ericsson, Motorola, Vodafone, Orange, Telecom Italia

(Replaces C4-102122)

Discussion: 

Some new changes were not tracked.

Decision: 

The document was Revised to C4-102382.



C4-102302
New Modify Access Bearers procedure





29.274
  CR-0662  rev 4 (Rel-10) v..





Source: Alcatel-Lucent

(Replaces C4-102036)

Decision: 

The document was Agreed.



C4-102382
Notification of supported features between peer GTP-C entities





29.274
  CR-0698  rev 6 (Rel-10) v..





Source: Alcatel-Lucent, Ericsson, Motorola, Vodafone, Orange, Telecom Italia, Cisco

(Replaces C4-102301)

Discussion: 

Some new changes were not tracked.

Decision: 

The document was Agreed.



6.13.3
PCRF Failure and Restoration

C4-102084
Study on PCRF Failure and Restoration (TR 29.816v1.1.0) for information to CT4





Source: NEC

Discussion: 

NEC commented that this CT3 based TR is presented for information to CT4.

Ericsson commented the high level requirements should be standardised by CT4.

Vodafone commented that any normative work shall be done by the new WID after TR is finished and PCRF failure and restoration procedures are analysed.

CT4 agreed that all the delegates are asked to provide  their comments directly to their CT3 delegates.

Decision: 

The document was Noted.



7
Release 9

7.1
User Data Convergence (UDC)

7.2
Ix Interface; Interconnection Border Control Function (IBCF) – 

Transition Gateway (TrGW)

C4-102087
Procedures for Emergency indicator





29.238
  CR-0020  (Rel-9) v9.2.0





Source: Nokia Siemens Networks

Abstract: 

In subclause 5.5 Context Attributes and subclause 5.8.9 Manipulating and auditing context attributes the Emergency indicator has been defined as supported. However the procedures in which the Emergency indicator is set are not defined.

Add setting of emergency indicator to Reserve TrGW Connection Point and Reserve and Configure TrGW Connection Point procedures.

Decision: 

The document was Agreed.



C4-102088
Priority indicator





29.238
  CR-0021  (Rel-9) v9.2.0





Source: Nokia Siemens Networks

Abstract: 

In subclause 5.5 “Context Attributes” has been defined that the Priority indicator is not supported. However the Priority indicator is in subclause 5.8.9 “Manipulating and auditing context attributes” still marked as context attribute that can be manipulated.

CR removes Priority indicator from context attributes that can be manipulated

Decision: 

The document was Agreed.



7.3
Iq Interface; IMS Application Level Gateway Control Function 

(ALGCF) – IMS Access Media Gateway (IMA-MGW) 7.3
Iq Interface; IMS Application Level Gateway Control Function 

(ALGCF) – IMS Access Media Gateway (IMA-MGW)

C4-102021
LS on LS to 3GPP regarding Remote Access to CPNs





Source: TSG CT WG3

Discussion: 

CT4 agreed to wait SA2 requirements. No action is needed in this point

Decision: 

The document was Noted.



C4-102085
Procedures for Emergency call





23.334
  CR-0006  (Rel-9) v9.2.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-102273.



C4-102086
Procedures for Emergency indicator





29.334
  CR-0016  (Rel-9) v9.2.0





Source: Nokia Siemens Networks

Abstract: 

In subclause 5.5 Context Attributes and subclause 5.8.9 Manipulating and auditing context attributes the Emergency indicator has been defined as supported. However the procedures in which the Emergency indicator is set are not defined.

CR adds setting of emergency indicator to Reserve AGW Connection Point and Reserve and Configure AGW Connection Point procedures.

Decision: 

The document was Agreed.



C4-102128
Local IP Resources IE: changing of property





23.334
  CR-0007  (Rel-9) v9.2.0





Source: Ericsson

Abstract: 

Currently Local IP Resources IE is marked as optional in the Reserve AGW Connection Point Ack and Reserve and Configure AGW Connection Point Ack procedures. But if the Local IP Resources IE was present in the Reserve AGW Connection Point and in the Reserve and Configure AGW Connection Point request then it shall be included in the corresponding reply. 

Due to that the property of Local IP Resources IE in the Reserve AGW Connection Point Ack and Reserve and Configure AGW Connection Point Ack procedures should be changed to conditional with specified condition for inclusion in the corresponding reply procedures.

The property of the Local IP Resources IE in the Reserve AGW Connection Point Ack and Reserve and Configure AGW Connection Point Ack procedures is changed to conditional.

If the Local IP Resources IE was included in the Reserve AGW Connection Point and in the Reserve and Configure AGW Connection Point request then it shall be included in the corresponding reply.

Decision: 

The document was Revised to C4-102359.



C4-102175
Error Descriptor





29.334
  CR-0017  (Rel-9) v9.2.0





Source: Huawei

Decision: 

The document was Revised to C4-102298.



C4-102273
Procedures for Emergency call





23.334
  CR-0006  rev 1 (Rel-9) v9.2.0





Source: Nokia Siemens Networks

(Replaces C4-102085)

Decision: 

The document was Agreed.



C4-102298
Error Descriptor





29.334
  CR-0017  rev 1 (Rel-9) v9.2.0





Source: Huawei

(Replaces C4-102175)

Decision: 

The document was Agreed.



C4-102359
Local IP Resources IE: changing of property





23.334
  CR-0007  rev 1 (Rel-9) v9.2.0





Source: Ericsson

(Replaces C4-102128)

Decision: 

The document was Agreed.



7.4
Control plane LCS in the EPC

C4-102007
Add LCS-AP port identifier, payload protocol identifier and Elementary Procedure number





29.171
  CR-0004  (Rel-9) v9.1.0





Source: Polaris Wireless

Decision: 

The document was Revised to C4-102257.



C4-102008
Addition of Command Codes





29.172
  CR-0002  (Rel-9) v9.1.0





Source: Polaris Wireless

Decision: 

The document was Revised to C4-102259.



C4-102009
Addition of Command Codes





29.173
  CR-0001  (Rel-9) v9.0.0





Source: Polaris Wireless

Discussion: 

Merged with 2179

Decision: 

The document was Withdrawn.



C4-102065
LCS Privacy features for MME





29.272
  CR-0276  (Rel-9) v9.3.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-102066
Notification Verification Only in Location Type





29.172
  CR-0003  (Rel-9) v9.1.0





Source: Alcatel-Lucent

Discussion: 

A note needs to be added  about reserved values.

Decision: 

The document was Revised to C4-102262.



C4-102129
ASN1 Encoding Format





29.171
  CR-0005  (Rel-9) v9.1.0





Source: Ericsson

Decision: 

The document was Revised to C4-102263.



C4-102130
ASN1 Encoding Format





29.171
  CR-0006  (Rel-10) v10.0.0





Source: Ericsson

Decision: 

The document was Revised to C4-102264.



C4-102131
EUTRAN Positioning Data





29.171
  CR-0007  (Rel-9) v9.1.0





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-102132
EUTRAN Positioning Data





29.171
  CR-0008  (Rel-10) v10.0.0





Source: Ericsson

Decision: 

The document was Withdrawn.



C4-102133
SLg for Inter-domain





29.172
  CR-0004  (Rel-9) v9.1.0





Source: Ericsson

Decision: 

The document was Revised to C4-102265.



C4-102134
SLg Editorial Updates





29.172
  CR-0005  (Rel-9) v9.1.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-102176
Port number and the Payload protocol identifier





29.171
  CR-0009  (Rel-9) v9.1.0





Source: Huawei

Discussion: 

Merged with 2007.

Decision: 

The document was Withdrawn.



C4-102177
Port number and the Payload protocol identifier





29.171
  CR-0010  (Rel-10) v10.0.0





Source: Huawei

Discussion: 

Merged with 2007.

Decision: 

The document was Withdrawn.



C4-102178
Command code values





29.172
  CR-0006  (Rel-9) v9.1.0





Source: Huawei

Discussion: 

Merged with 2008.

Decision: 

The document was Withdrawn.



C4-102179
Command code value





29.173
  CR-0002  (Rel-9) v9.0.0





Source: Huawei

Decision: 

The document was Revised to C4-102260.



C4-102222
Encoding of EUTRAN Positioning Data AVP





29.172
  CR-0007  (Rel-9) v9.1.0





Source: Ericsson

Abstract: 

The definition of the IE EUTRAN-Positioning-Data is ambiguous.

It contains one octet string, and refers to 29.171 for its structure. However, 29.171 defines Positioning-Data as two sequences (Positioning-Data-Set, followed by GNSS-Positioning-Data-Set), and each of those sequences can have a variable number of octets.

Therefore, if EUTRAN-Positioning-Data AVP included only the content of those octet sequences, without any further encoding data, it would not be possible to determine when the first sequence ends, and the second sequence starts.

The most straightforward solution would be to specify that EUTRAN-Positioning-Data AVP must include the complete ASN.1-encoded data of the Positioning-Data IE, as defined in the SLs protocol.

Specify that the EUTRAN-Positioning-Data IE must contain the encoded content of the Positioning-Data IE as defined in 29.171

Decision: 

The document was Agreed.



C4-102257
Add LCS-AP port identifier, payload protocol identifier and Elementary Procedure number





29.171
  CR-0004  rev 1 (Rel-9) v9.1.0





Source: Polaris Wireless

(Replaces C4-102007)

Decision: 

The document was Agreed.



C4-102258
Add LCS-AP port identifier, payload protocol identifier and Elementary Procedure number





29.171
  CR-0011  (Rel-10) v10.0.0





Source: Polaris Wireless

Decision: 

The document was Agreed.



C4-102259
Addition of Command Codes





29.172
  CR-0002  rev 1 (Rel-9) v9.1.0





Source: Polaris Wireless

(Replaces C4-102008)

Decision: 

The document was Agreed.



C4-102260
Command code value





29.173
  CR-0002  rev 1 (Rel-9) v9.0.0





Source: Huawei

(Replaces C4-102179)

Decision: 

The document was Agreed.



C4-102261
Addition of application identifiers and command codes for SLs and SLg application





29.230
  CR-0197  (Rel-9) v9.3.0





Source: Polaris Wireless

Discussion: 

Cr is based on the wrong base version of the specification.

Decision: 

The document was Revised to C4-102404.



C4-102262
Notification Verification Only in Location Type





29.172
  CR-0003  rev 1 (Rel-9) v9.1.0





Source: Alcatel-Lucent

(Replaces C4-102066)

Decision: 

The document was Agreed.



C4-102263
ASN1 Encoding Format





29.171
  CR-0005  rev 1 (Rel-9) v9.1.0





Source: Ericsson

(Replaces C4-102129)

Decision: 

The document was Agreed.



C4-102264
ASN1 Encoding Format





29.171
  CR-0006  rev 1 (Rel-10) v10.0.0





Source: Ericsson

(Replaces C4-102130)

Decision: 

The document was Agreed.



C4-102265
SLg for Inter-domain





29.172
  CR-0004  rev 1 (Rel-9) v9.1.0





Source: Ericsson

(Replaces C4-102133)

Decision: 

The document was Agreed.



C4-102404
Addition of application identifiers and command codes for SLs and SLg application





29.230
  CR-0197  rev 1 (Rel-9) v9.3.0





Source: Polaris Wireless

(Replaces C4-102261)

Decision: 

The document was Agreed.



7.5
MBMS support in EPS

7.6
IMS Restoration

C4-101994
Restoration Data Backup





23.380
  CR-0030  rev 1 (Rel-9) v9.2.0





Source: Nokia Siemens Networks

(Replaces C4-101728)

Abstract: 

Handling of originating requests after S-CSCF restart makes use of backup data stored as S-CSCF-Restoration Information in the HSS. When multiple authentication schemes are supported, handling of originating requests after S-CSCF restart requires that the authentication schema is part of the backup data.

CR adds Authentication Schema to Backup data.

Decision: 

The document was Agreed.



C4-101995
Restoration Data Backup





29.229
  CR-0213  rev 1 (Rel-9) v9.2.0





Source: Nokia Siemens Networks

(Replaces C4-101729)

Decision: 

The document was Revised to C4-102270.



C4-102270
Restoration Data Backup





29.229
  CR-0213  rev 2 (Rel-9) v9.2.0





Source: Nokia Siemens Networks

(Replaces C4-101995)

Decision: 

The document was Agreed.



7.7
Public Warning System

7.8
GTP

C4-102011
Use of NRI





23.003
  CR-0247  (Rel-9) v9.3.0





Source: Motorola

Abstract: 

In the case of SGSN pooling, when the UE moves from GERAN/UTRAN to E-UTRAN, the target MME must construct the FQDN of the source SGSN taking into account the NRI. It needs to be clarified what the MME should do in case that the NRI is less than 8 bits.

When the NRI is X bits in length where X is less than 8 bits, then the MME should use only the most significant X bits of the MME Code as the NRI within the SGSN FQDN and when constructing the P-TMSI <NRI> that is sent to the source SGSN.

Discussion: 

Alcatel-Lucent commented that there is already existing text in another paragraph of this specification to cover the end of the note 2.

Ericsson believes that the MME does not need to consider the length of the NRI. If less bits are used for the NRI then still the MS 8 bits are used.

Alcatel-Lucent comments that the smaller number of bits must be considered when constructing the FQDN.

Note should be changed to Normative text.

"When a target MME constructs the FQDN of the source SGSN in the case of SGSN pooling, it shall derive the NRI from the 8-bit MME Code received in the GUTI from the UE. However, if the configured length of the NRI, e.g., X, is less than 8 bits TS23.236, then the MME should use only the most significant X bits of the MME Code as the NRI within the SGSN FQDN "

Decision: 

The document was Revised to C4-102303.



C4-102017
Presence rules for Grouped IEs





29.274
  CR-0723  (Rel-9) v9.3.0





Source: Motorola

Discussion: 

Reason for change needs to be rephrased.

Decision: 

The document was Revised to C4-102319.



C4-102042
MTU in 3GPP system





Source: Alcatel-Lucent

Abstract: 

It is proposed to recommend to set the default inner MTU size in 3GPP system to a value between 1280 octets and 1394 octets for both IPv4 and IPv6 in order to minimize potential of fragmentation.

The default inner MTU size in 3GPP system equally applies to PGW/GGSNs and UEs. It should be specified ideally within a single specification (with others referring to it). This could be in TS 29.061 or TS 23.060. CT1 and SA2 should be consulted.

Discussion: 

It is proposed to recommend to set the default inner MTU size in 3GPP system to a value between1280->1394 octets for both IPv4 and IPv6 in order to minimize potential of fragmentation. CT4 prefer to be on the safe side that 1280. Ask CT1 for their recommendation.

The default inner MTU size in 3GPP system equally applies to PGW/GGSNs and UEs. It should be specified ideally within a single specification (with others referring to it). This should be in TS 23.060. CT1 and SA2 should be consulted.

It was agreed that the MTU size needs to clarified with CT1. This have to be updated in stage 2 TS 23.060.

The Path Discovery can override this as stated in TS 29.061.

Decision: 

The document was Noted.



C4-102043
Dual Address Bearer Flag





29.274
  CR-0724  (Rel-9) v9.3.0





Source: Motorola

Abstract: 

The setting of the Dual Address Bearer Flag in the Indication IE within the Create Session Request message by the MME, as well as in the description of the Indication IE itself, depends on the PDN Type in the subscription record, which may override the PDN Type requested by the UE.

Decision: 

The document was Revised to C4-102305.



C4-102047
Suspension or Rejection of dedicated bearer related procedure from MME to SGW, PGW





Source: Cisco

Abstract: 

While the X2 or S1 based handover procedure is in progress, the MME may receive request over GTPv2 interface for the dedicated bearer activation / modification / deactivation from SGW, PGW. Depending upon the nature of the X2 or S1 based handover, the MME may decide to suspend or reject the dedicated bearer activation / modification / deactivation. In this paper, we identify issues at SGW/PGW due to MME suspending or rejecting the dedicated bearer related procedure and propose the solution for the same.

For the two issues identified above, we propose the following solutions.


Cisco proposes to define an explicit indication from MME to SGW /PGW to indicate the suspension of the procedure. This indication is sent over an existing signalling message. On the reception of this indication, the SGW/PGW would assume that the procedure is suspended in the peer node and X2 or S1 based handover procedure needs to be completed first.


Cisco propose to define a new rejection cause from MME to SGW/PGW while the MME rejects the dedicated bearer related procedures. This cause will correctly reflect the condition at the MME and hence would allow PGW to take appropriate action.

Discussion: 

Alcatel-Lucent supports the proposal but still believes this is not a complete solution for the error cause selection is useful.

Ericsson agrees the Rejection cause is useful.

ZTE would like to have rejection cause for all scenarios.

SA2 clarification is needed. See LS C4-102307

Decision: 

The document was Noted.



C4-102048
Indicating the suspension of dedicated bearer related procedure from MME to SGW, PGW





29.274
  CR-0725  (Rel-9) v9.3.0





Source: Cisco

Discussion: 

SA2 reply for outgoing LS C4-102307 is needed before CR can be handled or agreed.

Decision: 

The document was Withdrawn.



C4-102049
Rejecting the dedicated bearer related procedure from MME to SGW, PGW





29.274
  CR-0726  (Rel-9) v9.3.0





Source: Cisco

Abstract: 

CR is related to a discussion paper C4-102047.

New rejection cause “Temporarily rejected due to handover procedure in progress” is defined. This case can be used by the MME to reject the dedicated bearer creation / updation / deletion message initiated by the PGW in case the MME can not handle it while the handover procedure is in progress.

Discussion: 

The cause is only used for MME and SGW relocation.

Decision: 

The document was Revised to C4-102306.



C4-102050
Correction to condition of sending Context Acknowledge message





29.274
  CR-0727  (Rel-9) v9.3.0





Source: Cisco

Abstract: 

The condition for sending Context Acknowledge message states as follows:

“A Context Acknowledge message shall be sent as a response to a previous Context Response message.”

However if the Context Response message is received with the rejection cause, then it is not correct to send Context Acknowledge message.

The condition for sending Context Acknowledge message is clarified as follows.

-
The Context Acknowledge message shall be sent only if the previously received Context Response has acceptance cause.

Discussion: 

Ericsson commented that the changes are needed also in the section 4.2.5.

Decision: 

The document was Revised to C4-102308.



C4-102069
Clarification for Create Session Response





29.274
  CR-0690  rev 2 (Rel-9) v9.3.0





Source: CATT

(Replaces C4-101848)

Decision: 

The document was Revised to C4-102233.



C4-102072
Clarification to the OI flag usage in Delete Session Request





29.274
  CR-0729  (Rel-9) v9.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-102232.



C4-102073
Essential amendments for communicating the UE state to SGW





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-102074
Essential amendments for communicating the UE state to SGW





29.274
  CR-0730  (Rel-9) v9.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Withdrawn.



C4-102125
PDP type Coding in PDP Context IE





29.060
  CR-0763  (Rel-9) v9.3.0





Source: Ericsson

Abstract: 

It is not clear that how to set the PDP Type number in PDP Context IE when a UE has dual stack PDP Context with PDP type IPv4v6 established and performs Mobility procedures.

Discussion: 

A small editorial changes were needed.

Decision: 

The document was Revised to C4-102314.



C4-102180
FQDN





29.060
  CR-0764  (Rel-9) v9.3.0





Source: Huawei

Abstract: 

Co-located GGSN-PGW FQDN is introduced into GTPv1 as optional IE for SGW selection consideration. The IE is included per PDP Context, which requires the sequence of appearance of PDP Context IE and FQDN IE, e.g. the first Co-located GGSN-PGW FQDN IE is mapped to the first PDP Context IE.

If the UE has established several PDN Connections on several GGSNs, some of PDP Contexts do not have the FQDN information. e.g. UE moved from MME to a SGSN who does not support the DNS procedure defined in TS 29.303, the UE handover the PDN Connection1 for APN1 from MME, after handover the UE setups the PDN Connection2 for APN2 in the SGSN. PDN Contexts in PDN Connection1 have the FQDN that is forwarded from the MME, but the PDP Context in the PDN Connection2 does not have the FQDN.

How to encode the PDP Context IE and the Co-located GGSN-PGW FQDN is not clear in the above case. 

In order to simplify the implementation and avoid interoperability problems, it is proposed to introduce the NSAPI flag in the FQDN IE, decouple the encoding of the PDP Context IE and the FQDN IE.

Discussion: 

Nokia Siemens Networks, Vodafone and Ericsson commented that the changes as proposed are not backward compatible.

Ericsson proposed to change IE length to 0 to cover backward compatibility problem.

Decision: 

The document was Revised to C4-102315.



C4-102181
Reference to GTPv2





29.276
  CR-0044  (Rel-9) v9.3.0





Source: Huawei

Abstract: 

Several sections in TS 29.274 referred by TS 29.276 are not correct.

PDN GW PMIP GRE Tunnel Info is a list of IEs. Notification Request message is one of the request message, request accepted is applicable for this message. 

According to the Error handling mechanism in TS 29.274, “Optional IE incorrect”

Cause value can not be used.

Decision: 

The document was Revised to C4-102332.



C4-102182
Change Reporting support Indication





29.274
  CR-0744  (Rel-9) v9.3.0





Source: Huawei

Abstract: 

The Change Reporting support indication (MS info change reporting support indication in stage 2) shall be used to indicate that the MME and/or SGSN serving the UE support(s) procedures for reporting User Location Information and/or User CSG Information changes.

As Change Reporting support indication is only one flag in the indication IE, it can not be used to indicate the support of reporting User Location Information and/or User CSG Information changes.

Currently, the Change Reporting Support Indication flag is only used to indicate the support of reporting the change of the User Location information.

CR adds a new flag named CSG Change Reporting Support Indication.

Discussion: 

Huawei clarified that stage 2 CR will be provided in next SA2 meeting.

Ericsson commented that the proposed changes are backward incompatible but Ericsson can accept the CR if there are no objection from the other companies.

It was seen that CT4 should inform SA2 that corresponding stage 2 changes are needed.

CT4 agreed CR in stage 3 level. If SA2 has some concerns they should inform CT plenary. In this case CR should be postponed in CT#49.

Shall be sent in separate CR pack to CT#49 for approval in case of SA2 disagreement.

Decision: 

The document was Revised to C4-102333.



C4-102183
MS Info Change Reporting support indication





29.060
  CR-0765  (Rel-9) v9.3.0





Source: Huawei

Abstract: 

The MS info change reporting support indication shall be used to indicate that the SGSN serving the UE support(s) procedures for reporting User Location Information and/or User CSG Information changes.

MS info change reporting support indication is defined in the extension header and only used to indicate the support of reporting User Location Information.

CR adds a new flag named CSG Change Reporting Support Indication in the extended common flag IE.

Decision: 

The document was Revised to C4-102381.



C4-102184
Error Handling





29.274
  CR-0745  (Rel-9) v9.3.0





Source: Huawei

Abstract: 

Protocol stack is defined in section 4.2, information elements in the section 7.12 trace management messages and section 7.13 MBMS messages shall also follow the error handling of Unknown or unexpected Information Element.

Decision: 

The document was Revised to C4-102353.



C4-102185
Flow QoS





29.274
  CR-0746  (Rel-9) v9.3.0





Source: Huawei

Abstract: 

Bearer Resource Command is used for the procedure triggered by the UE, UE will include the Flow QoS in the corresponding NAS message if the presence condition is matched.

This IE also has the presence condition in GTPv2: This IE shall be included, except for an entire packet filters removal in a Bearer resource release. While the presence condition of Flow QoS defined in CT1 and CT4 is not same. e.g. if the TFT operation code is set to “Add packet filters in existing TFT”, “Replace packet filters in existing TFT” or “Delete packet filters from existing TFT”, the required flow QoS is included for the GBR bearer, and it may not be included for the non-GBR bearer. Refer to TS 24.301 section 6.5.4.2.

MME is requested to include the Flow QoS on the interface between MME and the SGW for non-GBR bearer in the above case, but for the entire packet filters removal, this IE is not included. 

If the MME receives the NAS message from the UE without the Flow QoS, the MME shall parse the TFT operation code and the packet filters in the TFT IE. For the “Add packet filters in existing TFT”, “Replace packet filters in existing TFT”, the MME shall include the bearer QoS stored locally in the message, for the “Delete packet filters from existing TFT”, if the entire packet filters are removed, the MME shall not include the Flow QoS IE, otherwise, the MME shall add the Flow QoS IE in the message.

SGW needs to parse the TFT to judge whether the condition is matched or not.

As the MME and SGW are not aware of the TFT, the better way is asking the MME and SGW to forward the QoS if it is received from the UE to simplify the implementation in the MME and the SGW.

Modify the presence condition of the Flow QoS IE to this IE shall be included on the S4/S11 interface if the “New QoS” or the “Required traffic flow QoS” is received from the corresponding NAS message. If SGW receives this IE, SGW shall forward it to PGW across S5/S8 interface.

Discussion: 

CT4 agreed that the changes are backward incompatible despite the fact CR was agreed by the meeting.

Decision: 

The document was Revised to C4-102354.



C4-102208
Correcting type value of the MBMS Session Start Response message





29.274
  CR-0751  (Rel-9) v9.3.0





Source: Nokia Siemens Networks

Abstract: 

Message type for the MBMS Session Start Response message is invalid.

Decision: 

The document was Agreed.



C4-102229
GTP protocol errors





29.274
  CR-0754  (Rel-9) v9.3.0





Source: Motorola

Abstract: 

In Section 7.7.1 – it says:

"If a protocol error is detected by the receiving GTP entity, it should log the event including the erroneous message and should include the error in a statistical counter."

The last part of the sentence about the "statistical counter" suggests that a performance measurement should be pegged. However, there is no such requirement in either of the SA5 specs, 32.425 or 32.426.

Decision: 

The document was Agreed.



C4-102231
Essential clarification in Forward Relocation Response message





29.274
  CR-0755  (Rel-9) v9.3.0





Source: Cisco

Abstract: 

The condition for inclusion of the “list of set-up Bearers”, “list of set-up RABs” and “list of set-up PFCs” in Forward Relocation Response message is not clearly defined. 

The condition for inclusion “list of set-up Bearers”, “list of set-up RABs” and “list of set-up PFCs” in Forward Relocation Response message is clarified as follows.

-
“list of set-up Bearers” shall be included when the target access is EUTRAN.

-
“list of set-up RABs” shall be included when the target access is UTRAN.

-
“list of set-up PFCs” shall be included when the target access is GERAN.

Decision: 

The document was Revised to C4-102357.



C4-102232
Clarification to the OI flag usage in Delete Session Request





29.274
  CR-0729  rev 1 (Rel-9) v9.3.0





Source: Nokia Siemens Networks

(Replaces C4-102072)

Abstract: 

During a TAU/RAU procedure the old MME/S4 SGSN indicates to old S-GW in Delete Session Request whether it shall forward the request towards the PGW or not. For example, the Tracking Area Update procedure with Serving GW change in 3GPP TS 23.401 clause 5.3.3.1 step 18 reads:

•
The old MME/old S4 SGSN deletes the EPS bearer resources by sending Delete Session Request (Cause) messages to the old Serving GW. Cause indicates to the old Serving GW that the old Serving GW shall not initiate a delete procedure towards the PDN GW.

The same applies also to Gn mobility, e.g. to a RAU from MME to Gn/Gp SGSN (see step 13 within annex D.3.5). The mentioned Cause value however is not specified in GTPv2 spec. Rather, OI flag within Indication IE is used for this purpose. It is proposed to clarify the matter with a note within Table 7.2.9.1-1.

A note is added that clarifies that SGW shall use OI flag for forwarding Delete session Request to PGW, even if stage 2 refers to another IE.

Discussion: 

ISR reference needs to be added.

Decision: 

The document was Revised to C4-102310.



C4-102233
Clarification for Create Session Response





29.274
  CR-0690  rev 3 (Rel-9) v9.3.0





Source: CATT

(Replaces C4-102069)

Abstract: 

According to description for handover procedure with a SGW change except for an X2-Handover in TS23.401, such as S1-base handover:


The MME releases the non-accepted bearers by triggering the bearer release procedure as specified in clause 5.4.4.2. If the Serving GW receives a DL packet for a non-accepted bearer, the Serving GW drops the DL packet and does not send a Downlink Data Notification to the MME.

That means MME shall use a separate procedure (MME initiated Dedicated Bearer Deactivation Procedure) to release the non-accepted bearers, and SGW shall allocate DL S5/S8 TEIDs for these bearers.

During this handover procedure, If there are some bearers which could not be accepted by target SGW, the target SGW shall include them in “Create Session Response” message to tell the target MME. However, current GTPCv2 spec doesn’t clearly describe how the MME deal with these bearers. Considering the MME could use same procedure(e.g.: MME initiated Dedicated Bearer Deactivation Procedure) to release all of non-accepted bearers, there may be two approaches to process these bearers:

1.
The MME will send all of non-accepted bearers which includes non-accepted by eNB and non-accepted by the SGW to the SGW within “Bearer Contexts to be removed” IE in “Modify Bearer Request” message, and the SGW will allocate DL S5/S8 TEIDs for these non-accepted bearers. After that, MME could initiate Dedicated Bearer Deactivation Procedure to release all of these non-accepted bearers.

2.
The SGW shall record which bearers could not be established locally, then the MME will send the bearers non-accepted by the SGW to SGW not within “Bearer Contexts to be removed” IE but within “Bearer Contexts to be modified” IE in “Modify Bearer Request” message, though it knows which bearers could not be accepted in the SGW. The SGW will allocate DL S5/S8 TEIDs for all of non-accepted bearers. After that, MME could initiate Dedicated Bearer Deactivation Procedure to release all of these non-accepted bearers.

The method 2 requires the SGW has extra function, e.g.: storing the non-accepted bearers, on control plane, so method 1 shall be used.

For X2-Handover procedure with SGW change, according to description in TS 23.401:

If some EPS bearers have not been switched successfully in the core network, the MME shall indicate in the Path Switch Request Ack message which bearers failed to be established (see more detail in TS 36.413 [36]) and for dedicated bearers initiate the bearer release procedure as specified in clause 5.4.4.2 to release the core network resources of the failed dedicated EPS bearers. The target eNodeB shall delete the corresponding bearer contexts when it is informed that bearers have not been established in the core network.

When the MME receives some unaccepted bearers indicated by cause in the Create Session Response message during this procedure, it shall also initiate bearer release procedure to release all the bearers which failed to be established.

Adding a Note for clarifying SGW shall reject Create Session Request if the SGW could not accept any bearers.

Adding Notes for clarifying how the MME deals with the cause in ‘Bearer Contexts’ IE in Create Session Response when the cause value indicates there are some bearers non-accepted by SGW during the handover procedure with an SGW change.

Decision: 

The document was Revised to C4-102309.



C4-102303
Use of NRI





23.003
  CR-0247  rev 1 (Rel-9) v9.3.0





Source: Motorola

(Replaces C4-102011)

Decision: 

The document was Revised to C4-102405.



C4-102304
MTU size in 3GPP system





Source: Alcatel-Lucent

Abstract: 

CT4 ask CT1 and SA2 to comment if any other value should be chosen and to consider inserting in their specifications the recommendation to set the default inner MTU size in 3GPP system to 1280 octets (or any other value that should be chosen) for both IPv4 and IPv6 in order to minimize potential of fragmentation.

Decision: 

The document was Approved.



C4-102305
Dual Address Bearer Flag





29.274
  CR-0724  rev 1 (Rel-9) v9.3.0





Source: Motorola

(Replaces C4-102043)

Decision: 

The document was Agreed.



C4-102306
Rejecting the dedicated bearer related procedure from MME to SGW, PGW





29.274
  CR-0726  rev 1 (Rel-9) v9.3.0





Source: Cisco

(Replaces C4-102049)

Decision: 

The document was Agreed.



C4-102307
Handling of dedicated bearer related procedures during handover





Source: Cisco

Decision: 

The document was Revised to C4-102383.



C4-102308
Correction to condition of sending Context Acknowledge message





29.274
  CR-0727  rev 1 (Rel-9) v9.3.0





Source: Cisco

(Replaces C4-102050)

Decision: 

The document was Agreed.



C4-102309
Clarification for Create Session Response





29.274
  CR-0690  rev 4 (Rel-9) v9.3.0





Source: CATT

(Replaces C4-102233)

Decision: 

The document was Agreed.



C4-102310
Clarification to the OI flag usage in Delete Session Request





29.274
  CR-0729  rev 2 (Rel-9) v9.3.0





Source: Nokia Siemens Networks

(Replaces C4-102232)

Decision: 

The document was Agreed.



C4-102314
PDP type Coding in PDP Context IE





29.060
  CR-0763  rev 1 (Rel-9) v9.3.0





Source: Ericsson

(Replaces C4-102125)

Discussion: 

A small editorial changes were needed.

Decision: 

The document was Agreed.



C4-102315
FQDN





29.060
  CR-0764  rev 1 (Rel-9) v9.3.0





Source: Huawei

(Replaces C4-102180)

Decision: 

The document was Agreed.



C4-102319
Presence rules for Grouped IEs





29.274
  CR-0723  rev 1 (Rel-9) v9.3.0





Source: Motorola

(Replaces C4-102017)

Decision: 

The document was Agreed.



C4-102320
Correcting non-existent Cause value





29.274
  CR-0732  rev 1 (Rel-9) v9.3.0





Source: Nokia Siemens Networks

(Replaces C4-102076)

Decision: 

The document was Agreed.



C4-102324
Resume messages





29.274
  CR-0736  rev 1 (Rel-9) v9.3.0





Source: ZTE

(Replaces C4-102114)

Decision: 

The document was Agreed.



C4-102332
Reference to GTPv2





29.276
  CR-0044  rev 1 (Rel-9) v9.3.0





Source: Huawei

(Replaces C4-102181)

Decision: 

The document was Agreed.



C4-102333
Change Reporting support Indication





29.274
  CR-0744  rev 1 (Rel-9) v9.3.0





Source: Huawei

(Replaces C4-102182)

Discussion: 

Huawei commented this is a partial fix. In the next meeting Huawei will provide a CR which also corrects interworking problem.

A cover sheet needs to be corrected,

Decision: 

The document was Revised to C4-102384.



C4-102334
Change Reporting Support Indication





Source: Huawei

Abstract: 

CT4 kindly requests SA2 to return an answer to CT plenary if they disagree with this proposal – or update their specifications – if necessary, on using separate flags for User Location information reporting and CSG Information reporting

Decision: 

The document was Revised to C4-102385.



C4-102353
Error Handling





29.274
  CR-0745  rev 1 (Rel-9) v9.3.0





Source: Huawei

(Replaces C4-102184)

Decision: 

The document was Agreed.



C4-102354
Flow QoS





29.274
  CR-0746  rev 1 (Rel-9) v9.3.0





Source: Huawei

(Replaces C4-102185)

Decision: 

The document was Agreed.



C4-102357
Essential clarification in Forward Relocation Response message





29.274
  CR-0755  rev 1 (Rel-9) v9.3.0





Source: Cisco

(Replaces C4-102231)

Decision: 

The document was Agreed.



C4-102381
MS Info Change Reporting support indication





29.060
  CR-0765  rev 1 (Rel-9) v9.3.0





Source: Huawei

(Replaces C4-102183)

Decision: 

The document was Revised to C4-102398.



C4-102383
Handling of dedicated bearer related procedures during hando





Source: Cisco

(Replaces C4-102307)

Decision: 

The document was Approved.



C4-102384
Change Reporting support Indication





29.274
  CR-0744  rev 2 (Rel-9) v9.3.0





Source: Huawei

(Replaces C4-102333)

Decision: 

The document was Agreed.



C4-102385
Change Reporting Support Indication





Source: Huawei

(Replaces C4-102334)

Abstract: 

CT4 kindly requests SA2 to return an answer to CT plenary if they disagree with this proposal – or update their specifications – if necessary, on using separate flags for User Location information reporting and CSG Information reporting

Decision: 

The document was Revised to C4-102408.



C4-102398
MS Info Change Reporting support indication





29.060
  CR-0765  rev 2 (Rel-9) v9.3.0





Source: Huawei

(Replaces C4-102381)

Discussion: 

The Note shall be changed as normative text.

Decision: 

The document was Revised to C4-102407.



C4-102405
Use of NRI





23.003
  CR-0247  rev 2 (Rel-9) v9.3.0





Source: Motorola

(Replaces C4-102303)

Decision: 

The document was Agreed.



C4-102407
MS Info Change Reporting support indication





29.060
  CR-0765  rev 3 (Rel-9) v9.3.0





Source: Huawei

(Replaces C4-102398)

Decision: 

The document was Agreed.



C4-102408
Change Reporting Support Indication





Source: Huawei

(Replaces C4-102385)

Decision: 

The document was Approved.



7.9
IMS Media plane Security

C4-102213
Reply LS on IMS media plane security





Source: Nokia Siemens Networks

Abstract: 

CT4 would like to point out that the IMS-AGW does not contain any dedicated functionality to handle the RFC 2733 FEC RTP payload; the IMS-AGW rather passes any RTP payload transparently. However, the IMS-AGW processes SRTP for e2ae security.

Discussion: 

Alcatel-Lucent commented that it applies only to e2ae security.

Decision: 

The document was Revised to C4-102360.



C4-102360
Reply LS on IMS media plane security





Source: Nokia Siemens Networks

(Replaces C4-102213)

Abstract: 

CT4 would like to point out that the IMS-AGW does not contain any dedicated functionality to handle the RFC 2733 FEC RTP payload; the IMS-AGW rather passes any RTP payload transparently. However, the IMS-AGW processes SRTP for e2ae security.

Discussion: 

Alcatel-Lucent commented that it applies only to e2ae security.

Decision: 

The document was Approved.



7.10
Multiple PDN to the same APN for PMIP-based Interfaces

7.11
AoIP

C4-102091
Example scenarios for inter-MSC handover to GERAN AoIP mode





Source: Nokia Siemens Networks

Decision: 

The document was Noted.



C4-102092
AoIP  MAP level codec negotiation, codec modification and mid call codec negotiation for GSM codecs





23.153
  CR-0116  rev 5 (Rel-9) v9.0.0





Source: Nokia Siemens Networks

(Replaces C4-101249)

Decision: 

The document was Revised to C4-102245.



C4-102139
Inter MSC HO and TrFO for AoIP





Source: Ericsson

Decision: 

The document was Noted.



C4-102140
MAP level codec negotiation, codec modification and mid call codec negotiation for GSM codecs





23.153
  CR-0117  rev 1 (Rel-9) v9.0.0





Source: Ericsson

(Replaces C4-101296)

Decision: 

The document was Postponed.



C4-102245
AoIP  MAP level codec negotiation, codec modification and mid call codec negotiation for GSM codecs





23.153
  CR-0116  rev 6 (Rel-9) v9.0.0





Source: Nokia Siemens Networks

(Replaces C4-102092)

Discussion: 

Alcatel-Lucent commented that too many changes are requested by Ericsson. 

Alcatel-Lucent asks for more time to check, offline discussion should take place until next meeting. 

Two separated CRs should be provided to next meeting: 

- one  which is a revision of this one 

- the other covers the removed part.

Alcatel-Lucent asks for  sufficient time to check CRs before  conference calls  take place.

Decision: 

The document was Postponed.



7.12
IMS

C4-102064
Sh-Subs-Notif procedure clarification





29.328
  CR-0333  (Rel-9) v9.2.0





Source: Alcatel-Lucent

Abstract: 

It shall be clear that the description of steps in the Sh-Subscr-Notif procedure (sub-clause 6.1.3.1) applies when the request is to subscribe as well as when it is to unsubscribe  to notifications.

When a Sh-Subscr-Notif request contains subscriptions for multiple data reference or service indications that are processed as if they were separated, it shall  be clear that if an error occurs on one of them, the whole request is unsuccessful and the HSS has to come back to the situation regarding subscriptions as before the reception of the Sh-Subs-Notif Request. So there is no partial execution of the procedure.

Current wording is not clear enough on the above points.

Test added to clarify the text to indicate:

-
procedure steps apply both for subscribe or unsubscribe request

-
that, when there is an error in a Sh-Subscr-Notif request with multiple Data reference or Service Indications, the HSS has to come back to the situation regarding subscriptions as before the reception of the Sh-Subs-Notif Request

Decision: 

The document was Agreed.



C4-102146
Wildcarded Identity handling





29.228
  CR-0493  rev 1 (Rel-9) v9.2.0





Source: Ericsson

(Replaces C4-101635)

Decision: 

The document was Revised to C4-102344.



C4-102148
Wildcarded Identity handling





29.229
  CR-0207  rev 1 (Rel-9) v9.2.0





Source: Ericsson

Decision: 

The document was Revised to C4-102346.



C4-102150
Optional capabilities handling





29.228
  CR-0504  (Rel-9) v9.2.0





Source: Ericsson, Orange

Decision: 

The document was Revised to C4-102349.



C4-102152
Optional capabilities handling





29.229
  CR-0209  rev 1 (Rel-9) v9.2.0





Source: Ericsson, Orange

(Replaces C4-101643)

Decision: 

The document was Revised to C4-102352.



C4-102156
S-CSCF re-assignment flag





29.228
  CR-0497  rev 1 (Rel-9) v9.2.0





Source: Ericsson, Huawei, Orange

(Replaces C4-101654)

Decision: 

The document was Revised to C4-102375.



C4-102157
C-MSISDN correction





23.003
  CR-0252  (Rel-9) v9.3.0





Source: Ericsson, ST-Ericsson

Abstract: 

The current definition of the C-MSISDN is not complete. The main purpose of the C-MSISDN is to correlate sessions during access transfer. However, the existing sentence only addresses the routing aspects. The relation between the C-MSISDN and the MSISDN used at the CS access is also missing.

Discussion: 

Condition for the CR is confirmation from SA2, see C4-102389.

Decision: 

The document was Agreed.



C4-102186
Correction on Requested-Domain





29.329
  CR-0160  (Rel-9) v9.2.0





Source: Huawei

Decision: 

The document was Revised to C4-102236.



C4-102236
Correction on Requested-Domain





29.329
  CR-0160  rev 1 (Rel-9) v9.2.0





Source: Huawei

(Replaces C4-102186)

Abstract: 

The agreed CR C4-101138 was not correctly implemented, in which the value EPS-Domain of Requested-Domain was removed.

Decision: 

The document was Agreed.



7.10
Multiple PDN to the same APN for PMIP-based Interfaces

7.11
AoIP

7.12
IMS

7.13
MME restart, Restoration GTP

C4-101984
Fix the issue on the terminating IMS call over the LTE after the MME/SGSN failure





23.007
  CR-0113  (Rel-9) v9.4.0





Source: NEC

Abstract: 

Introduction of the DLDTA (Down Link Data Triggered Attach) function. 

In the CT4#49 meeting, the issue for the terminating IMS call over the LTE after the MME/SGSN failure was reported by the C4-101116 (NEC) and has identified in CT4 that this is a  serious issue needs to be solved in Rel-9. This CR fixes this issue by adapting the DLDTA function.

This CR proposes the following updates:

•
Add 24.301 for reference section

•
Add DLDTA to the abbreviation section

•
The section title “SGSN Failure using S4” is renamed with the “S4 SGSN Failure”. Since the terminology S4 SGSN is widely used in this specification and in fact, section 21.4 has the title “S4 SGSN”

•
SGSN behaviour when the SGSN receives a Downlink Data Notification Request message with IMSI for which no MM context exists is specified as the DLDTA procedure.

•
Create new section “MME failure” since this section is missing.

•
MME behaviour when the MME receives a Downlink Data Notification Request message without IMSI for which no MM context exists is specified for completeness of specification.

•
MME behaviour when the MME receives a Downlink Data Notification Request message with IMSI for which no MM context exists is specified as the DLDTA procedure.

•
Create new section for DLDTA procedure

Discussion: 

Alcatel-Lucent does not see any of these solutions as FASMO in Rel-9 and they are not willing to accept any of these for Rel-9. Alcatel-Lucent believes that the benefit of all the proposed solutions are not beneficial and the MME restart failure happens only seldom. Alcatel-Lucent also commented that Cisco's and Ericsson's proposal cause large paging problem. 

Deutsche Telecom agrees with the analysis of Alcatel-Lucent. They do not see this as FASMO corrections for Rel-9.

Verizon Wireless also believes that is the best leave the solution for operators implementation. They do not see this either as FASMO.

NTT DOCOMO commented that CT4 has identified MME failure problem. NTT DOCOMO would like to see solution in Rel-9.

ZTE believes solution is needed but not FASMO in Rel-9. ZTE proposed a study item for Rel-10.

Orange does not believe this is FASMO for Rel-9.

Vodafone commented that on CS side MSC restart is not a problem.

- NEC provided C4-101984 and C4-101986.

- Cisco provided C4-102054 and C4-102055.

- Ericsson provided C4-102124.

Decision: 

The document was Withdrawn.



C4-101985
Fix the issue on the terminating IMS call over the LTE after the MME/SGSN failure





23.007
  CR-0114  (Rel-10) v10.0.0





Source: NEC

Decision: 

The document was Withdrawn.



C4-101986
Fix the issue on the terminating IMS call over the LTE after the MME/SGSN failure





29.274
  CR-0719  (Rel-9) v9.3.0





Source: NEC

Abstract: 

Introduction of the DLDTA (Down Link Data Triggered Attach) function. 

In the CT4#49 meeting, the issue for the terminating IMS call over the LTE after the MME/SGSN failure was reported by the C4-101116 (NEC) and has identified in CT4 that this is a  serious issue needs to be solved in Rel-9. This CR fixes this issue by adopting the DLDTA function.

This CR proposes the following updates:

•
Add DLDTA to the abbreviation section

•
Add Downlink Data Notification/Acknowledge messages for the DLDTA has the TEID=0 in the GTP-C header.

•
Modify Bearer Request may have the TA list and RAI.

•
Modify Bearer Request may have the IMSI, TA list and RAI.

•
Add DLDTA flag into the Bearer QoS IE

•
Add TAI list into the ULI IE.

•
Define the TAI list field

Decision: 

The document was Withdrawn.



C4-101992
Comment on CISCO Discussion on Comparison of Pro-active and Re-active paging approach





Source: NEC

Abstract: 

Based on the above discussion we propose to conclude the following.

•
On the re-establishment of the UE’s context, the UE would be assigned different IP address than the previously assigned IP address. Since the re-active paging approach initiates the context UE’s re-establishment only on the start of the EPS service, the very first attempt to deliver any EPS service will always fail. Also the subsequent attempt to deliver the EPS service may have non-guaranteed delay. With pro-active paging, the first attempt to provide EPS services is guaranteed to succeed with reasonably lower latency value.

[NEC comment] NEC basically agrees with this analysis for the re-active paging approach. However, for the pro-active paging approach, NEC thinks the correct conclusion would be 

-
The first attempt to provide EPS service is guaranteed if the re-attach has been successfully completed.

-
The duration of the re-attach process is unknown.

•
With the re-active paging approach, in the event of MME failure, the delay in delivering EPS services may not be acceptable in some of the critical Rel-9 EPS services such as UE initiated emergency call. Also the Rel-10 EPS services requiring reasonably lower latency (incoming emergency call, priority services) are not suitable for re-active paging approach. Since the pro-active paging ensures guaranteed and lower value of latency in delivering EPS services, all the critical Rel-9 and Rel-10 EPS services can be supported.   

[NEC comment] The concerns on the UE initiated emergency call as the release 9 feature is only answered below.

-
His first contact triggers the re-attach to the EPC. Therefore, 2nd contact can be successful.

-
NEC believes that this service level is acceptable as the Rel-9 since this treatment is pretty same with the CS domain.

•
The re-active paging approach would cause hanging PDN connection in SGW and PGW for the duration of the TAU timer. The higher value of TAU timer would cause the resource reservation for longer duration and hence inability of the SGW and PGW to handle new session for this duration. Hence, the re-active paging approach is not suitable if higher value of the TAU timer is configured. The pro-active paging approach does not have any dependency on TAU timer value and hence this approach is suitable for any value of TAU timer value.

[NEC comment]

-
NEC agrees that the pro-active paging approach does not have any dependency on TAU timer.

-
However, NEC is not sure that it means the duration of successful re-attach complete is always shorter than TAU timer.

•
Since the bulk paging over radio and core network is supported there is no real issue of radio and network overload due to pro-active paging approach. Moreover, even if the overload condition is observed, the mechanism to handle and control the same is already defined by the 3GPP specifications.

[NEC comment]

-
NEC does not agree to this conclusion, see also previous comment on bulk paging.

-
NEC thinks that having standard behaviour and network overload are different issue.

[NEC comment] Conclusion

-
CT4 has been discussed the MME failure issue since Kyoto meeting and many technical aspects has been inspected for both the pro-active paging approach and the re-active paging approach.

-
However, the operational aspects of the pro-active paging approach remain unclear at least for NEC.

-
In NEC’s view, the pro-active paging approach can be performed after the MME failure with certain interval of the IMSI paging in order to avoid the system impacts. However, the interval cannot easily be modelled in the standard since there are various network models exist in each operators. On the other hands, operational figures are usually not shown by the operators in the standardization forum and it is perfectly understandable for NEC.

-
On the other hands, CT4 agreed that this issue needs to be fixed in Rel-9 because of the FASMO.

With this observation, NEC would like to ask CT4 to make a final decision based on both the technical feasibility with operational impacts into account. The operational impacts should be indicated vocally or any means by 3GPP operators during this meeting.

Decision: 

The document was Noted.



C4-102040
GTP-C based restart procedures





23.007
  CR-0116  (Rel-9) v9.4.0





Source: Alcatel-Lucent

Abstract: 

Subclause 14.1.1 refers to clause 18 for how the MME can detect that a peer node has restarted. However clause 18 does not mention the MME node.

Decision: 

The document was Agreed.



C4-102041
GTP-C based restart procedures





23.007
  CR-0117  (Rel-10) v10.0.0





Source: Alcatel-Lucent

Decision: 

The document was Agreed.



C4-102051
Discussion on Paging UE in ECM-IDLE state





Source: Cisco

Abstract: 

CT4#49 meeting discussed MME node failure problem in C4-101116. CT4#49bis meeting discussed various solutions and asked the source companies to further develop the solution for the various aspects identified by the meeting. 

a)
C4-101741 from NEC

b)
C4-101767 from Cisco

In both the above solutions, after MME restarts, it pages UE with IMSI. On IMSI based paging, the UE initiates initial attach procedure and hence the UE context is re-established in the core network nodes. However, the MME does not consider the current state of the UE while initiating paging procedure. We studied it further and identified that the UE processes paging request for incoming call, only when the UE is in ECM-IDLE mode. This paper discusses the same and proposes that the solution to MME failure problem should consider the UE’s state while initiating paging request after MME restarts.

Based on the discussion paper, Cisco proposes to conclude the followings.

•
The Paging request for incoming call is handled by the UE only in ECM_IDLE state. The Paging request for incoming call is ignored by the UE in ECM_CONNECTED state.

•
The ECM_CONNECTED state UE automatically reattaches to the network and comes back to ECM_CONNECTED state on MME failure; without any assistance from network.

•
Based on the discussion paper, the solution for the MME failure problem should target the UEs in ECM_IDLE only. No solution or assistance from the network is required for the ECM_CONNECTED state UEs on MME failure. Hence, the source companies should revise their contribution taking the necessary measures to target the UEs in ECM_IDLE state only.

Discussion: 

Some companies believe that we cannot assume that a UE in Connected state can automatically reattached to MME.

Decision: 

The document was Noted.



C4-102052
Discussion on UE mobility during MME failure





Source: Cisco

Abstract: 

In CT4#49bis meeting, we presented solution to MME failure problem in the discussion paper C4-101767. The meeting discussed and identified that the solution should consider the problem of UE mobility while the failed MME is down. We further studied the whole scenario of UE mobility in detail and captured our analysis in this discussion paper.

Based on the above discussion, we propose to conclude the followings.

•
With our solution presented in C4-101767, the impact of the UE mobility from the source MME to the target MME area while the source MME is down is limited to extra paging request message only. This paging request message, if received, is ignored by the UE and hence there is no impact on the EPC services received by the UE.

•
The number of affected UEs (or in other words the extra paging request messages) can be reduced by deploying MME pool. In the event of the MME failure, the UE contexts anchored at the failed MME is also redistributed by the SGW across other MMEs in the MME pool. Thus, the MME pool also helps in load balancing the context of the failed MME across other MMEs.

Discussion: 

There were no agreement on the node restart behaviour as a result of Echo Request.

Decision: 

The document was Noted.



C4-102053
Discussion on Pro-actively paging the UE on MME failure





Source: Cisco

Abstract: 

Based on the discussion paper Cisco proposes to conclude the following.

•
On the re-establishment of the UE’s context, the UE would be assigned different IP address than the previously assigned IP address. Since the re-active paging approach initiates the context UE’s re-establishment only on the start of the EPS service, the very first attempt to deliver any EPS service will always fail. Also the subsequent attempt to deliver the EPS service may have non-guaranteed delay. With pro-active paging, the first attempt to provide EPS services is guaranteed to succeed with reasonably lower latency value.

•
With the re-active paging approach, in the event of MME failure, the delay in delivering EPS services may not be acceptable in some of the critical Rel-9 EPS services such as UE initiated emergency call. Also the Rel-10 EPS services requiring reasonably lower latency (incoming emergency call, priority services) are not suitable for re-active paging approach. Since the pro-active paging ensures guaranteed and lower value of latency in delivering EPS services, all the critical Rel-9 and Rel-10 EPS services can be supported.   

•
The re-active paging approach would cause hanging PDN connection in SGW and PGW for the duration of the TAU timer. The higher value of TAU timer would cause the resource reservation for longer duration and hence inability of the SGW and PGW to handle new session for this duration. Hence, the re-active paging approach is not suitable if higher value of the TAU timer is configured. The pro-active paging approach does not have any dependency on TAU timer value and hence this approach is suitable for any value of TAU timer value.

•
Since the bulk paging over radio and core network is supported there is no real issue of radio and network overload due to pro-active paging approach. Moreover, even if the overload condition is observed, the mechanism to handle and control the same is already defined by the 3GPP specifications.

Discussion: 

See NEC reply in C4-101992.

Decision: 

The document was Noted.



C4-102054
Reestablishment of the UEs context after MME/S4-SGSN node failure





23.007
  CR-0118  (Rel-9) v9.4.0





Source: Cisco

Abstract: 

As discussed during the meeting CT4#49 in the discussion paper C4-101116, due to MME node failure, the UE’s context would be lost in the network. Without valid UE context, the EPS services can not be provided to the UE by the network.

In case if the affected UE is in the idle mode, it will be unaware of the network releasing its context and hence the service outage for such UEs would be as long as the expiry of the TAU timer. Since the TAU timer value can be very high, the service outage may be unacceptable. Hence in case of MME/S4-SGSN failure, some solution is needed to indicate the affected UE to reattach to the network in order to re-establish the UE’s context in the network. 

New procedures for UE context reestablishment on the failure of the MME/S4-SGSN is defined.

•
The MME/S4-SGSN decides if the UE is to be subjected to the context reestablishment of not

•
If the UE is subjected to the context reestablishment, the MME/S4-SGSN sends the UE’s data to assist the context reestablishment to the associated SGW.

•
On the MME/S4-SGSN restart, the SGW sends “Paging Indication Request” message to the MME/S4-SGSN passing the UE’s data to initiate “IMSI based paging” request.

•
The MME/S4-SGSN initiates IMSI based paging. 

•
The UE initiates initial attach procedure on the reception of the IMSI based paging. On successful completion of the initial attach procedure, the UE reattaches to the network and hence can receive EPS services.

Discussion: 

See comments under C4-101984.

Decision: 

The document was Withdrawn.



C4-102055
Reestablishment of the UEs context after MME/S4-SGSN node failure





29.274
  CR-0728  (Rel-9) v9.3.0





Source: Cisco

Abstract: 

New procedures for UE context reestablishment on the failure of the MME/S4-SGSN is defined in 3GPP TS 23.007 CR xxxx. Accordingly this CR defines new messages and IEs required to support the context reestablishment procedure.

•
The Paging Indication Request and Response messages is defined

•
New flag in Indication IE – URCR is introduced.

•
New grouped IE Paging Information is introduced.

•
New IE DAIP (Data to Assist IMSI Paging) is introduced.

Decision: 

The document was Withdrawn.



C4-102124
MME Self Recovery after Restart





23.007
  CR-0119  (Rel-9) v9.4.0





Source: Ericsson 

Abstract: 

CT4#49 meeting discussed MME node failure problem in C4-101116, the IMS based terminating service will be not available for those UEs which were registered in the restarted MME until the UEs send any NAS signaling such as Periodic TA update request, service request.

In the chapter 14.1.1, the behaviours when MME restart have been modified. It proposed that MME should use non-volatile memory to restore the IMS voice related PDN connection.

Discussion: 

See comments under C4-101984.

Decision: 

The document was Withdrawn.



C4-102189
Partial Failure handling





23.007
  CR-0120  (Rel-9) v9.4.0





Source: Huawei

Abstract: 

If a restarted GTP node reuses the previously used FQ-CSID immediately, the new established PDN Connections identified by this FQ-CSID may be removed by mistake.

For instance, MME has a PDN Connection1 through SGW2 and PGW identified by the FQ-CSID1, if the restarted MME reuses FQ-CSID1 to the SGW1 and PGW for the new established PDN Connection2. The SGW2 who detects that the MME is restarted, sends the delete PDN Connection Set Request message to the PGW including FQ-CSID1will remove the PDN Connection1 and PDN Connection2 .

The error may also happen for partial node failure.

It is suggested that the MME or the PGW should ensure as far as possible that previously used FQ-CSID values are not immediately reused after a partial/full failure.

The MME or the PGW should ensure as far as possible that previously used FQ-CSID values are not immediately reused after a partial/full failure.

Decision: 

The document was Agreed.



C4-102190
Partial Failure handling





23.007
  CR-0121  (Rel-10) v10.0.0





Source: Huawei

Decision: 

The document was Agreed.



7.14
Any other business for Release 9

7.14.1
Cause mapping

C4-101987
Correction of then cause mapping between S6a/S6d and NAS





29.272
  CR-0271  (Rel-9) v9.3.0





Source: NEC

Decision: 

The document was Postponed.



7.14.2
MME-Diameter Interfaces

C4-102002
QoS-Subscribed





29.272
  CR-0272  (Rel-9) v9.3.0





Source: Nokia Siemens Networks

Abstract: 

QoS-Subscribed has been extended in Rel-9

Decision: 

The document was Agreed.



C4-102003
S6a Error Diagnostic





29.272
  CR-0269  rev 1 (Rel-9) v9.3.0





Source: Nokia Siemens Networks

(Replaces C4-101730)

Abstract: 

A Result Code of DIAMETER_ERROR_UNKNOWN_EPS_SUBSCRIPTION within ULA and AIA is mapped onto NAS cause code #15 "No suitable cells in tracking area". This results in unwanted behaviour of the UE in cases where neither EPS nor GPRS data are subscribed by the subscriber.

Add an Error Diagnostic AVP to ULA and AIA,

Modify the mapping of result code

Discussion: 

It was agreed that offline discussion is needed before the next meeting.

Decision: 

The document was Postponed.



C4-102004
S6a Error Diagnostic





29.230
  CR-0194  (Rel-9) v9.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Postponed.



C4-102013
Trace-Reference AVP encoding





29.272
  CR-0273  (Rel-9) v9.3.0





Source: Motorola

Abstract: 

The encoding of the MNC and MCC in the Trace-Reference AVP is inconsistent with how it is specified for the Visited-PLMN AVP and is misleading, since MCC is never less than 3 digits.

The text from Visited-PLMN AVP that references TS 24.008 and how MCC and MNC are encoded is used to replace the current text for the MCC and MNC encoding within the Trace-Reference AVP.

Decision: 

The document was Agreed.



C4-102135
MIP Home Agent Host AVP





29.272
  CR-0284  (Rel-9) v9.3.0





Source: Ericsson

Abstract: 

Currently, the specification does not describe how to populate the AVPs that compose the MIP-Home-Agent-Host AVP.

CR specifies clearly how to populate the Destination-Host and Destination-Realm AVPs that compose the MIP-Home-Agent-Host AVP.

Decision: 

The document was Agreed.



C4-102188
Correction on HSS behaviour about IMEI





29.272
  CR-0285  (Rel-9) v9.3.0





Source: Huawei

Decision: 

The document was Agreed.



7.14.3
DNS procedures

C4-102012
Construction of APN-FQDN





29.303
  CR-0027  (Rel-9) v9.1.0





Source: Motorola

Abstract: 

According to CR-1624r2, SP-100308, approved at the SA#48 plenary meeting, the APN-FQDN shall be obtained from the APN only be using either the default APN-OI, i.e., where the last three labels match the pattern  "mnc<MNC>.mcc<MCC>.gprs", or the APN-OI Replacement whose last 3 labels are the same as the default APN-OI. Any other format of the APN is NOT allowed and shall not be used to construct the APN-FQDN. 3GPP TS 29.303 should be aligned with TS 23.003, which is already aligned with TS 23.401.

Section 5.1.1.1, is modified to refer to TS 23.003 for how to obtain APN-FQDN from APN.

Decision: 

The document was Revised to C4-102355.



C4-102355
Construction of APN-FQDN





29.303
  CR-0027  rev 1 (Rel-9) v9.1.0





Source: Motorola

(Replaces C4-102012)

Decision: 

The document was Agreed.



7.14.4
Sv Interface

C4-102029
IMEI over the Sv Interface





29.280
  CR-0021  (Rel-9) v9.3.0





Source: Alcatel-Lucent

Abstract: 

Currently IMEI over Sv interface is available only for emergency calls without an authenticated IMSI.

Operators require the IMEI be captured in CDR for all calls (emergency or non-emergency). ADD (Automatic Device Detection) also requires the IMEI.  IMEI is also required as a target ID for call interception.

Over the A/Iu interface, the IMEI is always available to the MSC from the UE.

After an SRVCC, it is not desirable for the MSC to request the IMEI from the UE

This parameter should always be made available in the PS to CS Request message over the Sv interface.

Discussion: 

A new condition shall be changed as CO.

Decision: 

The document was Revised to C4-102356.



C4-102356
IMEI over the Sv Interface





29.280
  CR-0021  rev 1 (Rel-9) v9.3.0





Source: Alcatel-Lucent

(Replaces C4-102029)

Decision: 

The document was Revised to C4-102409.



C4-102409
IMEI over the Sv Interface





29.280
  CR-0021  rev 2 (Rel-9) v9.3.0





Source: Alcatel-Lucent

(Replaces C4-102356)

Decision: 

The document was Agreed.



7.14.5
SMS

C4-102028
LS to 3GPP CT1/CT4 on 

SMS Router Requirements





Source: GSMA SIGNAL #48

Abstract: 

GSMA IREG SIGNAL kindly requests 3GPP CT1 and CT4 to look into the identified problem, to modify the related specifications as per described above and to inform GSMA IREG SIGNAL when this has been done.

Discussion: 

Nokia Siemens Networks believes SA3 should be involved into discussion. Nokia Siemens Networks believes SA3 should check the proposed solution of GSMA.

Decision: 

The document was Noted.


C4-102037
Data Restoration for SMS





23.007
  CR-0115  (Rel-10) v10.0.0





Source: Alcatel-Lucent

Abstract: 

In the distributed VLR architecture, a (small) portion of IMSI records may be lost.

Currently, MSC/VLR rejects SMS MT if the IMSI record is absent or subscriber data are not confirmed by HLR. The subscriber data will be downloaded from HLR at the next location update or MO activity or CS MT call. In the 2G/3G network, the delivery of SMS MT can be resumed within the periodic location update time.

However, for an SMS-only MSC, the delivery of SMS MT can not be resumed if a non-2G/3G LAI is used and never changed. This is not acceptable. Even when a 2G/3G LAI is used, the delivery of SMS MT may not be resumed for a long time.

It is not worth sending SGs VLR Reset to all MMEs when a (small) portion of IMSI records on VLR are lost or subscriber data are not confirmed by HLR.

The following solution is proposed: 

1. The HLR sends the MME name or SGSN Number to the VLR in ISD message during the data restoration procedure if the subscriber is registered to EPS or GPRS services. 

2. The MSC/VLR may as an option initiate a data restoration procedure for SMS-MT if the IMSI record is absent or subscriber data are not confirmed by HLR.

Discussion: 

CR is a mirror CR of a CR which was agreed in CT4#49bis.

Decision: 

The document was Agreed.



C4-102081
Request for Endorsement of CT1-agreed CR on SMS-Router





Source: NTT DOCOMO

Abstract: 

To reflect solution decided by GSMA, this paper proposes to add SMS router behaviour into TS23.040 sub clause 8.1.4 (Functionality of the SMS Router) as following.

-
if the SMS Router finds that SMS delivery is to be performed towards serving MSC or SGSN in a different PLMN, the SMS Router may replace the SMS-SC address in RP OA with an address containing PLMN ID in which the SMS-Router is located (e.g. SMS-Router address of PLMN#B or SMS-SC address of PLMN#B) before it forwards the request to the serving MSC or SGSN.

Discussion: 

3 clarifications:

Decision: 

The document was Noted.



C4-102082
RP-OA modification in SMS Router





29.002
  CR-0980  (Rel-9) v9.2.0





Source: NTT DOCOMO

Decision: 

The document was Revised to C4-102238.



C4-102238
RP-OA modification in SMS Router





29.002
  CR-0980  rev 1 (Rel-9) v9.2.0





Source: NTT DOCOMO

(Replaces C4-102082)

Abstract: 

It was agreed in GSMA and also in CT1 (TS23.040 CR0111) that RP-OA needs to be replaced with an address containing the PLMN ID of which the SMS-Router is located, if the SMS Router finds that SMS delivery is to be performed towards serving MSC or SGSN in a different PLMN.  

Therefore, 29.002 needs to be aligned.

Discussion: 


Decision: 

The document was Revised to C4-102249.



C4-102247
RP-OA modification in SMS Router





23.040
  CR-0111  rev 3 (Rel-9) v..





Source: NTT DOCOMO

Decision: 

The document was Endorsed.



C4-102248
Reply LS to 3GPP CT1/CT4 on SMS Router Requirements





Source: NTT DOCOMO

Decision: 

The document was Revised to C4-102413.



C4-102249
RP-OA modification in SMS Router





29.002
  CR-0980  rev 2 (Rel-9) v9.2.0





Source: NTT DOCOMO

(Replaces C4-102238)

Decision: 

The document was Revised to C4-102376.



C4-102376
RP-OA modification in SMS Router





29.002
  CR-0980  rev 3 (Rel-9) v9.2.0





Source: NTT DOCOMO

(Replaces C4-102249)

Decision: 

The document was Agreed.



C4-102413
Reply LS on SMS Router Requirements





Source: NTT DOCOMO

(Replaces C4-102248)

Decision: 

The document was Approved.



7.14.6
SRI

C4-102038
MAP SRI Return Error message





29.002
  CR-0966  rev 2 (Rel-9) v9.2.0





Source: Alcatel-Lucent

(Replaces C4-101361)

Decision: 

The document was Revised to C4-102251.



C4-102039
SRI Negative Response Error





23.018
  CR-0168  rev 2 (Rel-9) v9.1.0





Source: Alcatel-Lucent

(Replaces C4-101360)

Decision: 

The document was Agreed.



C4-102251
MAP SRI Return Error message





29.002
  CR-0966  rev 3 (Rel-9) v9.2.0





Source: Alcatel-Lucent

(Replaces C4-102038)

Decision: 

The document was Agreed.



7.14.7
Non 3GPP access

C4-102083
Mapping PMIP and GTP cause values





29.275
  CR-0170  (Rel-9) v9.2.0





Source: Nokia Siemens Networks, NTT DOCOMO

Decision: 

The document was Revised to C4-102286.



C4-102104
PMIPv6 Reference Update





29.275
  CR-0171  (Rel-9) v9.2.0





Source: ZTE

Decision: 

The document was Agreed.



C4-102105
Removal of Invalid Reference





29.273
  CR-0187  (Rel-9) v9.3.0





Source: ZTE

Decision: 

The document was Revised to C4-102287.



C4-102136
IETF References





29.273
  CR-0188  (Rel-9) v9.3.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-102137
SWm Missing AVPs





29.273
  CR-0189  (Rel-9) v9.3.0





Source: Ericsson

Decision: 

The document was Revised to C4-102288.



C4-102286
Mapping PMIP and GTP cause values





29.275
  CR-0170  rev 1 (Rel-9) v9.2.0





Source: Nokia Siemens Networks, NTT DOCOMO

(Replaces C4-102083)

Decision: 

The document was Postponed.



C4-102287
Removal of Invalid Reference





29.273
  CR-0187  rev 1 (Rel-10) v9.3.0





Source: ZTE

(Replaces C4-102105)

Discussion: 

IANA registration outstanding see editors note in 29.273 action to MCC/Kimmo.

Decision: 

The document was Agreed.



C4-102288
SWm Missing AVPs





29.273
  CR-0189  rev 1 (Rel-9) v9.3.0





Source: Ericsson

(Replaces C4-102137)

Decision: 

The document was Agreed.



7.14.8
Mobility management CS

C4-102106
Correction to Tracing Control Handling Behaviour of HLR in CS Domain





23.012
  CR-0034  rev 3 (Rel-9) v9.0.0





Source: ZTE

Abstract: 

In CS domain when the HLR application is handling update location procedure, if subscriber tracing is active in the HLR but not active in the VLR due to data error or user error, the HLR application will transfer to IDLE state, then ongoing update location procedure will be terminated. However it is not reasonable that tracing control handling of HLR in CS domain.

Discussion: 

A cover page needs to be updated to cover all the changes. Also a figure needs to be updated.

Decision: 

The document was Revised to C4-102252.



C4-102252
Correction to Tracing Control Handling Behaviour of HLR in CS Domain





23.012
  CR-0034  rev 4 (Rel-9) v9.0.0





Source: ZTE

(Replaces C4-102106)

Decision: 

The document was Agreed.



7.14.9
MAP

C4-102187
URRP for SGSN





29.002
  CR-0972  rev 2 (Rel-9) v9.2.0





Source: Huawei, Deutsche Telekom

(Replaces C4-101442)

Abstract: 

Stage 2 has specified the URRP procedure for SGSN, but the functionality is still missing in MAP specification.

Discussion: 

Nokia Siemens Networks, Ericsson and Alcatel-Lucent believe the proposed change is not frequent and serious mis-operation.

Decision: 

The document was Revised to C4-102253.



C4-102253
URRP for SGSN





29.002
  CR-0972  rev 3 (Rel-9) v9.2.0





Source: Huawei, Deutsche Telekom

(Replaces C4-102187)

Discussion: 

Huawei informed that the complete change will be presented in the next meeting.

Decision: 

The document was Postponed.



7.14.10
PCC

C4-102237
AVP Codes Allocation for PCC





29.230
  CR-0196  (Rel-9) v9.3.0





Source: Huawei

Decision: 

The document was Agreed.



8
Rel-8

8.1
SAE/LTE 

C4-101952
Ambiguity of Presence Conditions of IEs and AVP ABNF





29.228
  CR-0499  (Rel-8) v8.9.0





Source: Alcatel-Lucent, Ericsson, Bridgewater, Motorola

Abstract: 

There is currently an ambiguity in the 3GPP Diameter specifications with regards to the presence of IEs in Commands. There is no specification text that says the Categories of presence of the IEs in the Command tables at the application level override the included ABNF transposed into the specifications from the base protocol level RFCs. This causes confusion for implementation over which takes precedence for their presence. Different arguments can be made over the presence of AVPs in Commands because of the duality of the specification.

As TS 29.228 id referred to by all of the newer Diameter specifications a general statement is added clarifying that the Table categories for Presence of IEs override the included base level ABNF definitions if they differ.

Discussion: 

"Mandatory AVP" should be "Required AVP" in the ABNF.

Orange was against the concept of the CR but accepted the majority position.

Decision: 

The document was Revised to C4-102366.



C4-101953
Ambiguity of Presence Conditions of IEs and AVP ABNF





29.228
  CR-0500  (Rel-9) v9.2.0





Source: Alcatel-Lucent, Ericsson, Bridgewater, Motorola

Decision: 

The document was Revised to C4-102367.



C4-101954
Ambiguity of Presence Conditions of IEs and AVP ABNF





29.273
  CR-0183  (Rel-8) v8.5.0





Source: Alcatel-Lucent, Ericsson, Bridgewater, Motorola

Abstract: 

There is currently an ambiguity in the specification with regards to the presence of the User Identity IE in Commands. There is no specification text that says the Categories of presence of the IEs in the Command tables at the application level override the included ABNF transposed into the specification from the base protocol level RFCs. This causes confusion for implementation over which takes precedence for their presence.

Also in many places there is unclear specification text on the presence of information in the IEs.

A general statement is added the referenced text is embellished to clarify that the Table categories of Presence override the included ABNF definitions if they differ as far as being marked Mandatory in the IEs and Optional in the ABNF.

Also proper specification language is used for the presence requirements of IEs throughout the rest of the specification.

Decision: 

The document was Revised to C4-102365.



C4-101955
Ambiguity of Presence Conditions of IEs and AVP ABNF





29.273
  CR-0184  (Rel-9) v9.3.0





Source: Alcatel-Lucent, Ericsson, Bridgewater

Decision: 

The document was Agreed.



C4-102067
SWx registration without 3GPP Server 





29.273
  CR-0185  (Rel-8) v8.5.0





Source: Alcatel-Lucent

Discussion: 

Vectors are only valid for the period in which the authentication occurs and not beyond.

Decision: 

The document was Withdrawn.



C4-102068
SWx registration without 3GPP Server 





29.273
  CR-0186  (Rel-9) v9.3.0





Source: Alcatel-Lucent

Decision: 

The document was Withdrawn.



C4-102143
Correction on the CS Paging Indication





29.274
  CR-0743  (Rel-10) v..





Source: Qualcomm Incorporated

Decision: 

The document was Withdrawn.



C4-102365
Ambiguity of Presence Conditions of IEs and AVP ABNF





29.273
  CR-0183  rev 1 (Rel-8) v8.5.0





Source: Alcatel-Lucent, Ericsson, Bridgewater, Motorola

(Replaces C4-101954)

Decision: 

The document was Agreed.



C4-102366
Ambiguity of Presence Conditions of IEs and AVP ABNF





29.228
  CR-0499  rev 1 (Rel-8) v8.9.0





Source: Alcatel-Lucent, Ericsson, Bridgewater, Motorola

(Replaces C4-101952)

Decision: 

The document was Agreed.



C4-102367
Ambiguity of Presence Conditions of IEs and AVP ABNF





29.228
  CR-0500  rev 1 (Rel-9) v9.2.0





Source: Alcatel-Lucent, Ericsson, Bridgewater, Motorola

(Replaces C4-101953)

Decision: 

The document was Agreed.



8.2
MME-Diameter interfaces (i.e.S6a, S6d, S13, S13')

C4-102014
NAS Cause Codes





29.272
  CR-0274  (Rel-8) v8.7.0





Source: Motorola

Abstract: 

Following changes are made:

1.
S6d interface is removed from Annex A.

2.
Annex A DIAMETER_ERROR_AUTHORIZATION_REJECTED is changed to DIAMETER_ AUTHORIZATION_REJECTED.

3.
In Table A.1 for DIAMETER_ERROR_AUTHORIZATION_REJECTED, NAS Cause Code #15  "No suitable cells in tracking area" is changed to #3 "Illegal UE".

4.
In Table A.2 NAS Cause Code #12, "Tracking area not allowed", which is associated with the network condition "The HSS indicates that due to subscription to a "regionally restricted service" the UE is not allowed to operate in the tracking area", is changed to #15 " No suitable cells in tracking area".

5.
In Table A.2 NAS Cause Code #14 "EPS services not allowed in this PLMN" is changed back to #19 "ESM failure", to align with TS 24.301.

Discussion: 

Changes in #3 and #15 need to be revert.

Also table title needs to be fixed: S6d shall be removed.

Decision: 

The document was Revised to C4-102368.



C4-102015
NAS Cause Codes





29.272
  CR-0275  (Rel-9) v9.3.0





Source: Motorola

Decision: 

The document was Revised to C4-102369.



C4-102024
Reply LS on APN configuration





Source: TSG SA WG2

Discussion: 

CR related to LS were agreed in CT#48 covered the concerns indicated by the LS. LS was also presented in CT#48.

Decision: 

The document was Noted.



C4-102107
Handling of Subscribers NAM changed





29.272
  CR-0253  rev 1 (Rel-8) v8.7.0





Source: ZTE

(Replaces C4-101266)

Abstract: 

The Network Access Mode (NAM) defines if the subscriber is registered to get access to the CS (non-GPRS/EPS network), to the PS (GPRS/EPS) network or to both networks.

If the subscriber’s network access mode is neither PACKET_AND_CIRCUIT nor ONLY_ PACKET, the subscriber shall be prohibited for all EPS/PS service and data. However for the HSS there is no corresponding treatment for checking. On the other hand, when the subscriber’s network access mode is changed from packet into circuit only, the HSS shall withdraw all the subscriber’s EPS/PS subscription.

Decision: 

The document was Postponed.



C4-102108
Handling of Subscribers NAM changed





29.272
  CR-0254  rev 1 (Rel-9) v9.3.0





Source: ZTE

(Replaces C4-101267)

Decision: 

The document was Postponed.



C4-102109
Correction to Delete Subscriber Data for SGSN





29.272
  CR-0280  (Rel-8) v8.7.0





Source: ZTE

Abstract: 

All the APN configurations including the default APN configuration stored in the SGSN can be deleted by the HSS using DSR command according to SA2 requirement.

It is proposed to 1) remove the restriction for the SGSN not to delete the default APN configuration; 2) add a checking for the SGSN if the EPS Subscription Data is deleted from the subscription data.

Discussion: 

Alcatel-Lucent commented that the behaviour SGSN should be specified.

Decision: 

The document was Revised to C4-102371.



C4-102110
Correction to Delete Subscriber Data for SGSN





29.272
  CR-0281  (Rel-9) v9.3.0





Source: ZTE

Decision: 

The document was Revised to C4-102372.



C4-102111
Unclear Cancel-Type Setting for Single Registration and Initial Attach





29.272
  CR-0282  (Rel-8) v8.7.0





Source: ZTE

Abstract: 

If the UE moves from a Gn/Gp SGSN to the MME, “Single-Registration-Indication” flag will be set in the ULR-Flag, the HSS shall send MAP Cancel Location Request to the previous Gn/Gp SGSN. However the value of Cancellation-Type is not clear. It should be confirmed.

In addition, if “Single-Registration-Indication” flag and “Initial-Attach-Indicator” flag are set at the same time in the ULR request message due to some unexpected error case. In this case, a Cancellation-Type of INITIAL_ATTACH_PROCEDURE in the Cancel Location Request provided by the HSS should have a high priority.

It is proposed to 1) if both “Single-Registration-Indication” flag and “Initial-Attach-Indicator” flag are set in the ULR , then the Cancellation-Type should be set to a value of INITIAL_ATTACH_PROCEDURE; 2) if only “Single-Registration-Indication” flag is set in the ULR, then the Cancel-Type should be set to a value of MME_UPDATE_PROCEDURE or SGSN_UPDATE_PROCEDURE according to the message was received from the S6a or the S6d interface.

Decision: 

The document was Revised to C4-102396.



C4-102112
Unclear Cancel-Type Setting for Single Registration and Initial Attach





29.272
  CR-0283  (Rel-9) v9.3.0





Source: ZTE

Decision: 

The document was Revised to C4-102397.



C4-102206
Contradictory IE presence requirements





29.273
  CR-0190  (Rel-8) v8.5.0





Source: Bridgewater Systems

Abstract: 

There are several IEs in the IE/AVP mapping tables where the category (Mandatory/Conditional/Optional) contradicts the normative text in the IE description:

•
Serving GW Address IE (MIP6-Agent-Info AVP) in STa Authentication and Authorization Answer.

•
Mobility Capabilities IE (MIP6-Feature-Vector AVP) in SWm Authentication and Authorization Answer.

•
Serving GW Address IE (MIP6-Agent-Info) in SWm Authentication and Authorization Answer.

•
Terminal Information IE (Terminal-Information AVP) in SWx Authentication Request.

•
APN IE (Service-Selection AVP) in S6b DSMIPv6 Authorization Request.

The IE description is correct in each case and specifies conditions under which the AVP SHALL be present.

In addition, the category for the Mobility features IE (MIP6-Feature-Vector AVP) in the SWm Authentication and Authorization Request is missing. The description for this IE also specifies conditions under which the AVP SHALL be present so the AVP category should be C (conditional).

The category for these AVPs has been corrected to C (conditional).

Discussion: 

Ericsson cannot accept proposed condition change since it is not backward incompatible change for Rel-8.

Decision: 

The document was Withdrawn.



C4-102207
Contradictory IE presence requirements





29.273
  CR-0191  (Rel-9) v9.3.0





Source: Bridgewater Systems

Decision: 

The document was Withdrawn.



C4-102368
NAS Cause Codes





29.272
  CR-0274  rev 1 (Rel-8) v8.7.0





Source: Motorola

(Replaces C4-102014)

Decision: 

The document was Agreed.



C4-102369
NAS Cause Codes





29.272
  CR-0275  rev 1 (Rel-9) v9.3.0





Source: Motorola

(Replaces C4-102015)

Decision: 

The document was Agreed.



C4-102370
NAS Cause Code mapping for DIAMETER_AUTHORIZATION_REJECTED





Source: Motorola

Abstract: 

CT4 asks CT1 group to please inform us which NAS Cause Code that the MME should map to in order to trigger the UE behaviour described above.

Decision: 

The document was Approved.



C4-102371
Correction to Delete Subscriber Data for SGSN





29.272
  CR-0280  rev 1 (Rel-8) v8.7.0





Source: ZTE

(Replaces C4-102109)

Discussion: 

Alcatel-Lucent commented that one sentence can be removed.

Decision: 

The document was Revised to C4-102402.



C4-102372
Correction to Delete Subscriber Data for SGSN





29.272
  CR-0281  rev 1 (Rel-9) v9.3.0





Source: ZTE

(Replaces C4-102110)

Decision: 

The document was Revised to C4-102403.



C4-102396
Unclear Cancel-Type Setting for Single Registration and Initial Attach





29.272
  CR-0282  rev 1 (Rel-8) v8.7.0





Source: ZTE

(Replaces C4-102111)

Decision: 

The document was Agreed.



C4-102397
Unclear Cancel-Type Setting for Single Registration and Initial Attach





29.272
  CR-0283  rev 1 (Rel-9) v9.3.0





Source: ZTE

(Replaces C4-102112)

Decision: 

The document was Agreed.



C4-102402
Correction to Delete Subscriber Data for SGSN





29.272
  CR-0280  rev 2 (Rel-8) v8.7.0





Source: ZTE

(Replaces C4-102371)

Decision: 

The document was Agreed.



C4-102403
Correction to Delete Subscriber Data for SGSN





29.272
  CR-0281  rev 2 (Rel-9) v9.3.0





Source: ZTE

(Replaces C4-102372)

Decision: 

The document was Agreed.



8.3
GTP

C4-101990
Add missing LAI field





29.274
  CR-0720  (Rel-8) v8.6.0





Source: NEC

Abstract: 

According to the current specification, the Location area identifier IE is used for CS Paging Indication message for the CSFB feature, however, there is no Location area identifier IE defined in the specification.

Discussion: 

ZTE CR C4-102115 overlaps with this CR.

This CR is merged with C4-102215 in C4-102317.

Decision: 

The document was Withdrawn.



C4-101991
Add missing LAI field





29.274
  CR-0721  (Rel-9) v9.3.0





Source: NEC

Decision: 

The document was Withdrawn.



C4-102016
Presence rules for Grouped IEs





29.274
  CR-0722  (Rel-8) v8.6.0





Source: Motorola

Abstract: 

Although Huawei CR 0326, C-092372, attempted to clarify the presence conditions for grouped IEs and their embedded IEs, this CR did not fully clarify the presence conditions and did not address error handling cases for embedded IEs.

Presence requirements for embedded IEs are clarified, and rules are added to the IE presence requirements to specify error handling of embedded IEs.

Discussion: 

Alcatel-Lucent agree with the changes but they can accept the changes only from Rel-9 onwards.

Decision: 

The document was Withdrawn.



C4-102075
Correcting non-existent Cause value





29.274
  CR-0731  (Rel-8) v8.6.0





Source: Nokia Siemens Networks

Abstract: 

Create Session Response contains a non-existent Cause value: "PGW not responsing". Actually, this Cause value was replaced by "Remote peer not responsing", which has a numerical value of 100 (see Table 8.4-1: Cause values).

Cause value: "PGW not responsing" in Create Session Response is replaced by "Remote peer not responsing".

Discussion: 

It was seen that the proposed changes are not FASMO but can be accepted into Rel-9 onwards.

Decision: 

The document was Withdrawn.



C4-102076
Correcting non-existent Cause value





29.274
  CR-0732  (Rel-9) v9.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-102320.



C4-102077
Critical deficiency in Gn/Gp SGSN to MME TAU procedure





Source: Nokia Siemens Networks

Decision: 

The document was Noted.



C4-102078
Critical deficiency in Gn/Gp SGSN to MME TAU procedure





29.060
  CR-0761  (Rel-8) v8.6.0





Source: Nokia Siemens Networks

Abstract: 

Annex D.3.6 in 3GPP TS 23.401 specifies the following MME functionality:

•
NOTE 6:
The SGSN operation is unmodified compared to pre-Rel-8. The MME indicates reserved TEID and IP address parameters from an S-GW to the old SGSN so that the old Gn/Gp SGSN can forward data packets when needed. The S-GW discards any packets received from old Gn/Gp SGSN.

Neither stage 2, nor GTPv2 spec specify the following:

•
Which values shall MME use for the "reserved TEID and IP address"?

•
If the forwarded DL data somehow reaches SGW, how SGW would know that it should discard the data, rather than return Error Indication to the old SGSN?

Based on the reasoning in a discussion paper in C4-102077, it is proposed specify such values for the "reserved IP address and TEID" that the forwarded data never reaches any of the SGWs.

Discussion: 

It was seen that the reference to RFC needs to be added that has a reserved list.

Decision: 

The document was Revised to C4-102321.



C4-102079
Critical deficiency in Gn/Gp SGSN to MME TAU procedure





29.060
  CR-0762  (Rel-9) v9.3.0





Source: Nokia Siemens Networks

Decision: 

The document was Revised to C4-102322.



C4-102113
Resume messages





29.274
  CR-0735  (Rel-8) v8.6.0





Source: ZTE

Abstract: 

In TS 23.216, it is specified that the SRVCC can also be used from HSPA to GERAN. If the DTM HO is not supported, then there are some suspended bearers in the S4 SGSN and SGW. These suspended bearers will be resumed by the RAU and service request procedure.

Decision: 

The document was Revised to C4-102323.



C4-102114
Resume messages





29.274
  CR-0736  (Rel-9) v9.3.0





Source: ZTE

Decision: 

The document was Revised to C4-102324.



C4-102115
LAI field





29.274
  CR-0737  (Rel-8) v8.6.0





Source: ZTE

Abstract: 

The location area identifier may be included in the SGs-AP-PAGING REQUEST in TS29.118 and CS Paging indication messages in section 7.4.5 in the GTPv2 spec. However the LAI field is not included in the ULI coding part.

Discussion: 

LAI needs to be added in the second sentence.

Decision: 

The document was Revised to C4-102317.



C4-102116
LAI field





29.274
  CR-0738  (Rel-9) v9.3.0





Source: ZTE

Decision: 

The document was Revised to C4-102318.



C4-102117
P-TMSI Signature





29.274
  CR-0739  (Rel-8) v8.6.0





Source: ZTE

Abstract: 

It is very clearly stated that in the Context Request and Idenfication Request messages the P-TMSI signature is provided by the UE. This IE is not mapped from the GUTI by the MME.

The P-TMSI signature content in the Context Request and Identification Request messages is corrected.

Discussion: 

It was agreed to remove first sentence as mapping list in here is not exhausting and it seems to be mis-placed.

Reason for change needs to be strengthen.

Decision: 

The document was Revised to C4-102325.



C4-102118
P-TMSI Signature





29.274
  CR-0740  (Rel-9) v9.3.0





Source: ZTE

Decision: 

The document was Revised to C4-102326.



C4-102141
Correction on the CS Paging Indication





29.274
  CR-0741  (Rel-8) v8.6.0





Source: Qualcomm Incorporated

Abstract: 

In the CS Paging Indication, the MME sends the VLR Name to the SGSN.

The SGSN needs the VLR number to route Update Location Request Messages to the VLR. 3GPP TS 29.118 says:

"Independent of the Service indicator information element, if the MME has activated Idle mode Signalling Reduction for the UE, the MME shall forward the paging request to the associated SGSN, as described in 3GPP TS 29.274 [17A]. The VLR number is derived by the MME from the VLR name provided by the VLR." 

Hence, the VLR Number is available at the MME. On the other hand, the SGSN is not intended to derive the VLR number from the VLR name.

In the CS Paging Indication the VLR Number and not the VLR Name is sent from the MME to the SGSN.

Discussion: 

NEC and Alcatel-Lucent would like to keep TS 29.274 as it is and make the correction in CT1 specification.

CT4 agreed to send LS to CT1 on topic.

Decision: 

The document was Withdrawn.



C4-102142
Correction on the CS Paging Indication





29.274
  CR-0742  (Rel-9) v9.3.0





Source: Qualcomm Incorporated

Decision: 

The document was Withdrawn.



C4-102191
PDN Connection for Subscription Data Change





29.274
  CR-0747  (Rel-8) v8.6.0





Source: Huawei

Abstract: 

The agreed CRs C4-101877 (0688) and C4-101878(0689) add a new flag into the Context Response message to indicate the subscribed QoS is modified by the HSS in ECM-IDLE state and the ISR is activated according to the definition in TS 23.401 section 5.3.9.2.

The new MME/SGSN shall initiate the Subscribed QoS Modification procedure after receiving this flag. The subscribed QoS includes UE-AMBR, APN-AMBR, QCI and ARP. The presence condition of the bearer QoS, which includes the QCI and ARP is only included in the Modify Bearer Command if QCI and/or ARP is modified. The new MME/SGSN does not know whether the APN-AMBR, QCI or ARP is modified according to the flag. And can not decide to include the bearer QoS IE or not.

It is proposed to add a new presence condition of the Bearer QoS IE in the Modify Bearer Command message to correct the behaviour as described above.

Discussion: 

Condition in table 7.2.14.1-2 needs to be rephrased.

Decision: 

The document was Revised to C4-102328.



C4-102192
PDN Connection for Subscription Data Change





29.274
  CR-0748  (Rel-9) v9.3.0





Source: Huawei

Decision: 

The document was Revised to C4-102329.



C4-102193
E-UTRAN to HRPD handover





29.274
  CR-0749  (Rel-8) v8.6.0





Source: Huawei

Abstract: 

The Rel-8 CR C4-082334 introduced the differentiation of MME and SGSN ranges and thereby the LAC range was reduced to 32768 (first bit =“0”) and the value range from 32768 to 65535 is reserved for the MMEGI (first bit =“1”). CR C4-090208 (also for Rel-8) makes these rules mandatory. This implies that LAC values that were standard before Rel-8 are now forbidden by 3GPP standards as of Rel-8. Furthermore according to 23.003 it is not clear whether the UE shall enforce these rules, or whether it is only a network configuration rule. The UE could deny a LAC with most significant bit set to 1 and would not be connected to the area or network. To avoid this situation it is proposed to clarify the UE behaviour in receiving a LAC with most significant bit set to 1. The proposed change allows networks to stay with pre-Rel-8 configuration of LAC also with later releases.

Decision: 

The document was Revised to C4-102330.



C4-102194
E-UTRAN to HRPD handover





29.274
  CR-0750  (Rel-9) v9.3.0





Source: Huawei

Decision: 

The document was Revised to C4-102331.



C4-102224
Correction of MME/SGSN Node Type Indication for mapping LAC to GUTI





29.274
  CR-0752  (Rel-8) v..





Source: AT&T

Decision: 

The document was Revised to C4-102364.



C4-102225
Correction of MME/SGSN Node Type Indication for mapping LAC to GUTI





29.274
  CR-0753  (Rel-9) v9.3.0





Source: AT&T

Decision: 

The document was Postponed.



C4-102317
LAI field





29.274
  CR-0737  rev 1 (Rel-8) v8.6.0





Source: ZTE, NEC

(Replaces C4-102115)

Decision: 

The document was Agreed.



C4-102318
LAI field





29.274
  CR-0738  rev 1 (Rel-9) v9.3.0





Source: ZTE, NEC

(Replaces C4-102116)

Decision: 

The document was Agreed.



C4-102321
Critical deficiency in Gn/Gp SGSN to MME TAU procedure





29.060
  CR-0761  rev 1 (Rel-8) v8.6.0





Source: Nokia Siemens Networks

(Replaces C4-102078)

Decision: 

The document was Revised to C4-102386.



C4-102322
Critical deficiency in Gn/Gp SGSN to MME TAU procedure





29.060
  CR-0762  rev 1 (Rel-9) v9.3.0





Source: Nokia Siemens Networks

(Replaces C4-102079)

Decision: 

The document was Revised to C4-102387.



C4-102323
Resume messages





29.274
  CR-0735  rev 1 (Rel-8) v8.6.0





Source: ZTE

(Replaces C4-102113)

Decision: 

The document was Revised to C4-102388.



C4-102325
P-TMSI Signature





29.274
  CR-0739  rev 1 (Rel-8) v8.6.0





Source: ZTE

(Replaces C4-102117)

Decision: 

The document was Agreed.



C4-102326
P-TMSI Signature





29.274
  CR-0740  rev 1 (Rel-9) v9.3.0





Source: ZTE

(Replaces C4-102118)

Decision: 

The document was Agreed.



C4-102327
VLR Number in CS Paging Indication





Source: Qualcomm

Decision: 

The document was Revised to C4-102399.



C4-102328
PDN Connection for Subscription Data Change





29.274
  CR-0747  rev 1 (Rel-8) v8.6.0





Source: Huawei

(Replaces C4-102191)

Decision: 

The document was Agreed.



C4-102329
PDN Connection for Subscription Data Change





29.274
  CR-0748  rev 1 (Rel-9) v9.3.0





Source: Huawei

(Replaces C4-102192)

Decision: 

The document was Agreed.



C4-102330
E-UTRAN to HRPD handover





29.274
  CR-0749  rev 1 (Rel-8) v8.6.0





Source: Huawei

(Replaces C4-102193)

Decision: 

The document was Agreed.



C4-102331
E-UTRAN to HRPD handover





29.274
  CR-0750  rev 1 (Rel-9) v9.3.0





Source: Huawei

(Replaces C4-102194)

Decision: 

The document was Agreed.



C4-102364
Correction of MME/SGSN Node Type Indication for mapping LAC to GUTI





29.274
  CR-0752  rev 1 (Rel-8) v..





Source: AT&T

(Replaces C4-102224)

Decision: 

The document was Withdrawn.



C4-102386
Critical deficiency in Gn/Gp SGSN to MME TAU procedure





29.060
  CR-0761  rev 2 (Rel-8) v8.6.0





Source: Nokia Siemens Networks, Cisco

(Replaces C4-102321)

Decision: 

The document was Agreed.



C4-102387
Critical deficiency in Gn/Gp SGSN to MME TAU procedure





29.060
  CR-0762  rev 2 (Rel-9) v9.3.0





Source: Nokia Siemens Networks

(Replaces C4-102322)

Decision: 

The document was Agreed.



C4-102388
Resume messages





29.274
  CR-0735  rev 2 (Rel-8) v8.6.0





Source: ZTE

(Replaces C4-102323)

Decision: 

The document was Agreed.



C4-102399
VLR Number in CS Paging Indication





Source: Qualcomm

(Replaces C4-102327)

Decision: 

The document was Approved.



8.4
PMIP based interfaces

8.5
IMS

C4-102025
LS on specific identities within the range of wildcarded identities





Source: TSG SA WG2

Decision: 

The document was Noted.



C4-102119
Correction to Access IMSPublicIdentity Data using MSISDN via Sh Interface





29.328
  CR-0334  (Rel-7) v7.12.0





Source: ZTE

Abstract: 

The AS can’t access all non-barred IMS Public Identities that belong to the same implicit registration set or that are in the same alias group using the MSISDN since it is not applicable for the MSISDN is associated with IMS Public Identities belong to the implicit registration set or alias group. However the HSS will allow this case and lead to an unexpected error.

Change AS permissions in the table 7.6.1 as IMSPublicIdentites within the implicit registration set or alias group can’t be accessed using MSISDN.

Discussion: 

Consequences if not approved needs to be strengthen.

Additional text required also for Sh-Subs-Notif.

Decision: 

The document was Revised to C4-102340.



C4-102120
Correction to Access IMSPublicIdentity Data using MSISDN via Sh Interface





29.328
  CR-0335  (Rel-8) v8.9.0





Source: ZTE

Decision: 

The document was Revised to C4-102341.



C4-102121
Correction to Access IMSPublicIdentity Data using MSISDN via Sh Interface





29.328
  CR-0336  (Rel-9) v9.2.0





Source: ZTE

Decision: 

The document was Revised to C4-102342.



C4-102145
Wildcarded Identity handling





29.228
  CR-0492  rev 1 (Rel-8) v8.9.0





Source: Ericsson

(Replaces C4-101634)

Abstract: 

It is proposed to always discard the Public-Identity AVP when Wildcarded-Identity AVP is included. If the Wildcarded Identity is not found, the HSS shall return an error (user unknown), without performing further checking. It is also proposed to remove the wildcarded/regular expression matching in S-CSCF. The S-CSCF may include the wildcarded AVP only if the I-CSCF indicated the S-CSCF that the identity is wildcarded.

It is also proposed that the S-CSCF do not perform the regular expression/wildcarded matching and rely on the information sent by I-CSCF (and initially by HSS) to avoid fetching a wrong service profile.

For more details, check discussion paper C4-101633 which was presented in CT4#49bis

Some other minor corrections related to wildcarded identities are done.

Discussion: 

It was agreed to undo dependency on XML.

Decision: 

The document was Revised to C4-102343.



C4-102147
Wildcarded Identity handling





29.229
  CR-0206  rev 1 (Rel-8) v8.10.0





Source: Ericsson

(Replaces C4-101636)

Abstract: 

Currently, at reception of Cx-SAR, if Wildcarded-Identity AVP is included, the HSS may discard the AVP and use the Public-Identity AVP instead to find the user. This is not correct, since the S-CSCF may include the Wildcarded-Identity AVP in two cases: 1) when the I-CSCF indicated that the identity is wildcarded (SIP header P-Profile-Key) or 2) when the HSS indicated the S-CSCF in a previous Cx-SAA that the identity falls within a range of a wildcarded identity. In both cases, the S-CSCF knows about the wildcarded identity from the HSS anyway, i.e. the HSS detected the wildcarded matching in the first place.

It is proposed to always discard the Public-Identity AVP when Wildcarded-Identity AVP is included. If the Wildcarded Identity is not found, the HSS shall return an error (user unknown), without performing further checking.

Discussion: 

Instead of "Wildcarded Identity" is should be used "Wildcarded Public Identity".

Decision: 

The document was Revised to C4-102345.



C4-102149
Optional capabilities handling





29.228
  CR-0503  (Rel-8) v8.9.0





Source: Ericsson, Orange

Abstract: 

Current text about capabilities does not specify if mandatory or optional capabilities must have a globally unique number in the operator’s network, or a unique number within each list of mandatory or optional capabilities.

Given that each interpretation can lead to different S-CSCFs allocated for the user, and directly impacts on the I-CSCF configuration and implementation, it is proposed to remove the ambiguity as follows:

1)
A specific capability number has only meaning for the operator, e.g. number 9 means “support of Wildcarded PSI”, or “support for GIBA and “support for Service Priority”

2)
The same number can be used for optional or mandatory, e.g. number 9 for a given user can be mandatory but for another user can be optional, but the meaning (which is unique in the operator network) will be the same (e.g. “support of Wildcarded PSI”) no matter if it is optional or mandatory.

3)
The same value (e.g. number 9) can be sent in both mandatory and optional from the protocol perspective. This mean that there will be a unique list, and the operator decides if each value is mandatory or optional for each user.

4)
Specific provisioning for a given subscription can lead to the sending of the same capability as mandatory and optional, which from the protocol perspective is allowed, and since the I-CSCF must satisfy at least the mandatory capabilities, no wrong S-CSCF would be selected (in this particular case both mandatory and optional would be satisfied)

Hence, a specific value 9 cannot mean “optional support for Wildcarded IMPU”, but simply “support for Wildcarded IMPU”. In the same way, value 10 cannot mean “mandatory support for Wildcarded IMPU”. It is not allowed then that capability with value 9 has a different meaning when is mandatory (“support of wildcarded IMPU”) or optional (“support for wildcarded PSI”)

Discussion: 

Alcatel-Lucent commented that the change can be done from Rel-5 onwards. Orange commented that it should be taken back until current implementation on the field.

CT4 meeting agreed to make changes from Rel-7 onwards

Decision: 

The document was Revised to C4-102348.



C4-102151
Optional capabilities handling





29.229
  CR-0208  rev 1 (Rel-8) v8.10.0





Source: Ericsson, Orange

(Replaces C4-101642)

Abstract: 

Current text about capabilities does not specify if mandatory or optional capabilities must have a globally unique number in the operator’s network, or a unique number within each list of mandatory or optional capabilities.

Decision: 

The document was Revised to C4-102351.



C4-102153
S-CSCF re-assignment flag





23.008
  CR-0308  (Rel-8) v8.10.0





Source: Ericsson, Huawei, Orange

Decision: 

The document was Agreed.



C4-102154
S-CSCF re-assignment flag





23.008
  CR-0309  (Rel-9) v9.3.0





Source: Ericsson, Huawei, Orange

Decision: 

The document was Agreed.



C4-102155
S-CSCF re-assignment flag





29.228
  CR-0496  rev 1 (Rel-8) v8.9.0





Source: Ericsson, Huawei, Orange

(Replaces C4-101653)

Abstract: 

Currently, at reception of Cx-MAR, the overwriting of the S-CSCF name does not specify the handling of restoration information in HSS when a re-selection occurs.

When Cx-MAR is received, if Cx-UAR with registration and capabilities was previously received, the restoration information cannot be removed. It is proposed then to keep restoration information in HSS so that a new S-CSCF is able to retrieve it when a user re-authentication is initiated and the current S-CSCF fails.

Terminology is changed to introduce the S-CSCF reassignment pending flag along the whole spec sin this is a temporary data stored in HSS and also defined in 3GPP TS 23.008.

Some typos and formatting errors are also corrected.

Decision: 

The document was Revised to C4-102374.



C4-102195
Encoding of Framed-IPv6-Prefix AVP





29.229
  CR-0215  (Rel-8) v8.10.0





Source: Huawei

Decision: 

The document was Agreed.



C4-102196
Encoding of Framed-IPv6-Prefix AVP





29.229
  CR-0216  (Rel-9) v9.2.0





Source: Huawei

Decision: 

The document was Agreed.



C4-102197
C-MSISDN over Sh





29.328
  CR-0338  (Rel-8) v8.9.0





Source: Huawei

Decision: 

The document was Revised to C4-102390.



C4-102198
C-MSISDN over Sh





29.328
  CR-0339  (Rel-9) v9.2.0





Source: Huawei

Decision: 

The document was Revised to C4-102391.



C4-102199
C-MSISDN over Sh





29.329
  CR-0161  (Rel-8) v8.6.0





Source: Huawei

Decision: 

The document was Revised to C4-102392.



C4-102200
C-MSISDN over Sh





29.329
  CR-0162  (Rel-9) v9.2.0





Source: Huawei

Decision: 

The document was Revised to C4-102393.



C4-102215
Correction for de-registration procedure at restoration 





29.228
  CR-0506  (Rel-8) v8.9.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-102216
Correction for de-registration procedure at restoration





29.228
  CR-0507 (Rel-9) v9.2.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-102218
Format of the Unavailable User Identity





23.003
  CR-0254  (Rel-7) v7.9.0





Source: Orange

Decision: 

The document was Agreed.



C4-102219
Format of the Unavailable User Identity





23.003
  CR-0255  (Rel-8) v8.9.0





Source: Orange

Decision: 

The document was Agreed.



C4-102220
Format of the Unavailable User Identity





23.003
  CR-0256  (Rel-9) v9.3.0





Source: Orange

Decision: 

The document was Agreed.



C4-102340
Correction to Access IMSPublicIdentity Data using MSISDN via Sh Interface





29.328
  CR-0334  rev 1 (Rel-7) v7.12.0





Source: ZTE

(Replaces C4-102119)

Decision: 

The document was Agreed.



C4-102341
Correction to Access IMSPublicIdentity Data using MSISDN via Sh Interface





29.328
  CR-0335  rev 1 (Rel-8) v8.9.0





Source: ZTE

(Replaces C4-102120)

Decision: 

The document was Agreed.



C4-102342
Correction to Access IMSPublicIdentity Data using MSISDN via Sh Interface





29.328
  CR-0336  rev 1 (Rel-9) v9.2.0





Source: ZTE

(Replaces C4-102121)

Decision: 

The document was Agreed.



C4-102343
Wildcarded Identity handling





29.228
  CR-0492  rev 2 (Rel-8) v8.9.0





Source: Ericsson

(Replaces C4-102145)

Decision: 

The document was Agreed.



C4-102344
Wildcarded Identity handling





29.228
  CR-0493  rev 2 (Rel-9) v9.2.0





Source: Ericsson

(Replaces C4-102146)

Decision: 

The document was Agreed.



C4-102345
Wildcarded Identity handling





29.229
  CR-0206  rev 2 (Rel-8) v8.10.0





Source: Ericsson

(Replaces C4-102147)

Decision: 

The document was Agreed.



C4-102346
Wildcarded Identity handling





29.229
  CR-0207  rev 2 (Rel-9) v9.2.0





Source: Ericsson

(Replaces C4-102148)

Decision: 

The document was Agreed.



C4-102347
Optional capabilities handling





29.228
  CR-0508  (Rel-7) v7.13.0





Source: Ericsson, Orange

Decision: 

The document was Agreed.



C4-102348
Optional capabilities handling





29.228
  CR-0503  rev 1 (Rel-8) v8.9.0





Source: Ericsson, Orange

(Replaces C4-102149)

Decision: 

The document was Agreed.



C4-102349
Optional capabilities handling





29.228
  CR-0504  rev 1 (Rel-9) v9.2.0





Source: Ericsson, Orange

(Replaces C4-102150)

Decision: 

The document was Agreed.



C4-102350
Mandatory and optional capabilities handling





29.229
  CR-0217  (Rel-7) v7.9.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-102351
Mandatory and optional capabilities handling





29.229
  CR-0208  rev 2 (Rel-8) v8.10.0





Source: Ericsson, Orange

(Replaces C4-102151)

Decision: 

The document was Agreed.



C4-102352
Mandatory and optional capabilities handling





29.229
  CR-0209  rev 2 (Rel-9) v9.2.0





Source: Ericsson, Orange

(Replaces C4-102152)

Decision: 

The document was Agreed.



C4-102374
S-CSCF re-assignment flag





29.228
  CR-0496  rev 2 (Rel-8) v8.9.0





Source: Ericsson, Huawei, Orange

(Replaces C4-102155)

Decision: 

The document was Agreed.



C4-102375
S-CSCF re-assignment flag





29.228
  CR-0497  rev 2 (Rel-9) v9.2.0





Source: Ericsson, Huawei, Orange

(Replaces C4-102156)

Decision: 

The document was Agreed.



C4-102389
MSISDN relationship with C-MSISDN





Source: Ericsson

Decision: 

The document was Revised to C4-102421.



C4-102390
C-MSISDN over Sh





29.328
  CR-0338  rev 1 (Rel-8) v8.9.0





Source: Huawei

(Replaces C4-102197)

Decision: 

The document was Revised to C4-102419.



C4-102391
C-MSISDN over Sh





29.328
  CR-0339  rev 1 (Rel-9) v9.2.0





Source: Huawei

(Replaces C4-102198)

Decision: 

The document was Revised to C4-102420.



C4-102392
C-MSISDN over Sh





29.329
  CR-0161  rev 1 (Rel-8) v8.6.0





Source: Huawei

(Replaces C4-102199)

Decision: 

The document was Agreed.



C4-102393
C-MSISDN over Sh





29.329
  CR-0162  rev 1 (Rel-9) v9.2.0





Source: Huawei

(Replaces C4-102200)

Decision: 

The document was Agreed.



C4-102419
C-MSISDN over Sh





29.328
  CR-0338  rev 2 (Rel-8) v8.9.0





Source: Huawei

(Replaces C4-102390)

Discussion: 

CR has clash with Rel-10.

Decision: 

The document was Agreed.



C4-102420
C-MSISDN over Sh





29.328
  CR-0339  rev 2 (Rel-9) v9.2.0





Source: Huawei

(Replaces C4-102391)

Decision: 

The document was Agreed.



C4-102421
MSISDN relationship with C-MSISDN





Source: Ericsson

(Replaces C4-102389)

Decision: 

The document was Approved.



8.6
CAMEL

C4-101956
Correction for SMS via SGs charging





23.078
  CR-0834  (Rel-8) v8.2.0





Source: Vodafone

Decision: 

The document was Agreed.



C4-101957
Correction for SMS via SGs charging





23.078
  CR-0835  (Rel-9) v9.1.0





Source: Vodafone

Decision: 

The document was Revised to C4-102268.



C4-102005
Correction for SMS via SGs charging





23.018
  CR-0169  (Rel-8) v8.2.0





Source: Vodafone

Decision: 

The document was Agreed.



C4-102006
Correction for SMS via SGs charging





23.018
  CR-0170  (Rel-9) v9.1.0





Source: Vodafone

Decision: 

The document was Agreed.



C4-102268
Correction for SMS via SGs charging





23.078
  CR-0835  rev 1 (Rel-9) v9.1.0





Source: Vodafone

(Replaces C4-101957)

Decision: 

The document was Agreed.



8.7
Any other business for Release 8 and earlier

8.7.1
ETWS

C4-101988
Correction of the SCTP Payload Protocol value for the SBc-AP





29.168
  CR-0012  (Rel-8) v8.3.0





Source: NEC

Abstract: 

According to the IANA registration (in the following web), the value 24 has been assigned to the SBc-AP as the SCTP Payload Protocol Identifier.

 http://www.iana.org/assignments/sctp-parameters

On the other hand, the 29.168 indicates the value of zero as the SCTP Payload Protocol Identifier. There is an inconsistency between IANA and 3GPP.

This CR proposes to align the 3GPP TS 29.168 with the IANA registration. The registered payload protocol identifier for SBc-AP is proposed to change from 0 to 24.

Decision: 

The document was Agreed.



C4-101989
Correction of the SCTP Payload Protocol value for the SBc-AP





29.168
  CR-0013  (Rel-9) v9.1.0





Source: NEC

Decision: 

The document was Agreed.



C4-102018
LS on Referencing to TS23.041 in EPS specifications





Source: TSG CT WG1

Decision: 

The document was Noted.



8.7.2
Mapping LAC to GUTI

C4-102045
Correction of MME/SGSN Node Type Indication for mapping LAC to GUTI





23.003
  CR-0248  (Rel-8) v8.9.0





Source: AT&T

Decision: 

The document was Revised to C4-102226.



C4-102046
Correction of MME/SGSN Node Type Indication for mapping LAC to GUTI





23.003
  CR-0249  (Rel-9) v9.3.0





Source: AT&T

Decision: 

The document was Revised to C4-102227.



C4-102093
Clarification of the UE behaviour with regards to the LAC format





23.003
  CR-0250  (Rel-8) v8.9.0





Source: Deutsche Telekom

Abstract: 

The Rel-8 CR C4-082334 introduced the differentiation of MME and SGSN ranges and thereby the LAC range was reduced to 32768 (first bit =“0”) and the value range from 32768 to 65535 is reserved for the MMEGI (first bit =“1”). CR C4-090208 (also for Rel-8) makes these rules mandatory. This implies that LAC values that were standard before Rel-8 are now forbidden by 3GPP standards as of Rel-8. Furthermore according to 23.003 it is not clear whether the UE shall enforce these rules, or whether it is only a network configuration rule. The UE could deny a LAC with most significant bit set to 1 and would not be connected to the area or network. To avoid this situation it is proposed to clarify the UE behaviour in receiving a LAC with most significant bit set to 1. The proposed change allows networks to stay with pre-Rel-8 configuration of LAC also with later releases. 

UE would not accept a LAC with most significant bit set to 1 and would not  connect to the area, consequently to the network. This would cause serious problems to operators.

Decision: 

The document was Revised to C4-102316.



C4-102226
Correction of MME/SGSN Node Type Indication for mapping LAC to GUTI





23.003
  CR-0248  rev 1 (Rel-8) v8.9.0





Source: AT&T

(Replaces C4-102045)

Abstract: 

In section 2.8.2,  the definition of using the most significant bit of LAC to indicate LAC or MME group ID is not backward compatible.  In large networks the full 16bits of the LAC could have been used before LTE deployment. 

The current definition could cause mis-operation in MME  TAU procedures when using mapped GUTI for node IP address queries.

Discussion: 

Alcatel-Lucent commented that there are 2 possible solution:

- to have mapping tables in SGSN and MME

- is the proposed by the discussion paper which seems to be simple implementation and ideal solution. Also an extra code point is needed for CT1 CR because of backward compatibility.

Alcatel-Lucent believes that the only drawback is that all the operators needs to update SGSN and MMEs because of the proposed change.

Ericsson commented that the GRPS Cypherkey might be used to solve the problem

It was agreed that both proposed two solution are needed for common understanding. It was seen than in preferable solution terminals are not affected.

Decision: 

The document was Revised to C4-102254.



C4-102227
Correction of MME/SGSN Node Type Indication for mapping LAC to GUTI





23.003
  CR-0249  rev 1 (Rel-9) v9.3.0





Source: AT&T

(Replaces C4-102046)

Decision: 

The document was Postponed.



C4-102254
Correction of MME/SGSN Node Type Indication for mapping LAC to GUTI





23.003
  CR-0248  rev 2 (Rel-8) v8.9.0





Source: AT&T

(Replaces C4-102226)

Decision: 

The document was Postponed.



C4-102255
Correction





Source: Ericsson

Abstract: 

Determination of the MME/SGSN node type

Decision: 

The document was Postponed.



C4-102299
Discussion Analysis of AT&T proposal





Source: NTT DOCOMO

Decision: 

The document was Noted.



C4-102316
Clarification of the UE behaviour with regards to the LAC format





23.003
  CR-0250  rev 1 (Rel-8) v8.9.0





Source: Deutsche Telekom

(Replaces C4-102093)

Abstract: 

The Rel-8 CR C4-082334 introduced the differentiation of MME and SGSN ranges and thereby the LAC range was reduced to 32768 (first bit =“0”) and the value range from 32768 to 65535 is reserved for the MMEGI (first bit =“1”). CR C4-090208 (also for Rel-8) makes these rules mandatory. This implies that LAC values that were standard before Rel-8 are now forbidden by 3GPP standards as of Rel-8. Furthermore according to 23.003 it is not clear whether the UE shall enforce these rules, or whether it is only a network configuration rule. The UE could deny a LAC with most significant bit set to 1 and would not be connected to the area or network. To avoid this situation it is proposed to clarify the UE behaviour in receiving a LAC with most significant bit set to 1. The proposed change allows networks to stay with pre-Rel-8 configuration of LAC also with later releases. 

UE would not accept a LAC with most significant bit set to 1 and would not  connect to the area, consequently to the network. This would cause serious problems to operators.

Decision: 

The document was Revised to C4-102373.



C4-102373
Clarification of the UE behaviour with regards to the LAC format





23.003
  CR-0250  rev 2 (Rel-8) v8.9.0





Source: Deutsche Telekom

(Replaces C4-102316)

Decision: 

The document was Agreed.



C4-102400
Clarification of the UE behaviour with regards to the LAC format





23.003
  CR-0257  (Rel-9) v9.3.0





Source: Deutsche Telekom

Decision: 

The document was Agreed.



8.7.3
MAP

C4-102158
VLR unknown when UL is not successful





29.002
  CR-0981  (Rel-8) v8.14.0





Source: Ericsson 

Abstract: 

During MAP UL, the VLR may consider the location confirmed at the HLR (i.e. set the “location info confirmed in HLR”) once it receives Activate Trace Mode or Insert Subscriber Data, but if there is a error/disturbance (e.g. one of the MAP ISD segments during the subscriber data update in the VLR fails), the “data confirmed by HLR” is not set in the VLR. This would allow that during a terminating call the HLR is able to contact the VLR (SRI->PRN), so that the VLR can initiate MAP restore data since data confirmed by HLR is not set. The terminating call would progress.

Current text in 29.002 is not aligned with 23.012 and 23.007, since it indicates that the HLR can only contact the VLR when a MAP UL has been successful (which can be interpreted as keeping VLR unknown in the HLR if MAP UL is not completely successful, i.e. MAP UL ACK), but in some error conditions, some VLR may keep the subscriber as registered (with “data confirmed by HLR” not set though), which allows to use of restoration (23.007), so if the location info is validated in the HLR but the VLR is kept unknown, inconsistency exists.

Discussion: 

Alcatel-Lucent requested more clarifications in which part of TS 23.007 and TS 23.012 are misalignment. Ericsson will provide information by offline.

If the CR is acceptable after offline discussion it needs to be discussed from which release onwards this change is needed.

Decision: 

The document was Postponed.



C4-102159
VLR unknown when UL is not successful





29.002
  CR-0982  (Rel-9) v9.2.0





Source: Ericsson 

Decision: 

The document was Postponed.



C4-102201
EPS Subscription Data over Gr





29.002
  CR-0984  (Rel-8) v8.14.0





Source: Huawei

Decision: 

The document was Withdrawn.



C4-102202
EPS Subscription Data over Gr





29.002
  CR-0985  (Rel-9) v9.2.0





Source: Huawei

Decision: 

The document was Revised to C4-102269.



C4-102269
EPS Subscription Data over Gr





29.002
  CR-0985  rev 1 (Rel-9) v9.2.0





Source: Huawei

(Replaces C4-102202)

Decision: 

The document was Agreed.



8.7.4
CS

C4-102026
Reply to ITU-T on “Sharing draft Recommendations ITU-T Y.2233Rev.1 and Y.2111Rev.1Amd”





Source: TSG SA WG5

Decision: 

The document was Noted.



C4-102027
Reply to ITU-T on “Sharing draft Recommendations ITU-T Y.2233Rev.1 and Y.2111Rev.1Amd” - Second step





Source: TSG SA WG5

Decision: 

The document was Noted.



C4-102089
ITU-T H.248.71 and H.248.72 publication





29.332
  CR-0158  (Rel-8) v8.8.0





Source: Nokia Siemens Networks

Abstract: 

ITU-T has published H.248.71 and H.248.72. The reference to pre-published versions can be removed.

Decision: 

The document was Agreed.



C4-102090
ITU-T H.248.71 and H.248.72 publication





29.332
  CR-0159  (Rel-9) v9.1.0





Source: Nokia Siemens Networks

Decision: 

The document was Agreed.



C4-102126
Terminating Access Bearer Assignment





23.205
  CR-0238  (Rel-8) v8.7.0





Source: Ericsson

Abstract: 

Text for the terminating access bearer assignment is very unclear and leaves the procedures unspecified, as it states that "the access bearer assignment may be started when both of the following conditions are satisfied". 

The intended meaning most likely can be assumed by interpreting "may" differently than described in 3GPP drafting rules. 

For the basic mobile terminating call the MSC server only applies the early access bearer assignment procedure as specified in subclauses 6.2.1.2.2 and 6.2.2.2.2. Due to that the current text should be modified to clearly state that the access bearer assignment shall be started only when the core network bearer is established.

The terminating access bearer assignment procedure is modified to clearly state that the access bearer assignment shall be started only when the core network bearer is established.

Discussion: 

CT4 agreed that a change is sufficient to do from Rel-8 onwards.

Decision: 

The document was Agreed.



C4-102127
Terminating Access Bearer Assignment





23.205
  CR-0239  (Rel-9) v9.0.0





Source: Ericsson

Decision: 

The document was Agreed.



C4-102217
Reply to LS from ITU-T SG12 on signalling of signal processing capabilities between terminals and networks





Source: TSG SA WG4

Discussion: 

Alcatel-Lucent commented that SA4 should first clarify is there is any need for voice processing coordination signalling. If SA4 clarifies  some need for this after that CT4 should consider possible changes.

CT4 agreed to defer to next CT4 meeting to allow further investigations.

Decision: 

The document was Postponed.



9
TISPAN R1 and R2 maintenance

10
AOB
CT4 agreed use MS Visio for drafting SDLs in the future. This decision needs still Plenary decision to allow MS Visio use for this purpose.
11
Update of the Work Plan

C4-101947
WorkPlan





Source: MCC

Discussion: 

Chairman will provide a proposal on CT4 email reflector. A new agreed WIs will be included in this version.

Decision: 

The document was Noted.



12
Future meetings

C4-101948
Future meetings





Source: MCC

Decision: 

The document was Noted.



13
Check of approved output documents

C4-102428
Output documents





Source: CT4 Chairman

Decision: 

The document was Noted.



14
Closing of the meeting (17:00 Friday)

Chairman thanked the hosts, the host Huawei Technologies Co., LTD, for the good meeting arrangements. Chairman also thanked the delegates for their hard work and the attendees for their co-operation and hard work in demanding sessions. 
The chairman also thanked Vice Chairmen, Mr. Nigel Berry and Mr. David Hutton, about the chairing parallel sessions during the meeting.

Meeting was closed on  Friday 27th August at 15:15.
Report prepared by: KK/MCC

