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1. Introduction
This P-CR follows the previously established approach of analyzing enhancements to the UDC Reference Data Model (RDM) based on the data required to satisfy the HSS FE application logic on receipt of a specific request message. 

This P-CR proposes data model enhancements based on the HSS FE application logic required to satisfy the: 
· Diameter Update Location Request (ULR) on the S6a interface and generate a Diameter Update Location Answer (ULA) to update the MME with EPS subscription data.
· Diameter Purge UE Request (PUR) message on the S6a/S6d interface.
2. Reason for Change
This P-CR specifies the part of the RDM needed by the HSS FE to generate the Diameter Update Location Answer (ULA) to update the MME with EPS user subscription data and process the Diameter Purge UE Request (PUR) message on the S6a/S6d interface.
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.935 v0.1.0.
* * * First Change * * * *

1
Scope

The present document analyses and evaluates the definition of a Reference Data Model (RDM) for Ud interface between Front-Ends (FEs) for the HSS application and the User Data Repository (UDR). 

The stage 3 of the Ud interface in the User Data Convergence (UDC architecture) is defined in 3GPP TS 29.335 [2].

The Reference Data Model (RDM) shall comply with the Common Baseline Information Model for UDC as defined in 3GPP TS 32.182 [3] and it shall follow the concepts of the Framework for Model Handling and Management as defined in 3GPP TS 32.181 [4].

The analysis will comprise the general considerations impacting the RDM for HSS.

 The analysis will comprise the following topics:
· The general considerations impacting the RDM for HSS;

· Attributes definition: names, syntax, semantics;

· Object classes & Directory Information Tree: object classes names, attributes grouping, LDAP entries, Distinguished Names and Relative Distinguished Names.

The contents of this report when stable shall determine the modifications to existing core network specifications.
Editor's note: The object classes in the following sections are subject to future revisions including the addition of new attributes and the modification of existing attributes.

Editor's note: The assignment of attributes to object classes is provisional and attributes may be subsequently redistributed. For example, the normalisation of object classes across different domains may result in attributes being moved to a superclass.

Editor's note: The object class names are provisional and the naming convention is FFS.

Editor's note: The use of alias objects, e.g. to APN objects, requires further investigation and justification.

* * * Next Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 29.335: " User Data Convergence (UDC);User Data Repository Access Protocol over the Ud interface;".

[3]
3GPP TS 32.182: "Telecommunication management; User Data Convergence (UDC); Common Baseline Information Model".
[4]
3GPP TS 32.181: "User Data Convergence; Framework for Model Handling and Management".

[5]
3GPP TS 23.008: "Organization of subscriber data".

[6]
IETF RFC 4517: "Syntaxes and Matching Rules"

[7]
3GPP TS 23.003: "Numbering, addressing and identification"
[x1] 
IETF RFC 4291: "IP Version 6 Addressing Architecture"
[x2]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point"
[x3]
3GPP TS 32.251: " Telecommunication management; Charging management; Packet Switched (PS) domain charging"
[x4]
3GPP TS 32.298: " Telecommunication management; Charging management; Charging Data Record (CDR) parameter description"
[x5]
3GPP TS 29.272: "Evolved Packet System (EPS); Mobility Management Entity (MME) and Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol"
[x6]
3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access"
[x7]
3GPP TS 23.060: " General Packet Radio Service (GPRS); Service description; Stage 2"
[x8]
3GPP TS 36.413: " Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1 Application Protocol (S1AP)"
[x9]
3GPP TS 29.212: "Policy and Charging Control over Gx reference point"
[xx]
IETF RFC 1035:"DOMAIN NAMES - IMPLEMENTATION AND SPECIFICATION"
* * * Next Change * * * *
4.1
General Syntax Definitions
The LDAP attributes in this document are defined as having a syntax specified in RFC 4517 [6] or a derived syntax that will be specified in this section. The description of a derived syntax will contain the name of the RFC 4517 [6] syntax from which it was derived as well as any additional structure and value constraints.

Editor’s Note: Contributors are encouraged to name and define additional syntaxes for maximum reuse in the attribute definitions. Syntax names should follow the precedent set by RFC4517 (mixed case with first letter of word capitalized), e.g. NumericString.

	Derived Syntax name
	Description

	IMSI
	This syntax is used to represent international mobile subscriber identity (IMSI) [7] and is derived from the NumericString syntax [6]. The structure is further constrained to a maximum length of 15 and the values are further constrained to decimal digits (0 through 9) only.

	UInt8
	This syntax is derived from the Integer syntax [6]. The structure is further constrained to a maximum length of 1 and the values are further constrained from 0 to 255.

	UInt16
	This syntax is derived from the Integer syntax syntax [6]. The structure is further constrained to a maximum length of 2 and the values are further constrained from 0 to 65535.

	UInt32
	This syntax is derived from the Integer syntax syntax [6]. The structure is further constrained to a maximum length of 4 and the values are further constrained from 0 to 4294967295.

	HexString
	This syntax is derived from the PrintableString syntax [6]. The values are further constrained to the decimal digits (0 through 9), characters “a” to “f” or characters “A” to “F”.

	HexString32
	This syntax is derived from the HexString syntax. The structure is further constrained to a maximum length of 32 characters.

	FQDN
	This syntax is used to represent an Fully Qualified Domain Name (FQDN) (see RFC1035 [xx]) and is derived from the PrintableString syntax [6]. The structure is further constrained to a maximum length of 255 and the values are further constrained to one or more labels separated by the period (".") character. Each label consists of the decimal digits (0 through 9), characters "a" to "z", characters "A" to "Z", the hyphen ("-) character and has a maximum length of 63 characters. CaseIgnore

	IPv4Address
	This syntax is derived from the PrintableString syntax [6] and is used to represent IPv4 addresses formatted in dot-decimal notation without leading zeros. The structure is further constrained to a maximum length of 15 and values are further constrained to the decimal digits (0 through 9) and the period (.) character. 

	IPv6Address
	This syntax is derived from the PrintableString syntax [6] and is used to represent IPv6 addresses formatted in hexadecimal colon-separated notation without leading zeros in each group and with the largest run of consecutive zero groups collapsed into a single empty group (see  RFC4291 [x1]). The structure is further constrained to a maximum length of 39 and the values are further constrained to the decimal digits (0 through 9), characters “a” to “f” or characters “A” to “F” and the colon (:) character.

	IPv6Prefix
	This syntax is derived from the PrintableString syntax [6] and is used to represent an IPv6 prefix formatted in CIDR (Classless Inter-domain Routing) notation, i.e. an IPv6 address (formatted in IPv6Address syntax), a slash (/) character and a decimal value indicating the size in bits of the address prefix (see  RFC4291 [x1]). The structure is further constrained to a maximum length of 43 and the values are further constrained to the decimal digits (0 through 9), characters “a” to “f” or characters “A” to “F”, the colon (:) character and the slash (/) character.

	Name10
	This syntax is derived from the PrintableString syntax [6]. The structure is further constrained to a maximum length of 10 characters. CaseIgnore.


Table 4.1-1

* * * Next Change * * * *

4.2
Subset of HSS functionality

The RDM defined in this TR covers the data needed by HSS FEs that handle the following initial requests of an HSS FE session:

· MAP-SendAuthenticationInfo
· S6a/S6d PUR

· S6a/S6d ULR

Editor's Note: The data needed to handle S6a/S6d ULR needs to be completed.
* * * Next Change * * * *

10
Udc Eps Service Data

10.1
Object classes and their attributes
10.1.v      EPS Subscriber Data

	Object Class
	EpsSubData

	Description
	This class represents the Data Container for subscriber-specific EPS Data

	Superior OCL
	tbd

	Class Type
	STRUCTURAL

	Direct Superclass(es)
	top

	Attribute Name
	Type
	HSS-FE access rights
	Properties
	Description

	svcType
	Name10
	read
	Naming Attribute

mandatory

single-valued
	Fixed “EPS”.

	defCxtId
	UInt32
	read
	mandatory single-valued
	Identifies the per subscriber’s default APN configuration.

	ueAmbrDl
	UInt32
	read
	mandatory single-valued
	Subscriber’s aggregate maximum bit rate (AMBR) for downlink. See section 5.3.14 in 3GPP TS 29.214 [x2] for encoding.

	ueAmbrUl
	UInt32
	read
	mandatory single-valued
	Subscriber’s aggregate maximum bit rate (AMBR) for uplink. See section 5.3.15 in 3GPP TS 29.214 [x2] for encoding. 

	chargeChar
	HexString
	read
	optional single-valued
	3GPP charging characteristics. 6 octets encoded as a fixed-length hexadecimal string of 12 characters. See 3GPP TS 32.251 [x3] Annex A and 3GPP TS 32.298 [x4] section 5.1.2.2.7.

	accessRestrictionData
	UInt16
	read
	optional
multi-valued
	Access restriction data. See section 2.4.18 in 3GPP TS 23.008 [5] .The following values are defined:

GERAN_NOT_ALOWED (0)

UTRAN_NOT_ALLOWED (1)

EUTRAN_NOT_ALLOWED (2)

GAN_NOT_ALLOWED (3)

IHSPA_EVOLUTION_NOT_ALLOWED (4)

HO_TO_NON_3GPP_ACCESS_NOT_ALLOWED (5) 

	ueApnOiRpl
	FQDN
	read
	optional single-valued
	Subscriber-specific APN OI replacement string. See section 7.3.32 in 3GPP TS 29.272 [x5] for encoding.

	rsfpId
	UInt32
	read
	optional single-valued
	Subscriber Profile ID for RAT/Frequency Priority. See 3GPP TS 23.401 [x6] and 3GPP TS 23.060 [x7]. The encoding is defined in 3GPP TS 36.413 [x8]. 

	sgsnIdentity
	FQDN
	read
	optional

single-valued
	Diameter Identity of the SGSN  that serves the user. See 3GPP TS 23.003 [7].

	mmeIdentity
	FQDN
	read, write
	optional

single-valued
	Diameter Identity of the MME that serves the user. See 3GPP TS 23.003 [7].

	msPurgedForEps
	Boolean
	read, write
	optional

single-valued
	MME purge status of the user:

MS purged for EPS flag (see 3GPP TS 23.008 [5])

false – MS not purged for EPS

true – MS purged for EPS

	tbc.
	
	
	
	


Editor’s note: The modelling of PLMN-specific information, e.g. CSG Information lists, is FFS.
Editor’s note: The necessity of the svcType attribute to identity an EpsSubData object is FFS.

10.1.w      APN Configuration

	Object Class
	ApnConfig

	Description
	This class represents the Data Container for a subscriber-specific APN configuration

	Superior OCL
	EpsSubData

	Class Type
	STRUCTURAL

	Direct Superclass(es)
	top

	Attribute Name
	Type
	HSS-FE access rights
	Properties
	Description

	apn
	FQDN
	read
	Naming Attribute

mandatory

single-valued
	Access Point Name Network Identifier or Wild Card APN. See sections 9.1, 9.1.1 and 9.1.2 in TS 23.003 [7] for encoding.

	cxtId
	UInt32
	read
	mandatory

single-valued
	Context identifier of this APN. 

	pdnType
	UInt8
	read
	mandatory single-valued
	Type of PDN. See section 7.3.62 in 3GPP TS 29.272 [x5] for encoding.

	ueIpv4Addr
	IPv4Address
	read
	optional single-valued
	IPv4 address of the user when static IP address allocation is used.

	ueIpv6Addr
	IPv6Address
	read
	optional single-valued
	IPv6 address of the user when static IP address allocation is used.

	ueIpv6Prefix
	IPv6Prefix
	read
	optional single-valued
	IPv6 prefix of the user when static IP address allocation is used.

	pgwIpv4Addr
	IPv4Address
	read
	optional single-valued
	IPv4 address of the PDN-GW.

	pgwIpv6Addr
	IPv6Address
	read
	optional single-valued
	IPv6 address of the PDN-GW.

	pgwHost
	FQDN
	read
	optional single-valued
	FQDN of the PDN-GW.

	pgwAlloc
	UInt8
	read
	mandatory single-valued
	Indicates whether the PDN-GW IP address is statically allocated or dynamically by other nodes. See section 7.3.44 in 3GPP TS 29.272 [x5] for encoding.

	chargeChar
	HexString
	read
	optional single-valued
	3GPP charging characteristics. 6 octets encoded as a fixed-length hexadecimal string of 12 characters. See 3GPP TS 32.251 [x3] Annex A and 3GPP TS 32.298 [x4] section 5.1.2.2.7 for encoding.

	ambrDl
	UInt32
	read
	mandatory single-valued
	APN-specific aggregate maximum bit rate (AMBR) for downlink. See section 5.3.14 in 3GPP TS 29.214 [x2] for encoding.

	ambrUl
	UInt32
	read
	mandatory single-valued
	APN-specific aggregate maximum bit rate (AMBR) for uplink. See section 5.3.15 in 3GPP TS 29.214 [x2] for encoding.

	apnOiRepl
	FQDN
	read
	optional single-valued
	APN OI replacement string. See section 7.3.32 in 3GPP TS 29.272 [x5] for encoding..


10.1.x      APN Configuration Alias
	Object Class
	ApnCfgAlias

	Description
	This represents an alias to a subscriber-specific APNConfig entry

	Superior OCL
	EpsSubData

	Class Type
	STRUCTURAL

	Direct Superclass(es)
	alias

	Attribute Name
	Type
	HSS-FE access rights
	Properties
	Description

	cxtId
	UInt32
	read
	Naming Attribute

mandatory

single-valued
	Context identifier of the APN.

	aliasedObjectName
	DN
	read
	mandatory single-valued
	Distinguished name of the APNConfig entry for which this entry is an alias.


10.1.y      Active APN

	Object Class
	ActiveApn

	Description
	This class represents the Data Container for a subscriber-specific Active APN

	Superior OCL
	EPSSubData

	Class Type
	STRUCTURAL

	Direct Superclass(es)
	top

	Attribute Name
	Type
	HSS-FE access rights
	Properties
	Description

	apn
	PrintableString
	read, write
	Naming Attribute

mandatory

single-valued
	Access Point Name Network Identifier. See sections 9.1 and 9.1.1 in TS 23.003 [7] for encoding.

	cxtId
	UInt32
	read, write
	mandatory

single-valued
	Context identifier of the Active APN.

	pgwIpv4Addr
	IPv4Address
	read, write
	optional single-valued
	IPv4 address of the PDN-GW.

	pgwIpv6Addr
	IPv6Address
	read, write
	optional single-valued
	IPv6 address of the PDN-GW.

	pgwHost
	PrintableString
	read, write
	optional single-valued
	FQDN of the PDN-GW.

	vNetId
	PrintableString
	read, write
	optional single-valued
	Identity of the network where the PDN GW was allocated. See section 7.3.105 in TS 29.272 [x5] for encoding.

	authWildAPN
	Boolean
	read, write
	mandatory

single-valued
	Indicates whether the APN was authorized as a consequence of the user’s subscription containing the Wildcard APN.


10.1.z      Active APN Alias

	Object Class
	ActiveApnAlias

	Description
	This represents an alias to a subscriber-specific Active APN entry

	Superior OCL
	EpsSubData

	Class Type
	STRUCTURAL

	Direct Superclass(es)
	alias

	Attribute Name
	Type
	HSS-FE access rights
	Properties
	Description

	cxtId
	UInt32
	read,write
	Naming Attribute

mandatory

single-valued
	Context identifier of the Active APN.

	aliasedObjectName
	DN
	read, write
	mandatory single-valued
	Distinguished name of the ActiveAPN entry for which this entry is an alias.


* * * Next Change * * * *

10.2
Directory Information Tree
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Figure 10.2.x: DIT Structure for EPS Subscriber Data
Editor’s note: The superior structural object class for EpsSubData is FFS.
* * * End of Changes * * * *
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