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1. Introduction
This contribution proposes to replace the source and destination identities in the LCS-AP Connectionless Information message with a single Remote Identity. 
2. Reason for Change
Avoid redundant IEs and associated additional error and test cases.
The remote identity will always refer to an eNodeB for either direction of message transfer on the SLs interface. The E-SMLC does not need to be identified because it is already implicitly defined on any particular instance of the SLs interface. The SLs interface uses IP and SCTP sub-layers. When one entity (MME or E-SMLC) needs to send a message to another over the SLs interface it chooses an already established SCTP connection to that entity (e.g. section 5.3 of 24.171 states “Since under normal operation there should always be an SCTP association established between an MME and an E-SMLC, if the E-SMLC needs to initiate a message towards an MME it shall do so over an existing SCTP association already established with that MME“). So the sender knows the association of SCTP connections to receiver endpoints which means the receiver must too. Hence the receiver of an SLs message knows which entity sent it. 

If this change is not made, the LCS-AP Connectionless Information message will carry redundant information that will create additional error cases (and additional testing) – e.g. if an E-SMLC sends an LCS-AP Connectionless Information message to an MME and populates the Source Identity with a value that is not its own.
3. Conclusions

Two identities are redundant and can be replaced by one.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.171 v0.3.0.
* * * First Change * * * *

6.2.2.2.2
Successful Operation
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Figure 6.2.2.2.2-1 Connectionless Information Procedure, Successful Operation
The initiator of the procedure (either E-SMLC or MME) sends a LCS-AP Connectionless Information message to a recipient carrying the following parameters:


-
Remote Entity (M)

-
APDU (M)

-
Return Error Request (O)

The remote entity identifies the remote eNodeB that is either the final source or destination of the APDU The APDU contains a LPPa APDU to be transferred. The Return Error Request may be included to request notification in the event of unsuccessful transfer and indicate the type of notification needed. If the recipient entity is not the final destination, the recipient shall transfer the LCS-AP Connectionless Information message to either the final destination or an intermediate entity capable of forward it to the final destination.
Editor's Note: It is FFS whether the procedure is transparent to the MME or some MME involvement is needed.
6.2.2.2.3
Unsuccessful Operation

If the message cannot be transferred by an intermediate entity or destination entity and the Return Error Request is not included, the message shall be discarded. If the Return Error Request is included, the intermediate or destination entity shall, depending on the Return Error Request type, send a LCS-AP Connectionless Information message to, or towards, the original source containing the following parameters:


-
Remote Entity (M)

-
APDU (C)

-
Return Error Cause (M)

The Return Error cause shall indicate the reason for unsuccessful transfer. The APDU shall, depending on the Return Error Request type, contain any originally received APDU.

If a received LCS-AP Connectionless Information message containing a Return Error Cause cannot be transferred by an intermediate entity, it shall be discarded with no return error message.

* * * Next Change * * * *

7.3.5
LCS-AP Connectionless Information message
This message conveys signalling information associated with a higher protocol level between an E-SMLC and another entity when there is no existing signalling connection association. 

Direction: E-SMLC ( MME or MME ( E-SMLC 
Table 7.3.5-1: Connectionless Information message contents

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	7.4.2
	
	YES
	ignore

	
	
	
	
	
	
	

	Remote Entity
	M
	
	Network Element Identity / 7.4.19
	
	
	

	APDU
	O
	
	7.4.18
	
	
	

	Return Error Request
	O
	
	7.4.20
	
	
	

	Return Error Cause
	O
	
	7.4.21
	
	
	


* * * Next Change * * * *

7.4.19
Network Element Identity
This parameter identifies the remote network element that is the source or destination of the message. The network element is identified by association with either a location area or a cell site.
Editor's Note: the format of this IE is FFS.
Editor's Note: other type of identifiers, with different levels of granularity, are FFS.
* * * Next Change * * * *

7.4.21
Return Error Cause
This parameter indicates an error response for a LCS-AP connectionless information message that could not be delivered to its final destination. The APDU should be present and the same as the APDU in the original undelivered message. The remote identity shall be included and the same as the remote identity in the original undelivered message.
Table 7.4.21-1: Return Error Cause
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Return Error Cause
	M
	
	ENUMERATED (systemfailure, protocolerror, destinationunkown, destinationunreachable, congestion,…)
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