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1. Introduction
The goal of this pseudo-CR is to indicate that PGW Initiated Bearer Modification with Bearer QoS Update and PGW Initiated EPS Bearer Modification can apply only to the Trusted non-3GPP Access Scenario case. This pseudo-CR also describe how this can be done in case of an IWP.
2. Reason for Change
The current TR does not describe non-3GPP access scenario for the P-GW Initiated Bearer Modification for non-3GPP Access. 
3. Conclusions

If agreed, this pseudo-CR will be added to the TR 29.875
4. Proposal

It is proposed to agree the following changes to 3GPP TR 29.875:
The text for the GTP-based S8 VPLMN is extracted from TS 23.401 clause 5.4.2.1 " PDN GW initiated bearer modification with bearer QoS update".

This procedure is mapped to the Network-initiated Dynamic PCC on S2a. The text is then extracted from TS 23.402 clause 6.6.1.

Text is adapted to incorporate the IWP.

* * * First Change * * * *

6.1.4.x Non-3GPP Access Scenario
This clause describes the P-GW Initated Bearer modification in the case of chained PMIP with an IWP. This procedure is only applicable in the case of a Trusted Non-3GPP IP Access.
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1. If dynamic PCC is deployed, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW. This corresponds to the initial steps of the PCRF-Initiated IP‑CAN Session Modification procedure or to the PCRF response in the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [4], up to the point that the PDN GW requests IP‑CAN Bearer Signalling. If dynamic PCC is not deployed, the PDN GW may apply local QoS policy.
2. The PDN GW uses this QoS policy to determine that the authorized QoS of a service data flow has changed or that a service data flow shall be aggregated to or removed from an active bearer. The PDN GW generates the TFT and updates the EPS Bearer QoS to match the traffic flow aggregate. The PDN GW then sends the Update Bearer Request (PTI, EPS Bearer Identity, EPS Bearer QoS, APN-AMBR, TFT) message to the IWP. 
3. The IWP, acting as a hPCRF initiates the Gateway Control and QoS Policy Rules Provision Procedure specified in TS 23.203 [4] by sending a message with the QoS rules and Event Trigger information to the vPCRF in the Trusted non-3GPP access network.
4. The vPCRF sends the corresponding message to the Trusted non-3GPP access network. 

5. The Trusted Non-3GPP IP Access enforces the rules provisioned to it, and establish all necessary resources and configuration in the non-3GPP access system, ,for eg. initiate a dedicated bearer activation, modification or deactivation, if supported. The details of this step are out of the scope of this specification.

6. The Trusted Non-3GPP IP Access responds to the vPCRF indicating its ability to enforce the rules provisioned to it
7. The vPCRF sends the corresponding message to the IWP.
8. The IWP acknowledges the bearer modification to the P-GW by sending and Update Bearer Response message.

9. If the Bearer modification procedure was triggered by a PCC Decision Provision message from the hPCRF, the PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by sending a Provision Ack message allowing the completion of the PCRF-Initiated IP‑CAN Session Modification procedure or the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [4], after the completion of IP‑CAN bearer signalling.
* * * End of Change * * * *
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