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1. Introduction
The current UDC stage 2 specification does not explicitly state that Front Ends other than those illustrated could also be defined. Specifically, it should be possible for a Core Network element to also act as an FE subject to all the requirements specified. 
2. Reason for Change
It is necessary to state explicitly that it is allowed to have core network elements as Front Ends. 
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS <TS number and version>.
* * * First Change * * * *

4.2.1
Application Front Ends

Functional entities, such as the HLR/HSS/AUC, Application Servers, Access Network Discovery and Selection Function in Home Network (H-ANDSF), Provisioning system, etc., when the UDC architecture is applied, keep the application logic, but they do not locally store user data permanently. These data-less functional entities are collectively known in the UDC architecture as Application Front Ends, and they may handle one or several applications simultaneously. The applications that are handled by an FE determine the type of FE  A HSS Front End may implement a full or a part of the HSS functionalities as listed in 3GPP TS 23.002 [5], this choice being implementation dependant. The reference points between the different Front Ends and the core and service layers are not affected by the UDC architecture.
In addition to the examples cited as Front Ends above, it is possible for other entities, such as an EPC core network node, to be a Front End as well. Such an entity shall conform to the requirements specified in Section 5.2. As any FE, such a node can access the UDR through the Ud reference interface
* * * Second Change * * * *

5.2
Requirements

The following points are considered as requirements for the purpose of these procedures.

1.
It shall be possible for an authorized Front End to read relevant user data stored in the UDR.

2.
It shall be possible for an authorized Front End to modify (i.e. create, update, and delete) relevant user data stored in the UDR.

3.
The UDR shall support notifications to the related Front Ends about changes of user data which they have subscribed to. Specifically, the UDR shall allow applications to subscribe to specific events on specific data of specific users.
4.
The UDR shall support controlled access. Accordingly, UDR shall authenticate and authorize Application Front Ends. The authentication and authorization shall be based on the following criteria:

-
application type

-
Front End cluster identifier

NOTE: The UDR may derive the application type and one or more FE cluster identifiers from the Front End Identifier and use them as criteria for authentication and authorization.

-
the user data which are requested

-
the request type (e.g. query, modify)

5.
Access to the UDR shall be independent of the structure of the data models, i.e. the changes in the data models shall not affect these procedures.
6.
It shall be possible to present different views on the user data to the different applications which require access.

7.
A group of Front Ends (or a single Front End) for a specific application type shall be distinguished by a unique Front End cluster identifier.

8.
The UDR may store the current Front End cluster identifiers as part of the user data and may use this information to determine which Front Ends should be used for notifications.
X.
A Front End shall not circumvent existing interface(s) for its procedures, e.g., an AS FE shall not access UDR directly for Sh procedures. 
* * * End of Changes * * * *

