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1. Introduction
-
2. Reason for Change
Description of the different diameter aspects (transport, security, session management, etc.) in the SLg protocol.
3. Conclusions

-
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.172 0.2.0
* * * First Change * * * *
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* * * Next Change * * * *

5
ELP Message Transport

5.1
General


The ELP protocol is defined as a Vendor Specific diameter application (SLg application). It reuses the basic mechanisms defined by the diameter base protocol, and it defines a number of additional commands and AVPs to implement the SLg specific procedures.
5.2
Use of Diameter base protocol
The Diameter Base Protocol as specified in IETF RFC 3588 [4] shall apply except as modified by the defined support of the methods and the defined support of the commands and AVPs, result and error codes as described in this specification. Unless otherwise specified, the procedures (including error handling and unrecognised information handling) shall be used unmodified.
5.3
Securing Diameter Messages

For secure transport of Diameter messages, see 3GPP TS 33.210 [x].
5.4
Accounting functionality

Accounting functionality (Accounting Session State Machine, related command codes and AVPs) shall not be used on the SLg interface.

5.5
Use of sessions

Between the MME and the GMLC, Diameter sessions shall be implicitly terminated. An implicitly terminated session is one for which the server does not maintain state information. The client shall not send any re-authorization or session termination requests to the server.

The Diameter base protocol includes the Auth-Session-State AVP as the mechanism for the implementation of implicitly terminated sessions.

The client (server) shall include in its requests (responses) the Auth-Session-State AVP set to the value NO_STATE_MAINTAINED (1), as described in IETF RFC 3588 [4]. As a consequence, the server shall not maintain any state information about this session and the client shall not send any session termination request. Neither the Authorization-Lifetime AVP nor the Session-Timeout AVP shall be present in requests or responses.

5.6
Transport protocol

Diameter messages over the SLg interface shall make use of SCTP (see IETF RFC 4960 [y]).
5.7
Routing considerations

This clause specifies the use of the Diameter routing AVPs Destination-Realm and Destination-Host.

The SLg reference point is defined as "intra-domain", i.e., between the GMLC and the MME inside the same domain (either visited or home domains). It shall not be used between an H-GMLC and a V-MME.
Destination-Realm AVP shall always be included in all diameter requests, and therefore is declared as mandatory in the ABNF for all commands.
When a request is initiated by the GMLC, the address of the MME shall be determined by querying the HSS over the SLh interface, and retrieve the specific MME that is currently serving the UE. Therefore, Destination-Host AVP shall always be included in the commands originated at the GMLC, and is declared as mandatory in the ABNF.
When a request is initiated by the MME, the address of the GMLC may be locally configured in the MME, since it always belongs to the same domain. However, in order to allow a more flexible deployment, it should be possible to deploy proxies inside the local domain, and therefore, the request originated at the MME may be issued without a Destination-Host AVP. Therefore, this AVP is declared as optional in the ABNF of the commands originated at the MME.
5.8
Advertising Application Support

The MME and GMLC shall advertise support of the Diameter SLg Application by including the value of the application identifier in the Auth-Application-Id AVP within the Vendor-Specific-Application-Id grouped AVP of the Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands.

The vendor identifier value of 3GPP (10415) shall be included in the Supported-Vendor-Id AVP of the Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands, and in the Vendor-Id AVP within the Vendor-Specific-Application-Id grouped AVP of the Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands.

The Vendor-Id AVP included in Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands that is not included in the Vendor-Specific-Application-Id AVPs as described above shall indicate the manufacturer of the Diameter node as per RFC 3588 [4].

* * * Next Change * * * *

7.3.1
Provide-Location-Request (PLR) Command

The Provide-Location-Request (PLR) command, indicated by the Command-Code field set to tbd and the ‘R’ bit set in the Command Flags field, is sent by the GMLC in order to request subscriber location to the MME.

Message Format

< Provide-Location-Request> ::=
< Diameter Header: tbd, REQ, PXY, xxxxxxxx >










< Session-Id >

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }








{ Destination-Realm }

{ Location-Type }

[ User-Name ]

[ MSISDN] 

[ IMEI ] Note: or IMEI-SV?

{ LCS-Client-Name }

{ LCS-Client-Type }

[ LCS-Priority ]

[ LCS-QoS ]

[ Supported-GAD-Shapes ]

[ LCS-ServiceTypeID ]

[ LCS-Codeword ]

[ LCS-PrivacyCheck ]













*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
* * * End of Changes * * * *

