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1. Introduction

Stage 2 has defined the SLg reference point between MME and GMLC. Stage 3 defines the protocol details to implement this reference point. This contribution defines the procedures to be supported over the SLg reference point.
2. Reason for Change

The "ELP Messages and Messages Format" chapter in 3GPP TS 29.172 is currently undefined. As Diameter is a common protocol technology for GMLC (SLh) and MME (S6a, S13) it is proposed to base the protocol for SLg interface on Diameter.
3. Conclusions

-
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.172

* * * First Change * * * *
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* * * Next Change * * * *

7
ELP Messages and Message Formats

7.1
General
The Diameter Base Protocol as specified in IETF RFC 3588 [f] shall apply except as modified by the defined support of the methods and the defined support of the commands and AVPs, result and error codes as specified in this specification. Unless otherwise specified, the procedures (including error handling and unrecognised information handling) shall be used unmodified.

This clause specifies a Diameter application that allows a Diameter server and a Diameter client:

-
to retrieve the location information of a target UE 

-
to report the location information of a target UE
The SLg interface protocol is defined as an IETF vendor specific Diameter application, where the vendor is 3GPP. The vendor identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

The Diameter application identifier assigned to the SLg interface application is xxxxxxxx (allocated by IANA).
Editor's Note:
The process for allocation of diameter command codes is currently under revision in IETF, together with the publication of the new version of the diameter base protocol; see IETF Draft draft-ietf-dime-diameter-cmd-iana [h] and IETF Draft draft-ietf-dime-rfc3588bis-18 [i].
Editor's Note: Specific Diameter aspects such as security, transport, session management, routing, ... are FFS.
7.2


Message Formats
This section defines Command-Code values for the SLg interface application.

Every command is defined by means of the ABNF syntax IETF RFC 2234 [g], according to the rules in IETF RFC 3588 [f]. If the definition and use of an AVP is not specified in this document, the guidelines in IETF RFC 3588 [f] shall apply.

For these commands, the Application-ID field shall be set to xxxxxxxx (application identifier of the SLg interface application).

The following Command Codes are defined in this specification:

Table 7.2-x: Command-Code values

	Command-Name
	Abbreviation
	Code
	Section

	Provide-Location-Request
	PLR
	Tbd
	Tbd

	Provide-Location -Answer
	PLA
	Tbd
	Tbd

	Location-Report-Request
	LRR
	Tbd
	Tbd

	Location-Report-Answer
	LRA
	Tbd
	Tbd


7.3

ELP Messages
7.3.a
Provide-Location-Request (PLR) Command

The Provide-Location-Request (PLR) command, indicated by the Command-Code field set to tbd and the ‘R’ bit set in the Command Flags field, is sent by the GMLC in order to request subscriber location to the MME.

Message Format

< Provide-Location-Request> ::=
< Diameter Header: tbd, REQ, PXY, xxxxxxxx >










< Session-Id >

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]









{ Destination-Realm }

{ Location-Type }
[ User-Name ]

[ MSISDN] 
[ IMEI ] Note: or IMEI-SV?

{ LCS-Client-Name }
{ LCS-Client-Type }
[ LCS-Priority ]

[ LCS-QoS ]
[ Supported-GAD-Shapes ]

[ LCS-ServiceTypeID ]

[ LCS-Codeword ]

[ LCS-PrivacyCheck ]













*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]
7.3.b
Provide-Location-Answer (PLA) Command
The Provide-Location-Answer (PLA) command, indicated by the Command-Code field set to tbd and the ‘R’ bit cleared in the Command Flags field, is sent by the MME to the GMLC in response to the Provide-Location-Request command.
Message Format

< Provide-Location-Answer > ::=
< Diameter Header: tbd, PXY, xxxxxxxx >











< Session-Id >

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Location-Estimate ]
[ Accuracy-Fulfillment-Ind ]
[ Age-Of-LocationEstimate]
[ Velocity-Estimate ]
[ EUTRAN-PositioningData]

[ ECGI ]

*[ AVP ]
*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

7.3.c
Location-Report-Request (LRR) Command

The Location-Report-Request (LRR) command, indicated by the Command-Code field set to tbd and the ‘R’ bit set in the Command Flags field, is sent by the MME in order to provide subscriber location data to the GMLC.

Message Format

< Location-Report-Request> ::=
< Diameter Header: tbd, REQ, PXY, xxxxxxxx >










< Session-Id >

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm }

{ Location-Event }
[ LCS-Client-Name ]

[ User-Name ]
[ MSISDN] 

[ IMEI ]
[ Location-Estimate ]
[ Accuracy-Fulfillment-Ind ]
[ Age-Of-LocationEstimate ]
[ Velocity-Estimate ]
[ EUTRAN-PositioningData ]

[ ECGI]
[ LCS-ServiceTypeID ]
[ Pseudonym-Indicator ]
*[ AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

7.3.d
Location-Report-Answer (LRA) Command

The Location-Report-Answer (LRA) command, indicated by the Command-Code field set to tbd and the ‘R’ bit cleared in the Command Flags field, is sent by the GMLC to the MME in response to the Location-Report-Request command.
Message Format

< Location-Report-Answer > ::=
< Diameter Header: tbd, PXY, xxxxxxxx >

< Session-Id >

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

*[ AVP ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

7.4
Information Elements
7.4.x
General

The following table describes the Diameter AVPs defined for the SLg interface protocol, their AVP Code values, types, possible flag values and whether the AVP may or not be encrypted.

Table 7.4-x: Diameter ELP Application AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encrypt

	Location-Type
	X
	
	Enumerated
	
	
	
	
	

	LCS-EPS-Client-Name
	X
	
	Grouped
	
	
	
	
	

	LCS-Requestor-Name
	X
	
	Grouped
	
	
	
	
	

	LCS-Priority
	X
	
	Unsigned32
	
	
	
	
	

	LCS-QoS
	X
	
	Grouped
	
	
	
	
	

	Horizontal-Accuracy
	X
	
	Unsigned32
	
	
	
	
	

	Vertical-Accuracy
	X
	
	Unsigned32
	
	
	
	
	

	Vertical-Requested
	X
	
	Enumerated
	
	
	
	
	

	Velocity-Requested
	X
	
	Enumerated
	
	
	
	
	

	Response-Time
	X
	
	Enumerated
	
	
	
	
	

	Supported-GAD-Shapes
	X
	
	Unsigned32
	
	
	
	
	

	LCS-Codeword
	X
	
	UTF8String
	
	
	
	
	

	LCS-PrivacyCheck
	X
	
	Enumerated
	
	
	
	
	

	Accuracy-Fulfillment-Ind
	X
	
	Enumerated
	
	
	
	
	

	Age-Of-LocationEstimate
	X
	
	Unsigned32
	
	
	
	
	

	Velocity-Estimate
	X
	
	OctetString
	
	
	
	
	

	EUTRAN-Positioning-Data
	X
	
	OctetString
	
	
	
	
	

	ECGI
	X
	
	OctetString
	
	
	
	
	

	Location-Event
	X
	
	Enumerated
	
	
	
	
	

	Pseudonym-Indicator
	X
	
	Enumerated
	
	
	
	
	

	
	
	
	
	
	
	
	
	

	Note:
The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit denoted as ‘V’, indicates whether the optional Vendor-ID field is present in the AVP header. 
For further details, see IETF RFC 3588 [f].


Editor's Note: The definition of AVPs is FFS.
Table 7.4-y: Diameter ELP Application reused AVPs

	
	

	Attribute Name
	AVP Code
	Reference
	Value Type
	Comment

	LCS-Format-Indicator
	1237
	3GPP TS 32.299
	UTF8String
	

	LCS-Name-String
	1238
	3GPP TS 32.299
	UTF8String
	

	LCS-Client-Type
	1241
	3GPP TS 32.299
	Enumerated
	

	LCS-Requestor-Id-String
	1240
	3GPP TS 32.299
	UTF8String
	

	Location-Estimate
	1242
	3GPP TS 32.299
	UTF8String
	

	IMEI
	1402
	3GPP TS 29.272
	UTF8String
	

	MSISDN
	701
	3GPP TS 29.329
	OctetString
	

	User-Name
	1
	IETF RFC 3588
	UTF8String
	It is used to include the user's IMSI


7.4.a
Location-Type
The Location-Type AVP is of type Enumerated. The following values are defined.

currentLocation  (0)
currentOrLastKnownLocation (1)
initialLocation (2)
7.4.c
LCS-EPS-Client-Name

The LCS-EPS-Client-Name AVP is of type Grouped.

AVP format:

Subscription-Data  ::= <AVP header: xxx 10415>

[ LCS-Name-String ]
[ LCS-Format-Indicator]

7.4.d
LCS-Requestor-Name
The LCS-Requestor-Name AVP is of type Grouped.

AVP format:

Subscription-Data  ::= <AVP header: xxx 10415>
[ LCS-Requestor-Id-String ]
[ LCS-Format-Indicator]
7.4.e
LCS-Priority
The LCS-Priority AVP is of type Unsigned32. It indicates the priority of the location request. 

7.4.f

LCS-QoS

The LCS-QoS AVP is of type Grouped.

AVP format:

Subscription-Data  ::= <AVP header: xxx 10415>

[ Horizontal-Accuracy ]
[ Vertical-Accuracy ]
[ Vertical-Requested ]
[ Response-Time]
7.4.g
Horizontal-Accuracy
The Horizontal-Accuracy AVP is of type Unsigned32. Bits 7-1 corresponds to Uncertainty Code defined in 3GPP TS 23.032 [c]. The horizontal location error should be less than the error indicated by the uncertainty code with 67% confidence. Bits 8 to 31 shall be ignored.
7.4.h
Vertical-Accuracy
The Horizontal-Accuracy AVP is of type Unsigned32. Bits 7-1 corresponds to Uncertainty Code defined in 3GPP TS 23.032 [c]. The horizontal location error should be less than the error indicated by the uncertainty code with 67% confidence. Bits 8 to 31 shall be ignored.
7.4.i
Vertical-Requested

The Vertical-Requested AVP is of type Enumerated. The following values are defined.

VERTICAL COORDINATE IS NOT REQUESTED  (0) 

VERTICAL COORDINATE IS REQUESTED  (1) 
Default value if AVP not is present is: VERTICAL COORDINATE IS NOT REQUESTED (0).
7.4.j
Velocity-Requested

The Vertical-Requested AVP is of type Enumerated. The following values are defined.

VELOCITY IS NOT REQUESTED  (0) 
VELOCITY IS REQUESTED  (1) 
Default value if AVP not is present is: VELOCITY IS NOT REQUESTED (0).
7.4.k
Response-Time
The Response-Time AVP is of type Enumerated. The following values are defined.

LOW DELAY (0) 

DELAY TOLERANT (1) 
7.4.l
Supported-GAD-Shapes
The Supported-GAD-Shapes AVP is of type Unsigned32 and it shall contain a bitmask.   

A node shall mark in the BIT STRING all Shapes defined in 3GPP TS 23.032 [c] it supports.
Bits 6-0 in shall indicate the supported Shapes defined in 3GPP TS 23.032 [c]. Bits 7 to 31 shall be ignored.
ellipsoidPoint (0)
ellipsoidPointWithUncertaintyCircle (1)
ellipsoidPointWithUncertaintyEllipse (2)
polygon (3)
ellipsoidPointWithAltitude (4)
ellipsoidPointWithAltitudeAndUncertaintyElipsoid (5)
ellipsoidArc  (6)
7.4.m
LCS-Codeword
The LCS-Codeword AVP is of type UTF8String. It indicates the potential codeword string to send in a notification message to the UE.
7.4.n
LCS-PrivacyCheck

The LCS-PrivacyCheck AVP is of type Enumerated. The following values are defined.
ALLOWED WITHOUT NOTIFICATION (0)
ALLOWED WITH NOTIFICATION (1)
ALLOWED IF NO RESPONSE (2)

RESTRICTED IF NO RESPONSE (3)
NOT ALLOWED (4)
Default value if AVP not is present is: ALLOWED WITHOUT NOTIFICATION (0).
7.4.o
Accuracy-Fulfillment-Ind

The Accuracy-Fulfillment-Ind AVP is of type Enumerated. The following values are defined.

REQUESTED ACCURACY FULFILLED (0)
REQUESTED ACCURACY NOT FULFILLED (1)

7.4.p
Age-Of-LocationEstimate
The Age-Of-LocationEstimate AVP is of type Unsigned32. It indicates how long ago the location estimate was obtained.
7.4.q
Velocity-Estimate
The Velocity-Estimate AVP is of type OctetString. It is composed of 4 or more octets with an internal structure according to 3GPP TS 23.032 [c].
7.4.r
EUTRAN-Positioning-Data
The EUTRAN-Positioning-Data AVP is of type OctetString. It is composed of octets with an internal structure according to 3GPP TS 29.171 [d].
7.4.s
ECGI

The ECGI AVP is of type OctetString. It indicates the E-UTRAN Cell Global Identifier. It is coded according to clause 8.21.5, in 3GPP TS 29.274 [e].
7.4.t
Location-Event

The Location-Event AVP is of type Enumerated. The following values are defined.
EMERGENCY CALL ORIGINATION (0)
EMERGENCY CALL RELEASE (1)
MO-LR (2)
7.4.u
Pseudonym-Indicator

The Pseudonym-Indicator AVP is of type Enumerated. It defines if a pseudonym is requested. The following values are defined.

PSEUDONYM NOT REQUESTED (0) 

PSEUDONYM REQUESTED (1) 

Default value if AVP not is present is: PSEUDONYM NOT REQUESTED (0).
