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1. Introduction

This paper discusses the case of DNS interrogation with S-NAPTR procedures for EPC node discovery. TS 29.303 Annex A includes examples of the DNS provisioning needed for EPC node discovery and S-NAPTR procedures. From the description in Annex A we can see that a DNS response for a NAPTR query may contain a long list of records and the DNS client have to filter and select the information in the response in order to obtain the exact answer that matching its requirement. Here we proposal that some solutions may be implemented to optimize the S-NAPTR procedures. 
2. Background

The Release-8 behaviour includes more functionality than pre-Release-8 system, such as the PGW can support more than one protocol and different interfaces. In addition, more service may be deployed in PGW in the future. New DNS resource record is required and NAPTR resource records are chosen to meet demand of distinguishing between different protocols and interfaces and assisting in more complicated selections. Hence, S-NAPTR procedures are employed in the case of any core network node has the FQDN of an entity and needs to find one or more service at that entity. 
As we know, the top level format of message is divided into 5 sections as Figure 2-1 shown. The question section contains three parts: a target domain name (QNAME), query type (QTYPE) and query class (QCLASS) as Figure 2-2 shown. The Figure 2-3 shows the packet format for the NAPTR record.
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Figure 2-1 the top level format of massage
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Figure 2-2 Question section format
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Figure 2-3 the packet format for the NAPTR record
If a DNS standard query is for NAPTR resource record, the FQDN is filled in the QNAME field and the value of QTYPE is 35. Then DNS server send a response including one or more NAPTR records with different orders, service parameters and replacement. If the value of FLAGS in matching NAPTR record is “”, another S-NAPTR procedure is caused for new NAPTR record. If the value of FLAGS in matching NAPTR record is “s”, another SRV procedure is caused pointing to A/AAAA resource record. 
3. Discussion
As described above, we can see that S-NAPTR procedure for EPC node discovery may have following issues:
1) A DNS query for NAPTR resource record usually contains one question and the message length is just a few dozens bytes while corresponding reply massage may has a huge size.
2) The DNS client may take quite a long time to process and select the matching record since the response message including a long list.
3) More than one rounds of DNS lookup procedures need to be caused since the NAPTR resource record flag is “” or ”s”.
All of these issues above may cause reduce efficiency of DNS lookup procedures which leading to negative impact on user experience.
