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1. Introduction
23.334 defines the stage 2 procedures for the Iq interface between the IMS Application Level Gateway (IMS-ALG) and the associated IMS Access Gateway (IMS-AGW).
2. Reason for Change
There are subclause headings, but not yet any text. This P-CR handles the NAPT function. ITU-T Y.2111 provides a fairly comprehensive stage 2 definition for NAPT proxy, control and enforcement functions. It is therefore suggested to use Y.2111 as baseline text.
3. Conclusions

This Pseudo-CR proposes initial text for clause 5 on functional requirements.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.334 v0.1.0.
* * * 1st Change * * * *
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* * * 2nd Change * * * *

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].




Local (near-end) NAPT control (ITU-T Rec. Y.2111 [6]): In order to hide transport network addresses between different sub-networks and/or domains as a security measure, or to use private addresses due to the shortage of public addresses, near-end NAT devices controlled by operators are required to perform the NAPT at the border of access-to-core and/or the border of core-to-core. All NAPT techniques in support of network address hiding ultimately involve the installation of address bindings in NAPT devices, and the modification of the application signalling messages to reflect the bindings created by the NAPT. 
Editor’s note: a similar def. for remote (far-end) NAPT control was requested. Contributions are solicited.
* * * 3rd Change * * * *
5.y
Local NA(P)T – NA(P)T functionality in the IMS-ALG

NAT (network address translation) is the operation by which IP addresses are translated (mapped) from one address domain to another address domain (see clause 3.9 in ITU-T Rec. Y.2111 [6]).
The IMS-ALG shall provide the NAPT control function: obtains the address binding information (according IETF RFC 2663 [#]) and performs the NAPT policy control along with gate control (i.e. instruct the opening/closing of a gate).
The IMS-ALG shall provide the NAPT proxy function: modifies the address and/or port in the message body of application signalling (e.g. SIP) to reflect the address binding information created by NAPT enforcement function (as executed by the IMS-AGW).

The NAPT control procedure shall be invoked by the IMS-ALG based on the condition of an engineered IP network architecture, partitioned in multiple address domains, or/and particular network security policy rules (e.g. network address hiding rules).
The IMS-AGW shall provide the NAPT enforcement function: which enforces the NAPT and optionally media relay (i.e. address latching for NAT traversal; see clause 5.x) to change the address and port number of the media packets.
6.3
Local NA(P)T – NA(P)T procedure
1.1.1.1 Upon receipt of a session initiation request:
1) The IMS-ALG shall extract the source and destination network addresses and port numbers from the signalling message body received from the calling party endpoint, and shall request the address binding information (from the IMS-AGW (via latching)) if a far end NAT traversal (see clause 5.x) is needed.

2) Upon the receipt of source/destination network address and port and related information from the P-CSCF, the IMS-ALG shall check NAPT policy rules to decide the NAPT control procedure, e.g. whether network address hiding is required or not (e.g. between access and core networks). 

3) If the NAPT is required at the border between an access and core network, the IMS-ALG shall select an IMS-AGW (e.g. based on the network address from call/session control signalling; NOTE 1) and shall obtain the local network address/port pair from the selected IMS-AGW. If the destination endpoint is in another operator’s domain, the IMS-ALG shall obtain the network address and port number from the network address pool of this operator’s network.
 

NOTE 1:
An IMS-ALG may control multiple IMS-AGWs.

4) The IMS-ALG shall generate the address binding information of the selected IMS-AGW for the requested media flows, and shall store the address binding information. 

5) Upon receipt, the IMS-ALG shall modify the addresses and/or ports contained in the application signalling message body based on the address information and NAPT policy decision.
Editor’s note: a message sequence chart was requested. Contributions are solicited.

1.1.1.2 Upon the receipt of a session initiation response:
1) The IMS-ALG shall extract the source and destination network addresses and port numbers from the signalling message body received from the called party.

2) Based on the source/destination network address and port and related information, the IMS-ALG shall check the NAPT policy rules to decide the NAPT control procedure, e.g. whether network address hiding is required or not (e.g. between core networks). 

3) If the NAPT is required at the border between core networks, the IMS-ALG shall select the IMS-AGW e.g. based on the network address information received from call/session control signalling, and obtain a local network address/port pair from the selected IMS-AGW. 

4) The IMS-ALG shall generate the network address binding information of the selected IMS-AGW for the requested media flows, and shall store the address binding information. 

5) Upon receipt of NAPT information, the IMS-ALG shall modify the addresses and/or ports contained in the application signalling message body based on the address information and NAPT policy decision. 

1.1.1.3 Upon receipt of media connection change request for an established session:
The IMS-ALG shall decide the possible change of media connection based on the recorded network address binding information, and/or make a decision and perform the appropriate NAPT control procedure. The possible scenarios include:

1) New network address(es) or/and port number(s) have been added: additional binding(s) shall be provided as detailed for the aforementioned procedures;

2) Existing network address(es) or/and port number(s) have been eliminated: the relevant binding(s) shall be released;

3) Network address(es) and port number(s) have been re-committed to the users: the binding(s) shall reflect the re-allocation;

4) No change has been made to the network address(es) and port number(s): no operation is required to be conducted to the existing binding(s).

1.1.1.4 Upon receipt of a session release request:

1) The IMS-ALG shall request the IMS-ALG to release the bindings established for the session.



