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Introduction 
3GPP work on Border Gateway related reference points Ix and Iq (TS 23.238, 23.334, 29.238, 29.334) as part of its Release 8 set of specifications has still quite some work to complete although it is desired by the rapporteurs and supporting companies to complete this work during this WG meeting as indicated by the exception sheets that have been approved for Ix/Iq at the last TSG. 

The functionality of Ix/Iq has a significant overlap with that of the TISPAN Ia reference point (TS 183 018). The TISPAN TS is currently scheduled to be WG agreed in the TISPAN 20bis meeting (March 16-20 2009). ETSI TISPAN have indicated (incoming LS C4-090xxx) their desire to align the functionality of the 3GPP profiles with the Ia requirements to allow for the possibility to endorse the 3GPP profiles in the future, in a similar way as the Mp or Mn profile.

The current stage 2 work for Ix and Iq is quite immature. For other profiles developed by CT4 there has been clear Use Cases specified and tabulated H.248 procedures which identify the information elements/properties that are required to be sent to the MGW to trigger the specific action. These are replicated at stage 3 level with either new H.248 package properties or existing properties re-used. Although the Ix and Iq are being based on the already developed Ia profile this also lacks clear stage 2 specification and therefore should not be used as a justification for the 3GPP Stage 3 Profile to be approved without ensuring that there is a proper linkage between requirements and the protocol solution.
The Annex to this document highlights significant issues with the current stage 2 specifications and the status of the stage 3 profile work for Ix. A similar investigation should be made for the Iq profile.

Proposal

It is undesirable to rush the completion of Ix and Iq profiles with the result of an incomplete stage 3 specification which is functionally superseded by the TISPAN Ia v3 profile. It is preferable that H.248 profiles which have common requirements between CT4 and ETSI TISPAN are aligned to prevent divergence and multiple solutions for similar functional requirements. It is therefore proposed that 3GPP CT4 work on these profiles include requirements from ETSI TISPAN (on the proviso that clear stage 2 requirements are provided by TISPAN) where any additional stage 3 functionality is required over and above what is required by 3GPP in the same way that the Mn profile was developed.

To this end it seems preferable for these profiles to be moved into 3GPP R9. Such a move would have the following benefits:- 

· more time for the Ix/Iq work to be properly matured and completed in 3GPP.

· the creation of an Ia v3 to be completed in TISPAN and the completed specification be input to 3GPP as an input to ongoing Ix/Iq work. 
· maximum alignment of common aspects of Ix and Iq with Ia, with potential for TISPAN to endorse Ix/Iq in future should it wish to do so.  
It is likely that the majority of requirements in Ia v3 would be covered by Ix/Iq. At worst, where appropriate staqe 2 requirements cannot be identified for an item, there may be a need for any subsequent TISPAN endorsement of Ix/Iq to include any missing functionality. As a guideline, the following table provides a high level list of requirements currently documented against Ia/Ix/Iq. 

	Ia High Level Requirement
	Ix
	Iq

	opening and closing gates  
	Yes
	Yes

	packets filtering depending on "IP address / port"
	Yes 
	No

	allocation and translation of IP addresses and port numbers
	Yes 
	Yes

	IP realm/domain indication (H248.41)
	Yes 
	Yes

	RTCP Handling 
	Yes 
	Yes

	interworking between IPv4 and IPv6 networks (NAPT-PT)
	Yes
	Yes

	Topology Hiding 
	Yes 
	Yes

	Hosted NAT Traversal
	No
	Yes

	Packet Marking for o/g traffic 
	Yes 
	No

	Resource Allocation & bandwidth reservation.
	Yes ?
	No

	Policing of i/c traffic 
	Yes 
	No

	QOS Usage & Metering (conditional stats reporting) 
	Yes 
	No

	Transcoding
	Yes 
	No 

	Detection of Inactive Bearers
	Yes 
	No 

	BGF Overload Control (at H248 i/f)
	Yes 
	Yes 


The purpose of this contribution is to propose a way forward for the definition of a common set of Border Gateway specifications. 
The following steps are proposed :- 

The work on Ia v3 (TS 183 018) be completed by the TISPAN 20bis meeting (March 2009).  

This completed specification then be sent to 3GPP and Ix/Iq be moved into 3GPP R9 and Ia v3 be used as an input to that work. 
It is also noted that there is an incoming LS from ETSI TISPAN to this meeting on this topic and aligning with the proposal in this contribution.   

Conclusion
3GPP CT4 to defer Ix and Iq profile approval until Rel-9 and to agree to the above strategy to facilitate alignment of BGW related profiles between 3GPP and TISPAN. It is proposed that the Stage 2 work and associated requirements remains in Release 8  but the "open H.248" interfaces are only standardised in Release 9. 

Appendix – Issues with Ix standardisation

1. Transcoding Requirements

The following extracts are copied in order to understand what requirements are currently agreed in 3GPP specifications in order to derive the appropriate stage 3 solution.
……………………………………… BEGIN EXTRACTS ……………………………………………………

TS 23.228:
5.4.13
Transcoding concepts

IMS control plane entities, including the P‑CSCF, S‑CSCF or (for inter-domain sessions) the IBCF, may check the SDP offer/answer information associated with session requests and responses, to determine the need for transcoding. If such a need is determined to exist, media transcoding resources are reserved from the MRFP (via the MRFC) or the TrGW.

Transcoding requires knowledge of the codecs supported by the end points and may be invoked at the originating or terminating network based on interworking agreements (e.g. local policy) or service level agreement (SLA).

For more details concerning transcoding involving MRFC/MRFP interworking see clause 5.14 and TS 23.218 [71], and for the IBCF/TrGW implementation consult clause s4.14 and I.3.3

…………………………………………………………………………………………………………………………………..
4.14
Border Control concepts

Based on operator preference, border control functions may be applied between two IM CN subsystem networks or between an IM CN subsystem network and other SIP based multimedia network. These functions are provided by the IBCF and include:

-
Controlling transport plane functions;

-
Supporting functions to allow establishing communication between disparate address realms' SIP applications;

-
Supporting functions to allow establishing communication between IM CN subsystems using different media codecs based on the interworking agreement and session information;

-
Providing network configuration hiding to restrict the following information from being passed outside of an operator's network: exact number of S‑CSCFs, capabilities of S‑CSCFs, or capacity of the network, etc;

NOTE 1:
Network configuration hiding was not intended to be invoked in IMS roaming scenarios when the P‑CSCF and IBCF are both located in the visited network as information available in certain SIP headers may be used by the home network for further processing of signalling messages.

-
Screening SIP signalling information based on source/destination and operator policy (e.g. remove information that is of local significance to an operator) and optionally, for an IBCF located in the home network, policing the IMS Communication Service ID;

-
Generation of CDRs;

-
Invoking an IWF when interworking between different SIP profiles or different protocols (e.g., SIP and H.323) is necessary; in this case the IWF acts as an entry point for the IMS network;

NOTE 2:
IWF and IBCF may be co-located. The IWF is not specified within this release of the specification.

-
Selecting the appropriate signalling interconnect.

In case border control concepts are to be applied in an IMS network, the IBCF acts as an entry point for this network (instead of the I‑CSCF), and also acts as an exit point for this network.

NOTE 3:
In this case the IBCF and I‑CSCF may be co-located as a single physical node.

Based on local configuration, the IBCF may perform transit routing functions (see clause 5.19).

More detailed description of these functions is provided in Annex I.

…………………………………………………………………………………………………………………………………………
I.3.3.1
General

Transcoding shall only be performed in the case where a common codec cannot be negotiated between the two UEs. The IBCF shall add codecs to the offer such that in the terminating UE codec selection process, priority shall be given to the codecs inserted by the originating UE over the codecs inserted by the IBCF.

The IBCF/TrGw provides the necessary function for codec transcoding, when required by interworking agreement and session information, in order to establish communication between end points belonging to different IMS domains.

I.3.3.2
Session Flows

The following example session flow shows a scenario where IBCF located on the oringinated side will insert additional codec in the SIP signalling. Based on the interworking agreement between IM CN subsystems the terminating IBCF may also insert additional codec in the SIP signalling.
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Figure I.4: Originating IMS session towards different codec network

1.
UE (A) initiates an IMS session towards User B, via the session path for IMS and the session is analysed at the IMS network of UE (A).

2.
The IMS network of UE (A) determines that the User B's domain need be communicated via IBCF and forwards the request to the IBCF.

3.
The IBCF checks the SIP message and decides whether additional codec(s) need be inserted into SIP message based on the session information (such as ICSI , SDP) and interworking agreement. To avoid unnecessary transcoding, means should be provided to allow terminating UE to be able to select a codec from the originating UE prior to selecting a codec inserted by the network.

4.
The IBCF generates a new SIP message towards User B network based on the received SIP message where additional codec(s) have been added.

5.
User (B) selects a codec from the offer modified by IBCF, and responds with an SDP answer.

6.
When receiving the SDP answer, the IBCF will check if the agreed codec belongs to the original offer it received in step 3 or is one of the codecs that was added by IBCF. If the agreed codec was added by the IBCF, the IBCF invokes the TrGW to enable the transcoding functionality. Otherwise, the IBCF will not invoke the transcoding function.

7.
In case TrGW needs to be invoked IBCF generates a new response message back to UE (A) based on the received response message where the codec received from peer side has been replaced with the selected codec.

NOTE 1:
On the new response message the selected codec will based on the SDP offer received by IBCF on step 3.

8.
Session signalling path is established between User (A) and IBCF, IBCF and User (B).

NOTE 2:
IBCF needs to update User (B) with correct media resource information (based on the resources allocated on step 6).

9.
The media path is established between the UE (A) and the TrGW, and then between the TrGW and user B.

At session release, the codec transcoding resource will be released.

…………………………………………………………………………………………………………………………….

FROM 24.229:

5.10.7.2
Media transcoding control procedures

Upon receipt of any request containing an SDP offer, based on local policy and signalling inspection (e.g ICSI values, SDP), the IBCF may perform media transcoding control. Based on the local configuration determines the media which requires transcoding in the SDP offer.

Before forwarding the request to the answerer, the IBCF may add to the selected media one or more codecs at the end of the codec list contained in the SDP in order to give priority to the codecs inserted by the offerer over the codecs inserted by the IBCF. The codecs added to the offer are based on local policy.

Editor’s note: To avoid unnecessary transcoding, means should be provided to allow terminating UE to be able to select a codec from the originating UE prior to selecting a codec inserted by the network. The way of explicitely indicating to the answerer the codecs added by the IBCF is FFS.

Upon receipt of any response containing an SDP answer, the IBCF shall inspect the list of the returned codecs and proceed as follows:

-
if the list contains at least one of the codecs belonging to the original offer, the IBCF shall not invoke the transcoding function; and

-
if the list contains none of the codecs belonging to the original offer, the IBCF shall select one of the returned codecs introduced in the answer and invoke the transcoding function. In order to perform the transcoding the IBCF shall select one of the codecs originally offered and set to a non-zero port value the related media stream in the answer sent to the offerer.

NOTE 1: The protocol used between IBCF and TrGW to allow the transport plane media trascoding control is out of scope of this specification. The codec selected by the answerer and the one selected by the IBCF and sent to the offerer can be used to instruct the TrGW for the transcoding purposes.
The IBCF shall remove from the SDP the codecs added to the original offer before forwarding the response to the offerer.

NOTE 2
In accordance with normal SDP procedure the transcoding IBCF informs the answerer of the properties of the chosen codecs (IP-address and ports).

…………………………………….. END EXTRACTS …………………………………………………………..

So the basic requirement is upon the IBCF to insert codecs if needed and if no match between codecs supported by the external network then a TrGW shall be deployed to transcode. The use of H.248 protocol for this interface means that normal termination property stream mode settings will either initiate transcoding or not based on whether the properties match or do not, as suggested in the NOTE1 in 24.229 above.
……………………………………… BEGIN EXTRACTS ……………………………………………………

TS 29.162 :

8
User Plane Interworking

8.1
Overview

The present specification addresses user plane interworking between codec types used for either speech or video. Codecs used for conversational services in the PS domain are as defined in 3GPP TS 26.235 [6]. Codecs of particular interest are described in annex A

8.2
Transparent User Plane

The user plane may be transported through the IM CN subsystem without being processed by any IM CN subsystem entity. This means there is no need on the user plane for network address (transport identifier) translation, IP version translation and media transcoding.

In this case, the TrGW shall be thus bypassed.

8.3
Non-Transparent User Plane

8.3.1
Introduction

Non-Transparent User Plane may be related to:
1)
Transcoding due to mismatch of codec, and/or

2)
Network address and/or port translation due to Interworking between private and public network or topology hiding and/or

3)
Interworking between IPv4 and IPv6 (see clause 9).
8.3.2
Transcoding-capable network nodes

8.3.2.1
MRFP

The MRFP may provide transcoding of the user plane if a codec mismatch occurs. It is not specified in the present release how the MRFP is inserted and controlled to provide transcoding.
8.3.2.2
TrGW

The scope of transcoding in TrGW shall include media format for voice and may optionally include media format for video.

TrGW can be used in "media-agnostic" way or in "media-aware" way. In case TrGw is driven in "media agnostic" way, it must not provide transcoding function. When TrGW works in "media-aware" way, it shall provide transcoding of the user plane if a voice or audio codec mismatch occurs. 

Note: the probability for required video transcoding is typically much lower as for voice, i.e. there might be the option in delegating video transcoding to the MRFP (see clause 8.3.2.1). 

8.3.3
Transcoding details at TrGW

8.3.3.1
Decision for transcoding

The decision for transcoding shall be determined per 3GPP TS 24.229 [27]. When a media-aware TrGW detects a media format mismatch between the interconnected media flows, it shall activate transcoding.

…………………………………….. END EXTRACTS …………………………………………………………..

Here there has been introduced the concept of "media aware" or "media agnostic". There is no definition of this nor any requirement from the above stage 2 specification. Why is it necessary to try to invent a new concept when there is no requirement to do so and the transcoding function according to H.248 is well understood. The selection of a TrGW that supports transcoding is performed via normal MGW selection procedures. There should not be any such thing as a TrGW that "works in media aware way" – the TrGW's actions are based on H.248 commands from the IBCF which set stream mode properties and it is these that determine if the TrGW shall perform transcoding or not.
If we are trying to introduce a change to the normal H.248 behaviour then this needs to be VERY CLEAR. From the stage 3 the assumption is that the m-line is incomplete/doesn’t provide sufficient information for the TrGW ("are not allowing to conclude for the TrGW (MG) on the transported "media" information." ). 

There appears no new requirement to do anything different with regards to support of transcoding on the Ix interface and therefore no need to describe any new concepts such as "media aware" or "media agnostic".
No CRs have been submitted to this meeting on this section (C3-090192 does move some text but does not change the description).
Proposed Action: this text should be rewritten to remove the concept of "media aware" and "media agnostic" and simply describe that normal H.248.1 behaviour shall prevail

2.
IP Version Interworking

This requirement is described to some extent in TS 29.162:

……………………………………… BEGIN EXTRACTS ……………………………………………………

9.2
User plane transport

9.2.1
Payload transport

The TrGW shall use the established bindings described above to transport the messages between the IPv6 network and IPv4 network in the following way.

At the receipt of a payload message the TrGW shall:

-
Replace the received IPv4 address(es) and port number(s) in the payload message with the corresponding IPv6 address(es) and port number(s).

-
Replace the received IPv6 address(es) and port number(s) in the payload message with the corresponding IPv4 address(es) and port number(s).

…………………………………….. END EXTRACTS …………………………………………………………..

By this text it is assumed that what is meant is that the TrGW shall replace the address(es) and ports from the received message when forwarding on the payload to the next hop.
How does the TrGW know to do this ? Is this pre-configured or identified by a new IE in the IP Termination seizure Request (ReserveRTP Connection Point ?) ?
Currently no similar text or requirement exists in TS 29.238 (CS-Ix requirements).  C3-09024 proposes the following changes:

A.7.2.2.1
NA(P)T Control Procedure

The following procedure shall be used in combination with the call establishment procedure (see clause 6) from 3GPP TS 23.205 [34]).
The CS-IBCF may request the TrGW to translate IP network addresses by creating an address binding in the IP bearer-path.
The CS-IBCF may request the TrGW to translate layer 4 port values by creating a port binding in the IP bearer-path.
A.7.2.2.2
IP Protocol Translation Control Procedure

The following procedure shall be used in combination with the call establishment procedure (see clause 6) from 3GPP TS 23.205 [34]).

The CS-IBCF may request the TrGW to translate IP protocol versions by creating an IPv4-to-IPv6 binding in the IP bearer-path.
No information is included as to HOW the TrGW is requested to translate IP network addresses and ports – it is suggested that it is done by "creating an address binding in the IP bearer path". What does this mean ? What impacts are there to the H.248 command properties ?

NO OTHER REQUIREMENTS EXIST IN STAGE 2 FOR THE Ix INTERFACE !!!
3. Ix profile – current status
Currently the Ix profile contains the following packages:

Table 5.14.1.1: Mandatory Packages

	Mandatory Packages

	Package Name
	Package ID
	Version

	Gate management (ITU-T Recommendation H.248.43 [5], Appendix I; and ITU-T Recommendation H.248.57 [6])

	gm
	1

	Traffic management (ITU-T Recommendation H.248.53 [14])
	tman
	1

	IP Domain Connection (ITU-T Recommendation H.248.41 [15])
	ipdc
	1


	Hanging Termination Detection (ITU-T Recommendation H.248.36 [16])
	hangterm
	1


5.14.2
Optional Packages

Editor's Note – Gap analysis between 3GPP H.248 Ix profile and TISPAN H.248 Ia profile (Ix V1 vs Ia V2): 
( clause: 
different
( difference(s): 
Ia optional: mpls, vlan, mgcinfo, it, seg, adid, hangterm, scr, gm v2
 
Ix optional: -
Table 5.14.2.1: Optional Packages

	Optional Packages

	Package Name
	Package ID
	Version
	Support dependent on

	…
	
	
	

	Diffserv (ITU-T Recommendation H.248.52 [13])
	ds
	1
	MG (TrGW) connected to a DS domain or ToS-aware domain.

	Network (ITU-T Recommendation H.248.1 [1], annex E.11)
	nt
	1
	Support of usage metering and statistics reporting.

	RTP (ITU-T Recommendation H.248.1 [1], annex E.12)
	rtp
	1
	Support of usage metering and statistics reporting. Particular package capabilities are only applicable for "media-aware" bearer connections.

	Media Gateway Overload Control (ITU-T Recommendation H.248.11 [17])
	ocp
	1
	Support of message throttling, based on rate limitation, from MGC towards MG.


The gate management package, Traffic Management and IP domain Connection packages are listed as mandatory but for which requirement is this ? 
5.14.3.5
Gate Management (gm)

Table 5.14.3.5.1: Gate Management Package

	Properties 
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	Remote Source Address Filtering (gm/saf)
	O
	ADD, MODIFY
	ALL
	Not Applicable

(NOTE 1)

	Remote Source Address Mask (gm/sam)
	O
	ADD, MODIFY
	ALL
	Not Applicable

	Remote Source Port Filtering (gm/spf)
	O
	ADD, MODIFY
	ALL
	Not Applicable

(NOTE 1)

	Remote Source Port (gm/spr)
	O
	ADD, MODIFY
	ALL
	Not Applicable

	Remote Source Port Range (gm/sprr)
	not supported 
(NOTE 3)
	-
	-
	-

	Explicit Source Address Setting (gm/esas)
	O
	ADD, MODIFY
	ALL
	NOTE 1

	Local Source Address (gm/lsa)
	O
	ADD, MODIFY
	ALL
	Not Applicable

	Explicit Source Port Setting (gm/esps)
	O
	ADD, MODIFY
	ALL
	NOTE 1

	Local Source Port (gm/lsp)
	O
	ADD, MODIFY
	ALL
	Not Applicable

	RTP Specific Behaviour (gm/rsb)

(NOTE 4)
	M
	ADD, MODIFY
	ALL
	OFF 

(NOTE 2)

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	None
	-
	-
	-

	
	Signal Parameters
	Mandatory/

Optional
	Supported

Values
	Duration Provisioned Value

	
	-
	-
	-
	-

	Events
	Mandatory/Optional
	Used in command

	None
	-
	-

	
	Event Parameters
	Mandatory/

Optional
	Supported

Values
	Provisioned Value

	
	-
	-
	-
	-

	
	ObservedEvent

Parameters
	Mandatory/

Optional
	Supported

Values
	Provisioned Value

	
	-
	-
	-
	-

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	Discarded Packets
gm/dp
	O
	ADD, MODIFY, SUBTRACT, AUDITVALUE 
	ALL

	Error Codes
	Mandatory/Optional

	None
	-

	NOTE 1:
Default value is 'OFF' in gm/1 (see ITU-Recommendation H.248.43 [6]).

NOTE 2:
Default value must be provisioned in gm/1 (see ITU-Recommendation H.248.43 [6]). The provisioned value in this profile shall be OFF.

NOTE 3:
This property is defined in gm/2, which is not supported by this profile version.

NOTE 4:
The gm/rsb property is identical to the rtcph/rsb property (see Figure II.1 in H.248.43 [6]) and defined by ITU-T Recommendation H.248.57 [5]. The rtcph package defines rsb property semantics for the SDP attribute according IETF RFC 3605 [7] (see in particular clause 6.6.1.4.1 in H.248.57 [5]). There are following package usage details for this profile specification: the SDP attribute "a=rtcp:" may be used in the H.248 RD and shall be not used in the H.248 LD (see clauses 5.16 and 5.17.1.7 for more information).


5.14.3.6
Traffic management (tman)

Table 5.14.3.6.1: Traffic Management Package

	Properties
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	tman/pol
	M
	ADD, MODIFY
	ALL
	Yes

	tman/pdr
	M
	ADD, MODIFY
	ALL
	Not Applicable

	tman/dvt
	M
	ADD, MODIFY
	ALL
	Yes

	tman/sdr
	M
	ADD, MODIFY
	ALL
	Not Applicable

	tman/mbs
	M
	ADD, MODIFY
	ALL
	Yes

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	None
	-
	-
	-

	
	Signal Parameters
	Mandatory/Optional
	Supported Values
	Duration Provisioned Value

	
	-
	-
	-
	-

	Events
	Mandatory/Optional
	Used in command

	None
	-
	-

	
	Event Parameters
	Mandatory/Optional
	Supported Values
	Provisioned Value

	
	-
	-
	-
	-

	
	ObservedEvent

Parameters
	Mandatory/Optional
	Supported Values
	Provisioned Value

	
	-
	-
	-
	-

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	None
	-
	-
	-

	Error Codes
	Mandatory/Optional

	None
	-


………………………………………………………………………………………………………………………………….

5.17.1.1
Gate control

The gate control concept is described in 3GPP TS 29.235 [18] for CS-Ix and 3GPP TS 29.162 [19] for Ix.
The gate concept, together with H.248 Stream/Termination handling, is further illustrated in annex A.


5.17.1.2
Allocation and translation of IP addresses, ports and versions (NAPT-PT)

5.17.1.4
QoS marking

The Differentiated Services package enables the MGC to control the setting of the DSCP value for all packets leaving the MG.

5.17.1.4.1
Copying DSCP/ToS values from the ingress to egress
The copy mechanism is specified in H.248.52 [13].

5.17.1.4.2
Auditing the "Per-Hop Behaviour"
The Differentiated Services package version 1 does not allow to audit the behaviour

5.17.1.10
IP Realm/Domain Indication

…………………………………………. END EXTRACTS ……………………………………………………………….

A large number of properties are listed as being supported, in Tman all are listed as mandatory but no procedures exist (as defined in other H.248 interfaces) so it is not clear how the properties are used or which stage 2 requirement they fulfil. 

The gatecontrol is not specified in TS 29.235 nor 29.162 ???
4.
Ix Profile – contributions to CT4#42

C4-090035 proposes to delete sub sections 5.17.1 entirely. The it proposes to simply add a table referring to ETSI TISPAN procedures. This approach might be ok if the only remit for CT4 was to provide an 3GPP version of Ia but that is NOT what is agreed. The Ix profile shall be developed according to normal 3GPP specification procedures and that means that each stage 2 requirement shall be reflected by an H.248 Use Case and Stage 3 level procedure. Any IEs required by those procedures are linked to package properties via a formats and codes table and thereby identifying the Package Usage settings in the Profile. 
4.
Other General Comments to TS 29.162

1. Generally the references in TS 29.162 need cleaning up - remove those listed in 21.905, add those missing. MEGACO should not be referenced by 3GPP spec - not used anyway so should be deleted.

2. Sub-Clauses 8.2 and 8.3 should  be re-named to something like transparent/non-transparent handling of the user plane.

3. Why does the spec have Clause 7 - Control Plane Interworking, then Clause 8 - User Plane Interworking and then Clause 9 - IP Version Interworking with Sub-Clauses for Control Plane and User Plane ?? This structure needs further explanation – i.e. clarify the general concepts and then state that for each Use Case a separate sub-chapter for Control Plane and User Plane specific issues.
5. Figure numbers and Table numbers should be tied to the subclause..not sequentially numbered through the document.
�This is still pre-published – i.e. not publicly available ?? The reference to H.248.57 is for a separate package and so should be listed separately


�Why are these manadatory – which mandatory procedures require them ?


�no they arent - where ?
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