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Currently, a combined authentication and authorization procedure is used on the STa interface, while separated authentication procedure, followed by an authorization procedure is used on the SWm interface.
On the other hand, 3GPP has decided to enable the dynamic IP mobility mode selection. If this is used, the IPMS indication needs to be sent to the user before the authentication procedure is completed. 

As the following message flow (created based on figure 8.2.2-1 of TS33.402, by adding the Diameter messaging details) shows it, this is not feasible, if we want to 

· use the authorization process to send the non-3GPP access network's PMIP support capabilities in the authorization request

· keep the authentication and authorization a separate process (as defined for SWm)
· keep the ePDG as a pass-through EAP authenticator with capabilities as defined by RFC 3748.
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The AT IPMS_RES cannot be included here, at least not if the éPDG is
(only) a pass-through authenticator: the IPMS decision could be received
only outside the EAP-Payload (e.g. in the MIP6-Feature-Vector)





We can conclude that in order to send the IPMS decision before the authentication procedure is completed, we have the following options:

1. Move the IPMS-related signalling between the non-3GPP access and the AAA Server to the authentication process. 
Note, however, that the IPMS decision involves the checking of local/home network capabilities and local/home network policies, so this is integral part of the authorization procedure. So this solution would means that the authorization process is divided in two parts. 

2. Enhance the ePDG authentication capabilities at least in a way that it can change the order of EAP messages received. In this case, it would be possible that the AAA Server sends EAP-Request/AKA-Notification in the AAA answer and this is forwarded to the UE (in an IKE_AUTH response) while keeping the EAP-Success received "in store". 
However, this would require a scrambled EAP message handling also from the AAA Server.

3. Use a combined authentication and authorization procedure on SWm, similarly to the procedure used on STa. 
It must be noted, however, that in case of SWm, we have a separate authentication and authorization for each PDN connection, at least in case PMIP is selected. The IPMS decision is made during the first authentication and authorization, but it is generally valid for the user, so it does not need to be repeated. 
From the above options, we propose to choose the third one, mainly because 
· it makes the SWm procedures similar to the STa procedures, while 
· from architecture (SA2) point of view, the role of the ePDG is very similar to the role of the access GW in a Trusted access network. i.e., the assumption in SA2 was that interfaces from the ePDG are similar to interfaces from Trusted AN (S2a~S2b or STa~SWm). /You can discover this assumption in 23.402 clause 7, which is about the Untrusted ANs, as it refers to the Trusted case/ -> it seems to be reasonable to use similar procedures also on the protocol level.
· we see no disadvantage of this option. 
A message flow for the combined authentication and authorization is shown below.
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If CT4 accepts this modification, the following changes are required in TS29.273:
· The authentication procedure needs to be modified to be an authentication and authorization procedure

· The authorization procedure needs to be kept, however, it will be used solely during the re-authorization

NSN has prepared a CR that implements these changes. 

