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***************1st change ***************
7
Path Management procedures
7.1
General

The path management procedure is implemented via an exchange of Heartbeat Request and Heartbeat Response messages as defined in IETF Draft draft-ietf-netlmm-pmipv6-heartbeat [17] and can be initiated by a PMIPv6 entity (LMA or MAG) to test the path with a peer PMIPv6 entity. The path management for PMIPv6 is very similar to that of GTP; the main difference is the use of PMIPv6 messages instead of GTP messages.

The restoration procedures that are triggered by path failure detection are specified in 3GPP TS 23.007 [13].

7.2

Heartbeat Mechanism
A LMA or MAG may send a one-time Heartbeat Request to a peer MAG or LMA for path failure detection as defined in IETF Draft draft-ietf-netlmm-pmipv6-heartbeat [17]. The Heartbeat Request messages may be sent for each path if at least one PMIPv6 binding uses that path between the LMA and MAG. When and how often a Heartbeat Request message may be sent is implementation specific but a Heartbeat Request shall not be sent more often than every 60 s on each path.

Both LMA and MAG shall send Heartbeat Response message as a response to a received Heartbeat Request, as defined in IETF Draft draft-ietf-netlmm-pmipv6-heartbeat [17].

7.3

Failure detection

Both LMA and MAG shall support the failure detection procedure, as defined in IETF Draft draft-ietf-netlmm-pmipv6-heartbeat [17], that if more than MISSING_HEARTBEATS_ALLOWED number of responses is not received from the peer, it concludes that the peer PMIPv6 node is not reachable.
7.4
Restart detection

Both LMA and MAG shall support the restart detection procedure, as defined in IETF Draft draft-ietf-netlmm-pmipv6-heartbeat [17], that the Restart Counter value received in the Heartbeat Response message is not same as the previously received value, the receiving node assumes that the peer PMIPv6 node had crashed and recovered.

7.5
Fast Notification of Restarts

Both the LMA and the MAG shall support the sending anUnsolicited Heartbeat Response message as specified in draft-ietf-netlmm-pmipv6-heartbeat [17], such that a node shall send such a message with an incremented Restart Counter value as soon as it recovers from a failure without waiting for a Heartbeat Request message to arrive first.

7.6
UE-specific Error Indication

Both the LMA and the MAG shall support the UE-specific error indication such that a node shall send a message containing a suitable identifier (such as MN-ID or GRE Keys) when no binding exists for  a packet incoming for UE.

Editor's note: It is FFS which message is used to signal UE-specific error indication. 
7.7
Heartbeat Message
7.7.1
Heartbeat Request

Table 7.7.1-1 specifies the information elements included in the Heartbeat Request message.

Table 7.7.1-1: Fields of a Heartbeat message for the Heartbeat request
	Information element
	IE Description
	Reference

	R flag
	Set to 0 for a request message.
	draft-ietf-netlmm-pmipv6-heartbeat[17]

	Sequence Number
	Set to a locally monotonically increasing value.
	draft-ietf-netlmm-pmipv6-heartbeat [17]

	Heartbeat Interval
	Set to the value 0 to indicate that no periodic heartbeat messages will be sent.
	draft-ietf-netlmm-pmipv6-heartbeat [17]


7.7.2
Heartbeat Response

Table 7.7.2-1 and 7.7.2-2 specifies the information elements included in the Heartbeat Response message.

Table 7.7.2-1: Fields of a Heartbeat message for the Heartbeat request
	Information element
	IE Description
	Reference

	R flag
	Set to 1 for a response message.
	draft-ietf-netlmm-pmipv6-heartbeat [17]

	U flag
	Set to 0 if the heartbeat response is sent as an answer to a heartbeat request. Set to 1 otherwise.
	draft-ietf-netlmm-pmipv6-heartbeat [17]

	Sequence Number
	Set to the value received in the corresponding Heartbeat Request message.
	draft-ietf-netlmm-pmipv6-heartbeat [17]

	Heartbeat Interval
	Set to zero.
	draft-ietf-netlmm-pmipv6-heartbeat [17]


Table 7.7.2-2: Mobility Options in a Heartbeat message for the Heartbeat request
	Information element
	IE Description
	Reference

	Restart Counter
	indicates the current Restart Counter value
	draft-ietf-netlmm-pmipv6-heartbeat [17]


7.8
Partial node failure requiring the removal of a subset of sessions

7.8.1
General

See 3GPP TS 23.007[13] for the description of this function.

Editor's Note:
This function is still ongoing work and needs to be further specified when the work progresses. In particular, it needs to be aligned with the GTP implementation of this feature.

7.8.2
Bulk Binding Revocation Indication message

The fields of a bulk BRI message initiated by the LMA or the MAG are depicted in Table 7.8.1.1-1.

The Mobility Options in a Bulk BRI message sent by the LMA or the MAG are depicted in Table 7.8.1.1-2.
Table 7.8.1.1-1: Fields of a Bulk BRI message for the PMIPv6 
	Information element
	IE Description
	Reference

	Sequence Number
	A sequence number generated by the LMA, and increased for every BRI sent.
	draft-muhanna-mext-binding-revocation [6]

	Revocation Trigger
	Set to a the value of “Revoking Node Local Policy”
	draft-muhanna-mext-binding-revocation [6]

	Proxy Binding Flag (P)
	Set to "1" to indicate that the Binding Revocation Indication is for a proxy MIPv6 binding entry. 
	RFC 5213 [4]

	Acknowledge (A)
	Set to "1" to request an acknowledgement message.
	draft-muhanna-mext-binding-revocation [6]

	Global Per-Peer Bindings (G)
	Set to 1
	draft-muhanna-mext-binding-revocation [6]


Table 7.8.1.1-2: Mobility Options in a BRI message for the PMIPv6 LMA or MAG Initiated PDN Connection Deletion
	Information element
	Cat.
	IE Description
	Reference

	Mobile Node Identifier
	C
	Set to the IP address of the MAG, only when the Bulk BRI message is sent by the MAG. 
	3GPP TS 23.402[3]

	Vendor-Specific Option - CSID
	M
	This VSO is the Connection Set Identifier List. It contains one or more Connection Set Identifiers that need to be revoked.
	RFC 5094[14]



NOTE:
The format of the Connection Set Identifier is FFS.

7.8.3
Bulk Binding Revocation Acknowledgement message

The fields of a Bulk BRA message for the PMIPv6 LMA or MAG bulk Initiated PDN Connection Deletion procedure are depicted in Table 7.8.1.2-1.

Table 7.8.1.2-1: Fields of a BRA message for a PMIPv6 LMA Initiated PDN Connection Deletion
	Information element
	IE Description
	Reference

	Sequence Number
	Set to the value received in the corresponding Bulk BRI.
	draft-muhanna-mext-binding-revocation [6]

	Status
	Indicates the result of the Bulk BRI: can be set to 0 for success, 1 for an unspecified failure or 4 for Global Revocation NOT Authorized..
	draft-muhanna-mext-binding-revocation [6]

	Proxy Registration Flag (P)
	Set to "1" to indicate that the Binding Revocation Acknowledgment is for a proxy MIPv6 binding entry.
	RFC 5213 [4]

	Global Per-Peer Bindings (G)
	Set to 1; the same value as for the Bulk BRI.
	draft-muhanna-mext-binding-revocation [6]


7.8.4 
MAG procedures

The MAG can be the initiator or the receiver of a bulk BRI message.

The MAG shall follow the "Local Mobility Anchor Revokes Bulk PMIPv6 Bindings" procedure described in the draft-muhanna-mip6-binding-revocation [6] when it receives a bulk Binding Revocation Indication message, removing the sessions identified by the Connection Set Identifier List Mobility Option.

The MAG shall follow the “Mobile Access Gateway Revoke Bulk PMIPv6 Bindings” when it sends a Bulk Revocation to the LMA, including the Connection Set Identifier List Mobility Option.
***************2nd  change ***************

12.1.1
3GPP Vendor-Specific Mobility Option

The 3GPP Vendor-Specific mobility option conforms to IETF RFC 5094 [14]. The format of the 3GPP Vendor-Specific Mobility Option is shown below:
	Bits

	Octets
	8
	7
	6
	5
	4
	3
	2
	1

	1
	Type 

	2
	Length

	3
	Vendor Id (1st Octet)

	4
	Vendor Id (2nd Octet)

	5
	Vendor Id (3rd Octet)

	6
	Vendor Id (4th Octet)

	7
	Sub-Type

	8
	Reserved
	M

	9-n
	Data


Figure 12.1.1-1: 3GPP Vendor-Specific Mobility Option
Table 12.1.1-1: Fields in a 3GPP Vendor-Specific Mobility Option
	Information element
	IE Description
	Reference

	Type
	Value is decimal 19 the assigned value for the Vendor-Specific mobility option
	RFC 5094 [14]

	Length
	An 8-bit field indicating the length of the option in octets excluding the Type and the Length fields. All other fields are included.
	RFC 5094 [14]

	Vendor ID
	A 32-bit field. Value is set to the SMI Network Management Private Enterprise Number for 3GPP, which is decimal "10415".
	IANA  [15]

	Sub-Type
	Indicate the type of the 3GPP Data encoded by the 3GPP Vendor-Specific Mobility Option.
	Table 12.1.1-2

	Reserved
	Value set to zero by sender and ignored by receiver.
	Defined here

	More Data Fragment (M) Flag
	Value set to "1" if this 3GPP Vendor-Specific Mobility Option is followed by another 3GPP Vendor-Specific Mobility Option encoding the follow up data fragment that does not fit in this 3GPP Vendor-Specific Mobility Option. Set to zero otherwise.
	Defined here

	Data 
	The 3GPP Data might be split over multiple 3GPP Vendor-Specific Mobility Options in case the total length of the 3GPP Data exceeds 249 bytes. This is the data fragment of the 3GPP Data contained in this specific instance of the 3GPP Vendor-Specific Mobility Option.
	Defined here


Table 12.1.1-2: 3GPP Vendor-Specific Mobility Option Subtypes

	Information element
	IE Description

	1
	3GPP PCO data, in the format from 3GPP TS 24.008 [16] section 10.5.6.

	2
	3GPP Vendor-Specific PMIPv6 error code, as specified in subclause 12.1.1.1

	3
	PDN GW IP address, as specified in clause 12.1.1.4

	4
	3GPP Vendor-Specific PMIPv6 DHCPv4 Address Allocation Procedure Indication, as specified in subclause 12.1.1.5.

	x
	3GPP Vendor-Specific Connection Set Identifier List, as specified in subclause 12.1.1.2


Depending on the need for 3GPP-specific information content, there several items of this information element may be added to the PBU request.

***************2nd  change ***************

12.1.1.2
3GPP Vendor-Specific Connection Set Identifier List 

The 3GPP Vendor-Specific Connection Set Identifier List contains one or more Connection Set Identifiers generated by the MAG, the LMA and any other node such as the MME for 3GPP access. It is generated for each new PDN connection, and it is used in case of partial node failure to identify the PDN connections associated with a Connection Set Identifier.

See 3GPP TS 29.274 [13] for the format of the VSO.
***************end of changes ***************
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