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1. Introduction
In the last meeting the skeleton of TS 23.142 was approved. However there are empty texts for some chapters.
2. Reason for Change
A new text for a short message personal signature procedure is added in chapter 7.7. 
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.142 v0.2.0.
* * * First Change * * * *

7.7
Short Message Virtual Private Network (VPN)
Short Message Virtual Private Network service procedure shall be based on the architecture described in chapter 5. If the calling user and called user are SMS users of operator, belonging to one organization, the calling user wants to take advantage of SM VPN service and sends a short message to a short number(identical to the destination fixed extension number) of the called user. The SMS-SC in the HPLMN of the calling user checks that a destination address of a short message delivering is a short number and the calling user has subscribed the VPN service. In this case the SMS-SC shall relay a short message to the VAS AS in the HPLMN of the calling user. The VAS AS checks that the calling user has activated the SM VPN service, and then it shall retrieve and exchange the calling user’s short number and mobile phone number or the called user’s short number and mobile phone number, e.g. the VAS AS shall retrieve the calling user’s short number and replace the origination address by the calling user’s short number, the destination address shall also be replaced by the called user’s mobile number mapping to the called user’s short number.
Other procedures included in SMS VPN refer to the general procedure for VAS SMS.
* * * End of Change * * * *

