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1. Introduction
This document provides missing information for the H.248 profile specification.
2. Reason for Change
The TrGW is peering multiple IP networks. Such IP domains may principally represent a VPN. E.g., a domain with a private IP address realm represents a Layer 3 VPN (L3VPN). The underlying transport infrastructure on a particular IP domain might be further based or partitioned by L2VPNs. For instance, network segments between the TrGW and the next IP hop entity may use a VLAN infrastructure. The traffic of a particular H.248 stream/termination may be then subject of “VLAN marking”.

The LxVPN identification capability is related to call-dependent procedures because actually the result of routing processes. The IP media-path follows a particular IP route, which itself may belong to LxVPNs. The IP routing process (of the IP media plane) is typically triggered after the call/session routing process in the signaling plane. There is thus finally an association between call routing processes and H.248 bearer assignments.

It is however proposed to postpone that capability to a next profile version due to the short remaining time of 3GPP R8. 
3. Conclusions

It is proposed to anchor a placeholder for VPN identification in the profile.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.238 V0.0.1.
*******
* * * First Change * * * *

5.17.1.16
VPN identification
Methods for the identification of L2VPNs are not supported by this profile version.
5.17.1.16.1
VLAN marking
The BGF VLAN tagging behaviour is summarized in the follow table:

Table 90b: VLAN marking using vlan version 1 package

	H.248 property usage
	Semantic

	vlan/pri
	vlan/tags
	Action

	Sent
	Sent
	Apply VLAN tagging accordingly

	Sent
	Not sent (use provisioned default value)
	Apply VLAN tagging accordingly

	Not sent (use provisioned default value)
	Sent
	Apply VLAN tagging accordingly

	Not sent
	Not sent
	Do not apply VLAN tagging


