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1. Introduction
This document provides missing information for the H.248 profile specification.
2. Reason for Change
The TrGW is connected to IMS networks and may be connected to “other SIP networks”. Any ingress traffic may be principally subject of traffic contract violations. Policing of traffic parameters of incoming traffic should be then supported by the TrGW.
Every service does require sufficient IP transport capacity. The TrGW should provide a “better-than-best-effort” IP transport service. The TrGW should thus support bitrate control methods with regards to the reservation and allocation of transport capacity.
3. Conclusions

It is proposed to add:

1. support of H.248 Traffic Management  package version 1 as a mandatory package,

2. overview of bandwidth control procedures; 
· explicit text on the “non-specification of tman properties”

3. required SDP information elements (“b=” line) and

4. update of the reference list.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.238 V0.0.1.
*******
* * * First Change * * * *

5.17.1.5
Bandwidth control - Reservation, Allocation and Policing

Resources are reserved independently per gate. For each gate, reservation of local resources for handling incoming and outgoing traffic is achieved by setting the appropriate properties in the Local and Remote Descriptors. Only one session description shall be included in each Stream Descriptor. Hence, the ReserveValue and ReserveGroup properties should not be used. 

The function of bandwidth control (which relates to bit- and byterate control in this profile) is structured in following clauses:

· admission control (AC; clause 5.17.1.5.1),

· traffic descriptor (clause 5.17.1.5.2),

· traffic reservation and allocation (clause 5.17.1.5.3), and

· traffic policing (clause 5.17.1.5.4).

5.17.1.5.1
Admission Control

Admission Control is provided on MGC and MG level. There is no concept of a call in H.248 MGs due to the separation of call and bearers in the H.248 model, which means that AC translates in a Context Admission Control (CoAC; see also ITU-T H.Sup6) and Stream Admission Control (StAC) on MG side.

The StAC and CoAC is triggered with the first incoming ADD.request Command. At that point a decision is taken whether the new context can be established or not.

The StAC is triggered whenever a modification of an existing H.248 context, e.g. in terms of traffic descriptor, is requested. At that point a decision is taken whether the context modification can be accepted or not.

5.17.1.5.1.1
Admission Control in this Profile

The TrGW AC is based on the requested H.248 stream level usage parameters and already established Contexts. The stream level usage parameters are given by the H.248 Media Descriptor in the ADD.request (and MODIFY.request) commands. The "usage parameters" as input for the AC of this Profile are mainly related to "bandwidth" information (see next clause on "traffic descriptor").

Specific AC algorithms could principally follow a deterministically or a statistically based multiplexing model. Concrete algorithms are implementation specific, thus out of scope of this profile.

The result of an admission control (here CoAC or StAC) is either an accept or reject decision.

NOTE:
Step 2 in figure 3 (see clause 5.18.1.1.3) shows an accept decision, which is implicitly given by the command reply on the ADD.request for the IP termination. A reject decision would be indicated by an appropriate H.248.8 [#] error code in the reply.

5.17.1.5.2
Traffic Descriptor

A traffic descriptor is the set of traffic parameters that is used to capture the traffic characteristics of an IP flow (see clause 3.2.10/ITU-T Recommendation Y.1221 [#]). The traffic parameters for an H.248 Stream of an H.248 IP Termination are direction-independent and given by either:

1) an explicit specification via:

· the "b=" line in the SDP description of the Local Descriptor and Remote Descriptor, or

· the properties of the Traffic Management package, or

2) an implicit specification via:

· the "m=" line in the SDP description of the Local Descriptor and Remote Descriptor (e.g. traffic usage estimate based on SDP media type and further mode of operation information).

NOTE:
There is no concept of a traffic contract explicitly used in the scope of this Profile version, because specific QoS classes (see ITU-T Recommendation Y.1541 [#]) are not signaled per termination. Nevertheless, the "QoS marking" information (see clause 5.17.1.4) could be used for QoS class indications, but such concepts are orthogonal to profile specifications, therefore out of scope of this document.

5.17.1.5.3
Bandwidth reservation and allocation

5.17.1.5.3.1
SDP "b=" line for constant bitrate traffic

The amount of required bandwidth for sending packets is expressed using the "b=" line of the SDP description contained in the Remote Descriptors.

The amount of required bandwidth for receiving packets is expressed using the "b=" line of SDP description contained in the Local Descriptors or using one of the properties (tman/pdr or tman/sdr) of the traffic management package.

5.17.1.5.3.2
Properties of the Traffic Management package for variable bitrate traffic

The Traffic Management package (tman) should be used in case of variable bit rate traffic. There are then two semantics for some tman properties. All properties may be applied for bandwidth policing. The two properties tman/pdr and tman/sdr would be used additionally for bandwidth reservation (see note).

NOTE:
The property tman/pol indicates whether just reservation is applied ('OFF'), or whether both semantics are in use ('ON'). The semantic for 'OFF' is going beyond the property definition in tman version 1 package. This should be non-controversial because these tman properties may be considered as elements of a traffic descriptor, i.e. information elements used for admission control (besides policing).

5.17.1.5.3.3
Examples for bandwidth reservation

See informative annex F in Ia profile [#].

5.17.1.5.4
Bandwidth policing

Policing of incoming traffic can be enabled using the Traffic Management package. Policing on incoming traffic can be set independently for each gate.

The properties of the Traffic Management package shall be set to values that are compatible (see note) with the "b=" line value of the Local Descriptor.

NOTE:
The term "compatible" means that the b-line and the traffic management represent identical bandwidth value with respect to the protocol layer they are defined upon:
-
Constant bit rate: “b=” line = tman/pdr = tman/sdr;
-
Variable bit rate: “b=” line = tman/pdr.

5.17.1.5.5
Non-specification of tman properties

If no properties of the Traffic Management package are provided, the MG will not perform traffic policing. If only the tman/pol property set to ON is present, traffic policing shall not be done based on the b-line value, i.e. the policing function cannot be activated at this stage.

Summary on bandwidth control actions:

Table 89a: Bandwidth control actions in relationship to tman version 1 properties

	H.248 property usage
	Semantic

	tman/pol
	tman/pdr
	tman/dvt
	tman/sdr
	tman/mbs
	Bandwidth control actions

	ON
	Not sent
	Not sent (use default)
	Not sent
	Not sent (use default)
	No traffic management

	OFF OR not sent (default=OFF)
	Not sent
	Sent OR not sent (use default)
	Not sent
	Sent OR not sent (use default)
	No traffic management

	OFF OR not sent (default=OFF)
	Sent
	Sent OR not sent (use default)
	Not sent
	Sent OR not sent (use default)
	No traffic management

The property tman/pdr may be used for bandwidth reservation and allocation in receiving direction in accordance to section 5.17.1.5.3.

	OFF OR not sent (default=OFF)
	Not sent
	Sent OR not sent (use default)
	Sent
	Sent OR not sent (use default)
	No traffic management

The property tman/sdr may be used for bandwidth reservation and allocation in receiving direction in accordance to section 5.17.1.5.3.

	OFF OR not sent (default=OFF)
	Sent
	Sent OR not sent (use default)
	Sent
	Sent OR not sent (use default)
	No traffic management

The property tman/pdr or tman/sdr may be used for bandwidth reservation and allocation in receiving direction in accordance to section 5.17.1.5.3.

	ON OR not sent (default=ON)
	Sent
	Sent OR not sent (use default)
	Not sent
	Sent OR not sent (use default)
	Single stage policer (pdr, dvt)

The property tman/pdr may be used for bandwidth reservation and allocation in receiving direction in accordance to section 5.17.1.5.3.

	ON OR not sent (default=ON)
	Not sent
	Sent OR not sent (use default)
	Sent
	Sent OR not sent (use default)
	Single stage policer (sdr, mbs)

The property tman/sdr may be used for bandwidth reservation and allocation in receiving direction in accordance to section 5.17.1.5.3.

	ON OR not sent (default=ON)
	Sent
	Sent OR not sent (use default)
	Sent
	Sent OR not sent (use default)
	Dual stage policer ((pdr, dvt); (sdr, mbs))

The property tman/pdr or tman/sdr may be used for bandwidth reservation and allocation in receiving direction in accordance to section 5.17.1.5.3.


* * * Next Change * * * *

5.14
Packages

This clause includes details of the mandatory and optional H.248 packages that are included in this profile. The meaning of mandatory and optional packages and their properties, signals, events, and statistics is defined in ITU‑T Recommendation H.248 Sub-series Implementers’ Guide [x1]. 

5.14.1
Overview

Table 5.14.1: Mandatory Packages

	
Mandatory Packages

	Package Name
	Package ID
	Version

	…
	
	

	Traffic management (ITU-T Recommendation H.248.53 [#])
	tman
	1

	
	
	

	
	
	

	
	
	


Table 5.14.2: Optional Packages

	Optional Packages

	Package Name
	Package ID
	Version
	Support dependent on

	…
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


5.14.2
Package usage information

…

5.14.2.6
Traffic management (tman)

Table #: Traffic Management Package

	Properties
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	tman/pol
	M
	ADD, MODIFY
	ALL
	Yes

	tman/pdr
	M
	ADD, MODIFY
	ALL
	Not Applicable

	tman/dvt
	M
	ADD, MODIFY
	ALL
	Yes

	tman/sdr
	M
	ADD, MODIFY
	ALL
	Not Applicable

	tman/mbs
	M
	ADD, MODIFY
	ALL
	Yes

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	None
	
	
	

	
	Signal Parameters
	Mandatory/Optional
	Supported Values
	Duration Provisioned Value

	
	
	
	
	

	Events
	Mandatory/Optional
	Used in command

	None
	
	

	
	Event Parameters
	Mandatory/Optional
	Supported Values
	Provisioned Value

	
	
	
	
	

	
	ObservedEvent

Parameters
	Mandatory/Optional
	Supported Values
	Provisioned Value

	
	
	
	
	

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	None
	
	
	

	Error Codes
	Mandatory/Optional

	None
	


* * * Next Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[#]
ITU-T Recommendation H.248.53 (2008): "Gateway control protocol: Traffic Management packages". 
Inclusive Revision 1 (2009?) to H.248.53 “Gateway control protocol: Traffic Management packages”.

Editor’s note: Revision 1 is still in work -> publication date to be updated.

* * * Next Change * * * *

5.15
Mandatory support of SDP and Annex C information elements

Elements listed as mandatory shall be supported by MGC and MG but does not have to be present in all commands containing SDP. Details of which elements are included in each command are provided in clause 5.18. 

Table #: Supported SDP Information Elements

	SDP Information Element
	Mandatory/optional
	Description

	…
	
	

	Bandwidth

"b=" line


	Mandatory

MUST not be used without a "m=" line.
	The modifier value must always be "AS".

This implies that the bandwidth-value represents the ""maximum bandwidth" (see clause 5.8/RFC 4566 [#]). The bandwidth-value relates therefore to the peak bitrate (see note 7).

The bandwidth-value value defines the IP layer bandwidth for the specific H.248 Stream (see notes 4 and 5).

For RTP flows, where RTCP resources are reserved together with the RTP resources using the "RTP Specific Behaviour" property of the Gate Management package (gm) property, the bandwidth value will include the bandwidth used by RTP and RTCP together.

	NOTE 1:
Even if the transport value is RTP, the "RTP Specific Behaviour" property of the Gate Management package (gm) shall be used to indicate whether RTCP resource reservation is also requested.

NOTE 2:
For Ia profile versions 2 and higher RFC 4566 [#] shall be used as basis. RFC 4566 [#] enables "-" as a valid character (Ia profile version 1 uses RFC 2327 [#], which does not allow the "-" in place of media type, transport and media format fields. However in the scope of Ia profile version 1 this was considered as an admitted SDP extension).

NOTE 3:
RFC 4566 [28] obsoleted RFC 2327 [i.3], but the ABNF grammar did slightly change for the "m=" line:
a)
RFC 2327 [i.3]: m=<media> <port> <transport> <fmt list>.
b)
RFC 4566 [28]: m=<media> <port> <proto> <fmt> ...
There is a syntactical change for the last two fields, but the semantical meaning is unchanged.
See also ITU-T Recommendation H.248.49 [23], Appendix I "Comparison of SDP variants between RFC 4566 [28] and RFC 2327 [i.3]" and in particular: table I.7/H.248.49 "RFC 4566 [28] versus RFC 2327 [i.3] - SDP specification - "m=" line".

NOTE 4:
This semantic is consistent for RTP traffic (see clause 6.2/RFC 3550 [i.8]) and non-RTP traffic (see clause 5.8/RFC 4566 [28]).

NOTE 5:
It has to be noted that Ia profile version 1 defines a different semantic (see table 81 in ES 283 018 [22]) defined, which incorporates also layer 2 bitrate.
A transformation between both "b=" line usages (in case of IP-over-L2) is not straightforward because the transformation parameters are based on L2-PCI and the IP packet rate. The L2-PCI is typically constant for a dedicated L2 technology (like IP-over-IEEE 802.3 [i.9]), but the packet rate is application-specific. E.g. the IP packet rate is usually unknown at Ia for media-agnostic IP-to-IP interworking.

NOTE 6:
The "m=" and "b=" lines may be omitted in certain procedures, which are further described in clause 5.17.1.11.

NOTE 7:
The unit for the bandwidth-value (peak bitrate) is "kbit/s". The unit for the peak data rate (tman/pdr) is "byte/s". The "b=" line is not providing any information about the traffic characteristic, i.e. whether the traffic flow has a Constant BitRate (CBR) or Variable BitRate (VBR). The bandwidth-value is thus independent of the traffic characteristic and relates to the peak bitrate for CBR and VBR traffic (see also clause 5.17.1.5).

NOTE 8:
Parameter "udp" is introduced by RFC 4566 but not yet registered by IANA (see http://www.iana.org/assignments/sdp-parameters).

NOTE 9:   Upper case TCP is defined by RFC 4145 and registered by IANA. Lower case tcp was introduced by Ia v1 and is allowed for backwards compatibility.


�proposed by P-CR C4-082621


�some parts of the tables were already proposed by C4-082630





