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1. Introduction

This contribution clarifies the following aspects of GRE encapsulation in TS 29.275:

· mandatory use of GRE, 
· 
· no use of the mode where LMA assigns both forward and reverse GRE key. 
2. Reason for Change

GRE encapsulation is always used within this specification. The negotiation foreseen by IETF draft draft-muhanna-netlmm-grekey-option-02 is not used. This fact would also be recognized from a look onto details of IE exchange in signalling messages, but it seems to be useful to add an explicit statement.  

MAG and LMA shall generate the forward and reverse GRE keys, respectively. That is, the so-called symmetric model of draft-muhanna-netlmm-grekey-option-02 is not used, and LMA doesn't allocate both keys. Clarification is added, because the current wording in sections 4.1.1 and 4.3.1 may not exclude such an interpretation. 
3. Conclusions
4. Proposal

It is proposed to agree the changes to 3GPP TS 29.275 shown below.
<< First change >>
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3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

EPC
Evolved Packet Core
GRE
Generic Routing Encapsulation
LMA

Local Mobility Anchor

LMAA
LMA Address

IPv4-LMAA
IPv4 LMAA

MAG

Mobility Access Gateway

GW
Gateway

MIPv6
Mobile IPv6

PMIPv6
Proxy MIPv6

BCE
Binding Cache Entry

BUL
Binding Update List

Proxy-CoA
Proxy Care-of Address
PBU
Proxy Binding Update

PBA
Proxy Binding Acknowledgment

BRI
Binding Revocation Indication

BRA
Binding Revocation Acknowledgement
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Tunnel Management procedures
Editor’s note: This clause will describe procedures by which a MAG and a LMA manages tunnels between themselves. 

5.1 
General

The Mobile Anchor Gateway (MAG) and the Local Mobility Anchor (LMA) establish and maintain a bi-directional tunnel for each PDN connection, which is used for routing the UE’s payload traffic between the MAG and the LMA. This tunnel is established as a result of exchanging the Proxy Binding Update (PBU) and the Proxy Binding Acknowledgment (PBA) messages between the MAG and LMA. The PBU and PBA messages establish unique Binding Cache Entry (BCE) and Binding Update List (BUL) entries for each PDN connection at the LMA and the MAG respectively. The tunnel end points are the Proxy-CoA and LMAA with GRE encapsulation (for IPv6 transport network) or IPv4-Proxy-CoA and IPv4-LMAA with GRE encapsulation (for IPv4 transport network), as described in draft-muhanna-netlmm-grekey-option [7]. GRE encapsulation shall always be used; the GRE tunneling negotiation described in [7] is not applicable and the GRE Key Identifier Option shall always be present in the PBU messages for initial binding registration and binding registration after handover. 
Signalling messages as specified in Section 4 are sent natively without encapsulation in IPv6 transport network and with IPv4 on UDP encapsulation in IPv4 transport network as specified in ietf-netlmm-pmip6-ipv4-support-02.txt [5].
