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1. Introduction
This paper introduces a alternative DNS proposal with minimal changes to existing 2G/3G DNS infrastructure
2. Reason for Change
This paper introduces a alternative DNS proposal with minimal changes to existing 2G/3G DNS infrastructure
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.303
Discussion
Section 4.3.8 of TS 23.401 provides guidance on SGW and PGW selection functions. These guidelines can be summarized as below:
· Selection of PGW is based on subscription data, protocol type on S5/S8 (PMIP or GTP) and additional information by using the Domain Name Service function
· Selection of SGW is based on network topology i.e. the selected SGW serves UE's location
· Selection of SGW is based on S5/S8 protocol variant i.e. GTP or PMIP on a per HPLMN granularity

· Selection of SGW should consider load balancing between serving GWs
· If combined Serving and PDN GWs are configured in the network the Serving GW Selection Function preferably derives a Serving GW that is also a PDN GW for the UE.

The description below details DNS procedures to determine which PDN-GW are to be selected based on APN. With the current alternative 2 in TS 29.803, a colocated SGW/PGW node may be selected using DNS SRV records. This approach is based on the principle of selecting PGW first as part of APN resolution followed by SGW lookup. Once the DNS returns a PGW logical name, this is then decorated with "S11" string to obtain the relevant SGW address and a second query is performed. If the query succeeds, the MME understands that its dealing with a combine SGW/PGW on its S11 interface. If the query fails, then the MME either continues selecting the next SGW in the list of returned SGW IP addresses or performs a third query to find a non co-located SGW that can service the UE.
The implicit assumption in the colocated case is that the selected SGW/PGW satisfy both load balancing and network topology conditions. However this may not be a valid assumption as the DNS is not aware of the traffic conditions of the network. In fact, it can be argued that the current alternative 2 places additional requirements for operators to make DNS entites aware of the traffic patterns. Consider the following scenario,
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After the second DNS (assuming DNS is not aware of load conditions, network topology) response (S11 IP address of GW1), the MME may find itself forced to select GW1 although it is aware that GW1 is under heavy traffic conditions. The list of the addresses it receives may not provide access to additional collocated nodes. In this case, MME does not attach equal "weight" or importance to all the GW selection criteria as established above. Usage of DNS NAPTR, SRV records which are useful in yielding logical node names and protocol information are not able to provide a satisfactory solution. 
Furthermore, in the roaming scenario the chances of selection of a collocated node are quite low and attaching disproportionate importance one selection criterion will cause problems.
New Proposal: 

Non-Collocated case:
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The figure above illustrates a Non-collocated SGW PGW configuration. The details steps are as below:
1. MME receives a context activation message which triggers the APN resolution procedure. The MME receives the subscription profile from the HSS which may contain the PGW address. This PGW identity received may include an IP address of the PGW or a FQDN.
2. MME sends a DNS query which resolves to the IP address of PGW i.e. GW2 
3. MME then sends a second query to locate the SGW. In order to ensure that SGW is able to serve the UE, the MME decorates the query with the Tracking area identity (TAI). Additionally, based on the configured S5/S8 protocol for the PLMN (mnc.mnc), the MME can add the protocol variant to the decorated query.
4. the DNS response contains the IP address (es) of SGW that can serve the UE. The MME is free to select the appropriate SGW based on load balancing criterion from the list of valid SGWs. 
While DNS SRV records maybe used to factor in criterion like (service areas and protocol selection), the MME can and has the necessary information to decorate the query to get the IP address of SGW.
Collocated case:
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The figure above illustrates a collocated SGW PGW configuration. The details steps are as below:

1. MME receives a context activation message which triggers the APN resolution procedure. The MME receives the subscription profile from the HSS which may contain the PGW address. This PGW identity received may include an IP address of the PGW or a FQDN.

2. MME sends a DNS query which resolves to the IP address of PGW i.e. GW1 

3. MME then sends a second query to locate the SGW. In order to ensure that SGW is able to serve the UE, the MME decorates the query with the Tracking area identity (TAI). Additionally, based on the configured S5/S8 for the PLMN (mnc.mcc), the MME can add the protocol variant to the decorated query.
4. the DNS response contains the IP address (es) of SGW (GW1) that can serve the UE. For each SGW that MME interacts with, the MME shall maintain its load status, the IP addresses of its collocated PGW if any. If collocated PGW does exist, the MME can even maintain the load status of the PGW.
 By comparing the PGW IP addresses received in the first query against the collocated PGW IP addresses for each SGW, the MME is able to ascertain if a collocated PGW exists. If there is no load related issues, the MME is free to select the appropriate SGW based on load balancing criterion from the list of valid SGWs. 
While DNS SRV records maybe used to factor in criterion like (service areas and protocol selection), the MME can and has the necessary information to decorate the query to get the IP address of SGW. 
From the illustrations above, it is clear that all the requirements specified within section 4.3.8 can be satisfied without the need of DNS SRV mechanism. 
Pros:

· all selection criteria are considered and given equal importance or "weight"

· current legacy DNS mechanism based on RFC 1034 can be used to satisfy EPC needs which means little or no impact to the operator DNS networks
· no need to go to GSMA to request the subdomain for all future SAE usage which may lead to potential delays within Rel 8 timeframes
· At most two DNS queries are needed for each activation. 
· In the collocated case, the IP address of the S11 and S5/8 of the collocated GW need not be the same.
Cons:
· MME needs to be aware of traffic conditions of PGW although in the non collocated case there is no direct interface between MME and PGW
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� The information can be passed from the SGW to the MME via S11 path management messages. 
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