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1. Introduction
This contribution describes the Location Management procedures over the S6a interface, namely the Update Location message.
2. Reason for Change
This contribution describes the Location Management procedures over the S6a interface, namely the Update Location message.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.272
* * * First Change * * * *

5.3.1
Location Management Procedures

This section will include parameters and detailed behaviour of location management procedures.

5.3.1.x
Update Location

This procedure is used between REQUESTING NODE and HSS.

· To inform HSS of change in REQUESTING NODE as part of Attach, routeing/tracking area updates, inter-RAT handover on behalf of a subscriber. 
· To download the subscriber profile to REQUESTING NODE. This procedure is invoked when the HSS updates the subscriber profile in the new REQUESTING NODE.

· To retreive online charging / offline charging function addresses from HSS

· To signal purging of subscriber information at REQUESTING NODE. This procedure allows an REQUESTING NODE to inform the HSS that it has deleted the subscription data and MM context of a detached MS.
The Update Location procedures correspond to combination of the operations MAP Update Location and Update Location Ack, Purge UE and Purge UE Ack, procedures initiated by the REQUESTING NODE.
Table 5.3.1.x: Update Location request
	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	IMSI

	User-Name
	M
	This information element contains the permanent identity of the user, i.e. the IMSI. 

	Requesting Node Number
	Requesting_Node_ Number
	M
	This number refers to the ISDN number of the requesting node and is defined in 3GPP TS 23.003 [zz].

	Requesting Node Type
	Requesting_Node_​Type
	M
	This AVP indicates the type of requested vector and has 2 values:

· MME (indicates that the requesting node is a stand alone MME)

· MME/SGSN (indicates that the requesting node is a combined MME/SGSN )


	Supported RAT Types


	Supported-RAT-Type
	M
	The MME shall indicate support of E-UTRAN. 

· If the MME supports additional RAT types (e.g. when co-located with an SGSN) it shall also indicate support of those. 

	Server Assignment Type
	Server-Assignment-Type
	M
	Type of procedure the REQUESTING NODE requests in the HSS.

When this IE contains UPDATE_LOCATION value, the HSS initiates the download of subscriber profile towards the REQUESTING NODE.
When this IE contains PURGE_MS, the HSS shall freeze S-TMSI  

When this IE contains SKIP_SUBSCRIBER_DATA value, the HSS initiates the update location procedures but no profile is sent down to the REQUESTING NODE.
Any other value is considered as an error case.

	Routing Information 
	Destination-Host 
	C
	If the REQUESTING NODE knows the HSS name this AVP shall be present. 

This information is available if the REQUESTING NODE already has the HSS name stored. The HSS name is obtained from the Origin-Host AVP, which is received from the HSS, e.g. included in the MAA command.

Otherwise only the Destination-Realm is included so that it is resolved to an HSS address in an SLF-like function. Once resolved the Destination‑Host AVP is included with the suitable HSS address and it is stored in the REQUESTING NODE for further usage.


Table 5.3.1.x: Update Location Ack
	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	IMSI
	User-Name
	M
	This information element contains the permanent identity of the user, i.e. the IMSI.

	Result
	Result-Code / Experimental-Result
	M
	Result of the operation. 
Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for S6a errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	User Profile
	EPC-User-Data
	C
	Relevant user profile.

It shall be present when the Server Assignment Type is not set to SKIP_SUBSCRIBER_DATA value in the Update Location Request . 

	HSS Number
	HSS_number
	C
	International E.164 number that uniquely identifies the HSS. This number is used for SS7 routing of MAP message towards an IWF that serves the HSS. Shall be present if protocol conversion by an IWF is required unless an error is reported.

	Charging Information 
	Charging-Data
	C
	Addresses of the charging functions.

When this parameter is included, the Primary-Charging-Collection-Function-Name or the Primary-OCS-Charging-Function-Name shall be included. All other elements shall be included if they are available.


5.3.1.x.a
Detailed behaviour

When a subscriber attaches or a routeing/tracking area update takes place when attached MS detects that it has entered a new RA/TA, the REQUESTING NODE initiates an update location procedure towards the HSS. The HSS shall, in the event of an error in any of the steps, stop processing and return the corresponding error code, see 3GPP TS 29.229 [6]).

At reception of Update Location Request command, the HSS shall perform (in the following order):

1. Check that the user is known. If not Experimental-Result-Code shall be set to DIAMETER_ERROR_USER_UNKNOWN.

2. Check the Server Assignment Type value received in the request:

a. If it indicates UPDATE_LOCATION, the HSS shall download the relevant user identity information. The Result-Code AVP to DIAMETER_SUCCESS in the Update Location-Response command.

b. If it indicates PURGE_MS, the HSS shall freeze STMSI associated with received IMSI and set the Result-Code AVP to DIAMETER_SUCCESS in the Update Location-Response command.

c. If it indicates SKIP_SUBSCRIBER_DATA, the HSS shall check that the REQUESTING NODE name stored for the subscriber matches the REQUESTING NODE name received in the request and set the Result-Code AVP to DIAMETER_SUCCESS in the Update Location-Response command.

d. If it indicates any other value, the Result-Code shall be set to DIAMETER_UNABLE_TO COMPLY, and no download procedure shall be performed.
3. Check Requested-Node-Type AVP if present,
a. If the value is set to “MME” then the HSS shall send a Cancel Location Request towards the old MME or old combined MME/SGSN with cancellation type set to Update Procedure
b. If the value is set to “MME/SGSN”, then the HSS shall compare the Requesting_Node_number received in the request to the Requesting_ Node_number stored in the HSS. If they are identical, then the HSS shall not send the Cancel Location Request towards the combined MME/SGSN
NOTE:
Origin-Host AVP shall contain the REQUESTING NODE Address.

Once the REQUESTING NODE has downloaded the user profile data as a result of successful update location to the HSS, the REQUESTING NODE shall create appropriate routing policies and IP filtering information according to the retrieved operator defined barring information. 

* * * Next Change * * * *
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