3GPP TSG CT WG4 Meeting #37 
C4-071970
Sophia Antipolis, FRANCE, 5th – 9th November 2007
Source:
Nortel
Title:
HSS Restart Indication Call Flows 

Agenda item:
6.2.1
Document for:
INFORMATION

1  Introduction

This document presents call flows for the Restart Indication solution for the HSS failure scenarios in section 6.6. 

2  Recommendation/Proposal

It is proposed to add the following text to TR 23.820 v0.3.0.
6.6.2 Restart Indication

The principle is very similar to that of the MAP RESET indication. The HSS will send a message to all configured S-CSCFs, and these will mark all users from that HSS as “Not Confirmed in HSS”. For all users marked as “Not Confirmed in the HSS”, the S-CSCF will update the S-CSCF name in the HSS upon any activity for that user.

This solution alone does not cover the problem in clause 5.7.4, which was the most serious case. Since terminating SIP requests and REGISTER requests go through the I-CSCF before reaching the S-CSCF, they may still go to the wrong S-CSCF. A change in the procedure so that the S-CSCF does not wait for any activity for the users and refreshes the S-CSCF name immediately will create a burst of massive traffic in the network and still allow for a considerable window of time in which the problem could happen.
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                   Figure 6.x HSS-Reset in mobile originated session case:

1. Upon completion of HSS recovery procedures, the HSS1 broadcasts the HSS-Reset message which is sent to S-CSCF1 and S-CSCF2
2. S-CSCF1 and S-CSCF2 receive the reset message and set the “HSS Confirmed” flag against each subscriber to “not confirmed”

3. User tries to register with IMS network

4. Since this is an integrity protected register message, the S-CSCF checks the status of the “Confirmed flag”  
5. S-CSCF initiates a Server Assignment Request (SAR) towards the HSS1

6. HSS1 sends a Server Assignment Answer(SAA)

7. Upon receiving a SAA with a valid user profile,  the S-CSCF then clears the “HSS Confirmed” flag to “confirmed”
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